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1. Introduction
This paper tries to fix some editorial errors in TS 24.501.
2. Reason for Change
In the latest version of TS 24.501, there are some remaining terminologies that were used in EPC, e.g. EMM, ESM, attach and detach. So this paper will update those termnologies with 5G terminologies, e.g. 5GMM, 5GSM, register, de-register.
3. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501 v0.3.1


* * * First Change * * * *
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There are several services for which the NAS needs to be informed when the service starts and stops,
-	because, while the service is ongoing, the mapping of other access attempts to a specific access category can be affected; and
-	in order to avoid double barring at the start of these services.
These services are:
a)	emergency service;
b)	MMTEL voice;
c)	MMTEL video;
d)	SMSoIP; and
e)	SMS over NAS.
The UE considers an emergency service a) as started when 5GMM receives a request from upper layers to registerattach for emergency services or to establish a PDU session with request type = "initial emergency request". It considers the emergency service as stopped when this PDU session is released. 
While an emergency service a) is ongoing, any access attempt triggered by the initiation of a registration, deregistration or service request procedure is mapped to access category 2 = emergency.
Once the emergency service service has successfully passed access control, then as long as the service is ongoing, the following access attempts are allowed to proceed without further access control checking in order to avoid double barring:
-	any service request procedure related to the PDU session associated with request type = "initial emergency request"; and
-	any service request or registration procedure initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery.
NOTE 1:	Although the access control checking is skipped, the mapping is performed in order to derive an RRC establishment cause.
Editor's note:	The need for and the derivation of the RRC establishment cause (or its equivalence in 5GS) requires further work by RAN2.
Editor's note:	If MT LCS are used during an emergency service to locate the UE, the 5GMM will transfer LCS messages to the network. It is FFS based on which criteria the UE will determine to skip access control for these messages.
For services b) to e) the 5GMM receives explicit start and stop indications from the upper layers.
[bookmark: _Hlk503356023]Editor's note:	Whether explicit start and stop indications for SMS over NAS need to be defined is FFS.
Once the service has successfully passed access control, then as long as the service is ongoing, the following access attempts are allowed to proceed without further access control checking in order to avoid double barring:
-	for services b), c) and d), any service request procedure related to the PDU session established for DNN = "IMS"; and
[bookmark: _Hlk503357135]Editor's note:	It has been observed that some operators use an APN different from "IMS" for SMSoIP. How to handle that case when a DNN different from "IMS" is used, is FFS.
-	for services b), c), d) and e), any service request or registration procedure initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery.
While an MMTEL voice or video call, or SMS over IMS is ongoing, any of the above access attempts is mapped to access category 5, 6 or 7 respectively. 
NOTE 2:	Although the access control checking is skipped, the mapping is performed in order to derive an RRC establishment cause.
Editor's note:	The need for and the derivation of the RRC establishment cause (or its equivalence in 5GS) requires further work by RAN2.

* * * Next Change * * * *
5.3.7	Handling of the periodic registration update timer and mobile reachable timer
The periodic registration update procedure is used to periodically notify the availability of the UE to the network. The procedure is controlled in the UE by the periodic registration update timer, T3512. 
The AMF maintains an implicit de-registration timer to control when the UE is considered implicitly de-registered. 
When the N1 NAS signalling connection is released, the AMF shall start a non-3GPP implicit de-registration timer. When the timer expires, the AMF shall perform de-registration procedure for non-3GPP access and enter the state 5GMM-DEREGISTERED over non-3GPP access.
The non-3GPP implicit de-registration timer shall be longer than the non-3GPP de-registration timer.
Editor’s note:	The non-3GPP de-registration timer and the non-3GPP implicit de-registration timer are FFS.
The value of timer T3512 is sent by the network to the UE in the REGISTRATION ACCEPT message. The UE shall apply this value in all tracking areas of the list of tracking areas assigned to the UE until a new value is received. The periodic registration update timer only applies to the UE registered to the 5GS services over 3GPP access.
If timer T3512 received by the UE in a REGISTRATION ACCEPT message contains an indication that the timer is deactivated or the timer value is zero, then timer T3512 is deactivated and the UE shall not perform the periodic registration update procedure.
Timer T3512 is reset and started with its initial value, when the UE changes from 5GMM-CONNECTED to 5GMM-IDLE mode. Timer T3512 is stopped when the UE enters 5GMM-CONNECTED mode or the 5GMM-DEREGISTERED state.
If the UE is registered for emergency services, and timer T3512 expires, the UE shall not initiate a periodic registration update procedure, but shall locally de-register from the network. When the UE is camping on a suitable cell, it may re-register to regain normal service.
When a UE is not registered for emergency services, and timer T3512 expires, the periodic registration update procedure shall be started.
If the UE is not registered for emergency services, and is in a state other than 5GMM-REGISTERED.NORMAL-SERVICE when timer T3512 expires, the periodic registration update procedure is delayed until the UE returns to 5GMM-REGISTERED.NORMAL-SERVICE.
The network supervises the periodic registration update procedure of the UE by means of the mobile reachable timer.
If the UE is not registered for emergency services, the mobile reachable timer shall be longer than T3512. In this case, by default, the mobile reachable timer is 4 minutes greater than timer T3512.
The network behaviour upon expiry of the mobile reachable timer is network dependent, but typically the network stops sending paging messages to the UE on the first expiry, and may take other appropriate actions.
If the UE is registered for emergency services, the AMF shall set the mobile reachable timer with a value equal to timer T3512. When the mobile reachable timer expires, the AMF shall locally de-register the UE.
The mobile reachable timer shall be reset and started with the value as indicated above, when the AMF releases the NAS signalling connection for the UE. The mobile reachable timer shall be stopped when a NAS signalling connection is established for the UE.
Upon expiry of the mobile reachable timer the network shall start the implicit de-registration timer. The value of the implicit de-registration timer is network dependent. If MICO is activated, the default value of the implicit de-registration timer is 4 minutes greater than timer T3512.
If the implicit de-registration timer expires before the UE contacts the network, the network shall implicitly detachede-register the UE. The implicit de-registration timer shall be stopped when a NAS signalling connection is established for the UE.
If the AMF provides T3346 value IE in the mobility management messages and T3346 value is greater than timer T3512, the AMF sets the mobile reachable timer and the implicit de-registration timer such that the sum of the timer values is greater than timer T3346 value.

* * * Next Change * * * *
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The purpose of the 5G AKA based primary authentication and key agreement procedure is to provide mutual authentication between the UE and the network and to agree on a key KAMF (see 3GPP TS 33.501 [12]). The cases when the 5G AKA based primary authentication and key agreement procedure is used are defined in 3GPP TS 33.501 [11].
The 5G AKA based primary authentication and key agreement procedure is always initiated and controlled by the network. However, the UE can reject the 5G authentication challenge sent by the network.
The UE shall proceed with an 5G authentication challenge only if a USIM is present.
A partial native 5GS security context is established in the UE and the network when an 5G authentication is successfully performed. During a successful 5G AKA based primary authentication and key agreement procedure, the CK and IK are computed by the USIM. CK and IK are then used by the ME as key material to compute a new key, KAMF. KAMF is stored in the 5GS security contexts (see 3GPP TS 33.501 [12]) of both the network and in the volatile memory of the ME while attachregistered to the network, and is the root for the 5GS integrity protection and ciphering key hierarchy.
The 5G AKA based primary authentication and key agreement procedure is initiated by an AUTHENTICATION REQUEST message without the EAP message IE.

* * * Next Change * * * *
[bookmark: _Toc493843956][bookmark: _Toc500844857][bookmark: _Toc505611495][bookmark: _Toc505868392]5.4.2.7	Abnormal cases on the network side
The following abnormal cases can be identified:
a)	Lower layer failure before the SECURITY MODE COMPLETE or SECURITY MODE REJECT message is received
	The network shall abort the security mode control procedure.
b)	Expiry of timer T3560
	The network shall, on the first expiry of the timer T3560, retransmit the SECURITY MODE COMMAND message and shall reset and start timer T3560. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3560, the procedure shall be aborted.
NOTE:	If the SECURITY MODE COMMAND message was sent to create a mapped 5GS security context during inter-system change from S1 mode to N1 mode, then the network does not generate new values for the nonceAMF and the nonceUE, but includes the same values in the SECURITY MODE COMMAND message (see the subclause 6.7.2 in 3GPP TS 33.501 [12]).
c)	Collision between security mode control procedure and registration, service request or de-registrationtach procedure not indicating switch off
	The network shall abort the security mode control procedure and proceed with the UE initiated procedure.
d)	Collision between security mode control procedure and other 5GMM procedures than in item c
	The network shall progress both procedures.
e)	Lower layers indication of non-delivered NAS PDU due to handover
	If the SECURITY MODE COMMAND message could not be delivered due to an intra AMF handover and the target TA is included in the TAI list, then upon successful completion of the intra AMF handover the AMF shall retransmit the SECURITY MODE COMMAND message. If a failure of the handover procedure is reported by the lower layer and the N1 signalling connection exists, the AMF shall retransmit the SECURITY MODE COMMAND message.

* * * Next Change * * * *
6.4.1.6	Abnormal cases on the network side
Editor's note:	Further abnormal cases in the network side are FFS.
The following abnormal cases can be identified:
a)	If the received request type is "initial emergency request" and there is already another emergency PDU session for the UE, the SMF shall reject the PDU SESSION ESTABLISHMENT REQUEST message with E5GSM cause #31 "request rejected, unspecified" or release the existing emergency PDU session locally without notification to the UE and proceed the new PDU SESSION ESTABLISHMENT REQUEST message
b)	The information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data
	If the PDU session being established is a non-emergency PDU session, the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data and the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data, the SMF shall reject the PDU session establishment request including the 5GSM cause #29 "user authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.

* * * Next Change * * * *
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Editor's note:	Further abnormal cases are FFS.
The following abnormal cases can be identified:
a)	If the PDU session is an emergency PDU session, the SMF shall reject the PDU SESSION MODIFICATION REQUEST message with E5GSM cause #31 "request rejected, unspecified"

* * * Next Change * * * *
[bookmark: _Toc493844332][bookmark: _Toc505611820][bookmark: _Toc505868717]8.2.26	Security mode reject
[bookmark: _Toc505611821][bookmark: _Toc505868718]8.6.26.1	Message definition
The SECURITY MODE REJECT message is sent by the UE to the AMF to indicate that the corresponding security mode command has been rejected. See table 8.2.26.1.1.
Message type:	SECURITY MODE REJECT
Significance:		dual
Direction:			UE to network
Table 8.2.26.1.1: SECURITY MODE REJECT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Security mode reject message identity
	Message type
9.6
	M
	V
	1

	
	E5GMM cause
	5GMM cause
9.8.3.2
	M
	V
	1



* * * Next Change * * * *
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The purpose of the De-registration type information element is to indicate the type of de-registration.
The De-registration type information element is coded as shown in figure 9.8.3.11.1 and table 9.8.3.11.1.
The De-registration type is a type 1 information element.
	8
	7
	6
	5
	4
	3
	2
	1
	

	De-registration type
IEI
	Switch
off
	Re-registration required
	Access type
	octet 1


Figure 9.8.3.11.1: Deregistration type information element
Table 9.8.3.11.1: Deregistration type information element
	Switch off (octet 1, bit 4)


	In the UE to network direction:

	Bit

	4
	
	
	
	

	0
	
	
	
	Normal de-registrationtach 

	1
	
	
	
	Switch off

	

	In the network to UE direction bit 4 is spare. The network shall set this bit to zero.

	

	Re-registration required (octet 1, bit 3)

	

	In the network to UE direction:

	Bit

	3
	
	
	
	

	0
	
	
	
	re-registration not required

	1
	
	
	
	re-registration required

	

	In the UE to network direction bit 3 is spare. The UE shall set this bit to zero.

	

	Access type (octet 1,bit 2, bit 1)

	Bit

	2
	1
	
	
	

	0
	1
	
	
	3GPP access 

	1
	0
	
	
	Non-3GPP access

	1
	1
	
	
	3GPP access and non-3GPP access

	

	All other values are reserved.



* * * Next Change * * * *
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Timers of 5GS mobility management are shown in table 10.2.1 and table 10.2.2
Table 10.2.1: Timers of 5GS mobility management – UE side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3510
	TBD
	5GMM-REGISTERED-INITIATED
	Transmission of REGISTRATION REQUEST message
	REGISTRATION ACCEPT message received or REGISTRATION REJECT message received
	Retransmission of REGISTRATION REQUEST message

	T3502
	TBD
	5GMM-REGISTERED
	At registration failure and the attempt counter is equal to 5
	Transmission of REGISTRATION REQUEST message
	Initiation of the registration procedure, if still required

	T3511
	TBD
	5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION

5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE
	At registration failure due to lower layer failure, T3510 timeout or registration  rejected with other 5GMM cause values than those treated in subclause 5.5.1.2.5 for initial registration or subclause 5.5.1.3.5 for mobility and periodic registration
	Transmission of REGISTRATION REQUEST message
	Retransmission of the REGISTRATION REQUEST, if still required

	T3512
	TBD
	5GMM-REGISTERED
	In 5MM-REGISTERED, when 5MM-CONNECTED mode is left
	When entering state 5MM-DEREGISTERED or when entering 5MM-CONNECTED mode
	Initiation of the periodic registration procedure if the UE is not registered for emergency services.

Locally deregister if the UE is registered for emergency services

	T3517
	TBD
	5GMM-SERVICE-REQUEST-INITIATED
	Transmission of SERVICE REQUEST message
	SERVICE ACCEPT message received, or
SERVICE REJECT message received
	Abort the procedure

	T3521
	TBD
	5GMM-DEREGISTERED-INITIATED
	Transmission of DEREGISTRATION REQUEST message when de-registration procedure is not due to a "switch off"
	DEREGISTRATION ACCEPT message received
	Retransmission of DEREGISTRATION REQUEST message

	T3540
	TBD
	5GMM-REGISTERED-INITIATED

5GMM-DEREGISTERED-INITIATED

5GMM-SERVICE-REQUEST-INITIATED
	REGISTRATION REJECT, DEREGISTRATION REQUEST, with any of the 5GMM cause #8, #11, #12 or #13
SERVICE REJECT received with any of the 5GMM cause #8, #11, #12 or #13
	N1 NAS signalling connection released
Bearers have been set up
	Release the NAS signalling connection for the cases a) and b) as described in subclause 5.3.1.2

	
	
	5GMM-DEREGISTERED

5GMM-DEREGISTERED.NORMAL-SERVICE
	REGISTRATION REJECT, SERVICE REJECT with the 5GMM cause #10
	N1 NAS signalling connection released
	Release the NAS signalling connection for the cases c) as described in subclause 5.3.1.2 and initiation of the registration procedure as specified in subclause 5.5.1.2.2 or 5.5.1.3.2


Table 10.2.2: Timers of 5GS mobility management – AMF side
	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3550
	TBD
	5GMM-COMMON-PROCEDURE-INITIATED
	Transmission of REGISTRATION ACCEPT message at initial registration.
Transmission of REGISTRATION ACCEPT message with 5G-GUTI at mobility or periodic registration
	REGISTRATION COMPLETE message received
	Retransmission of REGISTRATION ACCEPT message

	T3560
	TBD
	5GMM-COMMON-PROCEDURE-INITIATED
	[bookmark: _GoBack]AUTHENTICATION REQUEST message sent
SECURITY MODE COMMAND message sent
	AUTHENTICATION RESPONSE message received
AUTHENTICATION FAILURE message received
SECURITY MODE COMPLETE message received
SECURITY MODE REJECT message received
	Retransmission of AUTHENTICATION REQUEST message or SECURITY MODE COMMAND message

	T3570
	TBD
	5GMM-COMMON-PROCEDURE-INITIATED
	Transmission of IDENTITY REQUEST message
	IDENTITY RESPONSE message received
	Retransmission of IDENTITY REQUEST message

	T3513
	TBD
	5GMM-REGISTERED
	Paging procedure initiated
	Paging procedure completed as specified in subclause 5.6.2.2.1
	Network dependent

	T3522
	TBD
	5GMM-DEREGISTERED-INITIATED
	Transmission of DEREGISTRATION REQUEST message
	DEREGISTRATION ACCEPT message received
	Retransmission of DEREGISTRATION REQUEST message

	T3555
	TBD
	5GMM-REGISTERED
	Transmission of CONFIGURATION UPDATE COMMAND message with Acknowledgement requested flag IE
	CONFIGURATION UPDATE COMPLETE message received
	Retransmission of CONFIGURATION UPDATE COMMAND message

	T3565
	TBD
	5GMM-REGISTERED
	Transmission of NOTIFICATION message
	SERVICE REQUEST message received
	Trigger of service request procedure

	Mobile reachable timer
	NOTE 1 
	All except 5GMM-DEREGISTERED
	Entering 5GMM-IDLE mode
	N1 NAS signalling connection established
	Network dependent, but typically paging is halted on 1st expiry, and start implicit de-registration timer, if the UE is not registered for emergency services.

Implicitly de-registertached-register the UE which is registered for emergency services

	Implicit de-registration timer
	NOTE 2
	All except 5GMM-DEREGISTERED
	The mobile reachable timer expires while the network is in 5GMM-IDLE mode
	N1 NAS signalling connection established
	Implicitly de-registertach the UE on 1st expiry

	NOTE 1:	The default value of this timer is 4 minutes greater than T3512. If the UE is registered for emergency services, the value of this timer is set equal to T3512.
NOTE 2:	The value of this timer is network dependent. If MICO is activated, the default value of this timer is 4 minutes greater than T3512.





* * * End Change * * * *

