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1. Introduction
The specification contains several references to TS 22.261 (in the sub-clause 4.5), quote, e.g.:
For the purpose of determining the applicable access identities from the set of standardized access identities defined in 3GPP TS 22.261 [3], the NAS shall follow the requirements set out in subclause 4.5.2 and the rules and actions defined in table 4.5.2.1.
2. Reason for Change
Reference TS 22.261 as a matter of fact is not part of the reference section of the specification so it is proposed to add TS 22.261 to this section and update the references in the text accordingly.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501V0.3.1.


* * * First Change * * * *
[bookmark: _Toc501355739][bookmark: _Toc501366828][bookmark: _Toc501368841][bookmark: _Toc501373287][bookmark: _Toc501376088][bookmark: _Toc501377218][bookmark: _Toc501377775][bookmark: _Toc501394944][bookmark: _Toc501395501][bookmark: _Toc501442412][bookmark: _Toc501574765][bookmark: _Toc501576072][bookmark: _Toc505611338][bookmark: _Toc505868235]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.003: "Numbering, addressing and identification".
[3]	3GPP TS 23.122: "Non-Access-Stratum functions related to Mobile Station (MS) in idle mode".
[4]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[5]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[6]	3GPP TS 23.503: " Policy and Charging Control Framework for the 5G System; Stage 2".
[7]	3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".
[8]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".
[9]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[10]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[11]	3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks; Stage 3"
[12]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[13]	3GPP TS 36.355: "Evolved Universal Terrestrial Radio Access (E-UTRA); LTE Positioning Protocol (LPP)".
[14]	3GPP TS 38.300: "NR; NR and NG-RAN Overall Description; Stage 2".
[15]	3GPP TS 38.331: "NR; Radio Resource Control (RRC); Protocol Specification".
[16]	3GPP TS 38.413: "NG Radio Access Network (NG-RAN); NG Application Protocol (NGAP)".
[17]	IETF RFC 768: "User Datagram Protocol".
[18]	IETF RFC 793: "Transmission Control Protocol."
[19]	IETF RFC 3748: "Extensible Authentication Protocol (EAP)".
[20]	IETF RFC 4191: "Default Router Preferences and More-Specific Routes".
[21]	IETF RFC 4282: "The Network Access Identifier".
[22]	IETF RFC 4303: "IP Encapsulating Security Payload (ESP)".
[23]	IETF RFC 4862: "IPv6 Stateless Address Autoconfiguration".
[24]	IETF RFC 5448: "Improved Extensible Authentication Protocol Method for 3rd Generation Authentication and Key Agreement (EAP-AKA')".
[25]	IETF RFC 7296: "Internet Key Exchange Protocol Version 2 (IKEv2)".
[TS22261]	3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".
* * * Next Change * * * *
[bookmark: _Toc500935779][bookmark: _Toc505611354][bookmark: _Toc505868251]4.5.1	General
When the UE wants to access the 5GS, the UE must first perform access control checks to determine if the access is allowed. Access control checks shall be perfomed for the access attempts defined by the following list of events:
a)	the UE is in 5GMM-IDLE mode over 3GPP access and an event that requires a transition to 5GMM-CONNECTED mode occurs;
b)	the UE is in 5GMM-CONNECTED mode over 3GPP access or 5GMM-CONNECTED mode with RRC inactive indication and one of the following events occurs:
1)	5GMM receives an MO-MMTEL-voice-call-started indication, an MO-MMTEL-video-call-started indication or an MO-SMSoIP-attempt-started indication from upper layers;
2)	5GMM receives a request from upper layers to send a mobile originated SMS over NAS;
3)	5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session establishment;
4)	5GMM receives a request from upper layers to send an UL NAS TRANSPORT message for the purpose of PDU session modification; and
5)	5GMM receives a request to re-establish the user plane for an existing PDU session.
NOTE 1:	5GMM specific procedures initiated by NAS in 5GMM-CONNECTED mode are not subject to access control. E.g. a registration procedure after PS handover will not be prevented by access control.
Editor's note: For the case that the UE is in 5GMM-IDLE  mode when 5GMM receives a request from an upper layer to send an UL NAS TRANSPORT message, so that the procedure for the initial NAS message is followed by a NAS transport procedure, resolution of double barring is FFS.
Editor's note:	Whether other events need to be considered in 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication, is FFS.
When the NAS detects one of the above events, the NAS needs to perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
NOTE 2:	The NAS is aware of the above events through indications provided by upper layers or when determing the need to start 5GMM procedures through normal NAS behaviour, or both.
To determine the access identities and the access category for a request, the NAS checks the reason for access, types of service requested and profile of the UE including UE configurations, against a set of access identities and access categories defined in 3GPP TS 22.261 [TS222613], namely:
a)	a set of standardized access identities;
b)	a set of standardized access categories; and
c)	a set of operator-defined access categories, if available.
For the purpose of determining the applicable access identities from the set of standardized access identities defined in 3GPP TS 22.261 [TS222613], the NAS shall follow the requirements set out in subclause 4.5.2 and the rules and actions defined in table 4.5.2.1.
For the purpose of determining the applicable access category from the set of standardized access categories and operator-defined access categories defined in 3GPP TS 22.261 [TS222613], the NAS shall follow the requirements set out in subclause 4.5.2 and the rules and actions defined in table 4.5.2.2.
[bookmark: _Toc485312249][bookmark: _Toc500935780][bookmark: _Toc505611355][bookmark: _Toc505868252]* * * Next Change * * * *
4.5.2	Determination of the access identities and access category associated with a request for access
When the UE needs to initiate an access attempt in one of the events listed in subclause 4.5.1, the UE shall determine one or more access identities from the set of standardized access identities, and one access category from the set of standardized access categories and operator-defined access categories, to be associated with that access attempt.
The set of the access identities applicable for the request is determined by the UE in the following way:
a)	for each of the access identities 1, 2, 11, 12, 13, 14 and 15 in table 4.5.2.1, the UE shall check whether the access identity is applicable in the selected PLMN, if a new PLMN is selected, or otherwise if it is applicable in the RPLMN or equivalent PLMN; and
b)	if none of the above access identities is applicable, then access identity 0 is applicable.
Table 4.5.2.1: Access Identities (according to 3GPP TS 22.261 [TS222613], table 6.22.2.2-1)
	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:	Access Identity 1 is used to provide overrides according to the subscription information in UEs configured for MPS. The subscription information defines whether an overide applies to UEs within one of the following categories:
a) UEs that are configured for MPS;
b) UEs that are configured for MPS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;
c) UEs that are configured for MPS and are in their HPLMN or in a PLMN that is equivalent to it.
NOTE 2:	Access Identity 2 is used to provide overrides according to the subscription information in UEs configured for MCS. The subscription information defines whether an overide applies to UEs within one of the following categories:
a) UEs that are configured for MCS;
b) UEs that are configured for MCS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;
c) UEs that are configured for MCS and are in their HPLMN or in a PLMN that is equivalent to it.
NOTE 3:	Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.



In order to determine the access category applicable for the access attempt, the NAS shall check the rules in table 4.5.2.2, and use the access category for which there is a match for barring check. If the access attempt matches more than one rule, the access category of the lowest rule number shall be selected.
Table 4.5.2.2: Mapping table for access categories
	Rule #
	Type of access attempt
	Requirements to be met
	Access Category

	1
	Response to paging
	Access attempt is for MT access

	0 (= MT_acc)


	2
	Emergency
	UE is attempting access for an emergency session (NOTE 1, NOTE 2)
	2 (= emergency)

	3
	Access attempt for operator-defined access category
	UE was provided with operator-defined access categories for the current PLMN, and access attempt is matching criteria of an operator-defined access category
	32-63 
(= based on operator classification)

	4
	Access attempt for delay tolerant service
	UE is configured for delay tolerant service, the PLMN is broadcasting one of the categories a, b or c, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN (NOTE 3)
	1 (= delay tolerant)

	5
	MO MMTel voice call
	Access attempt is for MO MMTel voice call 
or for NAS signalling connection recovery during ongoing MO MMTel voice call (NOTE 2)
	4 (= MO MMTel voice)


	6
	MO MMTel video call
	Access attempt is for MO MMTel video call 
or for NAS signalling connection recovery during ongoing MO MMTel video call (NOTE 2)
	5 (= MO MMTel video)


	7
	MO SMS over NAS or MO SMSoIP
	Access attempt is for MO SMS or SMSoIP transfer
or for NAS signalling connection recovery during ongoing MO SMS or SMSoIP transfer (NOTE 2)
	6 (= MO SMS and SMSoIP)


	8
	UE NAS initiated 5GMM specific procedures
	Access attempt is for MO signalling
	3 (= MO_sig)

	9
	UE NAS initiated 5GMM connection management procedures or 5GMM NAS transport procedure
	Access attempt is for MO data
	7 (= MO_data)

	NOTE 1:	This includes 5GMM specific procedures while the service is ongoing and 5GMM connection management procedures required to establish a PDU session with request type = "emergency" or to re-establish radio bearers for such a PDU session.
NOTE 2:	Access for the purpose of NAS signalling connection recovery during an ongoing service is mapped to the access category of the ongoing service in order to derive an RRC establishment cause, but barring checks will be skipped for this access attempt.
NOTE 3:	If the UE selects a new PLMN, then the selected PLMN is used to check the membership; otherwise the UE uses the RLPMN or a PLMN equivalent to the RPLMN.


Editor's note:	The need for and the derivation of the RRC establishment cause (or its equivalence in 5GS) requires further work by RAN2.
* * * End of Changes * * * *


 

 

3GPP TSG

-

CT WG1 Meeting #

10

9

 

C1

-

1

8

136

2

 

Montreal (Canada), 26 February 

-

 

2 March 

2018

 

 

Source:

 

Huawei, HiSilicon

 

Title:

 

Reference to TS 22.261

 

Spec:

 

3GPP TS 24.501 V0.3.1

 

Agenda item:

 

15.2.2.1

 

Document for:

 

Agreement

 

 

1

. Introduction

 

The 

specification 

contains 

several references to TS 22.261 

(in the 

sub

-

clause 

4.

5

)

, quote

, e.g.

:

 

For the purpose of determining the applicable access ident

ities from the set of standardized access identities defined in 

3GPP

 

TS

 

22.261

 

[

3

], the NAS shall follow the requirements set out in subclause

 

4.5.2

 

and the rules and actions defined 

in table

 

4.5.2.

1

.

 

2. Reason for Change

 

Reference TS 22.26

1 as a matter of fact is not part of the reference section of the specific

ation so it is p

roposed t

o add 

TS 22.261 to 

this section and update the references in the text accordingly

.

 

4

. 

Proposal

 

It is proposed to 

agree

 

th

e following changes to 3GPP TS 

24.501V0.3.1.

 

 

 

* * * First Change * * * *

 

2

 

References

 

The following documents contain provisions which, through reference in this text, constitute provisions of the present 

document.

 

-

 

Ref

erences are either specific (identified by date of publication, edition numbe

r, version number, etc.) or 

non

-

specific.

 

-

 

For a specific reference, subsequent revisions do not apply.

 

-

 

For a non

-

specific reference, the latest version applies. In the case of

 

a reference to a 3GPP document (including 

a GSM document), a non

-

specific reference implicitly refers to the latest version of that document

 

in the same 

Release as the present document

.

 

[1]

 

3GPP

 

TR

 

21.905: "Vocabulary for 3GPP Specifications".

 

[

2

]

 

3GPP

 

TS

 

23.003: "Numbering, addressing and identification".

 

[3]

 

3GPP

 

TS

 

23.122: "

Non

-

Access

-

Stratum functions related to Mobile Station (MS) in idle mode

".

 

[4]

 

3GPP

 

TS

 

23.501: "System Architecture for the 5G System; Stage 2".

 

[5]

 

3GPP

 

TS

 

23.502: "Procedures for t

he 5G System; Stage 2".

 

[

6

]

 

3GPP

 

TS

 

23.503: " Policy and Charging Control Framework for the 5G System; Stage

 

2".

 

[

7

]

 

3GPP

 

TS

 

24.007: "Mobile radio interface signalling layer 3; General aspects".

 

