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1. Introduction
This p-CR is to resolve an EN for the PDU reactivation result IE coding definition and propose an alternative as a way forward.
2. Reason for Change
In the PDU reactivation result IE coding definition, there is below EN remained :
" Editor's note:	Coding of the reject cause value for the case of user plane reactivation failure of corresponding PDU session ID is FFS."
The above EN is attempting to cover the cases in which the SMF rejects to re-activate the UP resources for a PDU session due to some reason. So far stage 2 has indentified some cases as described in TS 23.502 as below:
“In the following cases, the SMF can reject the activation of UP of the PDU Session by including a cause in the Nsmf_PDUSession_UpdateSMContext Response:
-	If the PDU Session corresponds to a LADN and the UE is outside the area of availability of the LADN as described in step 5;
-	If the AMF notified the SMF that the UE is reachable only for regulatory prioritized service, and the PDU Session to be activated is not for a regulatory prioritized service; or
-	If the SMF decided to change the PSA UPF for the requested PDU Session as described in step 5. In this case, after sending Nsmf_PDUSession_UpdateSMContext Response, the SMF triggers another procedure to instruct UE to re-establish the PDU Session as described in clause 4.3.5.1 for SSC mode 2.”
Hence, the AMF needs to provide the mapping between the N11 cause value and the N1 cause value to the UE.
From what stated in stage 2, the reject cause value should be associated with a PDU session. Hence, it could be possible that different cause values assoicated different PDU sessions are included in the same Service Accept message. However, stage 2 did not specify the UE’s behaviour upon recept of these reject cause values in a Service Accept message and normally this will be defined in stage 3 for the reject cases.
Also it is not very clear in stage 2 that whether this cause value is mandatory to be provided by the SMF to the UE via the AMF. It could be a reasonable handling for the UE to do nothing once it was informed the requested UP reactivation for a PDU session was failed and hence no reject cause value is expected by the UE. Also, based on local SMF policies, the SMF can decide to reject the UP activation for a PDU session without providing any specific cause value to the AMF, in this case, no cause value can be provided by the AMF to the UE in the Service Accept message. Based on this we could have below proposal:
Propsoal #1: The cause value of failed UP resources activation provided to the UE is optional.
From IE coding perspective, to resolve above EN, there are two workable alternatives:
Alt#1: to use a single IE (i.e. the PDU session reactivation result IE) to include the PDU session reactivation result for PDU session(s) and associated casue value(s). 
Alt#2: to use separate two IEs include the PDU session reactivation result for PDU session(s) (i.e. the PDU session reactivation result IE) and associated casue value(s) (e.g. new IE named PDU session reactivation result cause value IE).
The evaluaton of two alternatives can be summarized in below table:
	
	Pros.
	Cons.

	Alt#1
	(1) Simpler handling at both the AMF and the UE sides with single IE.

(2) The coding budget for associated PDU session ID (1 octet) is not needed.
	(1) Due to the casue value is optional and considering the success case of UP reactivation, the coding for no cause value case and success case needs to be provided, e.g. if the UE requested UP reactivation in the Service Request for PDU session #1, #2, #3 and success for #1, rejected for #2 but no cause value, and rejected for #3 with a cause value, then three cause values for each PDU session is needed (for #1 and #2, the cause value will be "no cause value provided").

	Alt#2
	(1) Only needs to include the cause values in the new cause value IE for PDU session(s) for which the the result value in the PDU session reactivation result IE is set to "1", e.g., if the UE requested UP reactivation in the Service Request for PDU session #1, #2, #3 and only rejected for #3, then only cause value for #3 is included in the new cause value IE.
	(1) Due to the casue value have to be associated with a PDU session and considering the coding of PDU sessioin ID is one octet long, the duplicated PDU session ID included in the new cuase value IE will waste unncessary coding budget (including the IEI octet and the Length octect).

(2) The new cause value IE is a conditional IE dependent of the PDU session reactivation result IE and both the AMF and the UE shall check the mapping information betwee these two IEs, e.g. to make sure cause value provided in the new cause value IE is associated with a PDU session ID for which the result value in the PDU session reactivation result IE is set to "1".



Based on above evaluation, we think Alt#1 is better and proposed as a way forward.
Propsoal #2: Alt#1 is adopted to resolve the above EN for the PDU session reactivation result IE
If going to Alt#1, below points are considered:
(1) The casue value for success case and no cause value case is needed, e.g. to define a new 5GMM cause value #0 "No cause value provided";
(2) For LADN case, a new 5GMM cause value #43 "LADN not available" is defined.
(3) Even though the PDU session ID has 8 bits (1 octet) length but in Rel-15, only up to 11 PDU sessions per UE can be established, hence, the maximum length of the updated PDU session reactivation result IE is 15.
(4) There is an one-to-one mapping between the PDU session ID bitmap and the cause value octet, e.g. the casue value for PDU session ID #5 is in octet #5, the casue value for PDU session ID #6 is in octet #6 and so on.
(5) The cause value is optional, hence, if cause value for PDU session # n is provided, then all cause values for PDU session #5 to # (n-1) shall be provided as well. If the PDU session #n is the last PDU session to which a casue value is provided, then the octets from #(n+1) to #15 are not included in the IE.
3. Conclusions
Alt#1 is adopted to resolve the above EN for the PDU session reactivation result IE.
3. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501 V0.3.1.


* * * First Change * * * *
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If the registration update request has been accepted by the network, the AMF shall send a REGISTRATION ACCEPT message to the UE. If the AMF assigns a new 5G-GUTI for the UE, a 5G-GUTI shall be included in the REGISTRATION ACCEPT message. In this case, the AMF shall start timer T3550.
If timer T3513 is running in the AMF, the AMF shall stop timer T3513 if a paging request was sent with the access type indicating non-3GPP and the REGISTRATION REQUEST message includes the Allowed PDU session status IE.
If timer T3565 is running in the AMF, the AMF shall stop timer T3565 when a REGISTRATION REQUEST message is received.
The AMF may include a new TAI list for the UE in the REGISTRATION ACCEPT message. The UE, upon receiving a REGISTRATION ACCEPT message, shall delete its old TAI list and store the received TAI list. If there is no TAI list received, the UE shall consider the old TAI list as valid.
If the AMF assigns a new 5G-GUTI for the UE, a 5G-GUTI shall be included in the REGISTRATION ACCEPT message. In this case the AMF shall start timer T3550 and enter state 5GMM-COMMON-PROCEDURE-INITIATED as described in subclause 5.1.3.2.3.3.
The AMF shall include the MICO indication IE in the REGISTRATION ACCEPT only if the MICO indication IE was included in the REGISTRATION REQUEST message, the AMF supports and accepts the use of MICO mode. If the AMF supports and accepts the use of MICO mode, the AMF may indicate "all PLMN registration area allocated" in the MICO indication IE in the REGISTRATION ACCEPT message. If "all PLMN registration area allocated" is indciated in the MICO indication IE, the AMF shall not assign and include the TAI list in the REGISTRATION ACCEPT message.
If the REGISTRATION ACCEPT message includeded an MICO indication IE indicating "all PLMN registration area allocated", the UE shall treat all TAIs in the current PLMN as a registration area.
If the REGISTRATION ACCEPT message contained a 5G-GUTI, the UE shall return a REGISTRATION COMPLETE message to the AMF to acknowledge the received 5G-GUTI.
Upon receiving a REGISTRATION COMPLETE message, the AMF shall stop timer T3550 and change to state 5GMM-REGISTERED. The 5G-GUTI, if sent in the REGISTRATION ACCEPT message, shall be considered as valid.
If the REGISTRATION REQUEST message contained the SMS requested IE with the supported accesses bits indicating that the UE supports SMS delivery over NAS via 3GPP access only, or via both 3GPP access and non-3GPP access and an SMSF address is not stored in the 5GMM context, then the AMF shall send the REGISTRATION ACCEPT message after the selected SMSF has confirmed that the activation of the SMS service was successful.
If the REGISTRATION REQUEST message contained the SMS requested IE with the supported accesses bits indicating that the UE supports SMS delivery over NAS via 3GPP access only, or via both 3GPP access and non-3GPP access then the AMF shall:
a)	store the SMSF address in the UE 5GMM context if not stored already;
b)	store the contents of the SMS requested IE in the UE 5GMM context;
c)	consider the UE available for SMS; and
d)	include the SMS allowed IE in the REGISTRATION ACCEPT message as specified in subclause 5.5.1.2.4.
If SMSF selection in the AMF or SMS activation via the SMSF is not successful, then the AMF shall not include the SMS allowed IE in the REGISTRATION ACCEPT message. If the AMF does not allow the use of SMS over NAS, then the AMF shall not include the SMS allowed IE in the REGISTRATION ACCEPT message.
If the REGISTRATION REQUEST message contained the SMS requested IE with the "supported accesses" bits set to "SMS over NAS not supported", then the AMF shall:
a)	mark the 5GMM context to indicate that SMS over NAS is not required by the UE; and
NOTE:	The AMF can notify the SMSF that the UE is deregistered from SMS over NAS based on local configuration.
b)	not include the SMS allowed IE in the REGISTRATION ACCEPT message.
The AMF shall include the allowed NSSAI for the current PLMN and may include the mapping of the allowed NSSAI to the configured NSSAI for the HPLMN contained in the requested NSSAI from the UE if available, in the REGISTRATION ACCEPT if the UE included the requested NSSAI in the REGISTRATION REQUEST message and the AMF allows one or more S-NSSAIs in the requested NSSAI. The AMF may also include rejected NSSAI in the REGISTRATION ACCEPT message. Rejected NSSAI contains S-NSSAI(s) which was included in the Request NSSAI but rejected by the network associated with rejection cause(s).
The UE receiving the rejected NSSAI in the REGISTRATION ACCEPT message takes the following actions based on the rejection cause in the rejected NSSAI:
"S-NSSAI not available in the current PLMN"
	The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current PLMN as specified in subclause 4.6.2.2 and not attempt to use this S-NSSAI in the current PLMN until switching off the UE or the UICC containing the USIM is removed.
"S-NSSAI not available in the current registration area"
	The UE shall add the rejected S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination as specified in subclause 4.6.2.2 and not attempt to use this S-NSSAI in the current registration area until switching off the UE, the UE moving out of the current registration area or the UICC containing the USIM is removed.
If the UE did not include the requested NSSAI in the REGISTRATION REQUEST message and one or more subscribed S-NSSAIs marked as default are available, the AMF shall put the subscribed S-NSSAIs marked as default in the allowed NSSAI of the REGISTRATION ACCEPT message.
If the REGISTRATION ACCEPT contains the allowed NSSAI, then the UE shall store the included allowed NSSAI together with the PLMN identity of the registered PLMN and the registration area as specified in subclause 4.6.2.2. If the UE has one or more PDU session contexts associated with S-NSSAI(s) not included in the received allowed NSSAI, the UE shall locally release all such PDU session context(s).
If the Uplink data status IE is included in the REGISTRATION REQUEST message, the AMF shall:
a)	indicate the SMF to re-activate the user-plane resources for the corresponding PDU session; and
b)	include PDU session reactivation result IE in the REGISTRATION ACCEPT message to indicate the user-plane resources reactivation result of the PDU sessions the UE requested to re-activate.
If the Uplink data status IE is not included in the REGISTRATION REQUEST message, the AMF may indicate the SMF to re-activate the user-plane resources for the PDU sessions.
If a PDU session status IE is included in the REGISTRATION REQUEST message, the AMF shall:
a)	release all those PDU session locally (without peer-to-peer signalling between the network and the UE) which are in 5GSM state PDU SESSION ACTIVE on the AMF side, but are indicated by the UE as being in 5GSM state PDU SESSION INACTIVE; and
b)	include a PDU session status IE in the REGISTRATION ACCEPT message to indicate which PDU sessions are active in the AMF.
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a)	indicate the SMF to re-activate the user plane for the corresponding PDU session contexts allowed to be re-activated over 3GPP access and have indicated pending downlink data; and
b)	notify the SMF that have indicated pending downlink data, that reactivation of the corresponding PDU Session contexts user plane cannot be performed if not allowed to be re-activated over 3GPP access; and
c)	include the PDU session reactivation result IE in the REGISTRATION ACCEPT message to indicate the successfully reactivated PDU session contexts.
If the AMF needs to initiate PDU session status synchronization the AMF shall include a PDU session status IE in the REGISTRATION ACCEPT message to indicate the UE which PDU sessions are active in the AMF.
The AMF may include the LADN information in the REGISTRATION ACCEPT message as described in subclause 5.5.1.2.4. The UE, upon receiving the REGISTRATION ACCEPT message with the LADN information, shall delete its old LADN information (if any) and store the received new LADN information.
If the AMF does not include the LADN information in the REGISTATION ACCEPT message during mobility registration update procedure, the UE shall delete its old LADN information.
If the PDU session status IE is included in the REGISTRATION ACCEPT message, the UE shall release all those PDU sessions locally (without peer-to-peer signalling between the network and the UE) which are in 5GSM state PDU SESSION ACTIVE on the UE side, but are indicated by the AMF as being in 5GSM state PDU SESSION INACTIVE.
The network informs the UE about the support of specific features, such as IMS voice over PS session, in the 5GS network feature support information element. In a UE with IMS voice over PS session capability, the IMS voice over PS session indicator shall be provided to the upper layers. The upper layers take the IMS voice over PS session indicator into account when selecting the access domain for voice sessions or calls.
Editor's note:	Further details on mobility and periodic registration update accepted by the network are FFS.
If the UE has indicated "follow-on request pending" in REGISTRATION REQUEST message, or the network has downlink signalling pending, the AMF shall not immediately release the NAS signalling connection after the completion of the registration procedure.
If the UE included in the REGISTRATION REQUEST message the UE status information IE with the EMM registration status set to "UE in EMM-REGISTERED state" and the AMF does not support N26 interface, the AMF shall operate as described in subclause 5.5.1.2.4.
If due to regional subscription restrictions or access restrictions the UE is not allowed to access the TA, but the UE has a PDU session for emergency services established, the AMF may accept the REGISTRATION REQUEST message and indicate to the SMF to release all non-emergency PDU sessions when the registration procedure is initiated in 5GMM-CONNECTED mode. When the registration procedure is initiated in 5GMM-IDLE mode, the AMF indicates to the SMF to release all non-emergency PDU sessions and informs the UE via the PDU session status IE in the REGISTRATION ACCEPT message. The AMF shall not indicate to the SMF to release the emergency PDU session. The network shall consider the UE to be registered for emergency service.
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5.6.1.4	Service request procedure accepted by the network
For cases a, b, c, d, e and g in subclause 5.6.1.1, the UE shall treat the reception of the SERVICE ACCEPT message as successful completion of the procedure and stop timer T3517 and enter the state 5GMM-REGISTERED. 
Editor's note:	For case h in subclause 5.6.1.1, whether the indication from the lower layers when the UE has been handed over or redirected to E-UTRAN needs to be considered as a successful completion of the procedure is FFS.
If the AMF needs to initiate PDU session status synchronization or a PDU session status IE was included in the SERVICE REQUEST message, the AMF shall include a PDU session status IE in the SERVICE ACCEPT message to indicate which PDU sessions are active in the AMF. If the PDU session status information element is included in the SERVICE ACCEPT message, then the UE shall release all those PDU sessions locally (without peer-to-peer signalling between the network and the UE) which are in active on the UE side, but are indicated by the AMF as being inactive.
The AMF may include the rejection cause in the SERVICE ACCEPT message iIf the UE initiated the service request procedure for a PDU Ssession corresponding to a LADN when the UE is located outside the LADN service area, the AMF may include. The rejectiona cause #43 "LADN not available" to indicates the user-plane resources of the PDU session is not activated due to LADN not available in the PDU session reactivation result IE of the SERVICE ACCEPT message.
If the Uplink data status IE is included in the SERVICE REQUEST message, the AMF shall:
a)	indicate the SMF to re-activate the user-plane resources for the corresponding PDU session contexts; and
b)	include the PDU session reactivation result IE in the SERVICE ACCEPT message to indicate the user plane reactivation result of the PDU sessions the UE requested to re-activate.
If the Allowed PDU session status IE is included in the SERVICE REQUEST message, the AMF shall:
a)	indicate the SMF to re-activate the user-plane resources for the corresponding PDU session contexts allowed to be re-activated over 3GPP access and have indicated pending downlink data; and
b)	notify the SMF that have indicated pending downlink data, that reactivation of the user-plane resources for the corresponding PDU Session contexts cannot be performed if not allowed to be re-activated over 3GPP access; and
c)	include the PDU session reactivation result IE in the SERVICE ACCEPT message to indicate the successfully reactivated PDU session contexts.
If the SERVICE REQUEST message is for emergency services fallback, the AMF triggers the emergency services fallback procedure as specified in subclause 4.13.4.2 of 3GPP TS 23.502 [5].
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8.2.6.1	Message definition
The REGISTRATION ACCEPT message is sent by the AMF to the UE. See table 8.2.6.1.1.
Message type:	REGISTRATION ACCEPT
Significance:		dual
Direction:			network to UE
Table 8.2.6.1.1: REGISTRATION ACCEPT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Registration accept message identity
	Message type
9.7
	M
	V
	1

	
	5GS registration result
	5GS registration result
9.8.3.5
	M
	V
	TBD

	2C
	5G-GUTI
	5GS mobile identity
9.8.3.3
	O
	TLV
	TBD

	4A
	Equivalent PLMNs
	PLMN list
9.8.3.33
	O
	TLV
	5-47

	54
	TAI list
	Tracking area identity list
9.8.3.45
	O
	TLV
	8-98

	70
	Allowed NSSAI
	NSSAI
9.8.3.28
	O
	TLV
	4-74

	11
	Rejected NSSAI
	Rejected NSSAI
9.8.3.35
	O
	TLV
	4-42

	wx
	5GS network feature support
	5GS network feature support
9.8.3.4
	O
	TBD
	TBD

	50
	PDU session status
	PDU session status
9.8.2.2
	O
	TLV
	4

	26
	PDU session reactivation result
	PDU session reactivation result
9.8.3.32
	O
	TLV
	4-1532

	79
	LADN information
	LADN information
9.8.3.19
	O
	TLV-E
	11-1579

	B-
	MICO indication
	MICO indication
9.8.3.21
	O
	TV
	1

	D-
	SMS allowed
	SMS allowed
9.8.3.40
	O
	TV
	1
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8.2.16.1	Message definition
The SERVICE ACCEPT message is sent by the AMF to the UE in order to accept the service request procedure. See table 8.2.16.1.1.
Message type:	SERVICE ACCEPT
Significance:		dual
Direction:			network to UE
Table 8.2.16.1.1: SERVICE ACCEPT message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	Service accept message identity
	Message type
9.7
	M
	V
	1

	50
	PDU session status
	PDU session status
9.8.2.2
	O
	TLV
	4

	26
	PDU session reactivation result
	PDU session reactivation result
9.8.3.32
	O
	TLV
	4-1532



* * * Next Change * * * *
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The purpose of the 5GMM cause information element is to indicate the reason why a 5GMM request from the UE is rejected by the network.
The 5GMM cause information element is coded as shown in figure 9.8.3.1.2 and table 9.8.3.1.2.
The 5GMM cause is a type 3 information element with 2 octets length.
	8
	7
	6
	5
	4
	3
	2
	1
	

	5GMM cause IEI
	octet 1

	Cause value
	octet 2


Figure 9.8.3.1.2: 5GMM cause information element
Table 9.8.3.1.2 : 5GMM cause information element
	Cause value (octet 2)

	

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	No cause value provided

	0
	0
	0
	0
	0
	0
	1
	1
	
	Illegal UE

	0
	0
	0
	0
	0
	1
	0
	1
	
	PEI not accepted

	0
	0
	0
	0
	0
	1
	1
	0
	
	Illegal ME

	0
	0
	0
	0
	0
	1
	1
	1
	
	5GS services not allowed

	0
	0
	0
	0
	1
	0
	1
	0
	
	Implicitly deregistered

	0
	0
	0
	0
	1
	0
	1
	1
	
	PLMN not allowed

	0
	0
	0
	0
	1
	1
	0
	0
	
	Tracking area not allowed

	0
	0
	0
	0
	1
	1
	0
	1
	
	Roaming not allowed in this tracking area

	0
	0
	0
	1
	0
	1
	0
	1
	
	Synch failure

	0
	0
	0
	1
	1
	0
	1
	1
	
	N1 mode not allowed

	0
	0
	1
	0
	1
	0
	1
	1
	
	LADN not available

	0
	1
	0
	1
	1
	1
	1
	1
	
	Semantically incorrect message

	0
	1
	1
	0
	0
	0
	0
	0
	
	Invalid mandatory information

	0
	1
	1
	0
	0
	0
	0
	1
	
	Message type non-existent or not implemented

	0
	1
	1
	0
	0
	0
	1
	0
	
	Message type not compatible with the protocol state

	0
	1
	1
	0
	0
	0
	1
	1
	
	Information element non-existent or not implemented

	0
	1
	1
	0
	0
	1
	0
	0
	
	Conditional IE error

	0
	1
	1
	0
	0
	1
	0
	1
	
	Message not compatible with the protocol state

	0
	1
	1
	0
	1
	1
	1
	1
	
	Protocol error, unspecified

	
	
	
	
	
	
	
	
	
	

	Any other value received by the mobile station shall be treated as 0110 1111, "protocol error, unspecified". Any other value received by the network shall be treated as 0110 1111, "protocol error, unspecified".


* * * Next Change * * * *
9.8.3.32	PDU session reactivation result
The purpose of the PDU session reactivation result information element is to indicate the result of user-plane resources activation of PDU session(s) activation.
The PDU session reactivation result information element is coded as shown in figure 9.8.3.32.1 and table 9.8.3.32.1.
The PDU session reactivation result is a type 4 information element with minimum length of 4 octets and maximum length of 1534 octets.
Octets 5 to 15 are optional.
	8
	7
	6
	5
	4
	3
	2
	1
	

	PDU session reactivation result IEI
	octet 1

	Length of PDU session reactivation result
	octet 2

	PSI
(7)
	PSI
 (6)
	PSI
 (5)
	PSI
 (4)
	PSI
 (3)
	PSI
 (2)
	PSI
 (1)
	PSI
 (0)
	octet 3

	PSI
 (15)
	PSI
 (14)
	PSI
 (13)
	PSI
 (12)
	PSI
 (11)
	PSI
 (10)
	PSI
 (9)
	PSI
 (8)
	octet 4

		0
	0
	0
	0
	0
	0
	0
	0

	Spare



	octet 5* -34*

	8
	7
	6
	5
	4
	3
	2
	1
	

	PDU session reactivation result IEI
	octet 1

	Length of PDU session reactivation result
	octet 2

	PSI
(7)
	PSI
 (6)
	PSI
 (5)
	PSI
 (4)
	PSI
 (3)
	PSI
 (2)
	PSI
 (1)
	PSI
 (0)
	octet 3

	PSI
 (15)
	PSI
 (14)
	PSI
 (13)
	PSI
 (12)
	PSI
 (11)
	PSI
 (10)
	PSI
 (9)
	PSI
 (8)
	octet 4

		PDU session 5 reactivation result cause value

	PDU session 6 reactivation result cause value



	octet 5*
octet 6*

	...
	

		PDU session n reactivation result cause value

	PDU session n+1 reactivation result cause value



	octet n*
octet n+1*

		…

	PDU session 15 reactivation result cause value



	
octet 15*


Figure 9.8.3.32.1: PDU session reactivation result information element
Table 9.8.3.32.1: PDU session reactivation result information element
	PSI(x) shall be coded as follows:

PSI(0) – PSI(4):
Bits 0 to 4 of octet 3 are spare and shall be coded as zero.

PSI(5) – PSI(15):
0	indicates the user-plane resources activation of the corresponding PDU session reactivation was not requested by the UE in Uplink data status IE or the user-plane resources activation of the corresponding PDU sessionUser plane reactivation is successful.
1	indicates the user-plane resources activation of the corresponding PDU session reactivation was requested in Uplink data status IE but User plane reactivation is not successful.

PDU session n reactivation result cause value (octet 5 to octet 15):
The cause value is coded as the cause value of 5GMM cause information element (see subclause 9.8.3.2).
All bits in octet 5 to 34 are spare and shall be coded as zero, if the respective octet is included in the information element.



[bookmark: OLE_LINK14]Editor's note:	Coding of the reject cause value for the case of user plane reactivation failure of corresponding PDU session ID is FFS.
* * * End of Change(s) * * * *

