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1) Background
TSs 23.280 and TS 23.379 define the stage 2 Functional Alias (FA) functionality for R15. FA is an MCPTT-only feature for R15. TS 23.280 defines the procedures providing the FA (de-)activation, query and take over functionality, the stage 3 specification of which is the subject of the present contribution.
2) Stage 2 procedures related to Functional Alias (FA) (de-)activation from stage 2
TS 23.380 defines a number of procedures related to FA (de-)activation:
10.13.3
Authorised MC service user retrieves active functional alias(es) for a certain MC service user

10.13.4
MC service user activates functional alias(es) within an MC system

10.13.5
MC service user de-activates functional alias(es) within an MC system

10.13.6
Authorised MC service user takes over functional alias(es) within an MC system
Procedure details and derived requirements:

10.13.3
Authorised MC service user retrieves active functional alias(es) for a certain MC service user

...
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Figure 10.13.3-1: Active functional alias list query

1.
The MC service client of the MC service user requests a list of active functional aliases for a certain MC service user from the MC service server by sending a functional alias information query request. The MC service ID is included.

2.
The MC service server checks (user profile) whether the MC service user is authorized to perform the query. If authorized, then the MC service server retrieves the requested active functional alias information based on the MC service ID.

3.
The MC service server sends a functional alias information query response including the active functional alias information to the MC service client.

Derived requirements:

1) an authorised user may request a list of active functional aliases for a certain MC service user.
2) upon receiving a request as described in 1), the MCPTT server must check (user profile) to see if the user is authorised to make the request.
2a) the MCPTT server needs to maintain or have access to FA status info.

NOTE: Status info of FAs for a single user may be distributed among multiple FA CFs. However, a user's PF could have access to activation info for all FAs of a given user.
3) the MCPTT server fulfils the request if authorisation is successful.
10.13.4
MC service user activates functional alias(es) within an MC system
...
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Figure 10.13.4-1: Functional alias activation procedure within an MC system
1.
MC service client of the MC service user requests the MC service server to activate a functional alias or a set of functional aliases.

2.
The MC service server checks if there are any conflicts with active functional alias(es).
3.
If the user of the MC service client is authorised to activate the requested functional alias(es) then the MC service server stores the functional alias(es) status of the requested functional alias(es).

If a certain functional alias(es) can be simultaneously active for multiple MC service users and the upper limit of number of simultaneous MC service users is not reached, the MC service shall activate the functional alias(es) for the MC service user and inform all other MC service user(s) with sharing the same functional alias(es) (step 5). If the limit of number of simultaneous MC service users is reached or the functional alias is not allowed to be shared, the request is rejected and the MC service user is notified (step 4). 


If the functional alias(es) is (are) already used by another MC service user(s), an authorized MC service user gets an offer to take over the functional alias from the MC service user currently using the functional alias(es).

4.
MC service server sends a functional alias(es) activation response to the MC service client.
5.
The MC service server informs all other MC service user(s) sharing the same functional alias(es).
Derived requirements:

1) an authorised MCPTT client can request the activation of a set of FAs
2) MCPTT server(s) stores the status of the functional aliases

3) MCPTT server(s) will check (user profile and perhaps serv conf) to see if the user is not authorised

4) MCPTT server(s) will check (serv conf) to see if the max number of simultaneous activations has already been reached and if takeover is allowed for the FA(s) in question.
5) If either 3) or 4) is true, shall send a response rejecting the request
6) if 4) is true and the requester is authorised to take over FAs activated by other users (user profile), the response will indicate that this FA can be taken over.

7) Other users sharing the same FA will be notified of the new activation

NOTE: There is complexity in this stage 2 procedure which is not obvious. The FAs that the user is trying to activate may have different FA CFs. This implies that the PF fans out the requests to the involved FA CFs or the FA CFs communicate with each other.

10.13.5
MC service user de-activates functional alias(es) within an MC system
...
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Figure 10.13.5-1: Functional alias de-activation procedure within an MC system
1.
MC service client requests the MC service server to de-activate a functional alias or a set of functional aliases.
2.
Based on the MC service user subscription and stored functional alias policy, the MC service server checks if the MC service user of the MC service client is authorized to de-activate from the requested functional alias(es) and if the MC service user of the MC service client has activated to the requested functional alias(es).
3.
If the MC service user is authorized to de-activate from the requested functional alias(es) then the MC service server updates the functional alias activation status of the MC service user needs to be done in FA CF and possibly PF).
4.
MC service server provides to the MC service client the functional alias de-activation response.

5.
The MC service server informs all other MC service user(s) sharing the same functional alias(es).
Derived requirements:

1) an authorised MCPTT client can request the de-activation of a set of FAs

2) MCPTT server will check (user profile or serv conf) to see if the user is authorised to de-activate and has activated the requested set of FAs (PF or collection of FA CFs would have this data).

3) MCPTT server updates FA status (FA CF, possibly PF) if the request is authorised

4) MCPTT server sends the user a FA response

5) Users sharing the same FA are informed

NOTE: There is complexity in this stage 2 procedure which is not obvious. The FAs that the user is trying to de-activate may have different FA CFs. This implies that the PF fans out the requests to the involved FA CFs or the FA CFs communicate with each other.

10.13.6
Authorised MC service user takes over functional alias(es) within an MC system
...
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Figure 10.13.6-1: Functional alias taking over procedure within an MC system

1.
MC service client 1 of the MC service user 1 requests the MC service server to take over a functional alias by sending a functional alias take over request.

2.
The MC service server checks if there are any conflicts taking over the functional alias.
3.
If the user of the MC service client 1 is authorised to take over the requested functional alias then the MC service server sends a functional alias revoke notification to inform MC service client 2 that the functional alias has been revoked and is not any longer active for the user of MC service client 2.

4.
The MC service server stores the functional alias status of the requested functional alias.

5.
MC service server sends a functional alias take over response to the MC service client.
6.
The MC service server informs all other MC service user(s) sharing the same functional alias.

Derived requirements:
1) an authorised MCPTT client can request the takeover of an FA
2) MCPTT server will check (user profile) to see if the user is authorised to take over the FA and see if there are any "conflicts"
3) MCPTT server sends an FA revoke to the holder of the FA

4) MCPTT server (FA CF, PF or both) updates FA status if the request is authorised

5) MCPTT server sends the requester a FA response

6) Users sharing the same FA are informed
NOTE: in stage 1, shared FAs can NOT be taken over. Stage 3 should maintain this constraint, perhaps as a validation constrain in 24.484, (e.g., if max-simultaneous-activations > 1, takeover-allowed="false")
3) Summary of derived requirements from stage 2 for FA) (de-)activation functionality
Client requests:
Authorised users can request to:

1) query the activated FAs of another user

2) activate one or more FA(s) for themselves

3) de-activate one or more FA(s) they have previously activated

4) take over a FA currently activated by another user

MCPTT server requirements:

1) maintain state on activation state of FAs (current activations by MCPTT users, number of simultaneous activations). 

 a) Changes of status will occur when an FA is activated, de-activated, or taken over.
 b) Data to be maintained per FA:

   i) list of users activating

  ii) number of simultaneous activations

2) check user authorisations and configuration for the following capabilities:

 a) query the activated FAs of another user
 b) activation a FA for themselves

 c) de-activation a FA for themselves

 d) take over a FA currently activated by another user

3) provide appropriate responses for query, (de-) activation and take over requests 

4) inform other users of the same FA when another user (de-)activates or takes over the same FA

NOTE: Multiple FA CFs may be involved in the above procedures. This implies that the PF fans out the requests to the involved FA CFs or the FA CFs communicate with each other.

3) Partitioning of MCPTT server authorisation requirements
Server functionality for authorisations can be partitioned to the PF and CF with a determination being made by whether a given authorisation needs to reference configuration from the user profile, service configuration document, or both. Authorisations for the following FA request types can be handled as follows.

FA (de-)activation requests:

As the PF of an MCPTT user is always in the communication path of client (de-)activation requests/responses and has access to the user's user profile, it is in a position to "screen" client requests to see if they are authorised for that particular user, rejecting those that are not authorised. If this is done at the PF, the FA CF can assume that user profile-based authorisation checks for requests that it receives for (de-)activation actions have already occurred and thus do not need to be performed redundantly by the FA CF. The FA CF will still need to perform other checks (e.g., max # of simultaneous activations exceeded).
FA take over requests:

The user profile contains a configuration parameter indicating whether the user is allowed to take over FAs already activated by another user. The PF can then reject take over requests where the user's user profile indicates the user is not allowed this functionality. However, for take over requests that pass this authorisation at the PF, the FA CF still needs to check the service configuration document to see if take over is allowed for the particular FA in question.
Query of other users activated FAs requests:
In this case the only required configuration parameter for this action is contained in the user profile document, so the PF can do all the needed FA-related authorisation checks. The FA CF can simply fulfil the request.
4) Partitioning of MCPTT server maintenance of FA-related data
FA status data:
PF should maintain lists of the FAs activated by all its users. This will allow it to determine if FAs included in call requests are authorised to be used by the user (in procedures not discussed in the present contribution).

FA CF should maintain lists of the users that have activated FAs which are controlled by that CF.

5) High level stage 3 example flow
Depicted below is an example flow for FA Activation. Note that MCPTT client 2's PF is not shown.
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Figure 1: FA Activation Procedure

The above scenario has several attributes, including:

A) MCPTT client 1 requests activation of two FAs, FA1 and FA2.
B) FA1 and FA2 have different FA CFs

C) MCPTT client 2 has already activated FA1 and FA2, so is notified when another user activates those FAs.

Observations:

A) PF fans out the Activation Requests and routes them to the appropriate FA CFs

B) Authorisation checking is distributed between the two FA CFs and the PF.

C) PF aggregates the Activation Responses from the FA CFs and sends one Activation Response to MCPTT client 1.

D) PF maintains a list of activated FAs per user

E) Each FA CF maintains a list of users and number of activations per FA that it owns

F) Example flow is generic and protocol agnostic

6) Protocol choice
Based upon the partitioning of responsibilities discussed herein and exemplified by the example flow it is clear that both the PF and FA CFs will need to maintain FA-related data, the PF will need to fan out requests received from clients and aggregate data from responses from the FA/CFs to be packaged into responses to the client wit the authorisations being distributed. The other stage two flows shown above are expected to fit well into the stage 3 paradigm exemplified in Figure 1. There are similarities with these requirements and the way affiliation is specified in stage 3, with the use of PUBLISH and SUBSCRIBE/NOTIFY being the predominant protocols used. Specification could also be done using SIP MESSAGE. More consideration is needed to make the decision.
7) Next steps

CT1 is asked to discuss the FA stage 3 specification aspects presented and agree to the partitioning of functionality described in the present contribution.
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