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1. Introduction
The NAS protocol enables the network to provide the UE with signalled QoS rules associated with a PDU session.
The network can request the creation of up to 256 signalled QoS rules per PDU session.
In addtion to signalled QoS rules, the network may request from UE to create derived QoS rules dynamically as indicated in the downlink traffic. 

2. Reason for Change
The NAS protocol enables the network to add new QoS rules to a PDU session context using the network-requested PDU session modification procedure. There is no limitation for the number of QoS rules per PDU session, except for the definition of QoS rules IE itself which uses 1 octet to for the QoS rule identifier and thus allows up to 256 QoS rules per PDU session.
Moreover, each QoS rule can include up to 16 packet filters.

This means that from protocol point of view, the maximum size of packet filter information to be stored by the UE according to TS 24.501 could be up to a factor of 256 times the maximum size of the information according to TS 24.008/24.301.

(Note: for TS 24.501 the maximum number of packet filters to be stored is:


(max # of PDU sessions) X (max # of QoS rules) X (max # of packet filters) = n1 x 256 x 16,

whereas for TS 24.008/24.301 it is:


(max # of PDP/EPS bearer contexts) X (max # of packet filters) = n2 x 16,

where currently n1 = 11 and n2 = 8. Both n1 and n2 are under discussion in Rel-15.
This means e.g. that whereas in TS 24.301, Rel-14, a memory of ≈ 8 kByte is sufficient to store all packet filters in a worst case scenario, in TS 24.501, assuming n1 = 15, a memory of ≈ 4 MByte would be required for the worst case.)

In addition to this 4MByte, extra memory is needed to save derived QoS Rules.

In practice there is no real use case for which the UE needs to support the max. number of QoS rules for a PDU session, let alone – simultaneously – the max. number of PDU sessions with max. number of QoS rules per PDU session (and max. number of packet filters per QoS rule); therefore it would be a waste of UE memory to support the storing of this max. number of QoS rules per PDU session.

So for practical reasons, it is better to enable UEs to support a limited number of signalled and derived QoS rules. The exact number should be left UE implementation specific.

The UE shall be able to inform the network about it is maximum number of supported signalled and derived QoS rules per PDU session.
We suggest to add maximum number of supported signalled and derived QoS rules to 5GSM capability IE 

- in order to avoid unnecessary explicit 5GSM signalling between SMF and UE (for signalled QoS rules) and 

- to avoid unsuccessful attempts of the SMF and UPF to establish further derived QoS rules.
3. Conclusions

It has advantages to allow UE to inform the network about the number of supported signalled and derived QoS Rules.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501, v0.3.1.
* * * First Change * * * *

6.4.1.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.
If the UE requests to establish a new non-emergency PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to one of the following values: the IP version capability as specified in subclause 6.2.4.2, "Ethernet" or "Unstructured".
NOTE:
When the UE initiates the UE-requested PDU session establishment procedure to transfer an existing non-IP PDN connection in the EPS to the 5GS, the UE can use locally available information associated with the PDN connection to select the PDU session type between "Ethernet" and "Unstructured".
If the UE requests to establish a new non-emergency PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN, the UE may include the SM PDU DN request container with a DN-specific identity of the UE complying with network access identifier (NAI) format as specified in IETF RFC 4282 [21].
If the UE requests to establish a new PDU session of "IP", "IPv4", "IPv6" or "Ethernet" PDU session type and the UE supports reflective QoS, the UE shall set the RQoS bit to "Reflective QoS supported" in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.
If the UE supports a limited number of signalled QoS rules, the UE shall indicate the maximum number of signalled QoS rules supported by the UE in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.

If the UE supports a limited number of derived QoS rules, the UE shall indicate the maximum number of derived QoS rules supported by the UE in the 5GSM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.
If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure to establish another emergency PDU session. The UE may perform the UE-requested PDU session establishment procedure to transfer an existing emergency PDU session or an existing PDN connection for emergency bearer services.

Upon intersystem change from S1 mode to N1 mode, when the interworking with N26 interface is not supported, if the UE wants to establish a PDU session corresponding to an existing PDN connection to EPS, the UE shall:

-
set the PDU session ID in the PDU SESSION ESTABLISHMENT REQUEST message and in the UL NAS TRANSPORT message to the stored PDU session ID corresponding to the PDN connection; and

-
set the S-NSSAI in the UL NAS TRANSPORT message to the stored S-NSSAI associated with the PDU session ID.

The UE shall transport:

a)
the PDU SESSION ESTABLISHMENT REQUEST message;

b)
the PDU session ID of the PDU session being established;

c)
if the request type is set to:

1)
"initial request" and the UE determined to establish a new PDU session based on a URSP rule including an S-NSSAI in the URSP (see subclause 6.2.x), an S-NSSAI and, if available in roaming scenarios, a mapped configured S-NSSAI from the configured NSSAI for the HPLMN;

2)
"existing PDU session", an S-NSSAI, which is an S-NSSAI associated with the PDU session and, if available in roaming scenarios, a mapped configured S-NSSAI from the configured NSSAI for the HPLMN;

d)
the requested DNN, if the request type is not set to "initial emergency request" and the UE requests a connectivity to a DNN other than the default DNN;

e)
the request type which is set to:

1)
"initial request", if the UE requests to establish a new non-emergency PDU session;

2)
"existing PDU session", if the UE requests:

i)
handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access; or

ii)
transfer of an existing PDN connection for non-emergency bearer services in the EPS to the 5GS;

3)
"initial emergency request", if the UE requests to establish a new emergency PDU session; and

4)
"existing emergency PDU session", if the UE requests:

i)
handover of an existing emergency PDU session between 3GPP access and non-3GPP access; or
ii)
transfer of an existing PDN connection for emergency bearer services in the EPS to the 5GS; and

f)
the old PDU session ID which is the PDU session ID of the existing PDU session, if the UE initiates the UE-requested PDU session establishment procedure upon receiving the PDU SESSION MODIFICATION COMMAND messages with the 5GSM cause IE set to #39 "reactivation requested";
using the NAS transport procedure as specified in subclause 5.4.5, and the UE shall start timer T3580 (see example in figure 6.4.1.2.1).


[image: image1.emf]UE SMF

PDU SESSION ESTABLISHMENT ACCEPT

Stop T3580

OR

PDU SESSION ESTABLISHMENT REQUEST

Start T3580

PDU SESSION ESTABLISHMENT REJECT

Stop T3580


Figure 6.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, optionally a DNN, the request type, and optionally an old PDU session ID, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN.
If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session" and the PDU session authentication and authorization by the external DN is required due to local policy, the SMF shall check whether the PDU SESSION ESTABLISHMENT REQUEST message includes the PDU DN request container. 

If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session", the PDU DN request container is included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall:

a)
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is compliant with the local policy and user's subscription data, proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [12] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes; and

b)
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #29 "user authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.
If the PDU session being established is a non-emergency PDU session, the request type is not set to "existing PDU session", the PDU DN request container is not included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [12] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes.

If the SMF receives the old PDU session ID from the AMF and a PDU session exists for the old PDU session ID, the SMF shall consider that the request for the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [5] is accepted by the UE.
* * * Next Change * * * *

8.3.1
PDU session establishment request

8.3.1.1
Message definition

The PDU SESSION ESTABLISHMENT REQUEST message is sent by the UE to the SMF to initiate establishment of a PDU session. See table 8.3.1.1.1.

Message type:
PDU SESSION ESTABLISHMENT REQUEST

Significance:

dual

Direction:


UE to network

Table 8.3.1.1.1: PDU SESSION ESTABLISHMENT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT REQUEST message identity
	Message type

9.7
	M
	V
	1

	9-
	PDU session type
	PDU session type

9.8.4.5
	O
	TV
	1

	A-
	SSC mode
	SSC mode

9.8.4.9
	O
	TV
	1

	28
	5GSM capability
	5GSM capability

9.8.4.10
	O
	TLV
	3-15

	yz
	SM PDU DN request container
	SM PDU DN request container

9.8.4.8
	O
	TBD
	TBD

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.8.4.2
	O
	TLV-E
	4-65538


8.3.1.2
PDU session type
This IE is included in the message when the UE requests to establish a new PDU session with a DN and requests a PDU session type.
8.3.1.3
SSC mode
This IE is included in the message when the UE requests to establish a new PDU session with a DN and requests an SSC mode.
8.3.1.4
5GSM capability
This IE is included in the message when the UE wants to inform the network about specific SM capabilities, e.g. support of Reflective QoS or maximum number of supported QoS rules.
8.3.1.5
SM PDU DN request container
This IE is included in the message when the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN.
8.3.1.6
Extended protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.

* * * Next Change * * * *

9.8.4.10
5GSM capability

The purpose of the 5GSM capability information element is to indicate UE capability related to the PDU session management.

The 5GSM capability information element is coded as shown in figure 9.8.4.10.1 and table 9.8.4.10.1.

The 5GSM capability is a type 4 information element with a minimum length of 3 octets and a maximum length of 15 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	5GSM capability IEI
	octet 1

	Length of 5GSM capability contents
	octet 2

	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	RqoS
	octet 3

	maximum number of supported signalled QoS rules


	octet 4*

	maximum number of supported of derived QoS rules


	octet 5*

	0
	0
	0
	0
	0
	0
	0
	0
	octet 6* -15*

	Spare
	


Figure 9.8.4.10.1: 5GSM capability information element

Table 9.8.4.10.1: 5GSM capability information element

	5GSM capability value


	RqoS(octet 3, bit 1)

This bit indicates the 5GSM capability to support reflective QoS.



	0
	
	
	
	Reflective QoS not supported

	1
	
	
	
	Reflective QoS supported

	

	Bits 2 to 8 in octet 3 are spare and shall be coded as zero.

maximum number of supported signalled QoS rules (octet4)

This octet indicates the maximum number of signalled QoS rules supported by the UE for a PDU session.
maximum number of supported derived QoS rules (octet5)

This octet indicates the maximum number of derived QoS rules supported by the UE for a PDU session.
All other bits in octet 6 to 15 are spare and shall be coded as zero, if the respective octet is included in the information element.

	


* * * End of Changes * * * *
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