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1. Introduction
The specification contains an editor’s notes in the sub-clause 5.4.1.2.1 indicating, quote:
If the authentication of the UE completes successfully, the EAP-success message is transported from the network to the UE using the SECURITY MODE COMMAND message of the security mode command procedure.
Editor's note:	The security mode command procedure is not yet included in the TR, and EAP authentication procedure may need to be aligned when included.
2. Reason for Change
The editor’s notes quote in the previous section was transferred from the TR and actually TS 24.501 already provides description of the security mode control procedure in the sub-clause 5.4.2. In that sub-clause it is clear that SECURITY MODE COMMAND message already provides means of transportation for the EAP-success message. It is therefore propose to remove the editor’s notes, amend the name of the procedure (i.e., security mode control procedure) and add a reference to the appropriate sub-clause in the TS.
4. Proposal
It is proposed to agree the following changes to 3GPP TS 24.501V0.3.1.


* * * First Change * * * *
[bookmark: _Toc500935228][bookmark: _Toc501355838][bookmark: _Toc501366927][bookmark: _Toc501368940][bookmark: _Toc501373386][bookmark: _Toc501376187][bookmark: _Toc501377317][bookmark: _Toc501377874][bookmark: _Toc501395043][bookmark: _Toc501395600][bookmark: _Toc501442511][bookmark: _Toc501574864][bookmark: _Toc501576171][bookmark: _Toc505611461][bookmark: _Toc505868358]5.4.1.2.1	General
Extensible authentication protocol (EAP) as specified in IETF RFC 3748 [19] enables authentication using various EAP methods.
EAP defines four types of EAP messages:
a)	an EAP-request message;
b)	an EAP-response message;
c)	an EAP-success message; and
d)	an EAP-failure message.
Several rounds of exchanges of an EAP-request message and a related EAP-response message can be required to achieve the authentication (see example in figure 5.4.1.2.1.1).
The EAP-request message is transported from the network to the UE using the AUTHENTICATION REQUEST message of the EAP message reliable transport procedure.
The EAP-response message is transported from the UE to the network using the AUTHENTICATION RESPONSE AUTHENTICATION RESPONSE message of the EAP message reliable transport procedure.
If the authentication of the UE completes successfully, the EAP-success message is transported from the network to the UE using the SECURITY MODE COMMAND message of the security mode controlcommand procedure (see subclause 5.4.2).
Editor's note:	The security mode command procedure is not yet included in the TR, and EAP authentication procedure may need to be aligned when included.
If the authentication of the UE completes unsuccessfully, the EAP-failure message is transported from the network to the UE in a response of the initial 5GMM procedure as part of which the EAP based primary authentication and key agreement procedure is performed.
The AMF shall set the authenticator retransmission timer specified in IETF RFC 3748 [19] subclause 4.3 to infinite value.
NOTE:	The EAP message reliable transport procedure provides a reliable transport of EAP messages and therefore retransmissions at the EAP layer do not occur.
The AUSF and the AMF support exchange of EAP messages using N12.
Editor's note:	The ngKSI handling at EAP authentication is FFS.


Figure 5.4.1.2.1.1: EAP based primary authentication and key agreement procedure
* * * End of Changes * * * *
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