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1. Introduction
The 5G Core Network supports the connectivity of the UE via untrusted non-3GPP access networks. User identification for accessing 5GC over untrusted non-3GPP access network needs to be added in 24.502.
2. Reason for Change

Add user identification for accessing 5GC over untrusted non-3GPP access network.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.502.
* * * First Change * * * *
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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [2] apply:

5G Access Network 

5G Core Network 

5G System

PDU Session

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [8] that relate to access to 3GPP evolved packet core via non-3GPP access networks, apply:

NAI

For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.501 [5] that relate to access to 3GPP evolved packet core via non-3GPP access networks, apply:

SUCI
* * * Next Change * * * *

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GCN
5G Core Network

5GS
5G System

5G-AN
5G Access Network

5G-GUTI
5G Globally Unique Temporary Identifier
AMF
Access and Mobility Management Function

AUSF
Authentication Server Function

DNS
Domain Name System

ESP
Encapsulating Security Payload
FQDN
Fully Qualified Domain Name

N3IWF
Non-3GPP InterWorking Function
NAI
Network Access Identifier

QFI
QoS Flow Identifier

SPI
Security Parameters Index
SUCI
Subscription Concealed Identifier
SUPI
Subscription Permanent Identifier

* * * Next Change * * * *

4.3
Identities


4.3.1
User identities

When the UE accesses the 5GC over non-3GPP access networks, same user identities for 3GPP access are used to identify the subscriber for non-3GPP access authentication , authorization and accounting services. These user identities include:

a)
SUPI which is a globally unique permanent 5G subscription identifier. SUPI can take two types of representations: IMSI (see TS 23.003 [8]) or NAI as defined in RFC 4282 [x] and TS 23.003 [8]. When used over non-3GPP access, IMSI representation can be contained within the NAI for the SUPI;
b)
SUCI which is a one-time use subscription identifier that contains the concealed subscription identifier.
Editor’s note:
NAI format for 5GC is FFS by CT4.

In addition, a temporary identifier 5G-GUTI is allocated by 5GC in order to support user confidentiality protection.
User identification in non-3GPP accesses may require additional identities that are out of the scope of 3GPP.
* * * End Change * * * *

