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***** Second change *****
5.2.4.1.x.y
Delivery of a secured packet using NAS

5.2.4.1.x.y.1
Delivery of a secured packet using NAS transport procedures
A secured packet (for the generic definition of a secure packet, see ETSI TS 102 225 [SecPac]) for the purposes of steering a UE in a VPLMN using NAS contains a list of preferred PLMN/access technology combinations and an indication indicating the need to transmit the result of an integrity check of the packet.

Upon receipt of a DL NAS TRANSPORT message with a secured packet related to steering a UE in a VPLMN using NAS in a Payload container IE, the secured packet is delivered to the USIM. The Payload container type IE part of the UL NAS TRANSPORT message is set to "secured packet ".
Upon receipt of a secured packet related to steering a UE in a VPLMN using NAS from the USIM, the UE transmits the packet in the Payload container IE of a UL NAS TRANSPORT message. The Payload container type IE part op the UL NAS TRANSPORT message is set to "secured packet ".
Editor's note:
The mechanisms used to transmit a secured packet for the purposes of steering a UE in a VPLMN using NAS between USIM and the ME are FFS.

Editor's note:
Further stage 3 details are FFS.

5.2.4.1.x.y.2
Delivery of a secured packet using authentication procedures

Editor's note:
Stage 3 details are FFS.

