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1. Introduction
During the #108 meeting it was decided to select the steering of UE in VPLMN alternative documented in subclause 5.2.4.1 (C1-180660, C1-180760). The stage-3 encodings for this alternative includes the possibility to encode the list of preferred PLMN/access technology combinations using a secured packet and transmission of it using NAS messages.
2. Reason for Change
Introducing initial stage-3 for steering of a UE in a VPLMN when using a secured packet encapsulated within NAS messages.
3. Conclusions

N.A.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501-3.1.0.
* * * First Change * * * *
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* * * Next Change * * * *

4.X
Steering a UE in a VPLMN
4.X.1
General

Steering a UE in a VPLMN (i.e. steering of roaming) is supported as described in 3GPP TS 23.122 [3] and depends on delivery of a secure packet (for the generic definition of a secure packet, see ETSI TS 102 225 [SecPac]) to the USIM. For the purposes of steering of roaming, this secure packet contains a list of preferred PLMNs and access technology combinations. 
NOTE:
3GPP TS 31.115 [31115] specifies the structure of a secured packet in implementations using short message service point to point, short message service cell broadcast, unstructured supplementary service data and hyper text transfer protocol.
In addition to transport mechanism specified in 3GPP TS 31.115 [31115], this document specifies usage of NAS to deliver a secure packet pertinent to steering a UE in a VPLMN, while leveraging the steering of roaming requirements in 3GPP TS 23.122 [3]. Subclause 4.x.2 further describes the transmission of a secured packet using NAS.
Editor's note:
Stage 3 for other methods to perform steering a UE in a VPLMN, documented in TR 24.890 subclause 5.2.4.1, are FFS.

4.X.2
Delivery of a secured packet using NAS

A secured packet for the purposes of steering a UE in a VPLMN using NAS contains a list of preferred PLMN/access technology combinations and an indication indicating the need to transmit the result of an integrity check of the packet.

Editor's note:
CT6 TSes may need to be updated, at least in order to deliver the integrity check result as a secured packet to the ME.

Upon receipt of a DL NAS TRANSPORT message with a secured packet, the secured packet is delivered to the USIM using the mechanisms specified in 3GPP TS 31.111 [31111].

Upon receipt of a secured packet from the USIM using the mechanisms specified in 3GPP TS 31.111 [31111], the UE transmits the packet in a UL NAS TRANSPORT message.
Editor's note:
The mechanisms used to deliver or receive a secured packet to/from the ME are FFS.
Editor's note:
TR 24.890 includes subclause 5.2.4.1.6.1 (C1-180462); it is FFS.
* * * Next Change * * * *

5.4.5
NAS transport procedure(s)

5.4.5.1
General

The purpose of the NAS transport procedures is to provide a transport of payload between the UE to the AMF. The type of the payload is identified by the Payload container type IE and includes one of the following:

a-
a single 5GSM message;

b)
SMS;
c)
an LPP message (see 3GPP TS 36.355 [13]); or
Editor's note:
Other types of payload, such as generic application payload, are FFS.

d)
a secured packet (see ETSI TS 102 225 [SecPac]).

Along with the payload, the NAS transport procedure may transport the associated information (e.g. PDU session information for 5GSM message payload).

* * * Next Change * * * *

5.4.5.2
UE-initiated NAS transport procedure

5.4.5.2.1
General
The purpose of the UE-initiated NAS transport procedure is to provide a transport of:

a)
a single 5GSM message;

b)
SMS;
c)
an LPP message; or
d)
a secured packet.
Editor's note:
A secured packet delivered using the network-initiated NAS transport procedure is opaque, the ME doesn’t know what is contained. However, when delivering a secured packet using mechanisms specified in 3GPP TS 31.111 [31111], the mechanisms used may indicate that the secured packet contains the results of an integrity check. Whether or not the ME needs to know what he secured packet is for, is FFS.

and optional associated payload routing information from the UE to the AMF in a 5GMM message.

* * * Next Change * * * *

5.4.5.2.2
UE-initiated NAS transport procedure initiation

In the connected mode, the UE initiates the NAS transport procedure by sending the UL NAS TRANSPORT message, as shown in figure 5.4.5.2.2.1.

In case a) in subclause 5.4.5.2.1, the UE shall:

-
include the PDU session information (PDU session ID, old PDU session ID, S-NSSAI, DNN, request type), if available:

-
set the Payload container type IE to "N1 SM information"; and

-
set the Payload container IE to the 5GSM message.

The UE shall set the PDU session ID IE to the PDU session ID. If an old PDU session ID is to be included, the UE shall set the Old PDU session ID IE to the old PDU session ID.
If an S-NSSAI is to be included, the UE shall set the S-NSSAI IE to the S-NSSAI selected for the PDU session from the allowed NSSAI for the serving PLMN, associated with the mapped configured NSSAI for the HPLMN if available in roaming scenarios.
If a DNN is to be included, the UE shall set the DNN IE to the DNN. 5GSM procedures specified in clause 9 describe conditions for inclusion of the S-NSSAI and the DNN. 

If a request type is to be included, the UE shall set the Request type IE to the request type. The request type is not provided along 5GSM messages other than the PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall send the UL NAS TRANSPORT message to the AMF (see example in figure 5.4.5.2.2.1).
In case b) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "SMS"; and

-
set the Payload container IE to the SMS payload.

Editor's note:
How the UE selects the access type to deliver the UL NAS TRANSPORT message with the Payload container type IE set to "SMS" is FFS.

In case c) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";

-
set the Payload container IE to the LPP message payload; and

-
set the Additional information IE to the routing information provided by the upper layer location services application.
In case d) in subclause 5.4.5.2.1, the UE shall:

-
set the Payload container type IE to "secured packet ";

-
set the Payload container IE to the secured packet message payload.
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Figure 5.4.5.2.2.1: UE-initiated NAS transport procedure

* * * Next Change * * * *

5.4.5.2.3
UE-initiated NAS transport of messages

Upon reception of a UL NAS TRANSPORT message, if the Payload container type IE is set to:

a)
"N1 SM information", the AMF looks up a PDU session routing context for:

1)
the UE and the PDU session ID IE in case the Old PDU session ID IE is not included, and:

NOTE 1:
If the Old PDU session ID IE is not included in the UL NAS TRANSPORT message and the AMF has received a reallocation requested indication from the SMF, the AMF needs to ignore the reallocation requested indication.

i)
if the AMF has a PDU session routing context for the PDU session ID and the UE, and the Request type IE is not included, the AMF shall forward the 5GSM message, and the PDU session ID IE towards the SMF identified by the SMF ID of the PDU session routing context;
ii)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, and the Request type IE is included and is set to "existing PDU session", the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
iii)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, and the Request type IE is included and is set to "initial request":

A)
the AMF shall select an SMF. If the DNN IE is not included, the AMF shall use the default DNN as the DNN. If the S-NSSAI IE is not included, the AMF may determine a default S-NSSAI according to the user’s subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and

NOTE 2:
SMF selection is out of scope of CT1.

B)
if the SMF selection is successful:

-
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the user’s subscription context obtained from the UDM; and

-
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;

iv)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "existing PDU session", and the user’s subscription context obtained from the UDM contains an SMF ID corresponding to:

A)
the DNN in the DNN IE, if the DNN IE is included; or

B)
the default DNN, if the DNN IE is not included;

Editor's note:
FFS how to obtain the correct SMF ID when the UE has several PDU sessions with a given DNN, each PDU session is provided by a different SMF, and the UE attempts to handover one of those PDU sessions.


then:

A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the user’s subscription context obtained from the UDM; and

B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;

v)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF does not have a PDU session routing context for another PDU session ID of the UE indicating that the PDU session is an emergency PDU session:

A)
the AMF shall select an SMF. The AMF shall use the emergency DNN from the AMF emergency configuration data as the DNN, if configured. The AMF shall derive the SMF from the emergency DNN or use the statically configured SMF from the AMF emergency configuration data, if configured; and

B)
if the SMF selection is successful:

-
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF, and shall store an indication that the PDU session is an emergency PDU session in the stored PDU session routing context; and

-
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured), the DNN (if configured), and the request type towards the SMF identified by the SMF ID of the PDU session routing context; and

vi)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial emergency request", and the AMF has a PDU session routing context indicating that the PDU session is an emergency PDU session for another PDU session ID of the UE:

A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the other PDU session ID of the UE; and

B)
the AMF shall forward the 5GSM message, the PDU session ID, the S-NSSAI (if configured), the DNN (if configured) and the request type towards the SMF identified by the SMF ID of the PDU session routing context; or

Editor's note:
Handover between 3GPP access and non-3GPP access of emergency PDU session is FFS.

2)
the UE and the Old PDU session ID IE in case the Old PDU session ID IE is included, and:

i)
the AMF has a PDU session routing context for the old PDU session ID and the UE and does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial request", and the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reused, the AMF shall store a PDU session routing context for the PDU session ID and the UE, set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the old PDU session ID and the UE, and forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context;
ii)
the AMF has a PDU session routing context for the old PDU session ID and the UE and does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is included and is set to "initial request", the AMF received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated:
A)
the AMF shall select an SMF. If the DNN IE is not included, the AMF shall use the default DNN as the DNN. If the S-NSSAI IE is not included, the AMF may determine a default S-NSSAI according to the user's subscription context obtained from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and
B)
if the SMF selection is successful:
-
the AMF shall store a PDU session routing context for the PDU session ID and the UE and set the SMF ID of the PDU session routing context to the SMF ID of the selected SMF; and

-
the AMF shall forward the 5GSM message, the PDU session ID, the old PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF identified by the SMF ID of the PDU session routing context for the PDU session ID and the UE; and

b)
"SMS", the AMF shall forward the content of the Payload container IE to the SMSF associated with the UE;
c)
"LTE Positioning Protocol (LPP) message container", the AMF shall forward the content of the Payload container IE to the LMF associated with the routing information included in the Additional information IE of the UL NAS TRANSPORT message; and
Editor's note:
What to do if the AMF cannot locate the LMF is FFS.
d)
"secured packet ", the AMF shall forward the content of the Payload container IE to the UDM.

Editor's note:
CT4 TSes may need to be updated in order to receive this data at the UDM.

* * * Next Change * * * *

5.4.5.3
Network-initiated NAS transport procedure

5.4.5.3.1
General
The purpose of the network-initiated NAS transport procedure is to provide a transport of:

a)
a single 5GSM message;

b)
SMS;
c)
an LPP message; or
d)
a secured packet.
from the AMF to the UE in a 5GMM message.

5.4.5.3.2
Network-initiated NAS transport procedure initiation

In connected mode, the AMF initiaties the NAS transport procedure by sending the DL NAS TRANSPORT message, as shown in figure 5.4.5.3.2.1. 

In case a) in subclause 5.4.5.3.1, i.e. upon reception from an SMF of a 5GSM message without an N1 SM delivery skip allowed indication for a UE or a 5GSM message with an N1 SM delivery skip allowed indication for a UE in the 5GMM-CONNECTED mode, the AMF shall:

a)
include the PDU session information (PDU session ID) in the PDU session ID IE;
b)
set the Payload container type IE to "N1 SM information"; and

c)
set the Payload container IE to the 5GSM message.

In case b) in subclause 5.4.5.3.1, i.e. upon reception from an SMSF of an SMS payload, the AMF shall:

a)
set the Payload container type IE to "SMS";

b)
set the Payload container IE to the SMS payload ; and

c)
select the access type to deliver the DL NAS TRANSPORT message as follows in case the access type selection is required:

1)
if the UE to receive the DL NAS TRANSPORT message is registered to the network via both 3GPP access and non-3GPP access, and the SMS allowed IE in the 5GMM context of the UE is set to "both 3GPP access and non-3GPP access", then the AMF selects either 3GPP access or non-3GPP access; and

2)
otherwise, the AMF selects 3GPP access.

NOTE:
The AMF selects an access type between 3GPP access and non-3GPP access based on operator policy.

In case c) in subclause 5.4.5.3.1 i.e. upon reception from an LMF of an LPP message payload, the AMF shall:

a)
set the Payload container type IE to "LTE Positioning Protocol (LPP) message container";

b)
set the Payload container IE to the LPP message payload received from the LMF; and

c)
set the Additional information IE to the routing information associated with the LMF from which the LPP message was received.

In case d) in subclause 5.4.5.3.1 i.e. upon reception from a UDM of a secured packet message payload, the AMF shall:

a)
set the Payload container type IE to "secured packet";

b)
set the Payload container IE to the secured packet message payload received from the UDM.


[image: image2.emf]UE

AMF

DL NAS TRANSPORT


Figure 5.4.5.3.2.1: Network-initiated NAS transport procedure

* * * Next Change * * * *

5.4.5.3.3
Network-initiated NAS transport of messages
Upon reception of a DL NAS TRANSPORT message, if the Payload container type IE is set to:

a)
 "N1 SM information". the 5GSM message in the Payload container IE and the PDU session ID are handled in the 5GSM procedures specified in clause 9;
b)
"SMS", the UE shall forward the content of the Payload container IE to the SMS stack entity;
c)
"LTE Positioning Protocol (LPP) message container", the UE shall forward the content of the Payload container IE and the routing information included in the Additional information IE to the upper layer location services application; and

d)
"secured packet ", the UE shall forward the content of the Payload container IE to the USIM using the mechanisms specified in 3GPP TS 31.111 [31111].

Editor's note:
The mechanisms used to deliver a secured packet to the USIM are FFS.

* * * Next Change * * * *

9.8.3.31
Payload container type

The purpose of the Payload container type information element indicates type of payload included in the payload container information element.

The Payload container information element is coded as shown in figure 9.8.3.31.1 and table 9.8.3.31.1.

The Payload container is a type 1 information element with a length of half octet.

	8
	7
	6
	5
	4
	3
	2
	1
	

	-
	-
	-
	-
	Payload container type value
	octet 1


Figure 9.8.3.31.1: Payload container information element

Table 9.8.3.31.1: Payload container information element

	Payload container type value (octet 1, bit 1 to bit 4)

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	1
	N1 SM information

	0
	0
	1
	0
	SMS

	0
	0
	1
	1
	LTE Positioning Protocol (LPP) message container

	0
	1
	0
	0
	Secured packet

	All other values are reserved.
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