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1. Introduction
TS 24.501 subclause 4.6.2.2 currently specifies that the maximum number of S-NSSAIs in a configured NSSAI is 8 (same as for the allowed NSSAI), with an Editor’s note stating that this maximum limit needs to be re-evaluated:
Each of the configured NSSAI and the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs. Each of the configured NSSAI, the allowed NSSAI, and the rejected NSSAI is associated with a PLMN identity. The S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination are further associated with a registration area where the rejected S-NSSAI(s) is not available. There shall be no duplicated PLMN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN, and rejected NSSAI(s) for the current PLMN and registration area combination.

Editor's note:
 The maximum number of S-NSSAI in the configured NSSAI provisioned by the network needs to be re-evaluated.

The purpose of the present P-CR is to analyze the related stage 2 requirements, and to propose a way forward to resolve this Editor’s note.
2. Reasons for Change

Stage 2 TS 23.501 explicitly mentions a limit of 8 S-NSSAIs for the allowed NSSAI and the requested NSSAI in subclause 5.15.2.1:

There can be at most eight S-NSSAIs in Allowed and Requested NSSAIs sent in signalling messages between the UE and the Network
But it does not mention any limit for the configured NSSAI.

Additionally, Stage 2 mentions two ways of providing a configured NSSAI to the UE:

1)
TS 23.501 subclause 5.15.4.1 states that he UE "can be configured by the HPLMN with slice configuration information" which "contains one or more Configured NSSAI(s)", but does not specify how this is done. Since the configuration is performed by the HPLMN, it is reasonable to assume that the one or more configured NSSAIs are part of a UE policy that can be either pre-configured on the UE, or sent to the UE over the control plane using the procedure specified in TS 23.502 subclause 4.2.4.3 for UE policy delivery. 
2)
TS 23.501 subclause 5.15.4.2 states that "At any time, the AMF may provide the UE with a new Configured NSSAI for the Serving PLMN" using the generic UE configuration update procedure, and CT1 has agreed C1-180747 at CT1#108 to update that procedure accordingly.

In order to enable the UE to have access to as many services as possible, it is desirable to allow the UE to choose from a set of S-NSSAIs that is a superset of the requested/allowed NSSAIs, which requires the maximum number of S-NSSAI in a configured NSSAI to be greater than 8. On the other hand, since the configured NSSAI can be sent OTA in a CONFIGURATION UPDATE COMMAND message, and possibly as part of UE policy, it is also advisable to put an upper limit on the number of S-NSSAIs which can be included in the configured NSSAI in order to limit the overal message size.
Consequently it is proposed to set the maximum number of S-NSSAIs in a configured NSSAI to 16.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501 v0.3.1.
* * * First Change * * * *

4.6.2.2
NSSAI storage
If available, the configured NSSAI(s), and rejected NSSAI(s) shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM per PLMN. Those NSSAIs can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete them.
Each of the configured NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs. Each of the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs. Each of the configured NSSAI, the allowed NSSAI, and the rejected NSSAI is associated with a PLMN identity. The S-NSSAI(s) in the rejected NSSAI for the current PLMN and registration area combination are further associated with a registration area where the rejected S-NSSAI(s) is not available. There shall be no duplicated PLMN identities in each of the list of configured NSSAI(s), allowed NSSAI(s), rejected NSSAI(s) for the current PLMN, and rejected NSSAI(s) for the current PLMN and registration area combination.


The UE stores NSSAIs as follows:
a)
The configured NSSAI shall be stored until a new configured NSSAI is received for a given PLMN. When provisioned with a new configured NSSAI for a PLMN, the UE shall replace any stored configured NSSAI for this PLMN with the new configured NSSAI, and delete any stored allowed NSSAI, rejected NSSAI for the current PLMN, and rejected NSSAI for the current PLMN and registration area combination. If the UE receives one or more S-NSSAIs from the network during the PDN connection establishment procedure in EPS as specified in 3GPP TS 24.301 [10], the UE may store the received S-NSSAI(s) in the configured NSSAI, if not already in the configured NSSAI. If the configured NSSAI for the registered PLMN is updated, the UE shall perform the mobility registration updating procedure and the UE shall store the allowed NSSAI or rejected NSSAI in case any NSSAI is received from the AMF.
b)
The allowed NSSAI shall be stored until a new allowed NSSAI is received for a given PLMN. When a new allowed NSSAI for a PLMN is received, the UE shall replace any stored allowed NSSAI for the current PLMN with this new allowed NSSAI. The UE shall remove, if any, the stored rejected S-NSSAI(s) which is/are included in the new allowed NSSAI for the current PLMN.

c)
When the UE receives the S-NSSAI(s) included in rejected NSSAI in the REGISTRATION ACCEPT message, the UE shall store the S-NSSAI(s) into the rejected NSSAI based on the associated rejection cause(s). Once the UE is deregistered, the  rejected NSSAI for the current PLMN and the rejected NSSAI for the current PLMN and registration combination shall be deleted. The UE shall delete, if any, the stored rejected NSSAI for the current PLMN and registration area combination if the UE moves out of the registration area.
NOTE:
Whether the UE stores the allowed NSSAI also when the UE is switched off is implementation specific.
The network may provide to the UE the mapping information as to how the S-NSSAI(s) in the configured NSSAI maps to S-NSSAI(s) in the configured NSSAI for the HPLMN in the UE. The UE shall store this mapping information and use this information for registration.

The network may provide to the UEthe  mapping information as to how the S-NSSAI(s) in the allowed NSSAI maps to S-NSSAI(s) in the configured NSSAI for the HPLMN in the UE (see subclauses 5.5.1.2 and 5.5.1.3). The UE shall store this mapping information in the ME and use this information for e.g., the PDU session establishment procedure (see subclause 4.6.3).

* * * Next Change * * * *

9.8.3.28
NSSAI

The purpose of the NSSAI information element is to identify a collection of S-NSSAIs
The NSSAI information element is coded as shown in figure 9.8.3.28.1 and table 9.8.3.28.1.

The S-NSSAI is a type 4 information element with a minimum length of 4 octets and a maximum length of 74 octets.
NOTE 1:
The number of S-NSSAI(s) not including mapped configured S-NSSAI(s) in a requested or allowed NSSAI cannot exceed eight.
NOTE 2:
The number of S-NSSAI(s) not including mapped configured S-NSSAI(s) in a configured NSSAI cannot exceed sixteen.
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Figure 9.8.3.28.1: NSSAI information element
Table 9.8.3.28.1: NSSAI information element

	Value part of the NSSAI information element (octet 3 to v)
The value part of the NSSAI information element consists of one or more S-NSSAIs. Each S-NSSAI consists of one S-NSSAI and optionally one mapped configured S-NSSAI from the configured NSSAI for the HPLMN.

The UE shall store the complete list received. If the NSSAI information element conveys a requested NSSAI or an allowed NSSAI and more than 8 S-NSSAIs are included in this information element, the UE shall store the first 8 S-NSSAIs and ignore the remaining octets of the information element.
If the NSSAI information element conveys a configured NSSAI and more than 16 S-NSSAIs are included in this information element, the UE shall store the first 16 S-NSSAIs and ignore the remaining octets of the information element.
S-NSSAI:

S-NSSAI value is coded as the length and value part of S-NSSAI information element as specified in subclause 9.8.3.37 starting with the second octet.

	


* * * End of Changes * * * *

