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1. Introduction
This paper proposes the mechanism that in SM reject message from NW for SM congestion control, the NW includes not only cause code and back-off timer but also the information indicating to the congested element (i.e., DNN, S-NSSAI, and DNN and S-NSSAI).

2. NW includes not only back off timer but also associated information
2.1. According to stage2, NW includes not only back off timer but also associated information such as DNN and S-NSSAI as follows.

TS23.501 defines that:
For DNN based congestion control,
· SMFs may apply DNN based congestion control towards the UE by rejecting PDU Session Establishment/Modification Request messages towards a specific DNN, from the UE, with a back-off timer and the associated DNN.

· The AMF may provide a NAS Transport Error message for the NAS Transport message carrying an SM message and in the NAS Transport Error message include a back-off timer and the associated DNN.

For S-NSSAI based congestion control, 

· 
If an S-NSSAI is determined as congested, then the SMF may apply S-NSSAI based congestion control towards the UE for SM requests which includes an S-NSSAI, and provides a back-off timer, and an associated S-NSSAI and optionally a DNN;

· 
If an S-NSSAI is determined as congested, then the AMF may apply S-NSSAI based congestion control towards the UE, by providing an NAS Transport Error message for the NAS Transport message carrying the SM message and in the NAS Transport Error message include a back-off timer and an associated S-NSSAI and optionally in addition a DNN;

Observation 1: According to stage2 requirement, NW send not only the back-off timer but also the associated information such as DNN and S-NSSAI
2.2. Proposed way forward
For this requirement, this paper proposes the way forward that the UE determines the appropriate SM congestion control based on 1 SM cause code and congestion information provided from NW. 
	In addition to back-off timer, the SM reject message includes
	UE determines that following SM congestion control is applied

	SM cause#26, DNN(indicating congested DNN)
	DNN based congestion control

	SM cause#26, S-NSSAI(indicating congested S-NSSAI)
	S-NSSAI based congestion control (S-NSSAI only)

	SM cause#26, S-NSSAI(indicating congested S-NSSAI), DNN(indicating congested DNN)
	S-NSSAI based congestion control (DNN via S-NSSAI)


Table 1
3. Analysis
3.1. 4G based congestion control mechanism will complicate the UE logic 
Here, the "4G based congestion control" means the mechanism relies on the UE logic as follows.
For following processes, the UE needs to link the parameter(s) that UE sent in SM request and the parameter(s) that targeted for the congestion control e.g., in case of DNN based congestion control,
· [Back off timer association] Backoff timer is associated with the DNN that the UE sent in the SM request. 

· [Congestion control] The DNN that UE is prohibited to re-attempt the SM request is the DNN that UE sent in the SM request. 

In 4G, because we had only APN based congestion control, the requirement was simple (congestion control per APN or no APN) as follows. 

	NW operation

UE to NW
	NW applies

	
	APN based congestion control
	APN based congestion control without APN

	SM request(null)
	n/a
	yes

	SM request(APN)
	yes
	n/a


Table 2
Because of this requirement simplicity, relying on the UE mechanism as above does not create much of complication. 

However, in 5G, the requirement became complicated. 
If we include no DNN association case, the congestion control pattern becomes total of five as follows. 

· No DNN

· DNN

· S-NSSAI (with any DNN)

· S-NSSAI+no DNN
· S-NSSAI+DNN
	NW operation

UE to NW
	NW applies

	
	DNN based congestion control without DNN i.e., default DNN
	DNN based congestion control 
	S-NSSAI based congestion control (S-NSSAI only with any DNN)
	S-NSSAI based congestion control (S-NSSAI without DNN) i.e., default DNN
	S-NSSAI based congestion control (DNN via S-NSSAI only)

	SM request(null)
	yes
	n/a
	n/a
	n/a
	n/a

	SM request(DNN)
	n/a
	yes
	n/a
	n/a
	n/a

	SM request(S-NSSAI)
	n/a
	n/a
	yes
	yes
	n/a

	SM request(S-NSSAI, DNN)
	n/a
	yes
(case1)
	yes
	n/a
	yes


Table 3
The question is are we going to use the 4G based congestion control, in which UE needs to map/link the parameter that UE sent in SM request and parameter that UE needs to perform the congestion control for. 

Let's say that UE sends a SM request with [DNN and S-NSSAI] but NW applies congestion control for [DNN]. 

For all process of back-off timer association and congestion control, the UE needs to perform this mapping between "SM request with [DNN and S-NSSAI]" and "NW applies congestion control for [DNN]".
For example, in case of timer association, in case of DNN based congestion control, the requirement of timer association (stage3) is now defined as follows. 

(Case 1) In case the timer T35ab is provided during the PDU session establishment procedure, the DNN associated with T35ab is the DNN provided by the UE when the PDU session is established.
[image: image1.emf]UE NW

SM request (DNN, S-NSSAI)

SM reject for DNN based congestion control

UE memorizes the DNN and 

S-NSSAI for future timer 

association

DNN 

congested

UE extracts part of 

information(DNN) from the 

memory for timer association

(DNN, S-NSSAI)

(DNN)

Back off timer association

Back-off timer

(DNN)


Fig 1
Furthermore, the mechanism that UE memorizing the information related to failed session context (PDU session rejected) before any indication from NW (i.e., congestion control request) seems not suited for 5G considering the various SM congestion control cases. 

Observation 2: "4G based congestion control" will complicate the UE logic.
3.2. NW sending the congested information will simplify the UE logic 
On the other hands, if we define all those processes are based on the parameter that NW sent in reject message, then everything becomes simple. 
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Fig 2
And, with this, the timer association requirement becomes as follows. 
(Case 1) In case the timer T35ab is provided during the PDU session establishment procedure, the DNN associated with T35ab is the DNN provided by the network when the PDU session is rejected as specified in subclause 6.4.1
Basic principle of this way forward is to make the congestion control execution based on what NW sent to the UE. So, e.g., in case of DNN based congestion control, 

· If the UE provided a DNN in SM request, to apply congestion control, the SMF send back congestion associated information to the UE and UE associate the back-off timer with the congestion associated information that NW send to the UE. 

· If the UE did not provide a DNN in SM request, to apply congestion control, the SMF send back no congestion associated information (no IE) to the UE and the UE associate the back-off timer with no DNN. 

NOTE: For the purpose of associating the back-off timer with "no DNN", the UE memorize whether or not UE provided any DNN during the SM request procedure (i.e., UE does not memorize and maintain the DNN information for this purpose). 

Observation 3: Associating the back-off timer with the information NW send is simple. 

3.3. NW sending the congested information will make the solution flexible 
Furthermore, the requirement of whether or not NW sends associated information will also have the impact on the number of cause code the UE needs. 

If the NW does not send associated information, then there has to be dedicated SM cause code for each congestion control or multiple cause codes. 

This means that every time stage 2 comes up with new congestion control, we need a new cause code to distinguish them. 
For example, what happens when the stage2 comes up with new congestion control that NW can perform congestion control for multiple S-NSSAIs per SM session? Something like below.

PLEASE NOTE: Following is shown just only for the purpose of explaining the proposed solution is flexible. Just showing an wild idea of different congestion control. 
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Fig 3
Are we going to define new SM cause e.g., for this? 
Observation 4: NW providing the UE about congestion information (DNN, S-NSSAI) will lead to flexible solution
4. Proposal

With above analysis, this paper proposes the way forward that the UE determines the appropriate SM congestion control based on 1 SM cause code and congestion information provided from NW. 
The change proposal proposed in C1-181150.
