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	Reason for change:
	A TS 24.301 CR (CR#2986) introduces the Extended Emergency Number List IE and the Emergency Number List IE. 
Annex U procedures for deriving an emergency service URN from the emergency category information need to be modified to take into account the Emergency Number List. 
New TS 24.229 procedures in Annexes U and L need to be introduced to derive a URN from the Local IMS Emergency Number List.

Similar procedures for Annex B and R are FFS.

OPTIMIZED ENCODING OF URNs

URNs can consume quite some octets. Indeed each label of one of multiple multi-label URNs can consume up to 63 octets.

Three different classes of URNs have been recognized:
1)
a class of URNs that can be derived from the "Emergency Service Category Value". These are common URNs and they are:
-
urn:service:sos

-
urn:service:sos.police
-
urn:service:sos. ambulance
-
urn:service:sos.fire
-
urn:service:sos.marine
-
urn:service:sos.mountain


By simply encoding these URNs using the "Emergency Service Category Value" only one octet is required and it can produce 6 different URNs.

2)
a class of URNs that is best described as not being a country specific emergency URN. Some examples are:
-
urn:service:sos.police.national
-
urn:service:sos.police.municipal
-
urn:service:sos.gas

3)
a class of URNs that is best described as being a country specific emergency URN. Fictional example are:
-
urn:service:sos.country-specific.nl.112

-
urn:service:sos.country-specific.nl.emergency-call

This document proposes to derive URNs from the information in the Local IMS Emergency Number List (depending on the Type of Emergency URN indicator) by:

1)
deriving from category information when the URN is a member of the class of URNs that can be derived from the "Emergency Service Category Value". No new procedures are neeed for this.
2)
adding the characters "urn:service:sos." to label(s) provided in the Local IMS Emergency Number List, when the URN is a member of the class of URNs that are not country specific emergency URNs.
3)
adding two characters as found in the Local IMS Emergency Number List, to "urn:service:sos.country-specific. The two characters represent the country. Adding a "." and adding either the number digit(s) or a label provided in the Local IMS Emergency Number List (when the URN is a member of the class of URNs that are country specific emergency URNs).
Examples of URNs if the Type of Emergency URN indicator is set to: 

1)
"the URN is derived from the Emergency Service Category Value":
-
urn:service:sos

-
urn:service:sos.police
2)
"the URN is not a country specific emergency URN":
-
urn:service:sos.police.national
3)
"the URN is a country specific emergency URN":
-
urn:service:sos.country-specific.nl.112
-
urn:service:sos.country-specific.nl.emergency-call



	
	

	Summary of change:
	In annexes B, L, R, U are large chunk of text was moved from the new subclause *.2.2.6.1B back into subclause *.2.2.6.1.
Procedures for deriving a type of emergency service from the emergency service category value can be found in subclause *.2.2.6.1A.
Procedures for deriving an emergency service URN from the Local IMS Emergency Number List can be found in subclause L.2.2.6.1B and subclause U.2.2.6.1B.
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***** First change *****
5.1.6.1
General

When a CS and IM CN subsystem capable UE recognises that a call request is an emergency call using the Local IMS Emergency Numbers list (see 3GPP TS 24.301 [120]), the UE shall follow the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [4B] to select the domain for the emergency call attempt. If the CS domain is selected, the UE shall attempt: 
-
an emergency call setup using appropriate access technology specific procedures when the UE recognises that the call request is an emergency call using the Local Emergency Numbers list (see 3GPP TS 24.008 [8]); and
-
a basic call setup using appropriate access technology specific procedures when the UE cannot recognise that the call request is an emergency call using the Local Emergency Numbers list.

The UE shall determine, whether it is currently attached to its home operator's network (e.g. HPLMN) or to a different network than its home operator's network (e.g. VPLMN) by applying access technology specific procedures described in the access technology specific annexes.

If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN) and the UE is currently registered and the IP-CAN does not define emergency bearers, the UE shall attempt an emergency call as described in subclause 5.1.6.8.4.

If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN) and the UE is currently registered and the IP-CAN defines emergency bearers and the core network has indicated that it supports emergency bearers, the UE shall:

1)
perform an initial emergency registration, as described in subclause 5.1.6.2; and

2)
attempt an emergency call as described in subclause 5.1.6.8.3.
If the IM CN subsystem is selected and the UE is currently attached to its home operator's network (e.g. HPLMN) and the UE is not currently registered, the UE shall:

1)
perform an initial emergency registration, as described in subclause 5.1.6.2; and

2)
attempt an emergency call as described in subclause 5.1.6.8.3.

If the IM CN subsystem is selected and the UE is attached to a different network than its home operator's network (e.g. VPLMN), the UE shall:

1)
perform an initial emergency registration, as described in subclause 5.1.6.2; and

2)
attempt an emergency call as described in subclause 5.1.6.8.3.

If the UE supports the emerg-reg timer defined in table 7.8.1, the UE shall start the emerg-reg timer when sending the initial REGISTER request to perform an initial emergency registration, as described in subclause 5.1.6.2. The UE shall stop the timer upon receipt of any final SIP response. When the emerg-reg timer expires, the UE shall consider that the emergency registration has failed and apply the procedures related to emergency registration failure that are defined in 3GPP TS 23.167 [4B] subclause 4.1. The UE may support being pre-configured for the Emerg-reg timer using one or more of the following methods:

a)
the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.102 [15C];

b)
the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.103 [15B]; and
c)
the Timer_Emerg-reg leaf of 3GPP TS 24.167 [8G].
If the UE is configured with both the Timer_Emerg-reg leaf of 3GPP TS 24.167 [8G] and the Timer_Emerg-reg leaf of the EFIMSConfigData file described in 3GPP TS 31.102 [15C] or 3GPP TS 31.103 [15B], then the Timer_Emerg-reg leaf of the EFIMSConfigData file shall take precedence.

NOTE:
Precedence for files configured on both the USIM and ISIM is defined in 3GPP TS 31.103 [15B].

If the IM CN subsystem is selected and the UE has no credentials the UE can make an emergency call without being registered. The UE shall attempt an emergency call as described in subclause 5.1.6.8.2.

An IP-CAN can, dependent on the IP-CAN capabilities, provide local emergency numbers (including information about emergency service categories or information about emergency service URNs) to the UE which has that capability, in order for the UE to recognize these numbers as emergency call.

***** Next change *****
B.2.2.6.1
General
Emergency bearers are defined for use in emergency calls in GPRS IP-CAN and core network support of these bearers is indicated to the UE in NAS signalling. Where the UE recognises that a call request is an emergency call and the core network supports emergency bearers, the UE shall use these bearers for both signalling and media on emergency calls made using the IM CN subsystem.

Some jurisdictions allow emergency calls to be made when the UE does not contain an ISIM or USIM, or where the credentials are not accepted. Additionally, where the UE is in state GMM-REGISTERED.LIMITED-SERVICE and GMM-REGISTERED.PLMN-SEARCH, a normal ATTACH has been attempted but it can also be assumed that a registration in the IM CN subsystem will also fail. In such cases, subject to the lower layers indicating that the network does support emergency bearer services in limited service state (see 3GPP TS 25.331 [9A]), the procedures for emergency calls without registration can be applied, as defined in subclause 5.1.6.8.2. If the GPRS authentication procedure has already succeeded during the latest normal or emergency ATTACH procedure, the UE shall perform an initial emergency registration, as described in subclause 5.1.6.2 before attempting an emergency call as described in subclause 5.1.6.8.3.
NOTE 1:
 The UE can determine that GPRS authentication procedure has succeeded during the emergency ATTACH procedure when non-null ciphering (i.e. other than UAE0 algorithms) is received in the NAS signalling SECURITY MODE COMMAND message.
When activating a PDP context to perform emergency registration, the UE shall request a PDP context for emergency bearer services as defined in 3GPP TS 24.008 [8]. The procedures for PDP context activation and P-CSCF discovery, as described in subclause B.2.2.1 of this specification apply accordingly.

In order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC and MNC values derived from its IMSI with the MCC and MNC of the PLMN the UE is attached to. If the MCC and MNC of the PLMN the UE is attached to donot match with the MCC and MNC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN.
NOTE 2: 
In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.

When the UE recognizes a number as an emergency call, the UE performs the procedures in subclause B.2.2.6.1A.
Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, if: 

-
the 380 (Alternate Service) response contains a Contact header field;

-
the value of the Contact header field is a service URN; and

-
the service URN has a top-level service type of "sos";

then the UE determines that "emergency service information is included" as described 3GPP TS 23.167 [4B].

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1 if the 380 (Alternate Service) response does not contain a Contact header field with service URN that has a top-level service type of "sos", then the UE determines that "no emergency service information is included" as described 3GPP TS 23.167 [4B].

If the "emergency service information is included" as described 3GPP TS 23.167 [4B]:
1)
if the URN in the Contact header field matches an emergency service URN in table B.2.2.6.1, then the type of emergency service is the value corresponding to the matching entry in table B.2.2.6.1; and

2)
if the URN in the Contact header field does not match any emergency service URN in table B.2.2.6.1, then the type of emergency service is not identified.
NOTE 3:
In bullet 2), the URN in the Contact header field either contains "no emergency subservice type" as described in 3GPP TS 23.167 [4B] triggering an emergency call, or contains an "emergency subservice type that does not map into an emergency service category for the CS domain" as described in 3GPP TS 23.167 [4B] triggering a normal call when the dialled number is available or triggering an emergency call when the dialled number is not available. The country specific URN is an example of a "emergency subservice type that does not map into an emergency service category for the CS domain".
When the emergency registration expires, the UE should disconnect the PDP context for emergency bearer services as defined in 3GPP TS 24.008 [8].
Upon receiving a 3xx other than 380 (Alternative service), 4xx, 5xx or 6xx response to an INVITE request for a UE detectable emergency call, the UE shall perform domain selection as specified in 3GPP TS 23.167 [4B] annex H, to re-attempt the emergency call.
B.2.2.6.1A
Type of emergency service derived from emergency service category value
The type of emergency service for an emergency number is derived from the settings of the emergency service category value (bits 1 to 5 of the emergency service category value as specified in subclause 10.5.4.33 of 3GPP TS 24.008 [8]). Table B.2.2.6.1 below specifies mappings between a type of emergency service and an emergency service URN. The UE shall use the mapping to match an emergency service URN and a type of emergency service. If a dialled number is an emergency number but does not map to a type of emergency service the service URN shall be "urn:service:sos".
Table B.2.2.6.1: Mapping between type of emergency service and emergency service URN

	Type of emergency service
	Emergency service URN

	Police 
	urn:service:sos.police

	Ambulance 
	urn:service:sos.ambulance

	Fire Brigade 
	urn:service:sos.fire

	Marine Guard 
	urn:service:sos.marine

	Mountain Rescue 
	urn:service:sos.mountain


NOTE 1:
It is not possible for a UE to indicate more than one type of emergency service in an emergency service URN.

If an IP-CAN, capable of providing local emergency numbers, did not provide a local emergency number that matches the dialled number (see subclause 5.1.6.1) and multiple types of emergency service can be derived for a dialled number from the information configured on the USIM then:

-
if the UE is in the HPLMN, the UE shall map any one of these types of emergency service to an emergency service URN as specified in table B.2.2.6.1; and

-
if the UE is in the VPLMN, the UE shall select "urn:service:sos".
NOTE 2:
If the Non-3GPP emergency number indicator within the Non-3GPP NW provided policies IE (see 3GPP TS 24.008 [8]) provided through registration procedures over 3GPP access is set to "use of non-3GPP emergency numbers permitted", the UE also considers WLAN provided local emergency numbers (see 3GPP TS 24.302 [8U], subclause 4.7). If the Non-3GPP NW provided policies IE provided through registration procedures over 3GPP access is set to "use of non-3GPP emergency numbers not permitted", the UE does not consider WLAN provided local emergency numbers. If the Non-3GPP NW provided policies IE is not provided through registration procedures over 3GPP access, the UE does not consider WLAN provided local emergency numbers.

If an IP-CAN, capable of providing local emergency numbers, provided a local emergency number that matches the dialled number (see subclause 5.1.6.1), and:

-
if the UE can derive one or more types of emergency service from the information received from the IP-CAN for the dialled number and the UE cannot derive types of emergency service from the information configured on the USIM for the dialled number; or

-
if the UE is able to derive identical types of emergency service from both the information received from the IP-CAN for the dialled number and from the information configured on the USIM for the dialled number,

then the UE shall map any one of these emergency service types to an emergency service URN as specified in table B.2.2.6.1.

NOTE 3:
How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the USIM and in information received from the core network, is implementation dependent.

B.2.2.6.1B
Type of emergency service derived from IMS emergency number list
Editor’s note [WI: 5GS_Ph1-IMSo5G, CR:6061]: The contents of this subclause are FFS.












***** Next change *****
E.2.2.6.1
General

If attached to network via fixed-broadband access technology, the UE shall always consider being attached to its home operator's network for the purpose of emergency calls.

NOTE:
In fixed-broadband the UE is unable to receive any indication from the network, that would allow the UE to determine, whether it is currently attached to its home operator's network or to a different network, so the UE assumes itself always attached to the home operator's network when connected via fixed-broadband access technology.

E.2.2.6.1A
Type of emergency service derived from emergency service category value

Not applicable.

E.2.2.6.1B
Type of emergency service derived from IMS emergency number list
Not applicable.

***** Next change *****
H.2.2.6.1
General

If attached to network via DOCSIS access technology, the UE shall always consider being attached to its home operator's network for the purpose of emergency calls.

NOTE:
In DOCSIS the UE is unable to receive any indication from the network, that would allow the UE to determine, whether it is currently attached to its home operator's network or to a different network, so the UE assumes itself always attached to the home operator's network when connected via DOCSIS access technology.
H.2.2.6.1A
Type of emergency service derived from emergency service category value

Not applicable.

H.2.2.6.1B
Type of emergency service derived from IMS emergency number list
Not applicable.

***** Next change *****
L.2.2.6.1
General
Emergency bearers are defined for use in emergency calls in EPS and core network support of these bearers is indicated to the UE in NAS signalling. Where the UE recognises that a call request is an emergency call and the core network supports emergency bearers, the UE shall use these EPS bearer contexts for both signalling and media for emergency calls made using the IM CN subsystem.

Some jurisdictions allow emergency calls to be made when the UE does not contain an ISIM or USIM, or where the credentials are not accepted. Additionally, where the UE is in state EMM-REGISTERED.LIMITED-SERVICE and EMM-REGISTERED.PLMN-SEARCH, a normal ATTACH has been attempted but it can also be assumed that a registration in the IM CN subsystem will also fail. In such cases, subject to the lower layers indicating that the network does support emergency bearer services in limited service state (see 3GPP TS 36.331 [19F]), the procedures for emergency calls without registration can be applied, as defined in subclause 5.1.6.8.2. If the EPS authentication procedure has already succeeded during the latest normal or emergency ATTACH procedure, the UE shall perform an initial emergency registration, as described in subclause 5.1.6.2 before attempting an emergency call as described in subclause 5.1.6.8.3.
NOTE 1: 
The UE can determine that EPS authentication procedure has succeeded during the emergency ATTACH procedure when non-null ciphering and integrity protection algorithms (i.e. other than EEA0 and EIA0 algorithms) are received in the NAS signalling SECURITY MODE COMMAND message.
When activating an EPS bearer context to perform emergency registration, the UE shall request a PDN connection for emergency bearer services as described in 3GPP TS 24.301 [8J]. The procedures for EPS bearer context activation and P-CSCF discovery, as described in subclause L.2.2.1 of this specification apply accordingly.
In order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC and MNC values derived from its IMSI with the MCC and MNC of the PLMN the UE is attached to. If the MCC and MNC of the PLMN the UE is attached to do not match with the MCC and MNC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN.
NOTE 2:
In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.

When the UE recognizes a number as an emergency call using:

-
information stored:

a)
on the ME;

b)
on the USIM;

c)
in the Local Emergency Number List (see 3GPP TS 24.301 [8J]); or

d)
in the Local IMS Emergency Number List (see 3GPP TS 24.301 [8J]) and the Type of Emergency URN indicator (TOEU) is set to "the URN is derived from the Emergency Service Category Value";


then the UE performs the procedures in subclause L.2.2.6.1A; and

-
information stored in the Local IMS Emergency Number List and the TOEU indicator is set to:

a)
"the URN is not a country specific emergency URN"; or

b)
"the URN is a country specific emergency URN";


then the UE performs the procedures in subclause L.2.2.6.1B.

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, if: 

-
the 380 (Alternate Service) response contains a Contact header field;

-
the value of the Contact header field is a service URN; and
-
the service URN has a top-level service type of "sos";

then the UE determines that "emergency service information is included" as described 3GPP TS 23.167 [4B].

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1 if the 380 (Alternate Service) response does not contain a Contact header field with service URN that has a top-level service type of "sos", then the UE determines that "no emergency service information is included" as described 3GPP TS 23.167 [4B].

If the "emergency service information is included" as described 3GPP TS 23.167 [4B]:
1)
if the URN in the Contact header field matches an emergency service URN in table L.2.2.6.1, then the type of emergency service is the value corresponding to the matching entry in table L.2.2.6.1; and

2)
if the URN in the Contact header field does not match any emergency service URN in table L.2.2.6.1, then the type of emergency service is not identified.
NOTE 3:
In bullet 2), the URN in the Contact header field either contains "no emergency subservice type" as described in 3GPP TS 23.167 [4B] triggering an emergency call, or contains an "emergency subservice type that does not map into an emergency service category for the CS domain" as described in 3GPP TS 23.167 [4B] triggering a normal call when the dialled number is available or triggering an emergency call when the dialled number is not available. The country specific URN is an example of a "emergency subservice type that does not map into an emergency service category for the CS domain".
When the emergency registration expires, the UE should disconnect the PDN connection for emergency bearer services as described in 3GPP TS 24.301 [8J].
Upon receiving a 3xx other than 380 (Alternative service), 4xx, 5xx or 6xx response to an INVITE request for a UE detectable emergency call, the UE shall perform domain selection as specified in 3GPP TS 23.167 [4B] annex H, to re-attempt the emergency call.
L.2.2.6.1A
Type of emergency service derived from emergency service category value
The type of emergency service for an emergency number is derived from the settings of the emergency service category value (bits 1 to 5 of the emergency service category value as specified in subclause 10.5.4.33 of 3GPP TS 24.008 [8]). Table L.2.2.6.1 below specifies mappings between a type of emergency service and an emergency service URN. The UE shall use the mapping to match an emergency service URN and a type of emergency service. If a dialled number is an emergency number but does not map to a type of emergency service the service URN shall be "urn:service:sos".
Table L.2.2.6.1: Mapping between type of emergency service and emergency service URN

	Type of emergency service
	Emergency service URN

	Police 
	urn:service:sos.police

	Ambulance 
	urn:service:sos.ambulance

	Fire Brigade 
	urn:service:sos.fire

	Marine Guard 
	urn:service:sos.marine

	Mountain Rescue 
	urn:service:sos.mountain


NOTE 1:
It is not possible for a UE to indicate more than one type of emergency service in an emergency service URN.

If an IP-CAN, capable of providing local emergency numbers, did not provide a local emergency number that matches the dialled number (see subclause 5.1.6.1) and multiple types of emergency service can be derived for a dialled number from the information configured on the USIM then:

-
if the UE is in the HPLMN, the UE shall map any one of these types of emergency service to an emergency service URN as specified in table L.2.2.6.1; and

-
if the UE is in the VPLMN, the UE shall select "urn:service:sos".
NOTE 2:
If the Non-3GPP emergency number indicator within the Non-3GPP NW provided policies IE (see 3GPP TS 24.008 [8]) provided through registration procedures over 3GPP access is set to "use of non-3GPP emergency numbers permitted", the UE also considers WLAN provided local emergency numbers (see 3GPP TS 24.302 [8U], subclause 4.7). If the Non-3GPP NW provided policies IE provided through registration procedures over 3GPP access is set to "use of non-3GPP emergency numbers not permitted", the UE does not consider WLAN provided local emergency numbers. If the Non-3GPP NW provided policies IE is not provided through registration procedures over 3GPP access, the UE does not consider WLAN provided local emergency numbers.

If an IP-CAN, capable of providing local emergency numbers, provided a local emergency number that matches the dialled number (see subclause 5.1.6.1), and:

-
if the UE can derive one or more types of emergency service from the information received from the IP-CAN for the dialled number and the UE cannot derive types of emergency service from the information configured on the USIM for the dialled number; or

-
if the UE is able to derive identical types of emergency service from both the information received from the IP-CAN for the dialled number and from the information configured on the USIM for the dialled number,

then the UE shall map any one of these emergency service types to an emergency service URN as specified in table L.2.2.6.1.

NOTE 3:
How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the USIM and in information received from the access network, is implementation dependent.

L.2.2.6.1B
Type of emergency service derived from IMS emergency number list
The UE shall construct an emergency service URN as follows. If the Type of Emergency URN indicator (see 3GPP TS 24.301 [8J]) associated with the matched number digits indicates:

-
"the URN is not a country specific emergency URN": the UE shall construct an emergency service URN by appending each label character associated with the matched number digits in the local IMS emergency numbers list to "urn:service:sos."; and

-
"the URN is a country specific emergency URN": the UE shall construct a country-specific emergency service URN with its:

1)
second sub-service's label equal to the two country characters of the local IMS emergency numbers list; and

2)
third sub-service's label depending on the value of the length of emergency URN label(s) field associated with the matched number digit(s). If this length field contains:

a)
the value 0: the third sub-service's label is set to the number digit(s); and

b)
a value greater than 0: the third sub-service's label is set to the corresponding label characters.

Editor’s note [WI: 5GS_Ph1-IMSo5G, CR:6061]: How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the UICC and in information received from the access network is FFS.












***** Next change *****
M.2.2.6.1
General

When establishing an HRPD session to perform emergency registration, the UE shall follow the procedures defined in 3GPP2 X.S0060 [86B].
To determine whether the HRPD UE is attached to the home network or to the visited network, the UE shall compare the Carrier ID values obtained per 3GPP2 X.S0060 [86B]. If the Carrier ID of the network the UE is attached to does not match with the provisioned Carrier ID, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a visited network.
NOTE:
For 3GPP2-1X and 3GPP2-UMB, no IP-CAN specific support is provided in the current release. No carrier identification is provided for 3GPP2-1X or 3GPP2-UMB in the P-Access-Network-Info header field, and thus there is no IMS specific procedure for identifying that the UE is in the home network.

M.2.2.6.1A
Type of emergency service derived from emergency service category value

Not applicable.

M.2.2.6.1B
Type of emergency service derived from IMS emergency number list
Not applicable.

***** Next change *****
O.2.2.6.1
General

Emergency services is not supported when the IP-CAN is the EPC via a cdma2000® HRPD access network.
O.2.2.6.1A
Type of emergency service derived from emergency service category value

Not applicable.

O.2.2.6.1B
Type of emergency service derived from IMS emergency number list
Not applicable.

***** Next change *****
Q.2.2.6.1
General

Emergency calls are perceived as regular calls from the perspective of the IM CN subsystem. Entities outside the IM CN subsystem identify and route such calls to PSAP.

Q.2.2.6.1A
Type of emergency service derived from emergency service category value

Not applicable.

Q.2.2.6.1B
Type of emergency service derived from IMS emergency number list
Not applicable.

***** Next change *****
R.2.2.6.1
General
In this release of the specification, a WLAN, conforming to the requirements in this annex, defines emergency bearers. Emergency session is supported  over the WLAN access if the UE has failed or has not been able to use 3GPP access to set up an emergency session as described in 3GPP TS 23.167 [4B] annex J. IMS emergency session is also supported for UEs with unavailable IMSI (i.e. a UE without USIM) or unauthenticated IMSI.

Some jurisdictions allow emergency calls to be made when the UE does not contain an ISIM or USIM, or where the credentials are not accepted.

EPC procedures for emergency session using WLAN are defined for both trusted WLAN access via S2a, depending on the TWAN usage mode, and untrusted WLAN access via S2b to access EPC.

When the IM CN subsystem is selected as the domain for the emergency call attempt, and the UE uses:

-
untrusted WLAN access via S2b, the UE determines that the EPC supports emergency bearer services by selecting or using an ePDG that has indicated its capability of support for emergency services, as specified in subclause 7.2.1A of 3GPP TS 24.302 [8U]; or

-
trusted WLAN access via S2a, the UE determines that the EPC, accessed in usage modes multi-connection mode or single-connection mode, supports emergency bearer services if the CONNECTION_MODE_CAPABILITY item in the EAP-Request/AKA'-Challenge message indicates support of emergency services, as specified in 3GPP TS 24.302 [8U].

When the IM CN subsystem is selected as the domain for the emergency call attempt, and the UE uses untrusted WLAN access via S2b, the UE determines whether it is currently attached to its home operator's network (e.g. HPLMN) or not (e.g. VPLMN) after it has determined that the core network supports emergency bearer services.
When establishing an IMS emergency session using trusted WLAN access via S2a, the UE shall establish an IMS emergency session over trusted WLAN access depending on the usage mode used to access EPC. When using the usage mode single-connection mode, subclause 6.4.2.6.2A of 3GPP TS 24.302 [8U] applies. When using the usage mode multi-connection mode, subclause 6.4.2.6.3A of 3GPP TS 24.302 [8U] applies. The procedures for attaching to the EPC via S2a using a trusted WLAN IP access, as described in subclause R.2.2.1 of this specification apply accordingly.

When establishing an IMS emergency session using untrusted WLAN access via S2b, the UE shall establish an IMS emergency session over untrusted non-3GPP access as specified in 3GPP TS 24.302 [8U]. The procedures for attaching to the EPC via S2b using untrusted WLAN IP access, as described in subclause R.2.2.1 of this specification apply accordingly.

If the ME is equipped with a UICC, in order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC and MNC values derived from its IMSI with the MCC and MNC of the PLMN the UE is attached to. If the MCC and MNC of the PLMN the UE is attached to do not match with the MCC and MNC derived from the IMSI, then for the purposes of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN. If the ME is not equipped with a UICC, the procedure to find d out whether the UE is attached to the home PLMN or to the visited PLMN for the purpose of emergency calls in the IM CN subsystem, is implementation specific.
When the UE recognizes a number as an emergency call, the UE performs the procedures in subclause R.2.2.6.1A.
Once IPsec tunnel setup is completed, the UE shall follow the procedures described in subclause R.2.2.1 of this specification for establishment of IP-CAN bearer and P-CSCF discovery accordingly.
Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, if: 

-
the 380 (Alternate Service) response contains a Contact header field;

-
the value of the Contact header field is a service URN; and
-
the service URN has a top-level service type of "sos";

then the UE determines that "emergency service information is included" as described 3GPP TS 23.167 [4B].

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1, if the 380 (Alternate Service) response does not contain a Contact header field with service URN that has a top-level service type of "sos", then the UE determines that "no emergency service information is included" as described 3GPP TS 23.167 [4B].

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, the UE shall proceed as follows:

1)
if a 3GPP access network is available and the UE has not already attempted to use a 3GPP access network to set up an emergency session as described in 3GPP TS 23.167 [4B] annex J, when the UE selects a domain in accordance with the conventions and rules specified in 3GPP TS 22.101 [1A] and 3GPP TS 23.167 [4B], the UE shall attempt to select a domain of the 3GPP access network, and:

-
if the CS domain is selected, the UE behaviour is defined in subclause 7.1.2 of 3GPP TS 23.167 [4B] and in annex B or annex L; and
-
if the IM CN subsystem is selected, the UE shall apply the procedures in subclause 5.1.6 with the exception of selecting a domain for the emergency call attempt;


In addition, when the UE determines that "it has not been able to use 3GPP access to set up an emergency session" in accordance with subclause J.1 of 3GPP TS 23.167 [4B], the UE shall apply the procedures in subclause 5.1.6 using WLAN, with the exception of selecting a domain for the emergency call attempt; and

2)
if a 3GPP access network is not available, then the UE shall apply the procedures in subclause 5.1.6 using WLAN, with the exception of selecting a domain for the emergency call attempt.

When the emergency session ends, the UE:

1)
shall release the tunnel as described in 3GPP TS 24.302 [8U]; and

2)
if EPC via WLAN is the preferred IP-CAN to access IM CN subsystem or if no 3GPP access is available:

a)
if the UE did not select the currently selected ePDG using procedures for selection of ePDG for non-emergency services, shall select an ePDG for non-emergency services as described in 3GPP TS 24.302 [8U];
b)
if the UE does not have an IP-CAN bearer for non-emergency SIP signalling, shall follow the procedures described in subclause R.2.2.1 for establishment of an IP-CAN bearer for SIP signalling and P-CSCF discovery; and

c)
if the UE determines that its contact associated with the IP-CAN bearer for non-emergency SIP signalling is not bound to a public user identity, shall perform an initial registration as specified in subclause 5.1.1.2 using the IP-CAN bearer for SIP signalling.
R.2.2.6.1A
Type of emergency service derived from emergency service category value
The type of emergency service for an emergency number is derived from the settings of the emergency service category value (bits 1 to 5 of the emergency service category value as specified in subclause 10.5.4.33 of 3GPP TS 24.008 [8]). Table R.2.2.6.1 below specifies mappings between a type of emergency service and an emergency service URN. The UE shall use the mapping to match an emergency service URN and a type of emergency service. If a dialled number is an emergency number but does not map to a type of emergency service the service URN shall be "urn:service:sos".
Table R.2.2.6.1: Mapping between type of emergency service and emergency service URN

	Type of emergency service
	Emergency service URN

	Police 
	urn:service:sos.police

	Ambulance 
	urn:service:sos.ambulance

	Fire Brigade 
	urn:service:sos.fire

	Marine Guard 
	urn:service:sos.marine

	Mountain Rescue 
	urn:service:sos.mountain


NOTE 1:
It is not possible for a UE to indicate more than one type of emergency service in an emergency service URN.

If:

-
the UE considers itself in the country of the HPLMN;
NOTE 2:
It is out of scope of the present annex to define how the UE determines whether it considered itself in the country of the HPLMN. When the UE is in coverage of a 3GPP RAT, it can, for example, use the information derived from the available PLMN(s). In this case, the UE can match the MCC broadcasted on the BCCH of the 3GPP access against the UE's IMSI to determine if they belong to the same country, as defined in 3GPP TS 23.122 [4C]. If the UE is not in coverage of a 3GPP RAT, the UE can use other techniques, including user-provided location, for determining whether it is located in its home country or not.

-
multiple types of emergency services can be derived for a dialled number from the information configured on the USIM; and

-
no IP-CAN provided a local emergency number that matches the dialled number (see subclause 5.1.6.1);

NOTE 3:
If the Non-3GPP emergency number indicator within the Non-3GPP NW provided policies IE (see 3GPP TS 24.008 [8]) provided through registration procedures over 3GPP access is set to "use of non-3GPP emergency numbers permitted", the UE also considers WLAN provided local emergency numbers (see 3GPP TS 24.302 [8U], subclause 4.7). If the Non-3GPP NW provided policies IE provided through registration procedures over 3GPP access is set to "use of non-3GPP emergency numbers not permitted", the UE does not consider WLAN provided local emergency numbers. If the Non-3GPP NW provided policies IE is not provided through registration procedures over 3GPP access, the UE does not consider WLAN provided local emergency numbers.

NOTE 4:
A UE, only connected to a PLMN through non-3GPP access, considers the WLAN provided local emergency numbers if the applicable conditions in subclause 4.7 of 3GPP TS 24.302 [8U], are met.

then the UE shall map any one of these types of emergency service to an emergency service URN as specified in table R.2.2.6.1.

If the UE considers itself in the country of the HPLMN and an IP-CAN provided a local emergency number that matches the dialled number (see subclause 5.1.6.1), and if the UE:

-
can derive one or more types of emergency service from the information received from the IP-CAN for the dialled number and the UE cannot derive types of emergency service from the information configured on the USIM for the dialled number; or

-
derives identical types of emergency service from both the information received from the IP-CAN for the dialled number and from the information configured on the USIM for the dialled number;

then the UE shall map any one of these emergency service types to an emergency service URN as specified in table R.2.2.6.1.

NOTE 5:
How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the USIM and in information received from an IP-CAN, is implementation dependent.

R.2.2.6.1B
Type of emergency service derived from IMS emergency number list
Editor's note [WI: 5GS_Ph1-IMSo5G, CR:6061]: The contents of this subclause are FFS.



















***** Next change *****
S.2.2.6.1
General

Emergency service is not supported when the IP-CAN is a DVB-RCS2 satellite access network.

S.2.2.6.1A
Type of emergency service derived from emergency service category value

Not applicable.

S.2.2.6.1B
Type of emergency service derived from IMS emergency number list
Not applicable.

***** Next change *****
U.2.2.6.1
General
Emergency PDU session is defined for use in emergency calls in 5GS and core network support of emergency PDU session is indicated to the UE in NAS signalling. Where the UE recognises that a call request is an emergency call and the core network supports emergency PDU session, the UE shall use emergency PDU session for both signalling and media for emergency calls made using the IM CN subsystem.

Some jurisdictions allow emergency calls to be made when the UE does not contain an UICC, or where the credentials are not accepted. Additionally, where the UE is in state 5GMM-REGISTERED.LIMITED-SERVICE and 5GMM-REGISTERED.PLMN-SEARCH, a normal Registration has been attempted and it can also be assumed that a registration in the IM CN subsystem will also fail. In such cases, the procedures for emergency calls without registration apply, as defined in subclause 5.1.6.8.2.
Editor's note [WI: 5GS_Ph1-IMSo5G, CR:6061]: Whether procedures for emergency calls without registration depend on the lower layers indicating that the network does support emergency bearer services in limited service state, as in subclause L.2.2.6.1, is FFS.
To perform emergency registration, the UE shall request to establish an emergency PDU session. The procedures for PDU session establishment and P-CSCF discovery, as described in subclause U.2.2.1 of this specification apply accordingly.
In order to find out whether the UE is attached to the home PLMN or to the visited PLMN, the UE shall compare the MCC and MNC values derived from its IMSI with the MCC and MNC of the PLMN the UE is attached to. If the MCC and MNC of the PLMN the UE is attached to do not match with the MCC and MNC derived from the IMSI, then for the purpose of emergency calls in the IM CN subsystem the UE shall consider to be attached to a VPLMN.
NOTE 1:
In this respect an equivalent HPLMN, as defined in 3GPP TS 23.122 [4C] will be considered as a visited network.

When the UE recognizes a number as an emergency call using:

-
information stored:

a)
on the ME;
b)
on the USIM;
c)
in the Local Emergency Number List (see 3GPP TS 24.301 [8J]); or
d)
in the Local IMS Emergency Number List (see 3GPP TS 24.301 [8J]) and the Type of Emergency URN indicator (TOEU) is set to "the URN is derived from the Emergency Service Category Value";

then the UE performs the procedures in subclause U.2.2.6.1A; and
-
information stored in the Local IMS Emergency Number List and the TOEU indicator is set to:

a)
"the URN is not a country specific emergency URN"; or

b)
"the URN is a country specific emergency URN";


then the UE performs the procedures in subclause U.2.2.6.1B.
Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, then the UE determines that the session initiation request is rejected "with an indication that this is for an emergency session" as described 3GPP TS 23.167 [4B].
Editor's note [WI: 5GS_Ph1-IMSo5G, CR:6024]: UE behavior including the domain selection i.e., IMS or CS domain and IP-CAN selection i.e., EPS or 5GS is FFS. 
Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1 if the 380 (Alternate Service) response does not contain a Contact header field with service URN that has a top-level service type of "sos", then the UE determines that "no emergency service information is included" as described 3GPP TS 23.167 [4B].

If the "emergency service information is included" as described 3GPP TS 23.167 [4B]:

1)
if the URN in the Contact header field matches an emergency service URN in table U.2.2.6.1, then the type of emergency service is the value corresponding to the matching entry in table U.2.2.6.1; and
2)
if the URN in the Contact header field does not match any emergency service URN in table U.2.2.6.1, then the type of emergency service is not identified.
NOTE 2:
In bullet 2), the URN in the Contact header field either contains "no emergency subservice type" as described in 3GPP TS 23.167 [4B] triggering an emergency call, or contains an "emergency subservice type that does not map into an emergency service category for the CS domain" as described in 3GPP TS 23.167 [4B] triggering a normal call when the dialled number is available or triggering an emergency call when the dialled number is not available. The country specific URN is an example of a "emergency subservice type that does not map into an emergency service category for the CS domain".
When the emergency registration expires, the UE should disconnect the emergency PDU session.
Upon receiving a 3xx other than 380 (Alternative service), 4xx, 5xx or 6xx response to an INVITE request for a UE detectable emergency call, the UE shall perform domain selection as specified in 3GPP TS 23.167 [4B] annex H, to re-attempt the emergency call.
U.2.2.6.1A
Type of emergency service derived from emergency service category value
The type of emergency service for an emergency number is derived from the settings of the emergency service category value (bits 1 to 5 of the emergency service category value as specified in subclause 10.5.4.33 of 3GPP TS 24.008 [8]). Table U.2.2.6.1 below specifies mappings between a type of emergency service and an emergency service URN. The UE shall use the mapping to match an emergency service URN and a type of emergency service. If a dialled number is an emergency number but does not map to a type of emergency service the service URN shall be "urn:service:sos".
Table U.2.2.6.1: Mapping between type of emergency service and emergency service URN
	Type of emergency service
	Emergency service URN

	Police 
	urn:service:sos.police

	Ambulance 
	urn:service:sos.ambulance

	Fire Brigade 
	urn:service:sos.fire

	Marine Guard 
	urn:service:sos.marine

	Mountain Rescue 
	urn:service:sos.mountain


NOTE:
It is not possible for a UE to indicate more than one type of emergency service in an emergency service URN.

If an IP-CAN, capable of providing local emergency numbers, did not provide a local emergency number that matches the dialled number (see subclause 5.1.6.1) and multiple types of emergency service can be derived for a dialled number from the information configured on the UICC then:

-
if the UE is in the HPLMN, the UE shall map any one of these types of emergency service to an emergency service URN as specified in table U.2.2.6.1; and

-
if the UE is in the VPLMN, the UE shall select "urn:service:sos".
If an IP-CAN, capable of providing local emergency numbers, provided a local emergency number that matches the dialled number (see subclause 5.1.6.1), and:

-
if the UE can derive one or more types of emergency service from the information received from the IP-CAN for the dialled number and the UE cannot derive types of emergency service from the information configured on the UICC for the dialled number; or

-
if the UE is able to derive identical types of emergency service from both the information received from the IP-CAN for the dialled number and from the information configured on the UICC for the dialled number,

then the UE shall map any one of these emergency service types to an emergency service URN as specified in table U.2.2.6.1.

U.2.2.6.1B
Type of emergency service derived from IMS emergency number list
The UE shall construct an emergency service URN as follows. If the Type of Emergency URN indicator (see 3GPP TS 24.301 [8J]) associated with the matched number digits indicates:

-
"the URN is not a country specific emergency URN": the UE shall construct an emergency service URN by appending each label character associated with the matched number digits in the local IMS emergency numbers list to "urn:service:sos."; and
-
"the URN is a country specific emergency URN": the UE shall construct a country-specific emergency service URN with its:

1)
second sub-service's label equal to the two country characters of the local IMS emergency numbers list; and

2)
third sub-service's label depending on the value of the length of emergency URN label(s) field associated with the matched number digit(s). If this length field contains:

a)
the value 0: the third sub-service's label is set to the number digit(s); and
b)
a value greater than 0: the third sub-service's label is set to the corresponding label characters.
Editor’s note [WI: 5GS_Ph1-IMSo5G, CR: 6024]: How the UE resolves clashes where an emergency number is associated with one or more different types of emergency service configured in the UICC and in information received from the access network is FFS.









***** No more changes *****
