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1. Introduction
See cover page of TS 24.301, CR#2986 (C1-180494).
2. Summary of Change
See cover page of TS 24.301, CR#2986 (C1-180494).
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501-022.
* * * First Change * * * *
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* * * Next Change * * * *

5.3.a
Handling of the Local Emergency Numbers List

Editor's note
Procedures need to be defined/updated to handle the information in the Extended Emergency Number List.

The Local Emergency Numbers List contains additional emergency numbers used by the serving network. The list can be downloaded by the network to the UE at successful registration and subsequent registration updates. There is only one Local Emergency Numbers List in the UE, and it can be updated with 5GMM procedures if the UE is in N1 mode, with EMM procedures if the UE is in S1 mode and with GMM and MM procedures if the UE is in A/Gb or Iu mode.

The UE shall use the stored Local Emergency Numbers List received from the network in addition to the emergency numbers stored on the USIM or user equipment to detect that the number dialled is an emergency number.

NOTE 1:
The user equipment may use the emergency numbers list to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.

Editor's note:
A UE that supports procedures specified in 3GPP TS 24.302, can get additional local emergency numbers through those procedures. The usage of these additional local emergency numbers is FFS.
The network may send a Local Emergency Numbers List in the REGISTRATION ACCCEPT message, by including the Emergency Number List IE or the Extended Emergency Number List IE. The user equipment shall store either the Local Emergency Numbers List, as provided in the Extended Emergency Number List IE, or the Local Emergency Numbers List, as provided in the Emergency Number List IE. The Local Emergency Numbers List stored in the user equipment shall be replaced on each receipt of the: 

-
Emergency Number List IE; or
-
Extended Emergency Number List IE.

Editor's note:
The conditions for using either the Emergency Number List IE or the Extended Emergency Number List IE are FFS. For example, the condition might be that if the operator configures the UE with the Extended Emergency Number List IE, then the Rel-15 UE shall use it. The consequence is that emergency calls made over the CS domain may be initially received by the default PSAP..

The emergency number(s) received in the Emergency Number List IE or the Extended Emergency Number List IE are valid only in networks in the same country as the cell on which this IE is received. If no Local Emergency Numbers List is contained in the REGISTRATION ACCCEPT message, then the stored Local Emergency Numbers List in the UE shall be kept, except if the UE has successfully registered to a PLMN in a country different from that of the PLMN that sent the list.

The Local Emergency Numbers List shall be deleted at switch off and removal of the USIM. The UE shall be able to store up to ten local emergency numbers received from the network.
* * * Next Change * * * *

8.2.6
Registration accept
8.2.6.1
Message definition
The REGISTRATION ACCEPT message is sent by the network to the UE. See table 8.2.6.1.1.

Message type:
REGISTRATION ACCEPT
Significance:

dual

Direction:


network to UE

Table 8.2.6.1.1: REGISTRATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Registration accept message identity
	Message type

9.7
	M
	V
	1

	
	5GS registration result
	Registration result

9.8.3.31
	M
	V
	TBD

	
	TAI list
	Tracking area identity list

9.8.3.34
	O
	TLV
	8-98

	
	5G-GUTI
	5GS mobile identity

9.8.3.3
	O
	TLV
	TBD

	
	Equivalent PLMNs
	PLMN list

9.8.3.25
	O
	TLV
	5-47

	
	Allowed NSSAI
	NSSAI

9.8.3.21
	O
	TLV
	TBD

	
	Rejected NSSAI
	NSSAI

9.8.3.21
	O
	TLV
	TBD

	
	Dual-registration supported
	Dual-registration supported

9.8.3.x9
	O
	TBD
	TBD

	
	5GS network feature support
	5GS network feature support

9.8.3.4
	O
	TBD
	TBD

	
	PDU session status
	PDU session status
9.8.3.2
	O
	TLV
	4

	
	PDU session reactivation result
	PDU session reactivation result
9.8.3.24
	O
	TBD
	TBD

	
	LADN information
	LADN information

9.8.3.16
	O
	TBD
	TBD

	
	Emergency number list
	Emergency number list
9.8.3.x
	O
	TLV
	5-50

	
	Extended emergency number list
	Extended emergency number list
9.8.3.y
	O
	TLV
	10-TBD


* * * Next Change * * * *

8.2.6.x
Emergency number list
This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same country as in the cell on which this IE is received.
Editor's note:
The conditions for using either the Emergency Number List IE or the Extended Emergency Number List IE are FFS. For example, the condition might be that if the operator configures the UE with the Extended Emergency Number List IE, then the Rel-15 UE shall use it. The consequence is that emergency calls made over the CS domain may be initially received by the default PSAP..

* * * Next Change * * * *

8.2.6.y
Extended emergency number list
This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same country as in the cell on which this IE is received.
Editor's note:
The conditions for using either the Emergency Number List IE or the Extended Emergency Number List IE are FFS. For example, the condition might be that if the operator configures the UE with the Extended Emergency Number List IE, then the Rel-15 UE shall use it. The consequence is that emergency calls made over the CS domain may be initially received by the default PSAP..

* * * Next Change * * * *

9.8.3.x
Emergency Number List
Editor's note
Additional procedures need to be defined to handle the information in this subclause.
See subclause 10.5.3.13 in 3GPP TS 24.008 [7].
* * * Next Change * * * *

9.8.3.y
Extended Emergency Number List

Editor's note
Procedures need to be defined in TS 24.229 to handle the information in this subclause.

Editor's note:
Requirements exist in TS 22.101 for the handling of the case where the UE registers via 3GPP access and non-3GPP access simultaneously and receive emergency number lists from different PLMNs. The stage 3 for these requirements is FFS.
See subclause 9.9.3.37A in 3GPP TS 24.301 [7].
