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1. Introduction
Stage 2 requirements on the URSP are available.
2. Reason for Change
Role of URSP includes the role of NSSP and URSP can be delivered to the UE via N1 signalling. Relevant stage 2 text:

a)
The ANDSP and URSP shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface.
The S-NSSAI in a URSP rule is an S-NSSAI of configured NSSAI for the HPLMN. Relevant stage 2 text:
a)
HPLMN values are used for the S-NSSAIs in the NSSP of the URSP rules (see clause 6.6.x2, TS 23.503[45]) and Subscribed S-NSSAIs (see clause 5.15.3).

b)
One or more S-NSSAIs in the Allowed NSSAI provided to the UE can have values, which are not part of the UE's slice configuration information for the Serving PLMN. In this case, the Allowed NSSAI is associated with mapping information regarding how of each S-NSSAI of the Allowed NSSAI to the S-NSSAI(s) of the Configured NSSAI for the HPLMN. This mapping allows the UE to associate for a given application the S-NSSAI as per NSSP of the URSP rules as defined in clause 6.6.2, TS 23.503 [45], with the corresponding S-NSSAI from the Allowed NSSAI.

Further details of the URSP can be found in subclause 6.6.2 of TS 23.503.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501 V0.2.2.
* * * First Change * * * *
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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

4G-GUTI
4G-Globally Unique Temporary Identifier

5GCN
5G Core Network

5G-GUTI
5G-Globally Unique Temporary Identifier

5GMM
5GS Mobility Management

5GS
5G System
5GSM
5GS Session Management
5G-S-TMSI
5G S-Temporary Mobile Subscription Identifier

5G-TMSI
5G Temporary Mobile Subscription Identifier

5QI
5G QoS Identifier

AKA
Authentication and Key Agreement

AMF
Access and Mobility Management Function

DL
Downlink

DN
Data Network

DNN
Data Network Name

E-UTRAN
Evolved Universal Terrestrial Radio Access Network

EAP-AKA'
Improved Extensible Authentication Protocol method for 3rd generation Authentication and Key Agreement

EPD
Extended Protocol Discriminator

EMM
EPS Mobility Management

EPC
Evolved Packet Core Network

EPS
Evolved Packet System

ESM
EPS Session Management

GFBR
Guaranteed Flow Bit Rate

GUAMI
Globally Unique AMF Identifier

LADN
Local Area Data Network

LMF
Location Management Function

LPP
LTE Positioning Protocol

MFBR
Maximum Flow Bit Rate

MICO
Mobile Initiated Connection Only

N3IWF
Non-3GPP Inter-Working Function

NAI
Network Access Identifier

NR
New Radio

ngKSI
Key Set Identifier for Next Generation Radio Access Network

NSSAI
Network Slice Selection Assistance Information


QFI
QoS Flow Identifier

QoS
Quality of Service

QRI
QoS Rule Identifier

RQA
Reflective QoS Attribute

RQI
Reflective QoS Indication

(R)AN
(Radio) Access Network

S-NSSAI
Single NSSAI

SA
Security Association

SNN
Serving Network Name

SMF
Session Management Function


TA
Tracking Area

TAC
Tracking Area Code

TAI
Tracking Area Identity

UL
Uplink

URSP
UE Route Selection Policy

* * * Next Change * * * *

4.6.3.2
Network slice selection
When a PDU needs to be transmitted, the UE looks for S-NSSAI and/or other attribute(s) of a PDU session specified by the route selection descriptor of a URSP rule matching the PDU. If there exists an established PDU session matching the attribute(s), the UE shall transmit the PDU via the PDU session. Otherwise, the UE establishes a PDU session with the attribute(s) in case other conditions do not prohibit the UE from establishing the PDU session. In this case, the UE shall request the S-NSSAI during the PDU session establishment. See subclause 6.2.x for the URSP rule.













* * * Next Change * * * *

5.4.4.1
General

The purpose of this procedure is to allow the AMF to update UE configuration by providing new parameter information with the command or request the UE to perform a new registration update with the network to update parameters.

The procedure may be initiated by the network and can only be used when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode. The AMF may require a confirmation response in order to ensure that the parameter has been updated by the UE.

The following parameters are supported by the generic UE configuration update procedure without the need for triggering UE Registration Update procedure:

a)
5G-GUTI;

b)
TAI list;

c)
Service area list;

d)
Allowed NSSAI;

e)
Network identity and Time zone information (Full name for network, Short name for network, Local time zone, Universal time and local time zone, Network daylight saving time);
f)
LADN information; and
x)
URSP.
Editor's note:
It is FFS which configuration parameters are updated by this procedure (e.g. policy information).

Editor's note:
It is FFS whether the case when configuration provided by a different NF than the AMF is covered by this or a different NAS procedure (e.g. UE route selection policies (URSP) provided by PCF).

The following parameters require triggering UE Registration Update procedure:

a)
MICO.

Editor's note:
Other parameters requiring negotiation are FFS.
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Figure 5.4.4.1.1: Generic UE configuration update procedure

* * * Next Change * * * *

5.4.4.2
Generic UE configuration update procedure initiated by the network 

The AMF shall initiate the generic UE configuration procedure by sending the CONFIGURATION UPDATE COMMAND message to the UE. 

The AMF shall in the CONFIGURATION UPDATE COMMAND message either:

a)
include one or more of 5G-GUTI, TAI list, allowed NSSAI, LADN information, service area list, NITZ, or URSP;

b)
indicate registration requested; or

c)
a combination of both.

If an acknowledgement from the UE is requested, the AMF shall indicate acknowledgement requested in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and shall start timer T3555. Acknowledgement shall be requested for all parameters except when only NITZ is included.

To initiate parameter re-negotiation between the UE and network, the AMF shall indicate "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message. In this case, the acknowledgement shall be requested.

If a new allowed NSSAI information or AMF re-configuration of supported S-NSSAIs requires an AMF relocation, the AMF shall indicate "registration requested" in the Configuration update indication IE and include the Allowed NSSAI IE in the CONFIGURATION UPDATE COMMAND message. In this case, the acknowledgement shall be requested. 

During an established 5GMM context, the network may send none, one, or more CONFIGURATION UPDATE COMMAND messages to the UE. If more than one CONFIGURATION UPDATE COMMAND message is sent, the messages need not have the same content.

* * * Next Change * * * *

5.4.4.3
Generic UE configuration update accepted by the UE

Upon receiving the CONFIGURATION UPDATE COMMAND message, the UE shall use the contents to update appropriate information stored within the UE.

If acknowledgement requested is indicated in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and:

a)
if all information elements included are successfully accepted by the UE; or

b)
if "registration requested" in the Configuration update indication IE is indicated;

the UE shall send a CONFIGURATION UPDATE COMPLETE message.

If the UE receives a new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the UE considers the new 5G-GUTI as valid and the old 5G-GUTI as invalid; otherwise, the UE shall consider the old 5G-GUTI as valid.

If the UE receives a new TAI list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.

If the UE receives a new service area list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new service area list as valid and the old mobility restrictions as invalid; otherwise, the UE shall consider the old service area list, if any, as valid.

If the UE receives a new Allowed NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new Allowed NSSAI as valid, store the Allowed NSSAI as specified in subclause 4.6.2.2 and consider the old Allowed NSSAI as invalid; otherwise, the UE shall consider the old Allowed NSSAI as valid.

If the UE receives an indication for "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message that lacks an Allowed NSSAI IE, the UE shall send a REGISTRATION REQUEST message immediately as specified in subclause 5.5.1.3 to re-negotiate MICO mode with the network.

If the UE receives a new LADN information in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new LADN information as valid and the old LADN information as invalid; otherwise, the UE shall consider the old LADN information as valid.

If the UE receives an allowed NSSAI in the CONFIGURATION UPDATE COMMAND message and the UE has one or more PDU session contexts associated with S-NSSAI(s) not included in the received allowed NSSAI, the UE shall locally release all such PDU session context(s).

If the UE receives a new URSP in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new URSP as valid and the old URSP as invalid; otherwise, the UE shall consider the old URSP as valid.

If the CONFIGURATION UPDATE COMMAND indicates "registration requested" in the Configuration update indication IE and a new allowed NSSAI is included, the UE shall release the existing NAS signalling connection and:

a)
deactivate the PDU session(s) context locally, if any; and

b)
set the 5G-GUTI as invalid and initiate a mobility registration update procedure with a REGISTRATION REQUEST message using SUPI as specified in subclause 5.5.1.3; and

c)
should re-establish any previous active PDU sessions(s).

Editor's note:
It is FFS if the UE must wait for AMF to release the N1 NAS signalling connection prior to the UE attempts to initiate a mobility update procedure with SUPI.

Editor's note:
Further details on handling of specific IEs are FFS.

* * * Next Change * * * *

5.4.4.4
Generic UE configuration update completion by the network

Upon receipt of the CONFIGURATION UPDATE COMPLETE message, the AMF shall stop the timer T3555.

If a new 5G-GUTI was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new 5G-GUTI as valid and the old 5G-GUTI as invalid.

If a new TAI list was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new TAI list as valid and the old TAI list as invalid.

If a new service area list was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new service area list as valid and the old service area list as invalid.

If new allowed NSSAI information was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new Allowed NSSAI information as valid and the old allowed NSSAI information as invalid.

If a new LADN information was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new LADN information as valid and the old LADN information as invalid.

If a new URSP was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new URSP as valid and the old URSP as invalid.

Editor's note:
Further details on handling of specific IEs are FFS.

* * * Next Change * * * *

6.2.x
URSP

URSP is a set of one or more URSP rules, where a URSP rule is composed of:

a)
a precedence value of the URSP rule;
b)
a route selection descriptor, including non-seamless offload indication and at least one of the followings:
1)
SSC mode;

2)
S-NSSAI;

3)
DNN; and

4)
preferred access type; and
c)
optionally, a traffic descriptor including:

1)
one or more packet filters for UL direction; or

2)
one or more application identifiers.
Only one URSP rule in URSP can be a default URSP rule and except for the default URSP rule, a URSP rule shall contain a traffic descriptor. If a default URSP rule and one or more non-default URSP rules are included in URSP, any non-default URSP rule shall have lower precedence value than (i.e. shall be prioritised over) the default URSP rule.

When a PDU needs to be transmitted, the UE shall evaluate the URSP rules in increasing order of their precedence values. If the UE finds a URSP rule matching the PDU (including a default URSP rule):

a)
if there exists a PDU session matching the route selection descriptor of the URSP rule, the UE shall transmit the PDU via the PDU session; or

b)
otherwise if the UE is registered via the preferred access type, the non-seamless offload indication is not included in the route selection descriptor of the URSP rule, and other conditions do not prohibit the UE from establishing a new PDU session, the UE establishes a PDU session using the SSC mode, S-NSSAI, and/or DNN via the preferred access type indicated by the route selection descriptor of the URSP rule (see subclause 6.4.1).

Editor's note:
It is FFS how the UE operates in case the UE is not registered via the preferred access type or the non-seamless offload indication is included in the route selection descriptor of the URSP rule.
The HPLMN may provision the UE with URSP. The URSP shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM. The URSP shall be stored until new URSP are provisioned by HPLMN or the USIM is removed. The URSP can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete them. The URSP may be updated via the generic UE configuration update procedure (see 3GPP TS 23.503 [x] and subclause 5.4.4).
* * * Next Change * * * *

8.2.18.1
Message definition

The CONFIGURATION UPDATE COMMAND message is sent by the network to the UE. See table 8.2.18.1.1.

Message type:
CONFIGURATION UPDATE COMMAND

Significance:

dual

Direction:


network to UE

Table 8.2.18.1.1: CONFIGURATION UPDATE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	Security header type
	Security header type

9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	
	Configuration update command message identity
	Message type

9.7
	M
	V
	1

	
	Configuration update indication
	Configuration update indication

9.8.3.9
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.5
	M
	V
	1/2

	A
	5G-GUTI
	5GS mobile identity

9.8.3.3
	O
	TLV
	TBD

	B
	TAI list
	Tracking area identity list

9.8.3.34
	O
	TLV
	8-98

	
	Allowed NSSAI
	NSSAI

9.8.3.21
	O
	TLV
	4-82

	C
	Service area list
	Service area list

9.8.3.30
	O
	TLV
	6-194

	D
	Full name for network
	Network name

9.8.3.20
	O
	TLV
	3-n

	E
	Short name for network
	Network name

9.8.3.20
	O
	TLV
	3-n

	F
	Local time zone
	Time zone

9.8.3.35
	O
	TV
	2

	G
	Universal time and local time zone
	Time zone and time

9.8.3.36
	O
	TV
	8

	H
	Network daylight saving time
	Daylight saving time

9.8.3.10
	O
	TLV
	3

	I
	LADN information
	LADN information

9.8.3.17
	O
	TLV-E
	13-1602

	TBD
	URSP
	URSP

9.8.3.x
	O
	TLV-E
	5-n


Editor's note:
 The further contents of the CONFIGURATION UPDATE COMMAND message are FFS.

* * * Next Change * * * *

9.8.3.x
URSP
The purpose of the URSP information element is to specify the set of parameters that are used by the UE for PDU session selection among the established PDU sessions or establishment of a new PDU session when a PDU needs to be transmitted.
The URSP information element is a type 6 information element with a minimum length of 5 octets. The maximum length for the information element is 65538 octets.

The URSP information element is coded as shown in figures 9.8.3.x.1, 9.8.3.x.2, 9.8.3.x.3, 9.8.3.x.4, and 9.8.3.x.5 and table 9.8.3.x.1.

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	URSP IEI
	octet 1

	
	Length of URSP contents
	octet 2

	
	
	octet 3

	
	URSP rule 1


	octet 4

octet p

	
	URSP rule 2


	octet p+1*
octet q*

	
	…


	octet q+1*
octet r*

	
	URSP rule n


	octet r+1*
octet s*


Figure 9.8.3.x.1: URSP information element

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Precedence value of URSP rule
	octet p+1

	
	Route selection descriptor
	octet p+2
octet t

	
	Packet filter list
	octet t+1*

octet u*

	
	Application identifier list
	octet u+1*

octet v


Figure 9.8.3.x.2: URSP rule
	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Preferred access type
	NSO ind
	DNN flag
	S-NSSAI flag
	SSC mode
	octet p+2

	
	SST
	octet p+3*

	
	SD
	octet p+4*

octet p+6*

	
	Length of DNN contents
	octet p+7*

	
	DNN value
	octet p+8*
octet w*


Figure 9.8.3.x.3: Route selection descriptor
	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Length of packet filter list contents
	octet t+1

	
	Packet filter list value
	octet t+2
octet x


Figure 9.8.3.x.4: Packet filter list
	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Length of application identifier list contents
	octet u+1

	
	Application identifier list value
	octet u+2

octet y


Figure 9.8.3.x.5: Packet filter list

Table 9.8.3.x.1: URSP information element
	Precedence value of URSP rule (octet p+1)

	The field is used to specify the precedence of the URSP rule among all URSP rules of the URSP. The field includes the binary coded value of the URSP rule precedence in the range from 0 to 255 (decimal). The higher the value of the precedence value of URSP rule field, the lower the precedence of that URSP rule is.

	

	SSC mode (octet p+2, bit 1 to bit 2)

	Bits

	2
	1
	

	0
	0
	SSC mode is not included.

	0
	1
	SSC mode 1

	1
	0
	SSC mode 2

	1
	1
	SSC mode 3

	

	S-NSSAI flag (octet p+2, bit 3 to bit 4)

	Bits

	4
	3
	

	0
	0
	S-NSSAI is not included.

	0
	1
	Only SST is included.

	1
	0
	SST and SD are included.

	1
	1
	Spare

	

	DNN flag (octet p+2, bit 5)

	Bit

	5
	

	0
	DNN is not included.

	1
	DNN is included.

	

	NSO ind (octet p+2, bit 6)

	Bit

	6
	

	0
	Non-seamless offload should not be applied.

	1
	Non-seamless offload should be applied.

	

	Preferred access type (octet p+2, bit 7 to bit 8)

	Bits

	8
	7
	

	0
	0
	There is no preferred access type.

	0
	1
	3GPP access is preferred.

	1
	0
	Non-3GPP access is preferred.

	1
	1
	Spare

	

	SST (octet p+3)

	Slice/service type

	

	SD (octet p+4 to octet p+6)

	Slice differentiator

	

	Length of DNN contents (octet p+7)

	Binary coded representation of the length of the DNN value

	

	DNN value (octet p+8 to octet w)

	A DNN value field contains an APN as defined in 3GPP TS 23.003 [2].

	

	Length of packet filter list contents (octet t+1)

	Binary coded representation of the length of the packet filter list value

	

	Packet filter list value (octet t+2 to octet x)

	The field is of variable size and contains a variable number (at least one) of packet filter components.
The packet filter components field shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

	

	Packet filter component type identifier

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	1
	0
	0
	0
	0
	IPv4 remote address type

	0
	0
	1
	0
	0
	0
	0
	1
	IPv6 remote address/prefix length type

	0
	0
	1
	1
	0
	0
	0
	0
	Protocol identifier/Next header type

	0
	1
	0
	1
	0
	0
	0
	0
	Single remote port type

	0
	1
	0
	1
	0
	0
	0
	1
	Remote port range type

	All other values are reserved.

	There shall not be more than one occurrence of each packet filter component type in the packet filter list value field. Between the "IPv4 remote address type" and "IPv6 remote address/prefix length type" packet filter components, only one shall be present in one packet filter. Between the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter. The description and valid combinations of packet filter component type identifiers in a packet filter are defined in 3GPP TS 23.503 [x].
For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv6 remote address/prefix length type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.
For "protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or Ipv6 next header.

For " single remote port type", the packet filter component value field shall be encoded as two octets which specify a port number.

For "remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

	

	Length of application identifier list contents (octet u+1)

	Binary coded representation of the length of the application identifier list value

	

	Application identifier list value (octet u+1 to octet y)

	TBD


Editor's note:
Further packet filter component type identifiers and corresponding packet filter component values are FFS.

UE
AMF
CONFIGURATION UPDATE COMMAND
CONFIGURATION UPDATE COMPLETE
Start T3555
Stop T3555
OR
CONFIGURATION UPDATE COMMAND



