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1
Overall description
CT1 thanks SA3 for their LS in S3-173426 (Reply LS on PLMN and RAT selection policies for roaming.). 
Please find below the CT1 answer.
Question: CT1 to inform SA3 the deficits of the OTA mechanism, as described above in regard to meeting the requirements.

CT1 Answer: Following requirements are not fully satisfied by OTA mechanism:

SA1 requirements: (Please refer to SA1 LS in S1-173478 which refers to section 3.2.2.8 of TS 22.011)
· HPLMN should be able to indicate its preferred PLMN to UE, while UE is trying to register with non-preferred VPLMN
Pre-requisite for OTA-SMS feature is UE must successfully register with VPLMN and before registration SMS cannot be sent. Thus this requirement is not satisfied by OTA-SMS mechanism.

SA2 requirements (Please refer to SA2 LS in S2-175286 ) 
· a control plane solution is used from the HPLMN to the UE.

· VPLMN is able to relay this information to the UE.
SMS over NAS (i.e. SMS over control plane) is optional feature in 5G. Hence it cannot be guaranteed that all UE’s will support it. Thus above requirements are not satisfied by OTA-SMS mechanism using control plane, at least for the UE’s which will not support SMS over NAS.
· VPLMN shall not be able to alter the information sent by the HPLMN; i.e. UE needs to be able to check the integrity of the information provided to it.
· UE shall be able to detect if VPLMN alter or remove those information and act accordingly.

VPLMN if it modifies the payload or SMS header, UE cannot detect that HPLMN tried to send PLMN/access technology combinations to UE. UE may determine that integrity or security check of SMS payload has failed but UE cannot differentiate the failure between genuine failure, VPLMN altering the information or fake SMS. Hence UE does not take any action and is stuck with VPLMN to avail the service. This will result in revenue loss to HPLMN and partner networks. Thus above requirements are not satisfied by OTA-SMS mechanism. 
2
Actions
To SA3 

ACTION: 
3GPP TSG CT WG1 asks SA3 to take above information into consideration.
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