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1. Introduction
This contribution provides text in the Interaction with other services clause and clarification on delivery of eCNAM data when identity verification fails.
2. Reason for Change
New specification.
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.196 v0.2.0.
* * * First Change * * * *
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* * * Next Change * * * *
4.5.3.3.4
Identity available, verification failed

If the originating user identity verification performed (such as the verification resulting in the "verstat" tel URI parameter described in 3GPP TS 24.229 [2]) shows that verification failed, the terminating AS may deliver partial or no eCNAM information to the subscriber's UE.

As a result, and based on terminating service provider policy, the terminating AS may perform one or more of the following actions: 
a)
The AS may remove the "display‑name" of the From header field or the P-Asserted-Identity in the INVITE request being sent to the UE;
b)
The AS may populate a text string of the terminating service provider's choice in the "display‑name" of the From header field or the P-Asserted-Identity in the INVITE request being sent to the UE. Examples of such strings include "Suspected Spam" or "Fake Number";
c)
The AS may populate graphical symbols, of the service provider's choice, in one or more Call-Info header field(s) to the terminating UE. Examples include warning symbols and text.

* * * Next Change * * * *
4.6.1
Originating Identification Presentation (OIP)

For users that subscribe to both OIP and eCNAM, and subject to service provider policy, the name information retrieved through eCNAM may override any name information available via OIP.
Subject to service provider policy, eCNAM metadata and other OIP data may both be presented to the end user with or without individual marking to distinguish the eCNAM service data from other call information.


* * * Next Change * * * *
4.6.7
Explicit Communication Transfer (ECT)

No impact; i.e. neither service shall affect the operation of the other service.
The Referred-By header field can be used to deliver the eCNAM information of the transferor.
* * * Next Change * * * *
4.6.10
Communication Diversion (CDIV)



When a communication has been diverted to a party that has eCNAM active, and the originator has not subscribed to or invoked the OIR service, the eCNAM service of the terminating user delivers the eCNAM identity data of the originating user following normal procedures.

Subject to terminating service provider policy, the terminating AS may optionally deliver the eCNAM data of a diverting user. The identity of the diverting user is obtained from the History-Info header field, as described in 3GPP TS 24.604 [13].
* * * End of Changes * * * *
