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1. Introduction

During the handover procedures from EPS to 5G, the transparent container from AN to UE is made. The information of transparent contatiner comes from AMF. 

2. Reason for Change

In this paper, to support the handover from EPS to 5G, the NAS security parameters to NG-NR is suggested. 

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.501. 

* * * First Change * * * *
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* * * Next Change * * * *

9.8.3.y8
NAS security parameters to NG-RAN
The purpose of the NAS security parameters to NG-RAN information element is to provide the UE with parameters that enable the UE to create a mapped 5GS security context and take this context into use after inter-system handover to N1 mode.

The NAS security parameters to NG-RAN information element is coded as shown in figure 9.8.3.y8.1 and table 9.8.3.y8.1.

The NAS security parameters to NG-RAN is a type 3 information element with a length of 7 octets.

The value part of the NAS security parameters to NG-RAN information element is included in specific information elements within some RRC messages sent to the UE.
NOTE:
 For these cases the coding of the information element identifier and length information of RRC is defined in 3GPP TS 38.331 [9]. 
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Figure 9.8.3.y8.1: NAS security parameters to NG-RAN information element
Table 9.8.3.y8.1: NAS security parameters to NG-RAN information element
	NonceAMF value (octet 2 to 5)

	

	This field is coded as the nonce value in the Nonce information element (see subclause 9.8.3.y4).

	

	Type of integrity protection algorithm (octet 6, bit 1 to 4) and 
type of ciphering algorithm (octet 6, bit 5 to 8)

	

	These fields are coded as the type of integrity protection algorithm and type of ciphering algorithm in the NAS security algorithms information element (see subclause 9.8.3.y3).

	

	NAS key set identifier (octet 7, bit 1 to 3) and 
type of security context flag (TSC) (octet 7, bit 4)

	

	These fields are coded as the NAS key set identifier and type of security context flag in the NAS key set identifier information element (see subclause 9.8.3.19).

	

	Bit 5 to 8 of octet 7 are spare and shall be coded as zero.

	


