Page 1



3GPP TSG-CT WG1 Meeting #108
C1-180352
Gothenburg (Sweden), 22-26 January 2018
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	24.007
	CR
	0106
	rev
	-
	Current version:
	14.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Definition of standard L3 message header for 5GS

	
	

	Source to WG:
	Huawei, HiSilicon

	Source to TSG:
	C1

	
	

	Work item code:
	5GS_Ph1-CT
	
	Date:
	2018-01-15

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Like EPS, the 5GS NAS message (including 5GMM message and 5GSM message) is a standard L3 message and its message header should be defined in TS 24.007 to resolve belwo EN existed in TS 24.501:
"Editor's note:
The required updates on a standard L3 message definition in 3GPP TS 24.007 [6] are FFS."

Due to 5GS NAS message header is different from the legacy systems (including GERAN/UTRAN/EPS), it would be better to define the standard L3 message header for 5GS in a separate subclause rather than to update the existing subcluase 11.2.3.1 in TS 24.007.
In the 5GS NAS message header, the included EPD is one octet length while PD used the legacy message header is 1/2 octet length. To provide a backward compatability definition with PD, it proposes bits 1 to 4 of the EPD in the header of a plain 5GS NAS message is encoded as "1110".

In the 5GS NAS message header, the PDU session identity replaces the EPS bearer identity and the length was extended from 1/2 octet to one octet. The value definition given in TR 24.890 Annex E needs to be moved to TS 24.007.
The coding of messasge type for 5GS NAS message needs to captured in TS 24.007 as well.

	
	

	Summary of change:
	It proposes to define the standard L3 message header for 5GS in TS 24.007.

	
	

	Consequences if not approved:
	The standard L3 message header for 5GS is undefined and the ENs in TS 24.501 cannot be resolved.

	
	

	Clauses affected:
	11.2.3.1, 11.2.3.1b (new), 11.2.3.1b.1 (new), 11.2.3.1b.2 (new), 11.2.3.1b.3 (new), 11.2.3.1b.4 (new), 11.2.3.2.2

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


* * * First Change * * * *

11.2.3.1
Standard L3 message header (protocols other than 5GS NAS)
The header of a standard L3 message is composed of two octets, and structured in three main parts, the protocol discriminator (1/2 octet), a message type octet, and a half octet used in some cases as a Transaction Identifier, in some other cases as a sub-protocol discriminator, and called skip indicator otherwise.

For the EPS protocols EMM and ESM, a standard L3 message can be either a plain NAS message or a security protected NAS message:

-
The header of a plain NAS message is composed of two or three octets, and structured in four main parts, the protocol discriminator (1/2 octet), a half octet used in some cases as security header type and in other cases as an EPS bearer identity (1/2 octet), a message type octet, and one octet included in some cases and used as a procedure transaction identity (PTI). If the procedure transaction identity is present, it is preceding the message type octet.

-
The header of a security protected NAS message is composed of six octets, and structured in four main parts, the protocol discriminator (1/2 octet), a half octet used as security header type, a message authentication code of  four octets, and a sequence number of one octet. This header is followed by a complete plain NAS message (i.e. including the header of this plain NAS message).

* * * Next Change * * * *

11.2.3.1b
Standard L3 message header (5GS NAS)
The header of a standard L3 message is composed of three octets, and structured in three main parts, the extended protocol discriminator octet, the security header type (1/2 octet) associated with a spare half octet (for 5GMM) or the PDU session identity octet (for 5GSM), and a message type octet.

For the 5GS protocols 5GMM and 5GSM, a standard L3 message can be either a plain NAS message or a security protected NAS message:

-
The header of a plain NAS message is composed of three or four octets, and structured in four main parts, the extended protocol discriminator octet, the security header type (1/2 octet) associated with a spare half octet (for 5GMM) or the PDU session identity octet (for 5GSM), a message type octet and one octet included in some cases and used as a procedure transaction identity (PTI). If the procedure transaction identity is present, it is preceding the message type octet.
Editor's note:
The header of a security protected 5GS NAS message is FFS.

* * * Next Change * * * *

11.2.3.1b.1
Extended protocol discriminator

Bits 1 to 8 of the first octet of a standard L3 message contain the extended protocol discriminator (EPD) information element. The EPD identifies the L3 protocol to which the standard layer 3 message belongs. The correspondence between L3 protocols and PDs is one-to-one.

The EPD can take the following values:

Table 11.2a: Extended protocol discriminator values

	bits
8 7 6 5 4 3 2 1

	
      0 0 1 0 1 1 1 0
	5GS session management messages

	
      0 1 1 1 1 1 1 0
	5GS mobility management messages


Editor's note:
Other extended protocol discriminator values are FFS.

If the network receives, on a SAP where it expects standard L3 messages, a message with an extended protocol discriminator different from those specified in table 11.2a, the network may ignore the message.

If the Mobile Station receives, on a SAP where it expects standard L3 messages, a standard L3 message with an extended protocol discriminator different from those specified in table 11.2a, or for a protocol that it does not support, the Mobile Station shall ignore the message.

* * * Next Change * * * *

11.2.3.1b.2
Spare half octet
A L3 protocol may define bits 5 to 8 of the second octet of a standard L3 message of the protocol contains the spare half octet which is filled with spare bits set to zero.
* * * Next Change * * * *

11.2.3.1b.3
PDU session identity
A L3 protocol may define that octet 2 of a standard L3 message of the protocol contains the PDU session identity. The PDU session identity is used to identify a PDU session.
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Figure 11.9b: PDU session identity
Table 11.5a: PDU session identity
	PDU session identity value (octet 1, bit 1 to bit 8)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	0
	0
	0
	No PDU session identity assigned

	0
	0
	0
	0
	0
	0
	0
	1
	Reserved

	0
	0
	0
	0
	0
	0
	1
	0
	Reserved

	0
	0
	0
	0
	0
	0
	1
	1
	Reserved

	0
	0
	0
	0
	0
	1
	0
	0
	Reserved

	0
	0
	0
	0
	0
	1
	0
	1
	PDU session identity value 5

	0
	0
	0
	0
	0
	1
	1
	0
	PDU session identity value 6

	0
	0
	0
	0
	0
	1
	1
	1
	PDU session identity value 7

	0
	0
	0
	0
	1
	0
	0
	0
	PDU session identity value 8

	0
	0
	0
	0
	1
	0
	0
	1
	PDU session identity value 9

	0
	0
	0
	0
	1
	0
	1
	0
	PDU session identity value 10

	0
	0
	0
	0
	1
	0
	1
	1
	PDU session identity value 11

	0
	0
	0
	0
	1
	1
	0
	0
	PDU session identity value 12

	0
	0
	0
	0
	1
	1
	0
	1
	PDU session identity value 13

	0
	0
	0
	0
	1
	1
	1
	0
	PDU session identity value 14

	0
	0
	0
	0
	1
	1
	1
	1
	PDU session identity value 15

	All other values are spare values


* * * Next Change * * * *

11.2.3.1b.4
Security header type

A L3 protocol may define that bits 1 to 4 of octet 2 of a standard L3 message of the protocol contain the security header type.

* * * Next Change * * * *

11.2.3.2.2
Message type octet (when accessing Release 99 and newer networks)

The message type octet is the second octet in a standard L3 message.

When a standard L3 message is expected, and a message is received that is less than 16 bit long, that message shall be ignored.

When the radio connection started with a core network node of a Release 99 or later network, the message type IE is coded dependent on the PD as shown in figures 11.10b, c and d.

In messages of MM, CC and SS (via CS domain) protocol sent using the transmission functionality provided by the RR and/or access stratum layer to upper layers, and sent from the mobile station or the LMU to the network, bits 7 and 8 of octet 2 are used for send sequence number, see subclause 11.2.3.2.3.
In messages of GCC and BCC protocol sent using the transmission functionality provided by the RR layer to upper layers, and sent from the mobile station or the LMU to the network, only bit 7 of octet 2 is used for send sequence number. Bit 8 is set to the default value.

In messages of the LCS protocol sent using the transmission functionality provided by the RR layer to upper layers, and sent from the type A LMU to the network, only bit 7 of octet 2 is used for send sequence number. Bit 8 is set to the default value.

In all other standard layer 3 messages, except for RR messages, bits 7 and 8 are set to the default value. A protocol entity expecting a standard L3 message, and not using the transmission functionality provided by the RR and/or access stratum layer, and receiving a message containing bit 7 or bit 8 of octet 2 encoded different to the default value shall diagnose a "message not defined for the PD" error and treat the message accordingly.

In messages of the RR protocol entity, bit 8 of octet 2 is set to the default value. The other value is reserved for possible future use as an extension bit .If an RR protocol entity expecting a standard L3 message receives message containing bit 8 of octet 2 encoded different from the default value it shall diagnose a "message not defined for the PD" error and treat the message accordingly.

The default value for bit 8 is 0. The default value for bit 7 is 0 except for the SM protocol which has a default value of 1. No default value for bit 7 is specified for RR protocol. For RR message types see 3GPP TS 44.018.

For EPS; the default value for bit 7 is 1. The value for bit 8 is 0 for the EMM protocol and 1 for the ESM protocol.

For 5GS; the default value for bit 7 is 0. The value for bit 8 is 0 for the 5GMM protocol and 1 for the 5GSM protocol.
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Figure 11.10b: Message type IE (MM, CC and SS)




Figure 11.10c: Message type IE (GCC, BCC and LCS)
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Figure 11.10d: Message type IE (protocol other than MM, CC, SS, GCC, BCC and LCS)

For MM, CC, SS, GCC, BCC and LCS protocols bits 1 to 6 of octet 2 of standard L3 messages contain the message type. For all other L3 protocols bits 1 to 8 of octet 2 of standard L3 message contain the message type.

The message type determines the function of a message within a protocol in a given direction. The meaning of the message type is therefore dependent on the protocol (the same value may have different meanings in different protocols), and the direction (the same value may have different meanings in the same protocol, when sent from the Mobile Station to the network and when sent from the network to the Mobile Station).

Each protocol defines a list of allowed message types for each relevant SAP. A message received analysed as a standard L3 message, and with a message type not in the corresponding list leads to the diagnosis "message not defined for the PD". Some message types may correspond to a function not implemented by the receiver. They are then said to be not implemented by the receiver.

The reaction of a protocol entity expecting a standard L3 message and receiving a message with message type not defined for the PD or not implemented by the receiver and the reception conditions is defined in the relevant protocol specification. As a general rule, a protocol specification should not force the receiver to analyse the message further.

* * * End of Change * * * *
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