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	Reason for change:
	1. In TR 24.890, there are parts in the scope of 24.007 which should now be moved to 24.007, e.g. PDU session identity.
Whilst PDU session identity has been studied and documented in TR 24.890, the L3 message header, the security headers and the extended protocol discriminator are as yet FFS. Regardless, those parts which are still FFS should now continue in 24.007.

2. In 5GS, NAS is to operate over 3GPP access and non-3GPP access. The PDU sessions of the UE likewise can be over 3GPP access or non-3GPP access and furthermore, these PDU sessions can be transferred from non-3GPP access to 3GPP access and vice-versa.
Given that the PDU sessions are uniquely identified by their PDU session identity, all PDU sessions of the UE must have unique PDU session identity. Thus the PDU session identities specified must be shared between sessions over 3GPP access and sessions over non-3GPP access. This clarification is missing.


3. The presently unused decodes of the PDU session identities should be denoted as reserved and not spare.

	
	

	Summary of change:
	Descriptions of message header, security header, extended protocol discrimination and PDU session identity are placed into 24.007.
Clarification provided that the PDU session identities are shared amongst PDU sessions of 3GPP access and non-3GPP access.
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	Other comments:
	


* * * First Change * * * *

11.2.3.1
Standard L3 message header

For the MM, GMM, CC and SM protocols defined in 3GPP TS 24.008 [xx], the header of a standard L3 message is composed of two octets, and structured in three main parts, the protocol discriminator (1/2 octet), a message type octet, and a half octet used in some cases as a Transaction Identifier, in some other cases as a sub-protocol discriminator, and called skip indicator otherwise.

For the EPS protocols EMM and ESM, a standard L3 message can be either a plain NAS message or a security protected NAS message:

-
The header of a plain NAS message is composed of two or three octets, and structured in four main parts, the protocol discriminator (1/2 octet), a half octet used in some cases as security header type and in other cases as an EPS bearer identity (1/2 octet), a message type octet, and one octet included in some cases and used as a procedure transaction identity (PTI). If the procedure transaction identity is present, it is preceding the message type octet.

-
The header of a security protected NAS message is composed of six octets, and structured in four main parts, the protocol discriminator (1/2 octet), a half octet used as security header type, a message authentication code of  four octets, and a sequence number of one octet. This header is followed by a complete plain NAS message (i.e. including the header of this plain NAS message).

For the 5GS protocols 5GMM and 5GSM, a standard L3 message can be either a plain NAS message or a security protected NAS message:
-
The header of a plain NAS message is composed of four octets, and structured in four main parts, namely, the extended protocol discriminator (1 octet); an octet used in some cases as security header type (1/2 octet) plus a spare half octet and in other cases a PDU session identity of one octet; an octet for procedure transaction identity (PTI); and one octet for message type.
Editor's note:
The header for a security protected NAS message is FFS.
* * * Next Change * * * *

11.2.3.1.6
Security header type

For EPS protocols, a L3 protocol may define that bits 5 to 8 of octet 1 of a standard L3 message of the protocol contain the security header type.

For 5GS protocols, a L3 protocol may define that bits 1 to 4 of octet 2 of a standard L3 message of the protocol contain the security header type.
* * * Next Change * * * *

11.2.3.1b
Extended protocol discriminator
Bits 1 to 8 of the first octet of a standard L3 message contain the Extended protocol discriminator (EPD) information element. The EPD identifies the L3 protocol to which the standard layer 3 message belongs. The correspondence between L3 protocols and PDs is one-to-one.

Editor's note:
The decode and values of the Extended protocol discriminator is FFS.

* * * Next Change * * * *

11.2.3.1c
PDU session identity
A L3 protocol may define that octet 2 of a standard L3 message of the protocol contains the PDU session identity. The PDU session identity is used to identify a PDU session.
The range of PDU session identity values indicated in table 11.2.3.1c.1 is shared between the PDU sessions over 3GPP access and the PDU sessions over non-3GPP access. I.e. each PDU session identity value can be assigned only once within the combined set of PDU sessions over 3GPP access and PDU sessions over non-3GPP access.
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Figure 11.2.3.1c.1: PDU session identity
Table 11.2.3.1c.1: PDU session identity
	PDU session identity value (octet 1, bit 1 to bit 8)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	0
	0
	0
	No PDU session identity assigned

	0
	0
	0
	0
	0
	0
	0
	1
	Reserved

	0
	0
	0
	0
	0
	0
	1
	0
	Reserved

	0
	0
	0
	0
	0
	0
	1
	1
	Reserved

	0
	0
	0
	0
	0
	1
	0
	0
	Reserved

	0
	0
	0
	0
	0
	1
	0
	1
	PDU session identity value 5

	0
	0
	0
	0
	0
	1
	1
	0
	PDU session identity value 6

	0
	0
	0
	0
	0
	1
	1
	1
	PDU session identity value 7

	0
	0
	0
	0
	1
	0
	0
	0
	PDU session identity value 8

	0
	0
	0
	0
	1
	0
	0
	1
	PDU session identity value 9

	0
	0
	0
	0
	1
	0
	1
	0
	PDU session identity value 10

	0
	0
	0
	0
	1
	0
	1
	1
	PDU session identity value 11

	0
	0
	0
	0
	1
	1
	0
	0
	PDU session identity value 12

	0
	0
	0
	0
	1
	1
	0
	1
	PDU session identity value 13

	0
	0
	0
	0
	1
	1
	1
	0
	PDU session identity value 14

	0
	0
	0
	0
	1
	1
	1
	1
	PDU session identity value 15

	All other values are reserved.



* * * End of Change * * * *

