Page 1



3GPP TSG-CT WG1 Meeting #107
C1-174992
Reno (USA), 27 November - 1 December 2017
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	24.379
	CR
	0369
	rev
	-
	Current version:
	13.6.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Correction regarding MCPTT session ID

	
	

	Source to WG:
	Huawei

	Source to TSG:
	C1

	
	

	Work item code:
	MCPTT-CT
	
	Date:
	2017-11-20

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-13

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	As one MCPTT user may take part in multiple MCPTT group call simultaneously, the MCPTT ID is not enough for the participating MCPTT function and controlling function to identify a specific user. Currently, only the participating MCPTT function maintains a mapping of the MCPTT session identities it sends to the MCPTT client to the corresponding MCPTT session identities received from the controlling MCPTT function. However, the controlling MCPTT function also needs to maintain the mapping relationship.

	
	

	Summary of change:
	Add descriptions to the controlling MCPTT function about maintaining the mapping of the MCPTT session identity it sends to the participating/non-controlling function and the corresponding MCPTT session identities received from the participating/non-controlling function.

	
	

	Consequences if not approved:
	Leading to incorrect implementations

	
	

	Clauses affected:
	4.5

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** Next change *****
4.5
MCPTT session identity

The MCPTT session identity is a SIP URI, which identifies the MCPTT session between:

-
the MCPTT client and the participating MCPTT function;

-
the participating MCPTT function and the controlling MCPTT function
-
the controlling MCPTT function and the non-controlling MCPTT function; and

-
the non-controlling MCPTT function and the participating MCPTT function.
The MCPTT session identity shall be a GRUU as defined in IETF RFC 5627 [72] assigned by the MCPTT server as per 3GPP TS 24.229 [4].
The MCPTT session identity identifies the MCPTT session in such a way that e.g.:

-
the MCPTT user is able to subscribe to the participant information of the ongoing MCPTT session;

-
the MCPTT user is able to re-join an ongoing MCPTT session; and

-
the IM CN subsystem is able to route an initial SIP request to the controlling MCPTT function.

The controlling MCPTT function allocates a unique MCPTT session identity hosted at the controlling MCPTT function for the MCPTT session at the time of session establishment. The participating MCPTT function maintains a mapping of the MCPTT session identity it sends to the participating MCPTT function and the non-controlling MCPTT function to the corresponding MCPTT session identities received from the participating MCPTT function and non-controlling MCPTT function.
The non-controlling MCPTT function allocates a unique MCPTT session identity hosted at the non-controlling MCPTT function for the MCPTT session at the time of session establishment. The non-controlling MCPTT function maintains a mapping of the MCPTT session identity received from controlling function, the MCPTT session identities it sends to the participating MCPTT function and the corresponding MCPTT session identities received from the participating MCPTT function.
When protection of sensitive application data is required by the MCPTT operator, the MCPTT session identity cannot contain identity information that is classed as sensitive such as the MCPTT ID or the MCPTT Group ID, as specified in subclause 4.8.
The controlling MCPTT function and non-controlling MCPTT function send the MCPTT session identity towards the MCPTT client during MCPTT session establishment by including it in the Contact header field of the final SIP response to a session initiation request.
The participating MCPTT function allocates a unique MCPTT session identity hosted at the participating MCPTT function for the MCPTT session when it receives a MCPTT session identity in the Contact header field of a SIP request or a SIP response from the controlling MCPTT function or non-controlling MCPTT function and includes it in the Contact header field of the SIP request or SIP response sent towards the MCPTT client. The participating MCPTT function maintains a mapping of the MCPTT session identities it sends to the MCPTT client to the corresponding MCPTT session identities received from the controlling MCPTT function.
The MCPTT client can cache the MCPTT session identity until a time when it is no longer needed.

The MCPTT session identity is also used in floor control requests and responses as specified in 3GPP TS 24.380 [5].
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