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1. Introduction
CT1 agreed the work plan and procedures to be used for the start of the normative phase of 5GS with one of them being, quote:

2.
The rapporteurs of new TSs are tasked to provide a mapping proposal of the sections from 3GPP TR 24.890 or any other applicable TS to the new TSs. The agreed mapping proposals will be documented in the TR.

2. Reason for Change

Based on the latest version of the TR 24.890, the below mapping proposal is outlined.
3. Proposal

It is proposed to agree the following mapping proposal from 3GPP TR 24.890 to 3GPP TS 24.501, and the changes to 3GPP TR 24.890 outlined below.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]
3GPP TS 33.501: "Security architecture and procedures for 5G System".
[y]
IETF RFC 7296: "Internet Key Exchange Protocol Version 2 (IKEv2)".

7.3
IKEv2 SA establishment procedure


The UE shall select an N3IWF according to the procedure in subclause 7.2. Once the N3IWF has been selected, the UE shall initiate the IKE SA establishment using the IKEv2 protocol as defined in IETF RFC 7296 [y] and 3GPP TS 33.501 [x].

The UE shall send an IKE_SA_INIT request message to the selected N3IWF in order to setup an IKEv2 security association. This exchange creates an IKE SA between the UE and N3IWF that is used to protect all subsequent IKE messages. Upon receipt of an IKE_SA_INIT response, the UE initiates an IKE_AUTH request message to the N3IWF to create signalling IPsec SA according to the procedures specified in subclause 7.5
* * * End Change * * * *

