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1. Introduction
Subclause 12.1.3.4 proposed a new way to provide a UE with local emergency numbers by the 5G System (5GS) phase 1. 
TS 23.501 specifies that the 5G System supports a mechanism to direct or redirect the UE either towards E-UTRA (RAT fallback) or towards EPS (System fallback) after UE-emergency call detection. After performing system fallback, the UE may presumably end up using the CS domain. 
In addition, TS 22.101 specifies that upon failure of the emergency call attempt, the UE attempts again in the other domain. 
Finally, after network-emergency call detection, the UE may reattempt the call in either CS domain or a PS domain supporting IMS. 
Taken all current stage 1 and stage 2 emergency call related requirements together, the CS domain emergency call typing or categorization appears to be the common denominator. 

2. Reason for Change
2.1 Background

After an emergency call is detected by the UE, the UE perform emergency call procedures. Emergency call procedures are different depending on the domain the UE will use. 
-
TS 24.008 specifies that the UE sets 0 to 5 bits in the Service Category IE (giving 64 different Service Category IE values) to be included in the Emergency Setup message. 

-
TS 24.229 specifies that an emergency service URN is included in a SIP INVITE using an emergency registration. 
After an emergency call is detected by the network, the UE may perform emergency call procedures. Emergency call procedures are different depending on the domain the UE will use. 

-
3GPP TSes allow the IMS to route the network-detected emergency call to a PSAP, without rejecting it first;

-
TS 23.167 specifies that if the IMS reject the call, the UE may attempt the call on the:

-
a PS domain supporting IMS (using an emergency service URN (received from the network));
-
CS domain:

-
using an Service Category IE value derived from emergency service URN received from the network;

-
CS domain, using non-emergency call setup procedures.

Some slices of the 5G System (5GS) phase 1 may support IMS.

The procedures above satisfy current stage 1 and stage 2 requirements.

2.2 Problem

When detecting an emergency call at the UE, a type/category is derived. The type/category applicable when using IMS must also route to the same PSAP type when using CS for the emergency call. Otherwise an emergency call may be routed to a PSAP not supporting the requested emergency services on either of the domains. Routing an emergency call to an incorrect PSAP is in violation of stage 1 requirements.

Subclause 12.1.3.4 (alternative 1) includes the following limitations:

The local emergency numbers received from the network are valid only in networks in the same country as where the UE received them and are only used to establish emergency sessions in the PS domain.

The solution in 12.1.3.4 (alternative 1) prohibits usage of 5G provisioned categories/types on the CS domain. Potentionally this could result in performing two emergency call detection steps. The firsd step is performed while the UE is uing 5G. The second step, is performed while the UE has been directed (System fallback) to EPC and ‘onwards’ to CS domain. The second emergency call detection step may cause a different PSAP type to be derived. Alternativelly, the second emergency call detection step may not yield a PSAP type at all.
3. Conclusions

The mechanisms specified for initiating calls to PSAPs subsequent to detecting the call is to a emergency number (where the detecting may occur in the network or in the UE) satisfy stage 1 and stage 2 requirements. No new, 5G specific requirements have been specified in stage 1 or stage 2 at this point. 
Stage 3 should consider reusing existing solutions. Reusing existing solutions comes with the benefit of allowing member companies to use their resources to address new, known 5G specific requirements.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.890-111.
* * * First Change * * * *
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* * * Next Change * * * *

12.1.3.1
Indication of support of emergency services

During the registration procedure the AMF includes the emergency PDU session service support indicator in the REGISTRATION ACCEPT message (see subclause 8.5.2.1).
Editor’s note:
The emergency PDU session service support indicator needs to be aligned with the stage 2 as soon as procedural requirements are in place.

Editor’s note:
The emergency service support indicator needs to be added in the subclause 8.5.2.1.

Editor’s note:
It is FFS in which information element of the REGISTRATION ACCEPT message the emergency service support indicator is included.

The received emergency PDU session service support indicator shall be provided to the upper layers in the UE.
Editor’s note:
The use of the emergency PDU session service support indicator by upper layers is FFS.
Editor’s note:
How emergency services will be supported for non-3GPP access is FFS in TS 23.501.
* * * Next Change * * * *

12.1.3.4
Handling of local emergency numbers
12.1.3.4.1
Alternative 1

The following mechanism of handling of local emergency numbers applies when the UE accesses the 5GCN via 3GPP access and non-3GPP access.
Editor’s note:
The handling of the case where the UE registers to different PLMNs via 3GPP access and non-3GPP access simultaneously and receive the emergency number list from different PLMNs is FFS.
At successful completion of the registration procedure the operator of this network may provide a list of local emergency numbers to the UE. Optionally to each local emergency number either an emergency service category or an associated sos-URN (i.e. URN with top level service type of "sos" as specified in IETF RFC 5031 [69]) may be provided in the local emergency number list. The emergency number list can be downloaded by the network to the UE at successful completion of the registration procedure.

The UE shall store and use the local emergency number list received from the network in addition to the emergency numbers stored on the UICC or user equipment to detect if the user dialled number  is an emergency number and use the corresponding sos-URN to initiate an UE detected emergency session. The UE shall delete the emergency number list received from the network after successful registration to a different network.

NOTE 1:
The sos-URN used by the UE to setup the emergency session is either the associated sos-URN or the sos-URN mapped to the emergency service category (as defined in 3GPP TS 24.229 [18]) if these additional information are provided.

NOTE 2:
The option to provide an emergency list to an UE and the related content of this emergency list is optional and in responsibility of the network operator where the UE is registered. This enables the network operator to identify an emergency service and route the emergency session to the responsible PSAP in accordance to national regulation.

Editor’s note:
It is FFS if there is a potential conflict with the emergency numbers list received via an access and those on the UICC.
The network may send a list of local emergency numbers in the REGISTRATION ACCEPT message (see subclause 8.5.2.1).
Editor’s note:
The emergency number list needs to be added in the subclause 8.5.2.1.

Editor’s note:
It is FFS in which information element of the REGISTRATION ACCEPT message the emergency number list is included.

The local emergency numbers received from the network are valid only in networks in the same country as where the UE received them and are only used to establish emergency sessions in the PS domain.

* * * Next Change * * * *

12.1.3.4.x
Alternative x
The following mechanism of handling of local emergency numbers applies when the UE accesses the 5GCN via 3GPP access.
The network may send a list of local emergency numbers in the REGISTRATION ACCEPT message (see subclause 8.5.2.1) using the emergency number list as specified in TS 24.301 [13]. If the Emergency number list IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same country as in the cell on which this IE is received. See also subclause 10.5.3.13 in 3GPP TS 24.008 [y].
Editor’s note:
The emergency number list IE needs to be added in the subclause 8.5.2.1.

Editor’s note:
How provisioning (and handling) of local emergency services will be supported for non-3GPP access is FFS.
* * * No more changes * * * *

