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2. Reason for Change
The list of preferred PLMN/access technology combinations is a part of UE subscription.
Observation 1: The list of preferred PLMN/access technology combinations is a part of UE subscription.
TS 23.502 v1.3.0 expects that changes of UE's subscription are provided to the UE using the UE configuration update procedure:
------------
[bookmark: _Toc493855831]4.2.4	UE Configuration Update
[bookmark: _Toc493855832]4.2.4.1	General
This procedure is used when AMF wants to change the UE configuration. The procedure applies only to information in the UE that does not require negotiation between the UE and the network. 
This procedure is also used to trigger UE Registration Update procedure to modify parameters that require negotiation (e.g. MICO mode) or to request the UE to perform Registration Update procedure (e.g. for changes to Allowed NSSAI that require re-registration). 
If the AMF wants to update NAS parameters in the UE which require UE acknowledgement, then the AMF provides an indication to the UE of whether the UE shall acknowledge the command or not. The AMF should not request acknowledgement of the NITZ command. The AMF shall request acknowledgement for NSSAI information (e.g. Allowed NSSAI), 5G-GUTI, TAI List, and Mobility Restrictions. 
[bookmark: _Toc493855833]4.2.4.2	UE Configuration Update procedure


Figure 4.2.4.2-1 UE Configuration Update procedure
0. AMF determines the necessity of UE configuration change due to various reasons (e.g. UE mobility change, NW policy, UE subscription change) or that the UE needs to perform a Registration Procedure. If a UE is in CM-IDLE, the AMF triggers Network Triggered Service Request (in clause 4.2.3.4).
The AMF may include Handover Restriction List in N2 message that delivers UE Configuration Update command to the UE if the service area restriction for the UE is updated.
1.	The AMF sends UE Configuration Update command containing UE parameter (5G-GUTI, TAI List, Allowed NSSAI, NITZ, Mobility Restrictions, LADN Information, UE Configuration Update cause) to UE. 
	The AMF includes only one or more of 5G-GUTI, TAI List, Allowed NSSAI, NITZ (Network Identity and Time Zone),Mobility Restrictions parameters or  LADN Information if the AMF wants to update these NAS parameters without triggering UE re-registration.
	The AMF includes in the UE Configuration Update Command also a UE Configuration Update cause indicating whether the UE shall acknowledge the command or, in case the command is sent to trigger re-registration, containing Registration Update Request parameter, which indicates the cause for the re-registration and related information on UE behaviour (e.g. wait for CM-IDLE to perform re-registration).
2.	If the UE Configuration Update cause requires acknowledgement of the UE Configuration Update Command, then the UE shall send a UE Configuration Update complete message to the AMF. The AMF should request acknowledgement for all UE Configuration Updates, except for NITZ.
NOTE:	Receiving UE Configuration Update command without a cause indicating the need to perform re-registration, can still trigger Registration Update procedure by the UE for other reasons.
------------
Observation 2: According to TS 23.502, changes of UE's subscription are provided to the UE using the UE configuration update procedure.
Proposal: Use the UE configuration update procedure to deliver the list of preferred PLMN/access technology combinations from the AMF to the UE.
3. Conclusions
Observation 1: The list of preferred PLMN/access technology combinations is a part of UE subscription.
Observation 2: According to TS 23.502, changes of UE's subscription are provided to the UE using the UE configuration update procedure.
Proposal: Use the UE configuration update procedure to deliver the list of preferred PLMN/access technology combinations from the AMF to the UE.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 24.890.


* * * Change * * *
[bookmark: _Toc492387461][bookmark: _Toc492388053][bookmark: _Toc492393938][bookmark: _Toc492394527][bookmark: _Toc492455359][bookmark: _Toc492455949][bookmark: _Toc492465769][bookmark: _Toc492466359][bookmark: _Toc498334201][bookmark: _Toc476900506][bookmark: _Toc217388559][bookmark: _Toc479765890][bookmark: _Toc476900443][bookmark: _Toc484956635][bookmark: _Toc485044076][bookmark: _Toc485217722][bookmark: _Toc485219891][bookmark: _Toc485220245]5.2.4	Procedure for steering of UE in VPLMN
[bookmark: _Toc498334202]5.2.4.1	General
[bookmark: _GoBack]The purpose of the procedure for steering of UE in VPLMN is to allow the HPLMN to update the list of preferred PLMN/access technology combinations at the UE via NAS signalling. The HPLMN updates the list of preferred PLMN/access technology combinations e.g. depending on the PLMN where the UE is registered or when required by HPLMN operator policies.
The VPLMN shall not be able to modify the list of preferred PLMN/access technology combinations sent by the HPLMN. The UE shall be able to verify the integrity of the received list of preferred PLMN/access technology combinations.
Editor's note:	SA3 needs to confirm whether it is feasible to ensure the VPLMN cannot alter the contents of the list of preferred PLMN/access technology combinations sent to the UE by the VPLMN.
Editor's note:	End-to-end security between HPLMN and roaming UEs will be defined following SA3 recommendations.
[bookmark: _Toc492387462][bookmark: _Toc492388054][bookmark: _Toc492393939][bookmark: _Toc492394528][bookmark: _Toc492455360][bookmark: _Toc492455950][bookmark: _Toc492465770][bookmark: _Toc492466360]Editor's note:	Whether the UE needs to maintain a per PLMN counter to track the number of times the integrity check of the received information has failed is FFS.
[bookmark: _Toc498334203]5.2.4.2	Initiation of the procedure for steering of UE in VPLMN
[bookmark: _Hlk495407930]In order to provide the list of preferred PLMN/access technology combinations to the UE, the AMF shall perform the generic UE configuration update procedure as specified in subclause 8.5.1.2. The AMF shall include the list of preferred PLMN/access technology combinations in the CONFIGURATION UPDATE COMMAND message. The AMF shall require a confirmation response in order to ensure that the list of preferred PLMN/access technology combinations has been updated by the UE.
Editor's note:	The NAS message used to send the list of preferred PLMN/access technology combinations to the UE is FFS.
Editor's note:	Additional information included in the NAS message to enable the UE to verify the integrity of the received list of preferred PLMN/access technology combinations needs to be specified in SA3.
[bookmark: _Hlk496664567]Editor's note:	How the UE can detect whether the VPLMN has ignored the updated list of preferred PLMN/access technology combinations received from the HPLMN and has not passed it onto the UE is FFS.
Editor's note:	Whether a solution needs to be specified for the case when the length of the encoded updated list of preferred PLMN/access technology combinations is greater than 65,535 octets is FFS.
[bookmark: _Toc498334204]5.2.4.3	Procedure for steering of UE in VPLMN accepted by the UE
Upon receiving a CONFIGURATION UPDATE COMMAND message with an updated list of preferred PLMN/access technology combinations, the UE shall verify the integrity of the received list of preferred PLMN/access technology combinations. If the integrity check passes, the UE shall:
-	replace the highest priority entries in the "Operator Controlled PLMN Selector with Access Technology" list stored in the ME with the received list of preferred PLMN/access technology combinations;
-	delete the PLMNs identified by the received list of preferred PLMN/access technology combinations from the Forbidden PLMN list, if they are present in this list. This includes any information stored in the USIM and the ME internal memory; 
-	take the new information into account in subsequent attempts to access a higher priority PLMN; and
-	attempt to obtain service on a higher priority PLMN as specified in 3GPP TS 23.122 [7] by acting as if timer T that controls periodic attempts (see 3GPP TS 23.122 [7]) has expired.
[bookmark: _Toc498334205]5.2.4.4	Procedure for steering of UE in VPLMN not accepted by the UE
Editor's note:	The UE behavior when the integrity check of the updated list of preferred PLMN/access technology combinations fails at the UE is FFS.
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