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***** The first change *****
4.2A
Transport mechanisms

This document makes no requirement on the transport protocol used to transfer signalling information over and above that specified in RFC 3261 [26] clause 18, unless such requirement is defined in the access technology specific annex for the current access technology (see subclause 3A). However, the UE and IM CN subsystem entities shall transport SIP messages longer than 1300 bytes according to the procedures of RFC 3261 [26] subclause 18.1.1, even if a mechanism exists of discovering a maximum transmission unit size longer than 1500 bytes.

NOTE 1:
Support of SCTP as specified in RFC 4168 [96] is optional for IM CN subsystem entities implementing the role of a UA or proxy. SCTP transport between the UE and P-CSCF is not supported in the present document. Support of the SCTP transport is currently not described in 3GPP TS 33.203 [19].

For initial REGISTER requests, the UE and the P-CSCF shall apply port handling according to subclause 5.1.1.2 and subclause 5.2.2.

The UE and the P-CSCF shall send and receive request and responses other than initial REGISTER requests on the protected ports as described in 3GPP TS 33.203 [19].

In case of an emergency session if the UE does not have sufficient credentials to authenticate with the IM CN subsystem and regulations allow, the UE and P-CSCF shall send request and responses other than initial REGISTER requests on non protected ports.

NOTE 2:
When TCP is used to carry SIP signalling between the UE and the P-CSCF, it is known that there is no NAT between the UE and the P-CSCF and neither TLS nor the multiple registration mechanism is used, then both the UE and the P-CSCF can decide to close an existing TCP connection subject to the conditions described in RFC 3261 [26].
***** The 2nd change *****
B.3.1
Procedures at the UE

B.3.1.0
Registration and authentication

The UE shall perform reregistration of a previously registered public user identity bound to any one of its contact addresses when changing to an IP-CAN for which usage is specified in annex R. The reregistration is performed using the new IP-CAN.
NOTE 1:
This document does not specify how the UE detects that the used IP-CAN has changed. The information that is forcing the reregistration is also used to generate the content for the P-Access-Network-Info header field.

NOTE 2:
The UE will send the reregistration irrespective of whether it has a SIP dialog or not.
If the UE supports the 3GPP PS data off, then the UE shall in all REGISTER requests include the "+g.3gpp.ps-data-off" header field parameter defined in subclause 7.9.8 set to a value indicating the 3GPP PS data off status.

When the UE sends a REGISTER request, if the 3GPP PS data off status is "active", then the UE shall only include media feature tags associated with services that are 3GPP PS data off exempt services in the g.3gpp.icsi-ref media feature tag, as defined in subclause 7.9.2 and RFC 3840 [62], for the IMS communication services it intends to use.
If the UE is registered , and the 3GPP PS data off status is changed, then the UE shall perform a reregistration of the previously registered public user identity.

B.3.1.1
P-Access-Network-Info header field
The UE shall always include the P-Access-Network-Info header field where indicated in subclause 5.1.

B.3.1.1A
Cellular-Network-Info header field

Not applicable.
B.3.1.2
Availability for calls

The UE indicates to the non-access stratum the status of being available for voice over PS when:

1)
the UE is capable of receiving any (but not necessarily all) of the media types which the CS domain supports, such that the media type can also be used when accessing the IM CN subsystem using the current IP-CAN;
2)
if the media type of item 1 is an "audio" media type, the UE supports codecs suitable for (conversational) speech, the "audio" media type is not restricted from inclusion in an SDP message according to the media type restriction policy as specified in subclause 6.1.1, and:
a)
3GPP PS data off status is "inactive"; or

b)
3GPP PS data off status is "active" and MMTEL voice is a 3GPP PS data off exempt service; and

3)
the UE determines a contact has been bound to a public user identity using the IP-CAN, such that this contact is expected to be used for the delivery of incoming requests in the IM CN subsystem relating to such media.
The UE indicates to the non-access stratum the status of being not available for voice over PS when these conditions are no longer met.
NOTE:
The status of being not available for voice over PS is used for domain selection for UE originating sessions / calls specified in 3GPP TS 23.221 [6] subclause 7.2a.
B.3.1.2A
Availability for SMS

The UE determines that the UE is able to use SMS using IMS if the UE:

I)
is capable of using the MIME type "application/vnd.3gpp.sms" (see 3GPP TS 24.341 [8L]), such that the MIME type can also be used when accessing the IM CN subsystem using the current IP-CAN;

II)
supports the role of an SM-over-IP sender (see 3GPP TS 24.341 [8L]);
IIA)
determines the PDP context used for SIP signalling exists;
III)
determines a contact has been bound to a public user identity using the IP-CAN, such that this contact is expected to be used for the delivery of incoming requests in the IM CN subsystem relating to such media;

IV)
the UE does not determine that SMS over IP is restricted in 3GPP TS 24.341 [8L] subclause 5.2.1.3; and

V)
the 3GPP PS data off status is:

-
"inactive"; or

-
"active" and SMS over IMS is a 3GPP PS data off exempt service.
When above criteria are not matched, the UE determines that SMS using IMS is unavailable.

NOTE:
The status that SMS using IMS is unavailable is used for domain selection for UE originating SMS specified in 3GPP TS 23.221 [6] subclause 7.2c.
B.3.1.3
Authorization header field
Void.
B.3.1.4
SIP handling at the terminating UE when precondition is not supported in the received INVITE request, the terminating UE does not have resources available and IP-CAN performs network-initiated resource reservation for the terminating UE

Upon receiving an INVITE request not including the "precondition" option-tag in the Supported header field and not including the "precondition" option-tag in the Require header field, and the IP-CAN performs network-initiated resource reservation for the UE, the UE:

1)
if the INVITE request contains an SDP offer and the local resources required at the terminating UE for the received SDP offer are not available:

a)
shall not alert the user; and

b)
shall send 183 (Session Progress) response to the INVITE request without waiting for resource reservation and without alerting the user. If the INVITE request includes a Supported header field indicating support of reliable provisional responses, the UE shall send the 183 (Session Progress) response reliably. In the 183 (Session Progres) response, the UE shall include an SDP answer; and

2)
if the INVITE request does not contain an SDP offer and the INVITE request includes a Supported header field indicating support of reliable provisional responses:

a)
shall generate an SDP offer; and

b)
if the local resources required at the terminating UE for the generated SDP offer are not available:

A)
shall not alert the user; and

B)
shall reliably send 183 (Session Progress) response to the INVITE request without waiting for resource reservation and without alerting the user. In the 183 (Session Progres) response, the UE shall include the generated SDP offer.

Upon successful reservation of local resources, if the precondition mechanism is not used by the terminating UE, the UE can send 180 (Ringing) response to the INVITE request and can alert the user.
B.3.1.5
3GPP PS data off

If the 3GPP PS data off status is "active" the UE shall only send initial requests that:

1)
are associated with a 3GPP IMS service which enforces 3GPP PS data off;

NOTE:
These services are specified in 3GPP TS 22.011 [1C], and enforcement of 3GPP PS data off is described in the respective service specifications.
2)
are associated with an emergency service; or

3)
are associated with 3GPP PS data off exempt services configured in the UE using one or more of the following methods:

-
the non_3GPP_ICSIs_exempt node specified in 3GPP TS 24.167 [8G]; or

-
the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C].


If the UE is configured with both the non_3GPP_ICSIs_exempt node of 3GPP TS 24.167 [8G] and the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], then the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C] shall take precedence.

If the 3GPP PS data off status changes from "inactive" to "active" the UE shall release all dialogs that

1)
are not associated with a 3GPP IMS service which enforces 3GPP PS data off;

NOTE:
These services are specified in 3GPP TS 22.011 [1C], and enforcement of 3GPP PS data off is described in the respective service specifications.
2)
are not associated with an emergency service; and
3)
are not associated with 3GPP data off exempt services configured in the UE using one or more of the following methods:

-
the non_3GPP_ICSIs_exempt node specified in 3GPP TS 24.167 [8G]; or

-
the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C].


If the UE is configured with both the non_3GPP_ICSIs_exempt node of 3GPP TS 24.167 [8G] and the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], then the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C] shall take precedence.

B.3.1.6
Transport mechanisms
No additional requirements are defined.
***** The 3rd change *****
E.3.1
Procedures at the UE
E.3.1.0
Registration and authentication

In order to reach IMS in some access networks, the UE may support: 

-
address and/or port number conversions provided by a NA(P)T or NA(P)T-PT as described in annex F and annex K; and 

-
UE requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y]. 

If a UE supports one or both of these capabilities then a UE may progressively try them to overcome failure to reach the IMS. Use of these capabilities shall have the following priority order: 

1)
UE uses neither capability because reaching the IMS without an intervening NA(P)T, NA(P)T-PT, or tunnel is preferred. 

2)
UE may use address and/or port number conversions provided by a NA(P)T or NA(P)T-PT as described in either annex F or annex K.

3)
UE may use the UE requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y]. If the UE uses the UE-requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y], the UE considers itself to:

-
be configured to send keep-alives;

-
be directly connected to an IP-CAN for which usage of NAT is defined; and

-
be behind a NAT.
Optional procedures apply when the UE is supporting traversal of restrictive non-3GPP access network using STUN/TURN/ICE, as follows:

a)
the protection of SIP messages is provided by utilizing TLS as defined in 3GPP TS 33.203 [19];
b)
the mechanisms specified in this annex shall only be applicable when the IP traffic to the IMS core does not traverse through the Evolved Packet Core (EPC);
c)
the UE shall establish the TLS connection to the P-CSCF on port 443 as defined in 3GPP TS 33.203 [19]. The UE shall use SIP digest with TLS for registration as specified in subclause 5.1. If the TLS connection is established successfully, the UE sends SIP signalling over the TLS connection to the P-CSCF;

d)
the UE shall support the keep-alive procedures described in RFC 6223 [143];
NOTE 1:
If the UE is configured to use an HTTP proxy, the UE use the HTTP CONNECT method specified in RFC 2817 [220] to request the HTTP proxy to establish the TCP connection with the P-CSCF. Once the UE has received a positive reply from the proxy that the TCP connection has been established, the UE initiates the TLS handshake with the P-CSCF and establishes the TLS connection.
e)
the procedures described in subclause K.5.2 apply with the additional procedures described in the present subclause;
f)
when using the ICE procedures for traversal of restrictive non-3GPP access network, the UE shall support the ICE TCP as specified in RFC 6544 [131] and TURN TCP as specified in RFC 6062 [221].
g)
if the UE is configured to use TURN over TCP on port 80, the UE shall establish the TCP connection to TURN server on port 80. If the UE is configured to use TURN over TLS on port 443, the UE shall establish the TLS connection to the TURN server on port 443 as defined in 3GPP TS 33.203 [19]. If the UE is configured to use both, the UE should prefer to use TURN over TCP on port 80 to avoid TLS overhead;
h)
if the connection is established successfully, the UE sends TURN control messages and media packets over the connection as defined in RFC 5766 [101].
NOTE 2:
If the UE is configured to use an HTTP proxy, the UE use the HTTP CONNECT method specified in RFC 2817 [220] to request the HTTP proxy to establish the TCP connection with the TURN server. Then, if the UE is configured to use TURN over TLS on port 443 and the UE has received a positive reply from the proxy that the TCP connection has been established, the UE initiates the TLS handshake with the TURN server and establishes the TLS connection.
E.3.1.1
P-Access-Network-Info header field
The UE may, but need not, include the P-Access-Network-Info header field where indicated in subclause 5.1.

E.3.1.1A
Cellular-Network-Info header field

Not applicable.
E.3.1.2
Availability for calls

Not applicable.

E.3.1.2A
Availability for SMS

Void.
E.3.1.3
Authorization header field
When using SIP digest or SIP digest without TLS, the UE need not include an Authorization header field on sending a REGISTER request, as defined in subclause 5.1.1.2.1.

NOTE:
In case the Authorization header field is absent, the mechanism only supports that one public user identity is associated with only one private user identity. The public user identity is set so that it is possible to derive the private user identity from the public user identity by removing SIP URI scheme and the following parts of the SIP URI if present: port number, URI parameters, and To header field parameters. Therefore, the public user identity used for registration in this case cannot be shared across multiple UEs. Deployment scenarios that require public user identities to be shared across multiple UEs that don't include an private user identity in the initial REGISTER request can be supported as follows:

- Assign each sharing UE a unique public user identity to be used for registration,
- Assign the shared public user identitiess to the implicit registration set of the unique registering public user identities assigned to each sharing UE.
E.3.1.4
SIP handling at the terminating UE when precondition is not supported in the received INVITE request, the terminating UE does not have resources available and IP-CAN performs network-initiated resource reservation for the terminating UE

Not applicable.

E.3.1.5
3GPP PS data off

Not applicable.
E.3.1.6
Transport mechanisms

No additional requirements are defined.
***** The 4th change *****
H.3.1
Procedures at the UE

H.3.1.0
Void

H.3.1.1
P-Access-Network-Info header field
If the UE is aware of the access technology, the UE shall include the P-Access-Network-Info header field where indicated in subclause 5.1.

H.3.1.1A
Cellular-Network-Info header field

Not applicable.
H.3.1.2
Availability for calls

Not applicable.

H.3.1.2A
Availability for SMS

Void.
H.3.1.3
Authorization header field
When using SIP digest or SIP digest without TLS, the UE need not include an Authorization header field on sending a REGISTER request, as defined in subclause 5.1.1.2.1.

NOTE:
In case the Authorization header field is absent, the mechanism only supports that one public user identity is associated with only one private user identity. The public user identity is set so that it is possible to derive the private user identity from the public user identity by removing SIP URI scheme and the following parts of the SIP URI if present: port number, URI parameters, and To header field parameters. Therefore, the public user identity used for registration in this case cannot be shared across multiple UEs. Deployment scenarios that require public user identities to be shared across multiple UEs that don't include an private user identity in the initial REGISTER request can be supported as follows:

- Assign each sharing UE a unique public user identity to be used for registration,
- Assign the shared public user identitiess to the implicit registration set of the unique registering public user identities assigned to each sharing UE.
H.3.1.4
SIP handling at the terminating UE when precondition is not supported in the received INVITE request, the terminating UE does not have resources available and IP-CAN performs network-initiated resource reservation for the terminating UE

Not applicable.

H.3.1.5
3GPP PS data off

Not applicable.
H.3.1.6
Transport mechanisms

No additional requirements are defined.
***** The 5th change *****
L.3.1
Procedures at the UE

L.3.1.0
Registration and authentication

The UE shall perform reregistration of a previously registered public user identity bound to any one of its contact addresses when changing to an IP-CAN for which usage is specified in annex R. The reregistration is performed using the new IP-CAN.
NOTE 1:
This document does not specify how the UE detects that the used IP-CAN has changed. The information that is forcing the reregistration is also used to generate the content for the P-Access-Network-Info header field.

NOTE 2:
The UE will send the reregistration irrespective of whether it has a SIP dialog or not.
If the UE supports the 3GPP PS data off, then the UE shall in all REGISTER requests include the "+g.3gpp.ps-data-off" header field parameter defined in subclause 7.9.8 set to a value indicating the 3GPP PS data off status.

When the UE sends a REGISTER request, if the 3GPP PS data off status is "active", then the UE shall only include media feature tags associated with services that are 3GPP PS data off exempt services in the g.3gpp.icsi-ref media feature tag, as defined in subclause 7.9.2 and RFC 3840 [62], for the IMS communication services it intends to use.
If the UE is registered , and the 3GPP PS data off status is changed, then the UE shall perform a reregistration of the previously registered public user identity.

L.3.1.1
P-Access-Network-Info header field
The UE shall always include the P-Access-Network-Info header field where indicated in subclause 5.1.

L.3.1.1A

Cellular-Network-Info header field

Not applicable.
L.3.1.2
Availability for calls

This subclause documents the minimal requirements for being available for voice communication services when using EPS.

A UE shall perform an initial registration as specified in subclause 5.1.1.2 using an EPS bearer context for SIP signalling (see annex L.2.2.1), if all the following conditions are met:

1)
if the UE is operating in one of the following modes of operation (see 3GPP TS 24.301 [8J]):

a)
PS mode 1;

b)
CS/PS mode 1 and the UE is attached for EPS-Services only;

2)
if the UE is capable of receiving any (but not necessarily all) of the media types which the CS domain supports, such that the media type can also be used when accessing the IM CN subsystem using the current IP-CAN;
3)
if:

a)
the media type of item 2 is an "audio" media type
b)
the UE supports codecs suitable for (conversational) speech; and

c)
the "audio" media type is not restricted from inclusion in an SDP message according to the media type restriction policy as specified in subclause 6.1.1


and one of the following is true:
a)
3GPP PS data off status is "inactive"; or

b)
3GPP PS data off status is "active" and MMTEL voice is a 3GPP PS data off exempt service;

4)
if the UE determines that its contact has not been bound to a public user identity using the IP-CAN, such that the contact is expected to be used for the delivery of incoming requests in the IM CN subsystem relating to the media of item 2 and item 3;
5)
if the IMSVoPS indicator, provided by the lower layers (see 3GPP TS 24.301 [8J]), indicates voice is supported;

6)
if the procedures to perform the initial registration are enabled (see 3GPP TS 24.305 [8T]); and
7)
if the EPS bearer context used for SIP signalling is:

a)
available; or

b)
not available, and the UE:

i.
is allowed to send a PDN CONNECTIVITY REQUEST message to establish an EPS bearer context that is needed for performing the initial registration; or

ii.
is allowed to send a BEARER RESOURCE ALLOCATION REQUEST message, wishes to establish an EPS bearer with the correct QCI and TFT for performing the initial registration, and a default EPS bearer context for the APN exists.

NOTE 1:
3GPP TS 24.301 [8J] specifies conditions that prevent the UE from sending a PDN CONNECTIVITY REQUEST message or a BEARER RESOURCE ALLOCATION REQUEST message.
NOTE 2:
Regardless of any of the above conditions, a UE might attempt to register with the IM CN subsystem at any time.

EXAMPLE:
As an example of the note, a UE configured to preferably attempt to use the EPS to access IM CN subsystem can perform an initial registration as specified in subclause 5.1.1.2, if the conditions in items 2, 3, 4, 5, 6 and 7 in this subclause, evaluate to true.

The UE indicates to the non-access stratum the status of being available for voice over PS when:

I)
the UE is capable of receiving any (but not necessarily all) of the media types which the CS domain supports, such that the media type can also be used when accessing the IM CN subsystem using the current IP-CAN;
II)
if the media type of item I is an "audio" media type, the UE supports codecs suitable for (conversational) speech, the "audio" media type is not restricted from inclusion in an SDP message according to the media type restriction policy as specified in subclause 6.1.1, and:
a)
3GPP PS data off status is "inactive"; or

b)
3GPP PS data off status is "active" and MMTEL voice is a 3GPP PS data off exempt service; and

III)
the UE determines a contact has been bound to a public user identity using the IP-CAN, such that this contact is expected to be used for the delivery of incoming requests in the IM CN subsystem relating to such media.
The UE indicates to the non-access stratum the status of being not available for voice over PS when:

I)
in response to receiving the IMSVoPS indicator indicating voice is supported, the UE:

-
initiated an initial registration as specified in subclause 5.1.1.2, received a final response to the REGISTER request sent, but the conditions for indicating the status of being available for voice over PS are not met; or

-
did not initiate an initial registration as specified in subclause 5.1.1.2 and, these conditions for indicating the status of being available for voice over PS are not met; or
II)
the conditions for indicating the status of being available for voice over PS are no longer met.
NOTE 3:
The status of being not available for voice over PS is used for domain selection for UE originating sessions / calls specified in 3GPP TS 23.221 [6] subclause 7.2a.
L.3.1.2A
Availability for SMS

The UE determines that the UE is able to use SMS using IMS if the UE:

I)
is capable of using the MIME type "application/vnd.3gpp.sms" (see 3GPP TS 24.341 [8L]), such that the MIME type can also be used when accessing the IM CN subsystem using the current IP-CAN;

II)
supports the role of an SM-over-IP sender (see 3GPP TS 24.341 [8L]);
IIA)
determines the EPS bearer context used for SIP signalling exists;
III)
determines a contact has been bound to a public user identity using the IP-CAN, such that this contact is expected to be used for the delivery of incoming requests in the IM CN subsystem relating to such media;

IV)
the UE does not determine that SMS over IP is restricted in 3GPP TS 24.341 [8L] subclause 5.2.1.3; and

V)
the 3GPP PS data off status is:

-
"inactive"; or

-
"active" and SMS over IMS is a 3GPP PS data off exempt service.
When above criteria are not matched, the UE determines that SMS using IMS is unavailable.

NOTE:
The status that SMS using IMS is unavailable is used for domain selection for UE originating SMS specified in 3GPP TS 23.221 [6] subclause 7.2c.
L.3.1.3
Authorization header field
Void.
L.3.1.4
SIP handling at the terminating UE when precondition is not supported in the received INVITE request, the terminating UE does not have resources available and IP-CAN performs network-initiated resource reservation for the terminating UE

Upon receiving an INVITE request not including the "precondition" option-tag in the Supported header field and not including the "precondition" option-tag in the Require header field, and the IP-CAN performs network-initiated resource reservation for the UE, the UE:

1)
if the INVITE request contains an SDP offer and the local resources required at the terminating UE for the received SDP offer are not available:

a)
shall not alert the user; and

b)
shall send 183 (Session Progress) response to the INVITE request without waiting for resource reservation and without alerting the user. If the INVITE request includes a Supported header field indicating support of reliable provisional responses, the UE shall send the 183 (Session Progress) response reliably. In the 183 (Session Progres) response, the UE shall include an SDP answer; and

2)
if the INVITE request does not contain an SDP offer and the INVITE request includes a Supported header field indicating support of reliable provisional responses:

a)
shall generate an SDP offer;

b)
if the local resources required at the terminating UE for the generated SDP offer are not available:

A)
shall not alert the user; and

B)
shall reliably send 183 (Session Progress) response to the INVITE request without waiting for resource reservation and without alerting the user. In the 183 (Session Progres) response, the UE shall include the generated SDP offer.

Upon successful reservation of local resources, if the precondition mechanism is not used by the terminating UE, the UE can send 180 (Ringing) response to the INVITE request and can alert the user.

L.3.1.5
3GPP PS data off

If the 3GPP PS data off status is "active" the UE shall only send initial requests that:

1)
are associated with a 3GPP IMS service which enforces 3GPP PS data off;

NOTE:
These services are specified in 3GPP TS 22.011 [1C], and enforcement of 3GPP PS data off is described in the respective service specifications.
2)
are associated with an emergency service; or

3)
are associated with 3GPP PS data off exempt services configured in the UE using one or more of the following methods:

-
the non_3GPP_ICSIs_exempt node specified in 3GPP TS 24.167 [8G]; or

-
the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C].


If the UE is configured with both the non_3GPP_ICSIs_exempt node of 3GPP TS 24.167 [8G] and the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], then the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C] shall take precedence.

If the 3GPP PS data off status changes from "inactive" to "active" the UE shall release all dialogs that

1)
are not associated with a 3GPP IMS service which enforces 3GPP PS data off;

NOTE:
These services are specified in 3GPP TS 22.011 [1C], and enforcement of 3GPP PS data off is described in the respective service specifications.
2)
are not associated with an emergency service; and
3)
are not associated with 3GPP data off exempt services configured in the UE using one or more of the following methods:

-
the non_3GPP_ICSIs_exempt node specified in 3GPP TS 24.167 [8G]; or

-
the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C].


If the UE is configured with both the non_3GPP_ICSIs_exempt node of 3GPP TS 24.167 [8G] and the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C], then the non_3GPP_ICSIs_exempt node in the EF3GPPPSDATAOFFservicelist file described in 3GPP TS 31.102 [15C] shall take precedence.

L.3.1.6
Transport mechanisms

No additional requirements are defined.
***** The 6th change *****
M.3.1
Procedures at the UE
M.3.1.0
Void

M.3.1.1
P-Access-Network-Info header field
The UE shall always include the P-Access-Network-Info header field where indicated in subclause 5.1.

M.3.1.1A
Cellular-Network-Info header field

Not applicable.
M.3.1.2
Availability for calls

Not applicable.

M.3.1.2A
Availability for SMS

Void.
M.3.1.3
Authorization header field
When using SIP digest or SIP digest without TLS, the UE need not include an Authorization header field on sending a REGISTER request, as defined in subclause 5.1.1.2.1.

NOTE:
In case the Authorization header field is absent, the mechanism only supports that one public user identity is associated with only one private user identity. The public user identity is set so that it is possible to derive the private user identity from the public user identity by removing SIP URI scheme and the following parts of the SIP URI if present: port number, URI parameters, and To header field parameters. Therefore, the public user identity used for registration in this case cannot be shared across multiple UEs. Deployment scenarios that require public user identities to be shared across multiple UEs that don't include an private user identity in the initial REGISTER request can be supported as follows:

- Assign each sharing UE a unique public user identity to be used for registration,
- Assign the shared public user identitiess to the implicit registration set of the unique registering public user identities assigned to each sharing UE.
M.3.1.4
SIP handling at the terminating UE when precondition is not supported in the received INVITE request, the terminating UE does not have resources available and IP-CAN performs network-initiated resource reservation for the terminating UE

Not applicable.

M.3.1.5
3GPP PS data off

Not applicable.
M.3.1.6
Transport mechanisms

No additional requirements are defined.

***** The 7th change *****
O.3.1
Procedures at the UE

O.3.1.0
Void

O.3.1.1
P-Access-Network-Info header field
The UE shall always include the P-Access-Network-Info header field where indicated in subclause 5.1.

O.3.1.1A
Cellular-Network-Info header field

Not applicable.
O.3.1.2
Availability for calls

Not applicable.

O.3.1.2A
Availability for SMS

Void.
O.3.1.3
Authorization header field
When using SIP digest or SIP digest without TLS, the UE need not include an Authorization header field on sending a REGISTER request, as defined in subclause 5.1.1.2.1.

NOTE:
In case the Authorization header field is absent, the mechanism only supports that one public user identity is associated with only one private user identity. The public user identity is set so that it is possible to derive the private user identity from the public user identity by removing SIP URI scheme and the following parts of the SIP URI if present: port number, URI parameters, and To header field parameters. Therefore, the public user identity used for registration in this case cannot be shared across multiple UEs. Deployment scenarios that require public user identities to be shared across multiple UEs that don't include an private user identity in the initial REGISTER request can be supported as follows:

- Assign each sharing UE a unique public user identity to be used for registration,
- Assign the shared public user identitiess to the implicit registration set of the unique registering public user identities assigned to each sharing UE.
O.3.1.4
SIP handling at the terminating UE when precondition is not supported in the received INVITE request, the terminating UE does not have resources available and IP-CAN performs network-initiated resource reservation for the terminating UE

Not applicable.

O.3.1.5
3GPP PS data off

Not applicable.
O.3.1.6
Transport mechanisms

No additional requirements are defined.
***** The 8th change *****
Q.3.1
Procedures at the UE
Q.3.1.0
Void

Q.3.1.1
P-Access-Network-Info header field
The cdma2000® 1x FAP shall include the P-Access-Network-Info header field where indicated in subclause 5.1.
Q.3.1.1A
Cellular-Network-Info header field

Not applicable.
Q.3.1.2
Availability for calls

Not applicable.

Q.3.1.2A
Availability for SMS

Void.
Q.3.1.3
Authorization header field
Void.
Q.3.1.4
SIP handling at the terminating UE when precondition is not supported in the received INVITE request, the terminating UE does not have resources available and IP-CAN performs network-initiated resource reservation for the terminating UE

Not applicable.

Q.3.1.5
3GPP PS data off

Not applicable.
Q.3.1.6
Transport mechanisms

No additional requirements are defined.
***** The 9th change *****
R.3.1
Procedures at the UE

R.3.1.0
Registration and authentication

Editor's note: [WID: TURAN-CT, CR#4993]: Best usage of this FTT-IMS establishment is when the UE does not establish the IKEv2 security association which is an option not specified in subclause R.2.2.1. This requires further study.

In order to reach the IM CN subsystem in some untrusted access networks, the UE may support: 

-
address and/or port number conversions provided by a NA(P)T or NA(P)T-PT as described in annex F and annex K; or

-
the IP UE requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y], which is applicable to direct access to an external IP network and not applicable to access through a PLMN.

If a UE supports one or both of these capabilities then a UE may progressively try them to overcome failure to reach the IPM CN subsystem. Use of these capabilities shall have the following priority order:

1)
UE does not use capability because reaching the IMS without an intervening NA(P)T, NA(P)T-PT, or tunnel is preferred. 

2)
UE may use address and/or port number conversions provided by a NA(P)T or NA(P)T-PT as described in either annex F or annex K.

3)
UE may use the UE requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y]. If the UE uses the UE-requested FTT-IMS establishment procedure specified in 3GPP TS 24.322 [8Y], the UE considers itself to:

-
be configured to send keep-alives;

-
be directly connected to an IP-CAN for which usage of NAT is defined; and

-
be behind a NAT.
Optional procedures apply when the UE is supporting traversal of restrictive non-3GPP access network using STUN/TURN/ICE, as follows:

a)
the protection of SIP messages is provided by utilizing TLS as defined in 3GPP TS 33.203 [19];
b)
the mechanisms specified in this annex shall only be applicable when the IP traffic to the IMS core does not traverse through the Evolved Packet Core (EPC);
c)
the UE shall establish the TLS connection to the P-CSCF on port 443 as defined in 3GPP TS 33.203 [19]. The UE shall use SIP digest with TLS for registration as specified in subclause 5.1. If the TLS connection is established successfully, the UE sends SIP signalling over the TLS connection to the P-CSCF;

d)
the UE shall support the keep-alive procedures described in RFC 6223 [143];
NOTE 1:
If the UE is configured to use an HTTP proxy, the UE use the HTTP CONNECT method specified in RFC 2817 [220] to request the HTTP proxy to establish the TCP connection with the P-CSCF. Once the UE has received a positive reply from the proxy that the TCP connection has been established, the UE initiates the TLS handshake with the P-CSCF and establishes the TLS connection.
e)
the procedures described in subclause K.5.2 apply with the additional procedures described in the present subclause;
f)
when using the ICE procedures for traversal of restrictive non-3GPP access network, the UE shall support the ICE TCP as specified in RFC 6544 [131] and TURN TCP as specified in RFC 6062 [221].
g)
if the UE is configured to use TURN over TCP on port 80, the UE shall establish the TCP connection to TURN server on port 80. If the UE is configured to use TURN over TLS on port 443, the UE shall establish the TLS connection to the TURN server on port 443 as defined in 3GPP TS 33.203 [19]. If the UE is configured to use both, the UE should prefer to use TURN over TCP on port 80 to avoid TLS overhead;
h)
if the connection is established successfully, the UE sends TURN control messages and media packets over the connection as defined in RFC 5766 [101].
NOTE 2:
If the UE is configured to use an HTTP proxy, the UE use the HTTP CONNECT method specified in RFC 2817 [220] to request the HTTP proxy to establish the TCP connection with the TURN server. Then, if the UE is configured to use TURN over TLS on port 443 and the UE has received a positive reply from the proxy that the TCP connection has been established, the UE initiates the TLS handshake with the TURN server and establishes the TLS connection.
The UE shall perform reregistration of a previously registered public user identity bound to any one of its contact addresses when changing to an IP-CAN for which usage is specified in annex B or annex L. The reregistration is performed using the new IP-CAN.
NOTE 3:
This document does not specify how the UE detects that the used IP-CAN has changed. The information that is forcing the reregistration is also used to generate the content for the P-Access-Network-Info header field.

NOTE 4:
The UE will send the reregistration irrespective of whether it has a SIP dialog or not.
R.3.1.1
P-Access-Network-Info header field
The UE shall always include the P-Access-Network-Info header field where indicated in subclause 5.1.

R.3.1.1A
Cellular-Network-Info header field
The UE:

1)
using the Evolved Packet Core (EPC) via Untrusted Wireless Local Access Network (WLAN) as IP-CAN to access the IM CN subsystem; and

2)
supporting one or more cellular radio access technology (e.g. E-UTRAN);

shall always include the Cellular-Network-Info header field specified in subclause 7.2.15, if the information is available, in every request or response in which the P-Access-Network-Info header field is present.
R.3.1.2
Availability for calls

Not applicable.

R.3.1.2A
Availability for SMS

Void.
R.3.1.3
Authorization header field
When using SIP digest or SIP digest without TLS, the UE need not include an Authorization header field on sending a REGISTER request, as defined in subclause 5.1.1.2.1.

NOTE:
In case the Authorization header field is absent, the mechanism only supports that one public user identity is associated with only one private user identity. The public user identity is set so that it is possible to derive the private user identity from the public user identity by removing SIP URI scheme and the following parts of the SIP URI if present: port number, URI parameters, and To header field parameters. Therefore, the public user identity used for registration in this case cannot be shared across multiple UEs. Deployment scenarios that require public user identities to be shared across multiple UEs that don't include an private user identity in the initial REGISTER request can be supported as follows:

-
Assign each sharing UE a unique public user identity to be used for registration,
-
Assign the shared public user identitiess to the implicit registration set of the unique registering public user identities assigned to each sharing UE.
R.3.1.4
SIP handling at the terminating UE when precondition is not supported in the received INVITE request, the terminating UE does not have resources available and IP-CAN performs network-initiated resource reservation for the terminating UE

Not applicable.

R.3.1.5
3GPP PS data off

Not applicable.
R.3.1.6
Transport mechanisms

The transport mechansims as defined in subclause 4.2A are used with an additional requirement:
a) If the UE has attached to the EPC via untrusted non-3gpp access and uses IPSec tunnel mode, in order to reduce the risk of UDP fragmentation, the UE shall decrement the IPSec tunnel overhead from the path MTU between the UE and the ePDG prior applying the transport selection for SIP requests as defined in RFC 3261 [26] subclause 18.1.1.
NOTE 1: The method for discovering the maximum transmission unit for non-3GPP is implementation dependent and out of scope of 3GPP.
***** The 10th change *****
S.3.1
Procedures at the UE

S.3.1.0
Void

S.3.1.1
P-Access-Network-Info header field

The UE may, but need not, include the P-Access-Network-Info header field where indicated in subclause 5.1.

S.3.1.1A
Cellular-Network-Info header field

Not applicable.
S.3.1.2
Availability for calls

Not applicable.

S.3.1.2A
Availability for SMS

Void.

S.3.1.3
Authorization header field

Void
S.3.1.4
SIP handling at the terminating UE when precondition is not supported in the received INVITE request, the terminating UE does not have resources available and IP-CAN performs network-initiated resource reservation for the terminating UE

Not applicable.

S.3.1.5
3GPP PS data off

Not applicable.
S.3.1.6
Transport mechanisms

No additional requirements are defined.
