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1. Introduction
The CR intends to add the 5GSM cause #xx " DN authentication failed" in the section 9.9.

2. Reason for Change
The 5GSM cause #xx "DN authentication failed" is specified in TR 24.890, but this 5GSM cause is missing in the section 9.9.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 v1.1.1.
* * * First Change * * * *

9.9
Cause values for 5GS session management

9.9.1
Causes related to nature of request

Cause #50 – PDU session type IPv4 only allowed

This 5GSM cause is used by the network to indicate that only PDU session type IPv4 is allowed for the requested IP connectivity.

Cause #51 – PDU session type IPv6 only allowed


This 5GSM cause is used by the network to indicate that only PDU session type IPv6 is allowed for the requested IP connectivity.

Cause #xx – DN authentication failed


This 5GSM cause is used by the network to indicate that the requested service was rejected by the network because the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with local policy and user's subscription data.
Cause #yy – Requested DNN not supported in current tracking area


This 5GSM cause is used by the network to indicate that the procedure requested by the UE was rejected as the requested DNN is not supported in the current the current tracking area.
