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1. Introduction
The CR intends to align with SA2 requirement. 

2. Reason for Change
Condition that SMF does not perform secondary authorization/authentication has been defined. 
a) "Emergency Request" or "Existing Emergency PDU Session".
S2-178013 defines that

If the Request Type received in step 3 indicates or "Existing Emergency PDU Session", the SMF shall not perform secondary authorization/authentication
b) "Existing PDU Session".
S2-178016 defines that 

If the Request Type in step 3 indicates "Existing PDU Session", the SMF does not perform secondary authorization/authentication.
Proposal: No secondary authorization/authentication procedure if the request type is "Emergency Request" or "Existing PDU Session".
NOTE: CT1 has not yet defined the request type for referring the PDU session for emergency service, handover-ed between 3GPP access and non-3GPP access. Hence, the "Existing Emergency PDU Session" condition is left for FFS. 

3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 v1.1.1.
* * * First Change * * * *

9.5.2.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.

The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.

If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 9.4.2, "Ethernet" or "Unstructured".

If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.

If the UE requests to establish a new PDU session with a DN, the UE may include the SM PDU DN request container with a DN-specific identity of the UE complying with network access identifier (NAI) format as specified in IETF RFC 4282 [27].

If the UE requests to establish a new PDU session of "IP", "IPv4", "IPv6" or "Ethernet" PDU session type and the UE supports reflective QoS, the UE shall set the RQoS bit to "Reflective QoS supported" in the UE SM capability IE of the PDU SESSION ESTABLISHMENT REQUEST message.
If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure to establish another emergency PDU session.

The UE shall transport:

a)
the PDU SESSION ESTABLISHMENT REQUEST message;
b)
the PDU session ID:
1)
of the existing PDU session, if the UE initiates the UE-requested PDU session establishment procedure upon receiving the PDU SESSION MODIFICATION COMMAND messages with the 5GSM cause IE set to #39 "reactivation requested"; and
2)
of the PDU session being established, otherwise;
c)
the S-NSSAI, if the UE requests a S-NSSAI other than default S-NSSAI and if the request type is not set to "initial emergency request";

d)
and the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN and if the request type is not set to "initial emergency request"; and 
e)
the request type set:

1)
to "initial request", if the UE requests to establish a new non-emergency PDU session;

2)
to "existing PDU session", if the UE requests:

i)
handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access; or

ii)
transfer of an existing PDN connection in the EPS to the 5GS. and

3)
to "initial emergency request", if the UE requests to establish a new emergency PDU session;

using the NAS transport procedure as specified in subclause 8.5.1.1, and the UE shall start timer Tx (see example in figure 9.5.2.2.1).
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Figure 9.5.2.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
If the PDU session authentication and authorization by the external DN is required due to local policy and if the received request type is set to neither "initial emergency request" nor "existing PDU session", the SMF shall check whether the PDU SESSION ESTABLISHMENT REQUEST message includes the PDU DN request container. 
Editor's note:
Once the emergency PDU session request type for handover between 3GPP and non 3GPP is defined, the condition of not executing secondary authorization/authentication above needs to be updated.
If the PDU DN request container is included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall:

-
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is compliant with the local policy and user's subscription data, proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [19] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes; and

-
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #xx "DN authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.

If the PDU DN request container is not included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [19] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes.

If the PDU session ID in the PDU session ID IE of the PDU SESSION ESTABLISHMENT REQUEST message is different from the PDU session ID received from the AMF and a PDU session exists for the PDU session ID received from the AMF, the SMF shall consider that the request for the relocation of SSC mode 3 PDU session anchor with multiple PDU sessions as specified in 3GPP TS 23.502 [10] is accepted by the UE.
