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1. Introduction
The present pCR adds the possibility to update an existing reflective QoS rule with a new QFI value.
It also proposes a value for the standardized precedence value for QoS rules on the UE side and a value range for corresponding PCC rules on the network side.

2. Reason for Change
1. Currently, in subclause 12.4.1.4.4 it is described how the network can prolong the lifetime of an existing derived QoS rule by sending a new DL data packet with associated QFI and RQI so that the UL packet filter derived from the DL packet is the same as the UL packet filter of an existing derived QoS rule:
When the UE detects such a DL data packet, it restarts the timer X supervising the lifetime of the derived QoS rule with its initial value.
But in principle it is possible that the QFI associated with the new DL packet filter is different from the QFI value stored with the derived QoS rule. E.g. the network may want the UE to create a new derived QoS rule with a mapping to a different QFI value, before the lifetime of the existing rule has expired.
It is proposed that for this case the UE shall store the new QFI value with the derived QoS rule when it restarts the timer X.
Accordingly it is proposed to change the title of the subclause to "Updating a derived QoS rule …".

2. Each signalled QoS rule contains only a single precedence value (subclause 12.4.1.4.2), not several values.

3.According to TS 23.501 (v 1.5.0), subclause 5.7.5.2, UE Derived QoS Rule, 
When Reflective QoS is activated the precedence value for all derived QoS rules is set to a standardised value.
But the standardised value cannot be found in stage 2. Apparently SA2 wants to leave it to CT1 to select a specific value.
So far, discussions in SA2 have shown that the standardized precedence value for derived QoS rules should neither be at the very lower end nor at the very upper end of the value range 0 to 255, but "somewhere in between".
Reasoning for this is that there are use cases where the precedence value of the derived QoS rule should be smaller than the value of the signalled rule (i.e. where the derived QoS rule takes precedence over the signalled rule). – We expect that this will be the more frequent case, because the derived QoS has a quite selective packet filter, including both source and target address parameters; whereas a signalled QoS rule can have a less selective packet filter which could include e.g. a source address only or a range of target addresses. So typically the UL packet filter of the derived QoS rule will be used to define some "special handling" for certain UL data packets among the set of data packets matching the packet filter of the signalled QoS rule.
But there could also be uses cases where the network intentionally wants to 'override' the packet filter of a derived QoS rule with a signalled QoS rule (if the network wants to define a new mapping before the lifetime of the derived QoS rule expires). For these cases the precedence value of the signalled QoS rule should be smaller than the one of the derived QoS rules.
We cannot refer to practical experience with RQoS, but based on the above argument (which use case we expect to be more frequent) we suggest to select for the precedence value for all UE derived QoS rules a value of 80 (decimal). 
This value should not be used for any signalled QoS rules, neither by the UE nor by the network, so it is proposed to specify it in the definiton of the QoS rules IE as "reserved".

4. According to TS 23.503 (v 0.4.0), subclause 6.3.1,
<snip>
The Reflective QoS Control indicates to apply reflective QoS for the service data flow. The indication is used to control the RQI marking in the DL packets of the service data flow and may trigger the sending of the RQA parameter for the QoS flow the service data flow is bound to. Reflective QoS is defined in TS 23.501 [2] clause 5.7.5.
NOTE:	While the UE applies a standardized value for the precedence of all UE derived QoS rules, PCC rules require different precedence values and PCF configuration has to ensure that there is a large enough value range for the precedence of PCC rules corresponding to UE derived QoS rules. To avoid that the precedence of network provided QoS rules need to be changed when Reflective QoS is activated and filters are overlapping, the PCF will take the standardized value for the precedence of UE derived QoS rules into account when setting the precedence value of PCC rules subject to Reflective QoS.
<snap>
So, while on the UE side all the derived QoS rules will receive the same standardized precedence value, the corresponding PCC rules on the network side need to be assigned a different precedence value for each rule.
It is proposed that for this purpose a certain value range around the standardized precedence value is 'reserved' to be allocated by the network side only. I.e. when the UE is requesting a new QoS flow, it shall not assign a precedence value from this value range in order to avoid collisions with values assigned by the network.
We cannot refer to practical experience with RQoS, but we suggest to reserve for this the value range from 70 of 99 (decimal) which allows the network to define 30 different PCC rules with reflective QoS for a single PDU session. 
Note that in contrast to the value 80 we do not propose to define this value range as "reserved" in the definiton of the QoS rules IE so that in a network not using reflective QoS the PCC can use these values also for signalled QoS rules.

3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 24.890, v 1.1.1.
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The NAS protocol enables the network to provide the UE with signalled QoS rules associated with a PDU session.
The network can provide the UE with one or more signalled QoS rules associated with a PDU session at the PDU session establishment or at QoS flow establishment.
Each signalled QoS rule contains:
a)	a QoS rule identifier (QRI);
b)	a QoS flow identity (QFI);
c)	optionally a set of packet filters;
d)	a precedence values;
e)	if the flow is a GBR QoS flow:
1)	Guaranteed flow bit rate (GFBR) for UL;
2)	Guaranteed flow bit rate (GFBR) for DL;
3) Maximum flow bit rate (MFBR) for UL;
4)	Maximum flow bit rate (MFBR) for DL;
5)	optionally averaging window for UL; and
6)	optionally averaging window for DL; and
f)	5QI, if the QFI is not the same as the 5QI of the QoS flow identified by the QFI; and 
g)	optionally a EPS bearer identity (EBI), mapped EPS QoS parameters, mapped extended EPS QoS parameters and mapped traffic flow template if the QoS flow can be mapped to an EPS bearer as specified in subclause 4.11.2 of 3GPP TS 23.501 [9].
Editor's note:	The length of the 5QI, QFI and QRI is FFS.
[bookmark: _GoBack]If the UE requests a new QoS flow, it shall assign a precedence value for the signalled QoS rule which is not in the range from 70 to 99 (decimal).
If the averaging window for UL is not included in a QoS rule for a GBR QoS flow with a 5QI indicated in 3GPP TS 23.501 [9] table 5.7.4-1, the averaging window associated with the 5QI in 3GPP TS 23.501 [9] table 5.7.4-1 applies for the averaging window for UL. If the averaging window for DL is not included in a QoS rule for a GBR QoS flow with a 5QI indicated in 3GPP TS 23.501 [9] table 5.7.4-1, the averaging window associated with the 5QI in 3GPP TS 23.501 [9] table 5.7.4-1 applies for the averaging window for DL.
If the averaging window for UL is not included in a QoS rule for a GBR QoS flow with a 5QI not indicated in 3GPP TS 23.501 [9] table 5.7.4-1, the standardized value of two seconds is used as the averaging window for UL. If the averaging window for DL is not included in a QoS rule for a GBR QoS flow with a 5QI not indicated in 3GPP TS 23.501 [9] table 5.7.4-1, the standardized value of two seconds is used as the averaging window for DL.
Editor's note:	The standardized value of two seconds used as averaging window is to be confirmed by SA4.
Editor's note:	The need of the averaging window for DL is FFS.
Within a PDU session:
a)	each signalled QoS rule has a unique QRI;
b)	there is at least one signalled QoS rule;
c)	there can be zero, one or more signalled QoS rules associated with a given QFI; and
d)	there can be up to one signalled QoS rule without a set of packet filters.
12.4.1.1.3	Derived QoS rules
The reflective QoS in the UE creates derived QoS rules associated with a PDU session based on DL user data packets received via the PDU session.
Each derived QoS rule contains: 
a)	a QoS flow identity (QFI);
b)	an UL packet filter; and
c)	a precedence value of 80 (decimal).
NOTE:	On the network side, the corresponding QoS rule can be associated with a different precedence value in the range from 70 to 99 (decimal).
Within a PDU session:
a)	there can be zero, one or more derived QoS rules associated with a given QFI; and
b)	there can be up to one derived QoS rule associated with a given UL packet filter.
In the UE, a timer X runs for each derived QoS rule.
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* * * Next Change * * * *
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12.4.1.4.4	Prolonging lifetime ofUpdating a derived QoS rule by reflective QoS in the UE
If the UE receives a DL user data packet associated with a QFI and an RQI, the DL user data packet belongs to a PDU session of IPv4, IPv6, or Ethernet PDU session type, and the UE has a derived QoS rule with the same UL packet filter as the UL packet filter derived from the DL user data packet as specified in subclause 12.4.1.5.0A, then the UE shall re-start the timer X associated with the derived QoS rule with the RQ timer value received during the UE-requested PDU session establishment procedure as specified in subclause 9.5.2. If the RQ timer value was not received in the UE-requested PDU session establishment procedure, the default standardized RQ timer value is used.
Editor's note: FFS what is the default standardized RQ timer value.
[bookmark: _Toc492388573][bookmark: _Toc492394457][bookmark: _Toc492395046][bookmark: _Toc492455878][bookmark: _Toc492456468][bookmark: _Toc492466288][bookmark: _Toc492466878][bookmark: _Toc492387983][bookmark: _Toc498334835]Additionally, if the QFI value associated with the DL user data packet is different from the QFI value stored for the derived QoS rule, then the UE shall store the new QFI value for the derived QoS rule.

* * * Next Change * * * *
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[bookmark: _Toc484956917][bookmark: _Toc485044358][bookmark: _Toc485218004][bookmark: _Toc485220177][bookmark: _Toc485220532]The purpose of the QoS rules information element is to specify the set of parameters that are used by the UE:
-	for classification and marking of uplink user traffic; and
-	for identification of a QoS flow which the network is to use for a particular downlink user traffic.
[bookmark: _Hlk493750505]NOTE:	The UE needs to be aware of a QoS flow which the network is to use for a particular downlink user traffic e.g. to determine whether a resource is available for downlink media of a media stream of an SDP media description provided by the UE in an IMS session.
The QoS rules may contain packet filters for the uplink direction, packet filters for the downlink direction, packet filters that are applicable to both directions or any combinations of these. The packet filters determine the traffic mapping to QoS flows. The QoS rules may contain a EPS bearer identity (EBI), mapped EPS QoS parameters, mapped extended EPS QoS parameters and mapped traffic flow template if the QoS flow can be mapped to an EPS bearer as specified in subclause 4.11.2 of 3GPP TS 23.501 [9].
The QoS rules information element is a type 6 information element with a minimum length of 9 octets. The maximum length for the information element is 65538 octets.
[bookmark: _Hlk483983523]The QoS rules information element is coded as shown in figure 12.4.2.1.1 and table 12.4.2.1.1.
	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	QoS rules IEI
	Octet 1

	
	Length of QoS rules IE
	Octet 2

	
	
	Octet 3

	
	
QoS rule 1

	Octet 4

Octet u

	
	
QoS rule 2

	Octet u+1

Octet v

	
	
…

	Octet v+1

Octet w

	
	
QoS rule n

	Octet w+1

Octet x


Figure 12.4.2.1.1: QoS rules information element
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Figure 12.4.2.1.2: QoS rule 
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Figure 12.4.2.1.3: Packet filter list when the rule operation is "modify existing QoS rule and delete packet filters" (z=N+3)
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Figure 12.4.2.1.4: Packet filter list when the rule operation is "create new QoS rule", or "modify existing QoS rule and add packet filters" or "modify existing QoS rule and replace packet filters"
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Figure 12.4.2.1.5: Parameters list
Table 12.4.2.1.1: QoS rules information element
	QoS rule identifier (octet 4)
The QoS rule identifier field is used to identify the QoS rule. 

QoS rule precedence (octet 7)
The QoS rule precedence field is used to specify the precedence of the QoS rule among all QoS rules and derived QoS rules associated with the PDU session of the QoS flow. This field includes the binary coded value of the QoS rule precedence in the range from 0 to 255 (decimal). The hHigher the value of the QoS rule precedence field, the lower the precedence of that QoS rule is.
The value 80 (decimal) is reserved.

QoS flow identifier (octet 8)
The QoS flow identifier field is used to identify the QoS flow. 

Rule operation code (bits 8 to 6 of octet 9)
Bits
8 7 6
0 0 0 Reserved
0 0 1 Create new QoS rule
0 1 0 Delete existing QoS rule
0 1 1 Modify existing QoS rule and add packet filters
1 0 0 Modify existing QoS rule and replace packet filters
1 0 1 Modify existing QoS rule and delete packet filters
1 1 0 Modify existing QoS rule without modifying packet filters
1 1 1 Reserved 


E bit (bit 5 of octet 9)
The E bit indicates if a parameters list is included in the QoS rule IE and it is encoded as follows:
0	parameters list is not included
1	parameters list is included

Number of packet filters (bits 4 to 1 of octet 9)
The number of packet filters contains the binary coding for the number of packet filters in the packet filter list. The number of packet filters field is encoded in bits 4 through 1 of octet 9 where bit 4 is the most significant and bit 1 is the least significant bit. For the "delete existing QoS rule" operation and for the "modify existing QoS rule without modifying packet filters" operation, the number of packet filters shall be coded as 0. For the "create new QoS rule" operation and the "modify existing QoS rule and replace packet filters" operation, the number of packet filters shall be greater than or equal to 0 and less than or equal to 15. For all other operations, the number of packet filters shall be greater than 0 and less than or equal to 15. 

Packet filter list (octets 10 to z)
The packet filter list contains a variable number of uplink packet filters.

For the "delete existing QoS rule" operation and the "modify existing QoS rule without modifying packet filters" operation, the packet filter list shall be empty.

For the "modify existing QoS rule and delete packet filters" operation, the packet filter list shall contain a variable number of packet filter identifiers. This number shall be derived from the coding of the number of packet filters field in octet 9.

For the "create new QoS rule" operation and for the "modify existing QoS rule and replace packet filters" operation, the packet filter list shall contain 0 or a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 9.

For the "modify existing QoS rule and add packet filters" operation, the packet filter list shall contain a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 9.

Each packet filter is of variable length and consists of 
	a packet filter direction (2 bits); 
-	a packet filter identifier (4 bits); 
-	the length of the packet filter contents (1 octet); and
-	the packet filter contents itself (variable amount of octets).

The packet filter direction field is used to indicate for what traffic direction the filter applies.
Bits
6 5
0 0	reserved
0 1	downlink only
1 0	uplink only
1 1	bidirectional (see NOTE)

The packet filter identifier field is used to identify each packet filter in a QoS rule. The least significant 4 bits are used.

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit.

The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 remote address type" and "IPv6 remote address/prefix length type" packet filter components, only one shall be present in one packet filter. Among the "IPv4 local address type" and "IPv6 local address/prefix length type" packet filter components, only one shall be present in one packet filter. Among the "single local port type" and "local port range type" packet filter components, only one shall be present in one packet filter. Among the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter.

The term local refers to the UE and the term remote refers to an external network entity.

Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1
0 0 0 1 0 0 0 0	IPv4 remote address type
0 0 0 1 0 0 0 1	IPv4 local address type 
0 0 1 0 0 0 0 1	IPv6 remote address/prefix length type
0 0 1 0 0 0 1 1	IPv6 local address/prefix length type
0 0 1 1 0 0 0 0	Protocol identifier/Next header type
0 1 0 0 0 0 0 0	Single local port type
0 1 0 0 0 0 0 1	Local port range type
0 1 0 1 0 0 0 0	Single remote port type 
0 1 0 1 0 0 0 1	Remote port range type
0 1 1 0 0 0 0 0	Security parameter index type
0 1 1 1 0 0 0 0	Type of service/Traffic class type
1 0 0 0 0 0 0 0	Flow label type
1 0 0 0 0 0 0 1	Destination MAC address type
1 0 0 0 0 0 1 0	Source MAC address type
1 0 0 0 0 0 1 1	802.1Q C-TAG VID type
1 0 0 0 0 1 0 0	802.1Q S-TAG VID type
1 0 0 0 0 1 0 1	802.1Q C-TAG PCP/DEI type
1 0 0 0 0 1 1 0	802.1Q S-TAG PCP/DEI type
1 0 0 0 0 1 1 1	Ethertype type
 All other values are reserved.

The description and valid combinations of packet filter component type identifiers in a packet filter are defined in 3GPP TS 23.501 [9].

For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv4 local address type", the packet filter component value field shall be encoded as defined for "IPv4 remote address type".

For "IPv6 remote address/prefix length type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.


For "IPv6 local address/prefix length type", the packet filter component value field shall be encoded as defined for "IPv6 remote address /prefix length".

For "protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header.

For "single local port type" and "single remote port type", the packet filter component value field shall be encoded as two octet which specifies a port number.

For "local port range type" and "remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "security parameter index", the packet filter component value field shall be encoded as four octets which specifies the IPSec security parameter index.

For "type of service/traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet type-of-service/traffic class field and a one octet type-of-service/traffic class mask field. The type-of-service/traffic class field shall be transmitted first.

For "flow label type", the packet filter component value field shall be encoded as three octets which specifies the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.

For "destination MAC address type" and "source MAC address type", the packet filter component value field shall be encoded as 6 octets which specify a MAC address.

For "802.1Q C-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the customer-VLAN tag (C-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.

For "802.1Q S-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the service-VLAN tag (S-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.

For "802.1Q C-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q C-TAG PCP and DEI. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI.

For "802.1Q S-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q S-TAG PCP. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI.

For "ethertype type", the packet filter component value field shall be encoded as two octets which specify an ethertype.

Parameters list (octets z+1 to v)

The parameters list contains a variable number of parameters that may be transferred. If the parameters list is included, the E bit is set to 1; otherwise, the E bit is set to 0.

Each parameter included in the parameters list is of variable length and consists of:
-	a parameter identifier (1 octet); 
-	the length of the parameter contents (1 octet); and
-	the parameter contents itself (variable amount of octets). 

The parameter identifier field is used to identify each parameter included in the parameters list and it contains the hexadecimal coding of the parameter identifier. Bit 8 of the parameter identifier field contains the most significant bit and bit 1 contains the least significant bit. In this version of the protocol, the following parameter identifiers are specified:
-	01H (5QI);
-	02H (GFBR uplink);
-	03H (GFBR downlink);
-	04H (MFBR uplink);
-	05H (MFBR downlink);
-	06H (Averaging window for uplink);
-	07H (Averaging window for downlink);
	08H (EPS bearer identity);
-	09H (Mapped EPS QoS parameters);
-	10H (Mapped extended EPS QoS parameters); and
-	11H (Traffic flow template).

If the parameters list contains a parameter identifier that is not supported by the receiving entity the corresponding parameter shall be discarded.
The length of parameter contents field contains the binary coded representation of the length of the parameter contents field. The first bit in transmission order is the most significant bit.

When the parameter identifier indicates 5QI, the parameter contents field contains the binary representation of 5G QoS identifier (5QI) that is one octet in length. 

5QI:
Bits
8 7 6 5 4 3 2 1
In network to UE direction:
0 0 0 0 0 0 0 0		Reserved
0 0 0 0 0 0 0 1		5QI 1
0 0 0 0 0 0 1 0		5QI 2
0 0 0 0 0 0 1 1		5QI 3
0 0 0 0 0 1 0 0		5QI 4
0 0 0 0 0 1 0 1		5QI 5
0 0 0 0 0 1 1 0		5QI 6
0 0 0 0 0 1 1 1		5QI 7
0 0 0 0 1 0 0 0		5QI 8
0 0 0 0 1 0 0 1		5QI 9
0 0 0 0 1 0 1 0
		to				Spare
0 1 0 0 0 0 0 0
0 1 0 0 0 0 0 1		5QI 65
0 1 0 0 0 0 1 0		5QI 66
0 1 0 0 0 0 1 1
		to				Spare
0 1 0 0 0 1 0 0
0 1 0 0 0 1 0 1		5QI 69
0 1 0 0 0 1 1 0		5QI 70
0 1 0 0 0 1 1 1
		to				Spare
0 1 0 0 1 0 1 0
0 1 0 0 1 0 1 1		5QI 75
0 1 0 0 1 1 0 0
		to				Spare
0 1 0 0 1 1 1 0
0 1 0 0 1 1 1 1		5QI 79
0 1 0 1 0 0 0 0
		to				Spare
0 1 1 1 1 1 1 1
1 0 0 0 0 0 0 0
		to				Operator-specific 5QIs
1 1 1 1 1 1 1 0 
1 1 1 1 1 1 1 1		Reserved

The network shall consider all other values not explicitly defined in this version of the protocol as unsupported.

If the UE receives a 5QI value (excluding the reserved 5QI values) that it does not understand, the UE shall choose a 5QI value from the set of 5QI values defined in this version of the protocol (see 3GPP TS 23.501 [9]) and associated with:
	-	GBR QoS flows, if the QoS flow includes a GFBR uplink parameter and a GFBR dowlinkink parameter; and
	-	non-GBR QoS flows, if the QoS flow does not include a GFBR uplink parameter or does not include a GFBR downlink parameter.

The UE shall use this chosen 5QI value for internal operations only. The UE shall use the received 5QI value in subsequent NAS signalling procedures.

When the parameter identifier indicates "GFBR uplink", the parameter contents field contains one octet indicating the unit of the guaranteed flow bit rate for uplink followed by two octets containing the value of the  guaranteed flow bit rate for uplink.
Unit of the guaranteed flow bit rate for uplink (octet 1):
Bits
8 7 6 5 4 3 2 1
0 0 0 0 0 0 0 0 0	value is not used
0 0 0 0 0 0 0 0 1	value is incremented in multiples of 1 Kbps
0 0 0 0 0 0 0 1 0	value is incremented in multiples of 4 Kbps
0 0 0 0 0 0 0 1 1	value is incremented in multiples of 16 Kbps
0 0 0 0 0 0 1 0 0	value is incremented in multiples of 64 Kbps
0 0 0 0 0 0 1 0 1	value is incremented in multiples of 256 Kbps
0 0 0 0 0 0 1 1 0	value is incremented in multiples of 1 Mbps
0 0 0 0 0 0 1 1 1	value is incremented in multiples of 4 Mbps
0 0 0 0 0 1 0 0 0	value is incremented in multiples of 16 Mbps
0 0 0 0 0 1 0 0 1	value is incremented in multiples of 64 Mbps
0 0 0 0 0 1 0 1 0	value is incremented in multiples of 256 Mbps
0 0 0 0 0 1 0 1 1	value is incremented in multiples of 1 Gbps
0 0 0 0 0 1 1 0 0	value is incremented in multiples of 4 Gbps
0 0 0 0 0 1 1 0 1	value is incremented in multiples of 16 Gbps
0 0 0 0 0 1 1 1 0	value is incremented in multiples of 64 Gbps
0 0 0 0 0 1 1 1 1	value is incremented in multiples of 256 Gbps
0 0 0 0 1 0 0 0 0	value is incremented in multiples of 1 Tbps
0 0 0 0 1 0 0 0 1	value is incremented in multiples of 4 Tbps
0 0 0 0 1 0 0 1 0	value is incremented in multiples of 16 Tbps
0 0 0 0 1 0 0 1 1	value is incremented in multiples of 64 Tbps
0 0 0 0 1 0 1 0 0	value is incremented in multiples of 256 Tbps
0 0 0 0 1 0 1 0 1	value is incremented in multiples of 1 Pbps
0 0 0 0 1 0 1 1 0	value is incremented in multiples of 4 Pbps
0 0 0 0 1 0 1 1 1	value is incremented in multiples of 16 Pbps
0 0 0 0 1 1 0 0 0	value is incremented in multiples of 64 Pbps
0 0 0 0 1 1 0 0 1	value is incremented in multiples of 256 Pbps
Other values shall be interpreted as multiples of 256 Pbps in this version of the protocol.

Value of the guaranteed flow bit rate for uplink (octets 2 and 3)
Octets 2 and 3 represent the binary coded value of the guaranteed flow bit rate for uplink in units defined by the unit of the guaranteed flow bit rate for uplink.

When the parameter identifier indicates "GFBR downlink", the parameter contents field contains one octet indicating the unit of the guaranteed flow bit rate for downlink followed by two octets containing the value of the guaranteed flow bit rate for downlink.

Unit of the guaranteed flow bit rate for downlink (octet 1):
The coding is identical to that of the unit of the guaranteed flow bit rate for uplink.

Value of the guaranteed flow bit rate for downlink (octets 2 and 3)
Octets 2 and 3 represent the binary coded value of the guaranteed flow bit rate for downlink in units defined by the unit of the guaranteed flow bit rate for downlink.

When the parameter identifier indicates "MFBR uplink", the parameter contents field contains the one octet indicating the unit of the maximum flow bit rate for uplink followed by two octets containing the value of maximum flow bit rate for uplink.

Unit of the maximum flow bit rate for uplink (octet 1):
The coding is identical to that of the unit of the guaranteed flow bit rate for uplink.

Value of the maximum flow bit rate for uplink (octets 2 and 3)
Octets 2 and 3 represent the binary coded value of the maximum flow bit rate for uplink in units defined by the unit of the maximum flow bit rate for uplink.

When the parameter identifier indicates "MFBR downlink", the parameter contents field contains one octet indicating the unit of the maximum flow bit rate for downlink followed by two octets containing the value of the maximum flow bit rate for downlink.

Unit of the maximum flow bit rate for downlink (octet 1):
The coding is identical to that of the unit of the guaranteed flow bit rate for uplink.

Value of the maximum flow bit rate for downlink (octets 2 and 3)
Octets 2 and 3 represent the binary coded value of the maximum flow bit rate for downlink in units defined by the unit of the maximum flow bit rate for downlink.

When the parameter identifier indicates "averaging window for uplink", the parameter contents field contains the binary representation of the averaging window for uplink in milliseconds and the parameter contents field is two octets in length.

When the parameter identifier indicates "averaging window for downlink", the parameter contents field contains the binary representation of the averaging window for downlink in milliseconds and the parameter contents field is two octets in length.

When the parameter identifier indicates EPS bearer identity, the length of EPS bearer identity is one octet and parameter contents field is coded as specified in subclause 9.3.2 of 3GPP TS 24.301 [13].

When the parameter identifier indicates mapped EPS QoS parameters, the length and parameter contents field are coded as specified in subclause 9.9.4.3 of 3GPP TS 24.301 [13].

When the parameter identifier indicates mapped extended EPS QoS parameters, the length and parameter contents field are coded as specified in subclause 9.9.4.30 of 3GPP TS 24.301 [13].

When the parameter identifier indicates traffic flow template, the length and parameter contents field are coded from octet 2 as shown figure 10.5.144 and table 10.5.162 of 3GPP TS 24.008 [12].

	NOTE:	A packet filter with the "bidirectional" packet filter direction is used both as a packet filter with the "downlink only" packet filter direction and a packet filter with the "uplink only" packet filter direction.
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The Session-AMBR information element is coded as shown in figure 12.4.2.2.1 and table 12.4.2.2.1.
The Session-AMBR is a type 4 information element with a length of 8 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Session-AMBR IEI
	octet 1

	Length of Session-AMBR contents
	octet 2

	Unit for Session-AMBR for downlink
	octet 3

	Session-AMBR for downlink
	octet 4-5

	Unit for Session-AMBR for uplink
	octet 6

	Session-AMBR for uplink
	octet 7-8


Figure 12.4.2.2.1: Session-AMBR information element 
Table 12.4.2.2.1: Session-AMBR information element
	Unit for Session-AMBR for downlink (octet 3)

0 0 0 0 0 0 0 0	value is not used
0 0 0 0 0 0 0 1	value is incremented in multiples of 1 Kbps
0 0 0 0 0 0 1 0	value is incremented in multiples of 4 Kbps
0 0 0 0 0 0 1 1	value is incremented in multiples of 16 Kbps
0 0 0 0 0 1 0 0	value is incremented in multiples of 64 Kbps
0 0 0 0 0 1 0 1	value is incremented in multiples of 256 kbps
0 0 0 0 0 1 1 0	value is incremented in multiples of 1 Mbps
0 0 0 0 0 1 1 1	value is incremented in multiples of 4 Mbps
0 0 0 0 1 0 0 0	value is incremented in multiples of 16 Mbps
0 0 0 0 1 0 0 1	value is incremented in multiples of 64 Mbps
0 0 0 0 1 0 1 0	value is incremented in multiples of 256 Mbps
0 0 0 0 1 0 1 1	value is incremented in multiples of 1 Gbps
0 0 0 0 1 1 0 0	value is incremented in multiples of 4 Gbps
0 0 0 0 1 1 0 1	value is incremented in multiples of 16 Gbps
0 0 0 0 1 1 1 0	value is incremented in multiples of 64 Gbps
0 0 0 0 1 1 1 1	value is incremented in multiples of 256 Gbps
0 0 0 1 0 0 0 0	value is incremented in multiples of 1 Tbps
0 0 0 1 0 0 0 1	value is incremented in multiples of 4 Tbps
0 0 0 1 0 0 1 0	value is incremented in multiples of 16 Tbps
0 0 0 1 0 0 1 1	value is incremented in multiples of 64 Tbps
0 0 0 1 0 1 0 0	value is incremented in multiples of 256 Tbps
0 0 0 1 0 1 0 1	value is incremented in multiples of 1 Pbps
0 0 0 1 0 1 1 0	value is incremented in multiples of 4 Pbps
0 0 0 1 0 1 1 1	value is incremented in multiples of 16 Pbps
0 0 0 1 1 0 0 0	value is incremented in multiples of 64 Pbps
0 0 0 1 1 0 0 1	value is incremented in multiples of 256 Pbps

Other values shall be interpreted as multiples of 256 Pbps in this version of the protocol.

Session-AMBR for downlink (octets 4 and 5)

Octets 4 and 5 represent the binary coded value of PDU session aggregated maximum bit rate for downlink in units defined by octet 3.

Unit for Session-AMBR for uplink (octet 6)

The coding is identical to the unit coding defined for Session-AMBR for downlink (octet 3)

Session-AMBR for uplink (octets 7 and 8)

Octets 7 and 8 represent the binary coded value of PDU session aggregated maximum bit rate for uplink in units defined by octet 6.
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