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1. Introduction
This p-CR is to propose a way to implement the service area restriction.
2. Reason for Change

Service area restriction is a new type of access restriction in 5GS. As specified in stage 2 and already implemented in TR 24.890 subclause 8.2.2, based on UE subscription information, UE location and local policy, the network can provide either an allowed area, or a non-allowed area, but not both, in the Mobility restrictions IE of a REGISTRATION ACCEPT message or a CONFIGURATION UPDATE COMMAND message. 

The key issue for implementing the service area restriction is how to encode the Mobility restrictions IE to carry either allowed TAs or non-allowed TAs to the UE. So far there is a below editorial note:

"Editor's note:
 The definition of Mobility restrictions IE is FFS."
As discussed in discussion paper C1-174814 section 3.2, below proposal was proposed:

Proposal #2: To use Solution#1 (the single IE similar as TAI list IE) to encode the Mobility restrictions IE for service area restriction.

Further as discussed in discussion paper C1-174814 section 3.4, below proposal was proposed:

Proposal #4: To rename Mobility restrictions IE to Service area list IE in TR 24.890.

This pCR is to implement above Proposals 2 and 4 for service area restriction.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V1.1.1.
* * * First Change * * * *

8.2.2
Service area restrictions
The service area restrictions consist of either an allowed area, or a non-allowed area. The allowed area can be limited by a maximum allowed number of tracking areas or include all tracking areas in a PLMN. The non-allowed area can contain up to 16 tracking areas. The network conveys the service area restrictions to the UE by including either an allowed area, or a non-allowed area, but not both, in the Service area list IE of a REGISTRATION ACCEPT message or a CONFIGURATION UPDATE COMMAND message.
When the UE receives a Service area list IE with an allowed area indication during a registration procedure or a generic UE configuration update procedure:
-
if the "Type of list" included in the Service area list IE does not indicate all TAIs belonging to the PLMN are allowed area, the UE shall delete the old list of "allowed tracking areas" and store the tracking areas in the allowed area as the list of "allowed tracking areas". If the UE has a stored list of "non-allowed tracking areas" for the registered PLMN, the UE shall delete that list; or
-
if the "Type of list" included in the Service area list IE indicates all TAIs belonging to the PLMN are allowed area, the UE shall treat all tracking areas in the registered PLMN are allowed area and delete the stored list of "allowed tracking areas" or the stored list of "non-allowed tracking areas" for the registered PLMN.
When the UE receives a Service area list IE with a non-allowed area indication during a registration procedure or a generic UE configuration update procedure, the UE shall delete the old list of "non-allowed tracking areas" and store the tracking areas in the non-allowed area as the list of "non-allowed tracking areas". If the UE has a stored list of "allowed tracking areas" for the registered PLMN, the UE shall delete that list.

If the UE has a stored list of "allowed tracking areas":

-
while camped on a cell whose TAI is in the list of "allowed tracking areas", the UE is allowed to initiate any 5GMM and 5GSM procedures; and

-
while camped on a cell whose TAI is not in the list of "allowed tracking areas":
1)
if the UE is in 5GMM-IDLE mode, the UE:

i)
shall not perform the mobility and periodic registration update procedure with uplink data status IE except for emergency services; and

ii)
shall not initiate a service request procedure except for emergency services or for responding to core network paging; and
2)
if the UE is in 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication over 3GPP access, the UE:

i)
shall not perform the mobility registration update procedure with uplink data status IE except for emergency services;

ii)
shall not initiate a service request procedure except for emergency services; and

iii)
shall not initiate a 5GSM procedure except for emergency services.
If the UE has a stored list of "non-allowed tracking areas":

-
while camped on a cell whose TAI is not in the list of "non-allowed tracking areas", the UE is allowed to initiate any 5GMM and 5GSM procedures; and

-
while camped on a cell whose TAI is in the list of "non-allowed tracking areas":

1)
if the UE is in 5GMM-IDLE mode, the UE:

i)
shall not perform the mobility and periodic registration update procedure with uplink data status IE except for emergency services; and

ii)
shall not initiate a service request procedure except for emergency services or for responding to core network paging; and

2)
if the UE is in 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication over 3GPP access, the UE:

i)
shall not perform the mobility registration update procedure with uplink data status IE except for emergency services;

ii)
shall not initiate a service request procedure except for emergency services; and

iii)
shall not initiate a 5GSM procedure except for emergency services.

The list of "allowed tracking areas", as well as the list of "non-allowed tracking areas" shall be erased when:

-
the UE is switched off;

-
the UICC containing the USIM is removed; and

-
periodically (with a period in the range 12 to 24 hours).
When the list of "allowed tracking areas" or the list of "non-allowed tracking areas" is erased, the UE performs cell selection procedure.

The UE shall evaluate the information in the list of "5GS forbidden tracking areas for roaming" and in the list of "5GS forbidden tracking areas for regional provision of service" before evaluating the information in the list of "allowed tracking areas" or the list of "non-allowed tracking areas".
* * * Next Change * * * *

8.5.1.3
Generic UE configuration update procedure

8.5.1.3.1
General
The purpose of this procedure is to allow the AMF to update UE configuration by providing new parameter information with the command or request the UE to perform a new registration update with the network to update parameters.
The procedure may be initiated by the network and can only be used when the UE has an established 5GMM context, and the UE is in 5GMM-CONNECTED mode. The AMF may require a confirmation response in order to ensure that the parameter has been updated by the UE.

The following parameters are supported by the generic UE configuration update procedure without the need for triggering UE Registration Update procedure:

a)
5G-GUTI;

b)
TAI list;

c)
Service area list;

d)
Allowed NSSAI; and

e)
Network Identity and Time Zone information (Full name for network, Short name for network, Local time zone, Universal time and local time zone, Network daylight saving time).

e)
LADN information;

Editor's note:
It is FFS which configuration parameters are updated by this procedure (e.g. policy information).
Editor's note:
It is FFS whether the case when configuration provided by a different NF than the AMF is covered by this or a different NAS procedure (e.g. UE route selection policies (URSP) provided by PCF).

Editor's note:
It is FFS whether more than one LADN DNN can be included in a single generic UE configuration update procedure.

The following parameters require triggering UE Registration Update procedure:

a) MICO.

Editor’s note:
Other parameters requiring negotiation are FFS.
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Figure 8.5.1.3.1.1: Generic UE configuration update procedure

* * * Next Change * * * *

8.5.1.3.2
Generic UE configuration update procedure initiated by the network 

The AMF shall initiate the generic UE configuration procedure by sending the CONFIGURATION UPDATE COMMAND message to the UE. 
The AMF shall in the CONFIGURATION UPDATE COMMAND message either:

a)
include one or more of 5G-GUTI, TAI list, Allowed NSSAI, Service area list or NITZ;

b)
indicate registration requested; or

c)
a combination of both.

If an acknowledgement from the UE is requested, the AMF shall indicate acknowledgement requested in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and shall start timer Tyb. Acknowledgement shall be requested for all parameters except when only NITZ is included.

To initiate parameter re-negotiation between the UE and network, the AMF shall indicate "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message. In this case, the acknowledgement shall be requested.
Editor’s note:
It is FFS how to handle a new Allowed NSSAI that require a separate AMF that cannot be determined by the current serving AMF, to request the UE to initiate registration request to another AMF with use of SUPI and with or without NSSAI.
During an established 5GMM context, the network may send none, one, or more CONFIGURATION UPDATE COMMAND messages to the UE. If more than one CONFIGURATION UPDATE COMMAND message is sent, the messages need not have the same content.
* * * Next Change * * * *

8.5.1.3.3
Generic UE configuration update accepted by the UE

Upon receiving the CONFIGURATION UPDATE COMMAND message, the UE shall use the contents to update appropriate information stored within the UE. If acknowledgement requested is indicated in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message and all information elements included are successfully accepted by the UE, the UE shall send a CONFIGURATION UPDATE COMPLETE message.
If the UE is requested to re-register and acknowledgement is requested, the UE shall send the CONFIGURATION UPDATE COMPLETE message.
If the UE receives a new 5G-GUTI in the CONFIGURATION UPDATE COMMAND message, the UE considers the new 5G-GUTI as valid and the old 5G-GUTI as invalid; otherwise, the UE shall consider the old 5G-GUTI as valid.
If the UE receives a new TAI list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new TAI list as valid and the old TAI list as invalid; otherwise, the UE shall consider the old TAI list as valid.

If the UE receives a new Service area list in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new service area list as valid and the old service area list as invalid; otherwise, the UE shall consider the old service area list, if any, as valid. If the UE receives a Core network type restriction field set to "not allowed to connect to the 5GC" in the Mobility restrictions IE, the UE capable of S1 mode shall disable the N1 mode radio capabilities, and attempt to select an E-UTRA cell connected to EPC. The UE shall re-enable the N1 mode radio capabilities when:
-
the UE performs PLMN selection; and

-
the UE powers off and powers on again or the USIM is removed.

Editor's note:
The N1 mode radio capabilities that the UE receiving a Core network type restriction field set to "not allowed to connect to the 5GC" needs to disable in order to not reselect to NR or an E-UTRA cell connected to 5GC (i.e. avoid ping pong) need to be defined by RAN WGs.

Editor's note:
Other conditions when the UE re-enables the N1 mode radio capabilities are FFS.

If the UE receives a new Allowed NSSAI in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new Allowed NSSAI as valid, store the Allowed NSSAI as specified in subclause 13.2.2 and consider the old Allowed NSSAI as invalid; otherwise, the UE shall consider the old Allowed NSSAI as valid.

If the UE receives an indication for "registration requested" in the Configuration update indication IE in the CONFIGURATION UPDATE COMMAND message, the UE shall send a REGISTRATION REQUEST message immediately as specified in subclause 8.2.4 to re-negotiate MICO mode with the network.

Editor's note:
It is FFS which registration type that shall be used, but probably the "update of capabilities or protocol parameters" shall be used defined in SA2 but currently not outlined in 3GPP TS 23.501/23.502 or 3GPP TR 24.890.

If the UE receives a new LADN information including a LADN DNN and a LADN service area in the CONFIGURATION UPDATE COMMAND message, the UE shall consider the new LADN information as valid and the old LADN information as invalid; otherwise, the UE shall consider the old LADN information as valid.
If the UE receives an allowed NSSAI in the CONFIGURATION UPDATE COMMAND message and the UE has one or more PDU session contexts associated with S-NSSAI(s) not included in the received allowed NSSAI, the UE shall locally deactivate all such PDU session context(s).

Editor's note:
Further details on handling of specific IEs are FFS.

* * * Next Change * * * *

8.5.1.3.4
Generic UE configuration update completion by the network

Upon receipt of the CONFIGURATION UPDATE COMPLETE message, the AMF shall stop the timer Tyb.

If a new 5G-GUTI was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new 5G-GUTI as valid and the old 5G-GUTI as invalid.
If a new TAI list was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new TAI list as valid and the old TAI list as invalid.
If a new Service area list was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new service area list as valid and the old Service area list as invalid.
If new Allowed NSSAI information was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new Allowed NSSAI information as valid and the old Allowed NSSAI information as invalid.

If a new LADN information including a LADN DNN and a LADN service area was included in the CONFIGURATION UPDATE COMMAND message, the AMF shall consider the new LADN information as valid and the old LADN information as invalid.
Editor's note:
Further details on handling of specific IEs are FFS.

* * * Next Change * * * *

8.6.23
Configuration update command
8.6.23.1
Message definition
The CONFIGURATION UPDATE COMMAND message is sent by the network to the UE.

Message type:
CONFIGURATION UPDATE COMMAND

Significance:

dual

Direction:


network to UE

Table 8.6.23.1.1: CONFIGURATION UPDATE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	Configuration update command message type
	Message type

6.6.6.6
	M
	V
	1

	
	Configuration update indication
	Configuration update indication

8.7.15
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	a
	5G-GUTI
	5GS mobile identity

87.16
	O
	TLV
	TBD

	b
	TAI list
	Tracking area identity list

8.7.17
	O
	TLV
	8-98

	
	Allowed NSSAI
	Allowed NSSAI

8.7.28
	O
	TBD
	TBD

	c
	Service area list
	Service area list
8.7.18
	O
	TLV
	6-194

	d
	Full name for network
	Network name

8.7.19
	O
	TLV
	3-n

	e
	Short name for network
	Network name

8.7.20
	O
	TLV
	3-n

	f
	Local time zone
	Time zone

8.7.21
	O
	TV
	2

	g
	Universal time and local time zone
	Time zone and time

8.7.22
	O
	TV
	8

	h
	Network daylight saving time
	Daylight saving time

8.7.23
	O
	TLV
	3

	i
	LADN DNN
	DNN

8.7.8
	O
	TLV
	3-TBD

	j
	LADN service area
	Tracking area identity list

8.7.17
	O
	TLV
	8-98


Editor's note:
 The further contents of the CONFIGURATION UPDATE COMMAND message is FFS.
* * * Next Change * * * *

8.7.18
Service area list

The purpose of the Service area list information element is to transfer a list of allowed tracking areas for an allowed area or a list of non-allowed tracking areas for a non-allowed area from the network to the UE.

The coding of the information element allows combining different types of lists. The lists of type "00" and "01" allow a more compact encoding, when the different TAIs are sharing the PLMN identity. The lists of type "11" indicates all TAIs in the PLMN are allowed area.
The Service area list information element is coded as shown in figure 8.7.18.1, figure 8.7.18.2, figure 8.7.18.3, figure 8.7.18.4, figure 8.7.18.5 and table 8.7.18.1.

For allowed type "0", the Service area list is a type 4 information element with a minimum length of 6 octets and a maximum length of 194 octets. The list can contain a maximum of 32 different tracking area identities.

For allowed type "1", the Service area list is a type 4 information element with a minimum length of 8 octets and a maximum length of 98 octets. The list can contain a maximum of 16 different tracking area identities.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Service area list IEI
	octet 1

	Length of service area list contents
	octet 2

	Partial service area list 1
	octet 3

octet i

	Partial service area list 2
	octet i+1*

octet l*

	…
	octet l+1*

octet m*

	Partial service area list p
	octet m+1*

octet n*


Figure 8.7.18.1: Service area list information element

	8
	7
	6
	5
	4
	3
	2
	1
	

	Allowed type
	Type of list
	Number of elements
	octet 1

	MCC digit 2
	MCC digit 1
	octet 2

	MNC digit 3
	MCC digit 3
	octet 3

	MNC digit 2
	MNC digit 1
	octet 4

	TAC 1
	octet 5

	TAC 1 (continued)
	octet 6

	…
	…

	…
	…

	TAC k
	octet 2k+3*

	TAC k (continued)
	octet 2k+4*


Figure 8.7.18.2: Partial service area list – type of list = "00"

	8
	7
	6
	5
	4
	3
	2
	1
	

	Allowed type
	Type of list
	Number of elements
	octet 1

	MCC digit 2
	MCC digit 1
	octet 2

	MNC digit 3
	MCC digit 3
	octet 3

	MNC digit 2
	MNC digit 1
	octet 4

	TAC 1
	octet 5

	TAC 1 (continued)
	octet 6


Figure 8.7.18.3: Partial service area list – type of list = "01"

	8
	7
	6
	5
	4
	3
	2
	1
	

	Allowed type
	Type of list
	Number of elements
	octet 1

	MCC digit 2
	MCC digit 1
	octet 2

	MNC digit 3
	MCC digit 3
	octet 3

	MNC digit 2
	MNC digit 1
	octet 4

	TAC 1
	octet 5

	TAC 1 (continued)
	octet 6

	MCC digit 2
	MCC digit 1
	octet 7*

	MNC digit 3
	MCC digit 3
	octet 8*

	MNC digit 2
	MNC digit 1
	octet 9*

	TAC 2
	octet 10*

	TAC 2 (continued)
	octet 11*

	…
	

	…
	

	MCC digit 2
	MCC digit 1
	octet 5k-3*

	MNC digit 3
	MCC digit 3
	octet 5k-2*

	MNC digit 2
	MNC digit 1
	octet 5k-1*

	TAC k
	octet 5k*

	TAC k (continued)
	octet 5k+1*


Figure 8.7.18.4: Partial service area list – type of list = "10"

	8
	7
	6
	5
	4
	3
	2
	1
	

	Allowed type
	Type of list
	Number of elements
	octet 1

	MCC digit 2
	MCC digit 1
	octet 2

	MNC digit 3
	MCC digit 3
	octet 3

	MNC digit 2
	MNC digit 1
	octet 4


Figure 8.7.18.5: Partial service area list – type of list = "11"

Table 8.7.18.1: Service area list information element

	Value part of the Service area list information element (octet 3 to n)

	

	The value part of the Service area list information element consists of one or several partial service area lists. The length of each partial service area list can be determined from the 'type of list' field and the 'number of elements' field in the first octet of the partial service area list.

	For allowed type "0" and type of list "00", "01" and "10", the UE shall store the complete list received. If more than 32 TAIs are included in this information element, the UE shall store the first 32 TAIs and ignore the remaining octets of the information element.
For allowed type "0" and type of list "11", The UE shall treat all TAIs in the PLMN of PLMN identiy are allowed area.

For allowed type "1", the UE shall store the complete list received. If more than 16 TAIs are included in this information element, the UE shall store the first 16 TAIs and ignore the remaining octets of the information element.

	

	

	Partial service area list:

	

	Allowed type (octet 1)

	Bits

	8
	
	

	0
	
	list of TAIs are allowed area

	1
	
	list of TAIs are non-allowed area

	

	Type of list (octet 1)

	Bits

	7
	6
	

	0
	0
	list of TACs belonging to one PLMN, with non-consecutive TAC values

	0
	1
	list of TACs belonging to one PLMN, with consecutive TAC values

	1
	0
	list of TAIs belonging to different PLMNs (see NOTE)

	1
	1
	All TAIs belonging to the PLMN are allowed area

	

	Number of elements (octet 1)

	Bits

	5
	4
	3
	2
	1
	

	0
	0
	0
	0
	0
	
1 element

	0
	0
	0
	0
	1
	
2 elements

	0
	0
	0
	1
	0
	
3 elements

	…
	

	0
	1
	1
	0
	1
	
14 elements

	0
	1
	1
	1
	0
	
15 elements

	0
	1
	1
	1
	1
	
16 elements

	…
	

	1
	0
	0
	0
	0
	
17 elements

	1
	0
	0
	0
	1
	
18 elements

	1
	0
	0
	1
	0
	
19 elements

	…
	

	1
	1
	1
	0
	1
	
30 elements

	1
	1
	1
	1
	0
	
31 elements

	1
	1
	1
	1
	1
	
32 elements

	

	For type of list = "00" and number of elements = k:

	

	octet 2 to 4 contain the MCC+MNC, and

	for j = 1, k:

	octet 2j+3 and 2j+4 contain the TAC of the j-th TAI belonging to the partial list, 

	

	For type of list = "01" and number of elements = k:

	

	octet 2 to 4 contain the MCC+MNC, and

	octet 5 and 6 contain the TAC of the first TAI belonging to the partial list.

	The TAC values of the other k-1 TAIs are TAC+1, TAC+2, …, TAC+k-1.

	

	For type of list = "10" and number of elements = k:

	

	for j = 1, k.

	octet 5j-3 to 5j-1 contain the MCC+MNC, and

	octet 5j and 5j+1 contain the TAC of the j-th TAI belonging to the partial list.

	

	For type of list = "11":

	

	Allowed type shall be coded as "0" and number of elements shall be ignored, and

	octet 2 to 4 contain the MCC+MNC.
If allowed type is coded as "1", it shall be interpreted as "0".

	

	

	MNC, Mobile network code

	

	The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, MNC digit 3 shall be coded as "1111".

	

	TAC, Tracking area code

	

	In the TAC field bit 8 of the first octet is the most significant bit and bit 1 of second octet the least significant bit.

	The coding of the tracking area code is the responsibility of each administration. Coding using full hexadecimal representation may be used. The tracking area code consists of 2 octets.

	

	NOTE:
If the "list of TAIs belonging to different PLMNs" is used, the PLMNs included in the list need to be present in the list of "equivalent PLMNs".


* * * End of Change * * * *
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