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1. Introduction
There are failure cases related to the NAS transport procedure documented in TR 24.890 that are related to the scenario when the AMF is unable to route the N1 SM information payload to an SMF because the SMF cannot be determined. The network handling of these failure cases needs to be specified. 

2. Discussion
The delicacy of the scenario described in Section 1 is that the N1 SM information is transported between the UE and the AMF using the UL NAS TRANSPORT message, which does not provide the AMF with any means to inform the UE about the inability to forward the N1 SM information to an SMF. The UE has initiatied the corresponding 5GSM procedure and is expecting a response at the 5GSM layer. It is therefore preferred to provide the response via the 5GSM layer. In C1-173915, Alternative 3 proposed to designate a “rejection SMF” in the network to handle the rejections at the 5GSM layer when the AMF cannot forward the N1 SM information correctly. This designated SMF can implement a scaled-down version of the SMF function. This proposal is implemented in the present document. The following additional aspects are implemented as well:
-
If the designated SMF is not deployed, the AMF uses the 5GMM status message with the appropriate cause value to inform the UE about the failure to determine the SMF to which to forward the N1 SM information.
-
Since the inability to forward the N1 SM information by the AMF may be due to temporary or permanent reasons, separate cause values for temporary and permanent failures are specified.  
3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890v1.1.1.
* * * First Change * * * *

8.5.1.2.3.2.4
Abnormal cases on the network side
The following abnormal cases in AMF are identified:
a)
the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request", and the SMF selection fails.

b)
the AMF does not have a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "existing PDU session", and the user’s subscription context obtained from the UDM does not contain an SMF ID corresponding to.
1)
the DNN of the DNN IE, if the DNN IE is included; or
2)
the default DNN, if the DNN IE is not included.
For cases a) and b) above, the network shall:

-
if an an SMF designated for handling UE requests in cases a) and b) exists, forward the UE request to that SMF; and
-
if no SMF designated for handling UE requests in cases a) and b) exists, send the 5GMM STATUS message to the UE with the 5GMM cause value #xy "SMF not found – temporary failure" or #yx "SMF not found – permanent failure". 
NOTE:
The network can deploy and configure in the AMF an SMF designated to handle UE-initiated 5GSM procedures when the AMF cannot determine the SMF to which to route the UE requests.  

c)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request" and the AMF has not received a reallocation requested indication, the AMF should forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF ID of the PDU session routing context.
d)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is an emergency PDU session, the Request type IE is set to "initial emergency request", the AMF should forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the SMF ID of the PDU session routing context.
e)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the Request type IE is set to "initial request", the AMF has received a reallocation requested indication from the SMF indicating that the SMF is to be reallocated, and the PDU session routing context contains reallocated SMF ID, the AMF should forward the 5GSM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type towards the reallocated SMF ID of the PDU session routing context.
* * * Next change * * * *
8.10.3
Causes related to PLMN specific network failures and congestion/authentication failures

Cause #21 – Synch failure


This 5GMM cause is sent to the network if the USIM detects that the SQN in the AUTHENTICATION REQUEST message is out of range.
Cause #xy – SMF not found – temporary failure

This 5GMM cause value is sent to the UE to indicate the lack of available SMF. The failure is expected to be temporary.
Cause #yx – SMF not found – permanent failure

This 5GMM cause value is sent to the UE to indicate the lack of available SMF. The failure is not expected to be temporary and repeated request is not likely to succeed in near future.
* * * Next change * * * *

9.5.2.4
UE requested PDU session establishment procedure not accepted by the network
If the connectivity with the requested DN is rejected by the network, the SMF shall create a SM PDU SESSION ESTABLISHMENT REJECT message.

If the UE requests a PDU session establishment for an LADN when the UE is located outside the LADN service area, the SMF shall reject the request.

The SMF shall set the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message to indicate the reason for rejecting the PDU session establishment.

The 5GSM cause IE typically indicates one of the following SM cause values:

#31:
request rejected, unspecified;

#50
PDU session type IPv4 only allowed;

#51
PDU session type IPv6 only allowed;
#xx:
DN authentication failed;
#yy:
Requested DNN not supported in current tracking area;
#zx:
temporary network failure; or
#zz:
permanent network failure.
Editor's note:
Further 5GSM causes are FFS.
Editor's note:
Further contents of the PDU SESSION ESTABLISHMENT REJECT are FFS.
If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv6", and the subscription, the SMF configuration, or both, are limited to IPv4 only for the requested DNN, the SMF shall include the 5GSM cause value #50 "PDU session type IPv4 only allowed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message.

If the PDU SESSION ESTABLISHMENT REQUEST message includes a PDU session type IE set to "IPv4", and the subscription, the SMF configuration, or both, are limited to IPv6 only for the requested DNN, the SMF shall include the 5GSM cause value #51 "PDU session type IPv6 only allowed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message.

The SMF shall send the SM PDU SESSION ESTABLISHMENT REJECT message.

Upon receipt of a PDU SESSION ESTABLISHMENT REJECT message and a PDU session ID the UE shall stop timer Tx shall release the allocated PTI value and shall consider that the PDU session was not established.
If the DN authentication of the UE was performed and completed unsuccessfully, the SMF shall include the 5GSM cause value #xx: "DN authentication failed" in the 5GSM cause IE of the PDU SESSION ESTABLISHMENT REJECT message and shall set the EAP message IE of the PDU SESSION ESTABLISHMENT REJECT message to an EAP-failure message as specified in IETF RFC 3748 [25], provided by the DN.

Editor’s note:
The UE behaviour when the UE receives the 5GSM cause value #yy "Requested DNN not supported in current tracking area" is FFS.

* * * Next change * * * *

9.9.3
Network failures
Cause #zx –temporary network failure


This 5GSM cause value is sent to the UE to indicate a network failure, e.g. no SMF available to handle the UE request. The failure is expected to be temporary.

Cause #zz –permanent network failure

This 5GSM cause value is sent to the UE to indicate a network failure, e.g. no SMF available to handle the UE request. The failure is not expected to be temporary and repeated request is not likely to succeed in near future.
* * * No further changes * * * *
