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***** Next change *****
7.2.7.2
Maintained information
The UE shall maintain one or more bearer contexts for the PDN connection. Each bearer context consists of a UE's ESP SPI, an ePDG's ESP SPI, an EPS QoS, an extended EPS QoS, a TFT, an APN-AMBR, an extended APN-AMBR, and an indication whether the bearer context is the default bearer context. The TFT can be absent only in the default bearer context. The extended EPS QoS can be absent for any bearer context. The APN-AMBR and the extended APN-AMBR are absent for bearer contexts which are not the default bearer context. The APN-AMBR can be present or absent for the default bearer context. The extended APN-AMBR can be present for the default bearer context only if the APN-AMBR is present for the default bearer context.
***** Next change *****
7.2.7.3.2
Establishment of IKEv2 SA and initial IPSec ESP tunnel
NOTE:
Inclusion of a IKEV2_MULTIPLE_BEARER_PDN_CONNECTIVITY Notify payload in an IKE_AUTH request message is specified in subclause 7.2.7.1.
Upon receiving the IKE_AUTH response message establishing the IKE SA of the PDN connection, the UE shall add a new bearer context to the PDN connection. The new bearer context shall consist of the UE's ESP SPI created by the IKE_AUTH request/response pair, the ePDG's ESP SPI created by the IKE_AUTH request/response pair, the EPS QoS indicated in the EPS_QOS Notify payload, the extended EPS QoS indicated in the EXTENDED_EPS_QOS Notify payload (if included in the IKE_AUTH response message), the APN-AMBR indicated in the APN_AMBR Notify payload (if included in the IKE_AUTH response message), and the extended APN-AMBR indicated in the EXTENDED_APN_AMBR Notify payload (if included in the IKE_AUTH response message) of the IKE_AUTH response message, and the indication that the bearer context is the default bearer context.
***** Next change *****
7.2.7.3.3
Establishment of an additional IPSec ESP tunnel
Upon receiving a CREATE_CHILD_SA request message in the IKE SA of the PDN connection, with an EPS_QOS Notify payload as specified in subclause 8.2.9.10, with a TFT Notify payload as specified in subclause 8.2.9.11, and without a REKEY_SA Notify payload, if the UE sends a CREATE_CHILD_SA response message without an IKEv2 notify payload indicating an error, the UE shall add a new bearer context to the PDN connection. The new bearer context shall consist of the UE's ESP SPI created by the CREATE_CHILD_SA request/response pair, the ePDG's ESP SPI created by the CREATE_CHILD_SA request/response pair, the EPS QoS indicated in the EPS_QOS Notify payload of the CREATE_CHILD_SA request message, the extended EPS QoS indicated in the EXTENDED_EPS_QOS Notify payload (if included in the CREATE_CHILD_SA request message), the TFT indicated in the TFT Notify payload of the CREATE_CHILD_SA request message, and the indication that the bearer context is not the default bearer context.

Upon receiving a CREATE_CHILD_SA request message in the IKE SA of the PDN connection, with an EPS_QOS Notify payload as specified in subclause 8.2.9.10, with a TFT Notify payload as specified in subclause 8.2.9.11, and without a REKEY_SA Notify payload:

a)
the UE checks for semantic errors in TFT operations as follows:

1)
if the TFT operation in the TFT Notify payload is an operation other than "Create a new TFT", the UE shall send a CREATE_CHILD_SA response message with the SEMANTIC_ERROR_IN_THE_TFT_OPERATION Notify payload;
b)
the UE checks for syntactical errors in TFT operations as follows:

1)
if the TFT operation in the TFT Notify payload is "Create a new TFT" and the packet filter list in the TFT Notify payload is empty, the UE shall send a CREATE_CHILD_SA response message with the SYNTACTICAL_ERROR_IN_THE_TFT_OPERATION Notify payload; and
2)
if there are other types of syntactical errors in the coding of the TFT Notify payload, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list, the UE shall send a CREATE_CHILD_SA response message with the SYNTACTICAL_ERROR_IN_THE_TFT_OPERATION Notify payload;
c)
the UE checks for semantic errors in packet filters as follows:

1)
if a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter, the UE shall send a CREATE_CHILD_SA response message with the SEMANTIC_ERRORS_IN_PACKET_FILTERS Notify payload. How the UE determines a semantic error in a packet filter is outside the scope of the present document; and

2)
if the resulting TFT does not contain any packet filter which applicable for the uplink direction, the UE shall send a CREATE_CHILD_SA response message with the SEMANTIC_ERRORS_IN_PACKET_FILTERS Notify payload;

d)
the UE checks syntactical errors in packet filters as follows:
1)
if the TFT operation in the TFT Notify payload is "Create a new TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers, the UE shall send a CREATE_CHILD_SA response message with the SYNTACTICAL_ERRORS_IN_PACKET_FILTERS Notify payload;

2)
if the TFT operation in the TFT Notify payload is "Create a new TFT" and two or more packet filters in all TFTs associated with this PDN connection would have identical packet filter precedence values:

i)
if the old packet filters do not belong to the default bearer contex, the UE shall send a CREATE_CHILD_SA response message with the SYNTACTICAL_ERRORS_IN_PACKET_FILTERS Notify payload; and

NOTE:
the UE is not expected to be able to release a particular bearer context.

ii)
if one or more old packet filters belong to the default bearer context, the UE shall release the PDN connection as specified in subclause 7.2.4.1; and
3)
if there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier, the UE shall send a CREATE_CHILD_SA response message with the SYNTACTICAL_ERRORS_IN_PACKET_FILTERS Notify payload.
***** Next change *****
7.2.7.3.5
Modification of an IPSec ESP tunnel due to change of EPS QoS and TFT
Upon receiving an INFORMATIONAL request message the IKE SA of the PDN connection, with a MODIFIED_BEARER Notify payload as specified in subclause 8.2.9.12 indicating an ePDG's ESP SPI of a bearer context of the PDN connection, if the UE sends an INFORMATIONAL response message without an IKEv2 notify payload indicating an error:

a)
if the EPS_QOS Notify payload as specified in subclause 8.2.9.10 is included in the INFORMATIONAL request message:

1)
the UE shall update the bearer context with the EPS QoS indicated in the EPS_QOS Notify payload; and
2)
if the EXTENDED_EPS_QOS Notify payload as specified in subclause 8.2.9.10A is included in the INFORMATIONAL request message, the UE shall update the bearer context with the extended EPS QoS indicated in the EXTENDED_EPS_QOS Notify payload;

b)
if the TFT Notify payload as specified in subclause 8.2.9.11 is included in the INFORMATIONAL request message, the UE shall update the bearer context with the TFT indicated in the TFT Notify payload; and

c)
if the bearer context is the default bearer context and the APN_AMBR Notify payload as specified in subclause 8.2.9.x is included in the INFORMATIONAL request message:

1)
the UE shall update the bearer context with the APN-AMBR indicated in the APN_AMBR Notify payload; and
2)
if the EXTENDED_APN_AMBR Notify payload as specified in subclause 8.2.9.y is included in the INFORMATIONAL request message, the UE shall update the bearer context with the extended APN-AMBR indicated in the EXTENDED_APN_AMBR Notify payload.

Upon receiving an INFORMATIONAL request message the IKE SA of the PDN connection, with a MODIFIED_BEARER Notify payload as specified in subclause 8.2.9.12 indicating an ePDG's ESP SPI of a bearer context of the PDN connection, and with a TFT Notify payload as specified in subclause 8.2.9.11:

a)
the UE checks for semantic errors in TFT operations as follows:
1)
if the TFT operation in the TFT Notify payload is "Create a new TFT" and there is already an existing TFT for the bearer context, the UE shall further process the new activation request and, if it was processed successfully, delete the old TFT;
2)
if the TFT operation in the TFT Notify payload is an operation other than "Create a new TFT" and there is no TFT for the bearer context, the UE shall not diagnose an error and perform the following actions to resolve the inconsistency:

i)
if the TFT operation is "Delete existing TFT" or "Delete packet filters from existing TFT", and if no error according to items b, c, and d was detected, consider the TFT as successfully deleted; and

ii)
if the TFT operation is "Add packet filters in existing TFT" or "Replace packet filters in existing TFT", the UE shall process the new request as an activation request;
3)
if the TFT operation in the TFT Notify payload is "Delete packet filters from existing TFT" and it would render the TFT empty:

i)
if the packet filters belong to a bearer context which is not the default bearer context, the UE shall process the new deletion request and, if no error according to items b, c, and d was detected, the UE shall send an INFORMATIONAL response message with the SEMANTIC_ERROR_IN_THE_TFT_OPERATION Notify payload; and
ii)
if the packet filters belong to a bearer context which is the default bearer context, the UE shall process the new deletion request and if no error according to items b, c, and d was detected then delete the existing TFT; and
4)
if the TFT operation in the TFT Notify payload is "Delete existing TFT" and the bearer context is not the default bearer context, the UE shall send an INFORMATIONAL response message with the SEMANTIC_ERROR_IN_THE_TFT_OPERATION Notify payload;
b)
the UE checks for syntactical errors in TFT operations as follows:

1)
if the TFT operation in the TFT Notify payload is "Create a new TFT", "Add packet filters in existing TFT", "Replace packet filters in existing TFT" or "Delete packet filters from existing TFT" and the packet filter list in the TFT Notify payload is empty, the UE shall send an INFORMATIONAL response message with the SYNTACTICAL_ERROR_IN_THE_TFT_OPERATION Notify payload;
2)
if TFT operation in the TFT Notify payload is "Delete existing TFT" or "No TFT operation" with a non-empty packet filter list in the TFT Notify payload, the UE shall send an INFORMATIONAL response message with the SYNTACTICAL_ERROR_IN_THE_TFT_OPERATION Notify payload;
3)
if TFT operation in the TFT Notify payload is "Replace packet filters in existing TFT" when the packet filter to be replaced does not exist in the original TFT, the UE shall not diagnose an error, further process the replace request and, if no error according to items c and d was detected, include the packet filters received to the existing TFT;
4)
if TFT operation in the TFT Notify payload is "Delete packet filters from existing TFT" when the packet filter to be deleted does not exist in the original TFT, the UE shall not diagnose an error, further process the deletion request and, if no error according to items c and d was detected, consider the respective packet filter as successfully deleted;
5)
if TFT operation in the TFT Notify payload is "Delete packet filters from existing TFT" with a packet filter list also including packet filters in addition to the packet filter identifiers, the UE shall send an INFORMATIONAL response message with the SYNTACTICAL_ERROR_IN_THE_TFT_OPERATION Notify payload; and
6)
if there are other types of syntactical errors in the coding of the TFT Notify payload, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list, the UE shall send an INFORMATIONAL response message with the SYNTACTICAL_ERROR_IN_THE_TFT_OPERATION Notify payload;
c)
the UE checks for semantic errors in packet filters as follows:

1)
if a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e. no IP packet will ever fit this packet filter, the UE shall send an INFORMATIONAL response message with the SEMANTIC_ERRORS_IN_PACKET_FILTERS Notify payload. How the UE determines a semantic error in a packet filter is outside the scope of the present document; and

2)
if the resulting TFT, which is assigned to a bearer context which is not the default bearer context, does not contain any packet filter applicable for the uplink direction among the packet filters created on request from the network, the UE shall send an INFORMATIONAL response message with the SEMANTIC_ERRORS_IN_PACKET_FILTERS Notify payload; and
d)
the UE checks for syntactical errors in packet filters as follows:

1)
if the TFT operation in the TFT Notify payload is "Create a new TFT", "Add packet filters to existing TFT", and two or more packet filters in the resultant TFT would have identical packet filter identifiers:

i)
if two or more packet filters with identical packet filter identifiers are contained in the new request, the UE shall send an INFORMATIONAL response message with the SYNTACTICAL_ERRORS_IN_PACKET_FILTERS Notify payload; and

ii)
if two or more packet filters with identical packet filter identifiers are not contained in the new request, the UE shall not diagnose an error, further process the new request and, if it was processed successfully, delete the old packet filters which have the identical packet filter identifiers;

2)
if the TFT operation in the TFT Notify payload is "Create a new TFT", "Add packet filters to existing TFT" or "Replace packet filters in existing TFT", and two or more packet filters among all TFTs associated with this PDN connection would have identical packet filter precedence values:

i)
if the old packet filters do not belong to the default bearer contex, the UE shall send an INFORMATIONAL response message with the SYNTACTICAL_ERRORS_IN_PACKET_FILTERS Notify payload; and

NOTE:
the UE is not expected to be able to release a particular bearer context.

ii)
if one or more old packet filters belong to the default bearer context, the UE shall release the PDN connection as specified in subclause 7.2.4.1; and
3)
if there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier, the UE shall send an INFORMATIONAL response message with the SYNTACTICAL_ERRORS_IN_PACKET_FILTERS Notify payload.
***** Next change *****
7.4.6.3.2
Establishment of IKEv2 SA and initial IPSec ESP tunnel
In the IKE_AUTH response message establishing an IKE SA of the PDN connection:

a)
the ePDG shall include an EPS_QOS Notify payload as specified in subclause 8.2.9.10 indicating the EPS QoS of the default S2b bearer of the PDN connection;

b)
the ePDG may include an EXTENDED_EPS_QOS Notify payload as specified in subclause 8.2.9.10A indicating the extended EPS QoS of the default S2b bearer of the PDN connection;

c)
the ePDG may include an APN_AMBR Notify payload as specified in subclause 8.2.9.x indicating the APN-AMBR of the PDN connection; and
d)
if the APN_AMBR Notify payload is included, the ePDG may include an EXTENDED_APN_AMBR Notify payload as specified in subclause 8.2.9.y indicating the extended APN-AMBR of the PDN connection.
Upon sending the IKE_AUTH response message, the ePDG shall bind the ePDG's ESP SPI created by the IKE_AUTH request/response pair and the UE's ESP SPI created by the IKE_AUTH request/response pair to the default S2b bearer of the PDN connection.
***** Next change *****
7.4.6.3.3
Establishment of an additional IPSec ESP tunnel
If a dedicated S2b bearer of the PDN connection is activated, the ePDG shall send a CREATE_CHILD_SA request message in the IKE SA of the PDN connection. In the CREATE_CHILD_SA request message:

a)
the ePDG shall include an EPS_QOS Notify payload as specified in subclause 8.2.9.10 indicating the EPS QoS of the dedicated S2b bearer of the PDN connection;
b)
the ePDG may include an EXTENDED_EPS_QOS Notify payload as specified in subclause 8.2.9.10A indicating the extended EPS QoS of the dedicated S2b bearer of the PDN connection; and
c)
the ePDG shall include an TFT Notify payload as specified in subclause 8.2.9.11 indicating the TFT of the dedicated S2b bearer of the PDN connection.

Upon receiving a CREATE_CHILD_SA response message without an IKEv2 notify payload indicating an error, the ePDG shall accept the dedicated S2b bearer activation and shall bind the ePDG's ESP SPI created by the CREATE_CHILD_SA request/response pair and the UE's ESP SPI created by the CREATE_CHILD_SA request/response pair to the dedicated S2b bearer of the PDN connection.

Upon receiving a CREATE_CHILD_SA response message with an IKEv2 notify payload indicating an error, the ePDG shall reject the dedicated S2b bearer activation.

***** Next change *****
7.4.6.3.5
Modification of an IPSec ESP tunnel due to change of EPS QoS and TFT
If an S2b bearer of the PDN connection is modified, the ePDG shall send a INFORMATIONAL request message in the IKE SA of the PDN connection. In the INFORMATIONAL request message, the ePDG shall include an MODIFIED_BEARER Notify payload as specified in subclause 8.2.9.12 indicating the ePDG's ESP SPI bound to the S2b bearer. In the INFORMATIONAL request message:
a)
the ePDG may include an EPS_QOS Notify payload as specified in subclause 8.2.9.10 indicating the EPS QoS of the S2b bearer of the PDN connection;

b)
if the EPS_QOS Notify payload is included, the ePDG may include an EXTENDED_EPS_QOS Notify payload as specified in subclause 8.2.9.10A indicating the extended EPS QoS of the default S2b bearer of the PDN connection;

c)
the ePDG may include an TFT Notify payload as specified in subclause 8.2.9.11 indicating the TFT of the S2b bearer of the PDN connection; and
d)
if the S2b bearer is the default S2b beaer:

1)
the ePDG may include an APN_AMBR Notify payload as specified in subclause 8.2.9.x indicating the APN-AMBR of the PDN connection; and
2)
if the APN_AMBR Notify payload is included, the ePDG may include an EXTENDED_APN_AMBR Notify payload as specified in subclause 8.2.9.y indicating the extended APN-AMBR of the PDN connection.

Upon receiving a INFORMATIONAL response message without an IKEv2 notify payload indicating an error, the ePDG shall accept the S2b bearer modification.

Upon receiving a INFORMATIONAL response message with an IKEv2 notify payload indicating an error, the ePDG shall reject the S2b bearer modification.

***** Next change *****
8.1.2.3
Private Notify Message - Status Types

The Private Notify Message Status Types defined in table 8.1.2.3-1 are used to indicate status notifications or additional information in a Notify payload which may be added to an IKEv2 message or IKE_AUTH request or IKE_AUTH response message according to the procedures described in the present document. Refer to table 8.1.2.3‑1 for more details on what each status type means.

Table 8.1.2.3-1: Private Status Types
	Notify Message
	Value
(in decimal)
	Descriptions

	REACTIVATION_REQUESTED_CAUSE 
	40961
	The IPsec tunnel associated to a PDN connection is released with a cause requesting the UE to reestablish the IPsec tunnel for the same PDN Connection after its release. 

	BACKOFF_TIMER
	41041
	The value of the backoff timer is included in the BACKOFF_TIMER Notify payload as specified in subclause 8.2.9.1.

	PDN_TYPE_IPv4_ONLY_ALLOWED
	41050
	This value is used by the network to indicate that only PDN type IPv4 is allowed for the requested PDN connectivity.

	PDN_TYPE_IPv6_ONLY_ALLOWED
	41051
	This value is used by the network to indicate that only PDN type IPv6 is allowed for the requested PDN connectivity.

	DEVICE_IDENTITY
	41101
	The device identity type and/or identity value are included in the DEVICE_IDENTITY Notify payload as specified in subclause 8.2.9.2.

	EMERGENCY_SUPPORT
	41112
	This status when present indicates that the ePDG supports emergency service. The EMERGENCY_SUPPORT Notify payload is coded according to subclause 8.2.9.7.

	EMERGENCY_CALL_NUMBERS
	41134
	Additional local emergency call numbers that the UE may use for detecting UE initiated emergency calls. The EMERGENCY_CALL_NUMBERS Notify payload is coded according to subclause 8.2.9.8.

	NBIFOM_GENERIC_CONTAINER
	41288
	The NBIFOM parameters are included in the NBIFOM_GENERIC_CONTAINER Notify payload as specified in subclause 8.2.9.3.

	P-CSCF_RESELECTION_SUPPORT
	41304
	This status when present indicates that the UE supports the P-CSCF restoration extension for untrusted WLAN 

	PTI
	41501
	An INFORMATIONAL request message of an ePDG-initiated modification procedure is initiated by another INFORMATIONAL request message of an UE-initiated modification procedure. The PTI Notify payload is coded according to subclause 8.2.9.5.

	IKEV2_MULTIPLE_BEARER_PDN_CONNECTIVITY
	42011
	This status when present indicates that the UE supports IKEv2 multiple bearer PDN connectivity. 
The IKEV2_MULTIPLE_BEARER_PDN_CONNECTIVITY Notify payload is coded according to subclause 8.2.9.9.

	EPS_QOS
	42014
	This status when present indicates EPS QoS. The EPS_QOS Notify payload is coded according to subclause 8.2.9.10.

	EXTENDED_EPS_QOS
	42015
	This status when present indicates extended EPS QoS. The EXTENDED_EPS_QOS Notify payload is coded according to subclause 8.2.9.10A.

	TFT
	42017
	This status when present indicates TFT. The TFT Notify payload is coded according to subclause 8.2.9.11.

	MODIFIED_BEARER
	42020
	This status when present indicates sender's ESP SPI. The MODIFIED_BEARER Notify payload is coded according to subclause 8.2.9.12.

	APN_AMBR
	xxx
	This status when present indicates APN-AMBR. The APN_AMBR Notify payload is coded according to subclause 8.2.9.x.

	EXTENDED_APN_AMBR
	yyy
	This status when present indicates extended APN-AMBR. The EXTENDED_APN_AMBR Notify payload is coded according to subclause 8.2.9.y.


The private notify message error type values:

-
between 49950 and 49999;

-
between 50950 and 50999;

-
between 51950 and 51999;

-
between 52950 and 52999;

-
between 53950 and 53999; and

-
between 54950 and 54999;

will not be allocated to a Notify payload defined in the present specification.
***** Next change *****
8.2.9.10A
EXTENDED_EPS_QOS Notify payload

The EXTENDED_EPS_QOS Notify payload is used to indicate the extended EPS QoS. 

The EXTENDED_EPS_QOS Notify payload is coded according to figure 8.2.9.10A-1 and table 8.2.9.10A-1. 

	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Protocol ID
	1

	SPI Size
	2

	Notify Message Type
	3 - 4

	Length
	5

	Extended EPS QoS Value
	6 - x


Figure 8.2.9.10A-1: EXTENDED_EPS_QOS Notify payload format

Table 8.2.9.10A-1: EXTENDED_EPS_QOS Notify payload value

	Octet 1 is defined in IETF RFC 5996 [28]



	Octet 2 is SPI Size field. It is set to 0 and there is no Security Parameter Index field.



	Octet 3 and Octet 4 is the Notify Message Type field. The Notify Message Type field is set to value 42015 to indicate the EXTENDED_EPS_QOS (see subclause 8.1.2.3).



	Octet 5 is the Length field. This field indicates the length in octets of the Extended EPS QoS Value field.



	Octets 6 and later are the Extended EPS QoS Value field. This field indicates the extended EPS QoS. It is coded as the value part (as specified in TS 24.007 [48] for type 4 IE) of the extended quality of service information element defined in 3GPP TS 24.301 [10] subclause 9.9.4.30 (Note 1).



	NOTE 1:
The Extended EPS quality of service IEI field and the Length of EPS quality of service contents field of the extended quality of service information element are not included in the value of the Extended EPS QoS Value field.


***** Next change *****
8.2.9.x
APN_AMBR Notify payload

The APN_AMBR Notify payload is used to indicate the APN-AMBR.

The APN_AMBR Notify payload is coded according to figure 8.2.9.x-1 and table 8.2.9.x-1. 

	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Protocol ID
	1

	SPI Size
	2

	Notify Message Type
	3 - 4

	Length
	5

	APN AMBR Value
	6 - x


Figure 8.2.9.x-1: APN_AMBR Notify payload format

Table 8.2.9.x-1: APN_AMBR Notify payload value

	Octet 1 is defined in IETF RFC 5996 [28]



	Octet 2 is SPI Size field. It is set to 0 and there is no Security Parameter Index field.



	Octet 3 and Octet 4 is the Notify Message Type field. The Notify Message Type field is set to value xxx to indicate the APN_AMBR (see subclause 8.1.2.3).



	Octet 5 is the Length field. This field indicates the length in octets of the APN AMBR Value field.



	Octets 6 and later are the APN AMBR Value field. This field indicates the APN-AMBR. It is coded as the value part (as specified in TS 24.007 [48] for type 4 IE) of the APN aggregate maximum bit rate information element defined in 3GPP TS 24.301 [10] subclause 9.9.4.2 (Note 1).



	NOTE 1:
The APN aggregate maximum bit rate IEI field and the Length of APN aggregate maximum bit rate contents field of the APN aggregate maximum bit rate information element are not included in the value of the APN AMBR Value field.


***** Next change *****
8.2.9.y
EXTENDED_APN_AMBR Notify payload

The EXTENDED_APN_AMBR Notify payload is used to indicate the extended APN-AMBR.

The EXTENDED_APN_AMBR Notify payload is coded according to figure 8.2.9.y-1 and table 8.2.9.y-1. 

	Bits
	

	7
	6
	5
	4
	3
	2
	1
	0
	Octets

	Protocol ID
	1

	SPI Size
	2

	Notify Message Type
	3 - 4

	Length
	5

	Extended APN AMBR Value
	6 - x


Figure 8.2.9.x-1: EXTENDED_APN_AMBR Notify payload format

Table 8.2.9.x-1: EXTENDED_APN_AMBR Notify payload value

	Octet 1 is defined in IETF RFC 5996 [28]



	Octet 2 is SPI Size field. It is set to 0 and there is no Security Parameter Index field.



	Octet 3 and Octet 4 is the Notify Message Type field. The Notify Message Type field is set to value yyy to indicate the EXTENDED_APN_AMBR (see subclause 8.1.2.3).



	Octet 5 is the Length field. This field indicates the length in octets of the Extended APN AMBR Value field.



	Octets 6 and later are the Extended APN AMBR Value field. This field indicates the extended APN-AMBR. It is coded as the value part (as specified in TS 24.007 [48] for type 4 IE) of the extended APN aggregate maximum bit rate information element defined in 3GPP TS 24.301 [10] subclause 9.9.4.29 (Note 1).


	NOTE 1:
The Extended APN aggregate maximum bit rate IEI field and the Length of extended APN aggregate maximum bit rate contents of the extended APN aggregate maximum bit rate are not included in the value of the Extended APN AMBR Value field.


