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2. Reason for Change
Issue-2: Earlier revision of pCR C1-173509 expected that ARP would be provided to the UE in the parameter list. It was commented that ARP is not listed in TR (and not listed in 12.4.1.1.2 of C1-173508) and is not needed by the UE, and thus ARP should be removed. In C1-173509, this was done but only partially - text "When the parameter identifier indicates ARP, the parameter contents field contains the binary representation of ARP value that is one octet in length," remains and needs to be removed.

Issue-3: Earlier revision of pCR C1-173509 expected that the Packet Filter Identifier in the parameter list would be provided to the UE. It was commented that the Packet Filter Identifier in the parameter list is not needed by the UE, and thus the Packet Filter Identifier in the parameter list should be removed. This was done only partially - the Packet Filter Identifier in the parameter list was removed but the text "When the parameter identifier indicates Packet Filter Identifier, the parameter contents field contains the binary representation of one or more packet filter identifiers. Each packet filter identifier is encoded in one octet, in the 4 least significant bits. This parameter is used by the MS and the network to identify one or more packet filters in a TFT when modifying the QoS rule without modifying the packet filter itself." remains and needs to be removed.
NOTE: The Packet Filter Identifier in the packet filter list (Figure 12.4.2.1.3, Figure 12.4.2.1.4) is needed and kept.
Issue-4: "Ignore this IE" code point of the Rule operation code field of QoS rule field refers to QoS rule IE which does not exist (we only have QoS rules IE). Moreover, if we need signalled QoS rules of zero content, we can just allow signalled QoS rules IE to have Length of Signalled QoS rules IE set to zero. We do not need the "Ignore this IE" code point of the Rule operation code field of QoS rule field in any situation.
Issue-5: The names of code point of the Rule operation code field of QoS rule field do not make it clear which code point the network uses if the network wants the UE to modify QoS rule precedence, QoS flow identifier, or other parameters in the parameter list (e.g. GFBR for UL) of an existing QoS flow. It is proposed to use the following code point names:

8 7 6

0 0 0 Reserved

0 0 1 Create new signalled QoS rule

0 1 0 Delete existing signalled QoS rule

0 1 1 Modify existing signalled QoS rule and add packet filters

1 0 0 Modify existing signalled QoS rule and replace packet filters

1 0 1 Modify existing signalled QoS rule and delete packet filters

1 1 0 Modify existing signalled QoS rule without modifying packet filters

1 1 1 Reserved 

Issue-6: The packet filter list contains Packet filter evaluation precedence field in each packet filter field. However, stage-2 does not expect this - the precedence is linked to a QoS rule (rather than to packet filter of the QoS rule). A QoS rule with an UL packet filter applies if the UL packet filter matches the UL user data packet (see C1-173508, 12.4.1.4, bullet a)). We do not need to have the Packet filter evaluation precedence field.
Issue-7: "MFBR downlink" is 3 octets long while "MFBR uplink" is 4 octets long. The “MFBR downlink” field should be aligned with "MFBR uplink". 
Issue-8: "No packet filter operation" code point of the Rule operation code field of QoS rule field requires inclusion of the parameter list (due to statement "The Rule operation code "No packet filter operation" shall be used if a parameters list is included but no packet filter list is included in the traffic flow template information element."), which precludes usage of this code point for changes of solely "QoS rule precedence" of a QoS rule, or change of solely "QoS flow identifier" of the QoS rule, or of both of them. The requirement on inclusion of a parameter list for "No packet filter operation" operation needs to be removed.
Issue-9: "The QoS rule identifier field is used to specify the precedence of the QoS rule among all QoS rules associated with this QoS flow." - the precedence should be among signalled or derived QoS rules of the PDU session.

Issue-10: 

CT1 also agreed C1-173566 stating the below.

In order to determine whether a 5GS QoS flow relates to an SDP media description, the UE needs to know both UL filters (since they impact UE sending of the media of the SDP media description) and DL filters (since they impact UE receiving of the media of the SDP media description). 
---------

U.2A.1  Impact on SDP offer / answer of activation or modification of IP-CAN for media by the network

If, due to the activation of 5GS QoS flow from the network the related SDP media description needs to be changed, the UE shall update the related SDP information by sending a new SDP offer within a SIP request, which is sent over the existing SIP dialog,

If the UE receives a modification request from the network for a 5GS QoS flow that is used for one or more media streams in an ongoing SIP session, the UE shall:

1)   if, due to the modification of the 5GS QoS flow, the related SDP media description need to be changed, update the related SDP information by sending a new SDP offer within a SIP request, that is sent over the existing SIP dialog, and respond to the 5GS QoS flow modification request.

NOTE:   The UE can decide to indicate additional media streams as well as additional or different codecs in the SDP offer than those used in the already ongoing session.

---------
Also, SA2 agreed S2-176779 during the Sep 2017 e-meeting stating:

---------
When applicable, the SMF generates the QoS rule(s) for the PDU Session corresponding to the SDF(s) by allocating QoS rule identifiers, which are unique within the PDU session adding the QFI of the QoS flow the SDF is bound to, setting the packet filter(s) to the UL part of the SDF template, optionally providing the packet filter(s) for the DL part of the SDF template, and setting the QoS rule precedence to the SDF precedence.
---------

Therefore, the coding of QoS flow needs to support the DL packet filters in the QoS rule as well. 

Issue-11:table 12.4.2.1-1 includes a reference to TS 23.060 (“The description and valid combinations of packet filter component type identifiers in a packet filter are defined in 3GPP TS 23.060 [74] subclause 15.3.2.”) which should be replaced by a reference to TS 23.501.

Issue-12: octets are mis-numbered in Figure 12.4.2.1-2, Figure 12.4.2.1-3 and Figure 12.4.2.1-4

Issue-13: text says minimum length of IE is 4 octets, but it should be 9 octets (as there is at least the default QoS rule).
Issue-15: no operation can be used to remove all the packet filters from a QoS rule (when the QoS rule is a default QoS rule). It is proposed that "Modify existing signalled QoS rule and replace packet filters" can be used for this operation.

Issue-16: It is not possible to create the default QoS rule which does not have any packet filter. This needs to be allowed for the "Create new signalled QoS rule" operation.
Issue-17: There are statements "Both the UE and network indication for support of the Local address in QoS rule are required to use this packet filter component." but no such indications are expected anywhere. Given that we define 1st release of 5GS, we do not need to resolve any backward compatibility issues, we can mandate the support of the Local address in QoS rule and these statements can be removed.

Issue-18: There is a statement "This parameter shall be used, instead of IPv6 remote address type, when both the UE and network indication for support of the Local address in QoS rule are present." but no such indications are expected anywhere. Given that we define 1st release of the 5GS, we do not need to resolve any backward compatibility issues, we can mandate the support of the Local address in QoS rule, remove the statement, remove the IPv6 remote address type as it is not expected to be used when the Local address in QoS rule is supported, and refer to "IPv6 local address/prefix length" whereever "IPv6 remote address" was used.
Issue-19: Packet filter cannot be based on both IPv4 and IPv6 - this is clarified for remote IP addresses but not clarified to local IP addresses.
Issue-20: Editor's note on Ethernet packet filters can be removed since SA2 has agreed S2-176559 at Aug 2017 SA2 meeting
Issue-22: Spare, reserved and operator-specific 5QI values are not specified. Also handling of not assigned 5QI values is not specifed.

Issue-23: GFBR uplink is 4 octets long and indicates binary representation of guaranteed flow bit rate for uplink. This means that the guaranteed flow bit rate for uplink is up to 4 Gbit/s. 
However, SA2 requested in C1-172849: "SA2 ... invite CT1, CT 4 and RAN 3 to consider whether they wish to align all their maximum data rates at 4 Tera bit/s." and in EPC, the biggest supported value is 256 Pbit/s as agreed for the Extended quality of service IE in C1-173784. 
In the Extended quality of service IE in C1-173784, the bit rates are indicated by one octet long unit and two octets long value.

The same principle as in C1-173784 can be used in 5G. 
However, in comparison to C1-173784, we also need to enable indication of values smaller than 100 kbits/s as those are indicated  in EPC using EPS quality of service IE (rather than the Extended quality of service IE). The EPS quality of service IE in EPC enables to indicate as low bitrate as 1 kbit/s. Enabling indication of such low bitrate in 5GS too enables operators to serve UEs needing only such low bitrate in both EPS and 5GS without wasting bitrate in 5GS.

Same for GFBR downlink, MFBR uplink and MFBR downlink.

Furthermore, there is wrong capitalization, wrong punctuation and wrong styles.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890.
* * * Change * * *
12.4.1.4.2
Derivation of UL packet filter from DL user data packet

The UE shall derive an UL packet filter from a DL user data packet as follows:
a)
if the received DL user data packet belongs to a PDU session of PDU session type "IPv4", the UL packet filter contains the following packet filter components:

1)
an IPv4 remote address component set to the source IP address of the received DL user data packet;

2)
an IPv4 local address component set to the destination IP address of the received DL user data packet;

3)
a Protocol identifier/Next header type component set to the value of the received protocol type field; and

4)
if the received protocol type field indicates a protocol specifying usage of ports:

A)
a Single local port type component set to value of the destination port in the received DL user data packet; and

B)
a Single remote port type component set to the value of the source port in the received DL user data packet;

b)
if the received DL user data packet belongs to a PDU session of PDU session type "IPv6", the UL packet filter contains the following packet filter components:

1)
an IPv6 remote address/prefix length component set to the source IP address of the received DL user data packet;

2)
an IPv6 local address/prefix length component set to the destination IP address of the received DL user data packet;

3)
a Protocol identifier/Next header type component set to the value of the last received next header field; and

4)
if the last received next header field indicates a protocol specifying usage of ports:

A)
a Single local port type component set to value of the destination port in the received DL user data packet; and

B)
a Single remote port type component set to the value of the source port in the received DL user data packet; and

c)
if the received DL user data packet belongs to a PDU session of PDU session type "Ethernet", the UL packet filter contains the following packet filter components: 

1)
a destination MAC address component set to the source MAC address of the received DL packet;

2)
a source MAC address component set to the destination MAC address of the received DL packet;

3)
if an 802.1Q C-TAG is included in the received DL packet, an 802.1Q C-TAG VID component set to the 802.1Q C-TAG VID of the received DL packet and an 802.1Q C-TAG PCP/DEI component set to the 802.1Q C-TAG PCP/DEI of the received DL packet;

4)
if an 802.1Q S-TAG is included in the received DL packet, an 802.1Q S-TAG VID component set to the 802.1Q S-TAG VID of the received DL packet and an 802.1Q S-TAG PCP/DEI component set to the 802.1Q S-TAG PCP/DEI of the received DL packet;

5)
If the Ethertype field of the received DL packet is set to a value of 1536 or above, an Ethertype component set to the Ethertype of the received DL packet;

6)
if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv4 data, the UE shall also add to the UL packet filter IP-specific components based on the contents of the DL user data IP header as described in bullet a) above; and

7)
if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv6 data, the UE shall also add to the UL packet filter IP-specific components based on the contents of the DL user data IP header as described in bullet b) above.


* * * Change * * *
12.4.2.1
QoS rules coding

The purpose of the QoS rules information element is to specify the set of parameters that are used by the UE:

-
for classification and marking of uplink user traffic; and

-
for identification of a QoS flow which the network is to use for a particular downlink user traffic.
NOTE:
The UE needs to be aware of a QoS flow which the network is to use for a particular downlink user traffic e.g. to determine whether a resource is available for downlink media of a media stream of an SDP media description provided by the UE in an IMS session.

The QoS rules may contain packet filters for the uplink direction, packet filters for the downlink direction, packet filters that are applicable to both directions or any combinations of these. The packet filters determine the traffic mapping to QoS flows. 

The QoS rules information element is a type 6 information element with a minimum length of 9 octets. The maximum length for the information element is 65 538 octets.
The QoS rules information element is coded as shown in figure 12.4.2.1.1 and table 12.4.2.1.1.
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Figure 12.4.2.1.1: QoS rules information element
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Figure 12.4.2.1.2: QoS rule 
	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	0
	0
	0
	0
	Packet filter identifier 1
	Octet 10

	
	Spare
	
	

	
	0
	0
	0
	0
	Packet filter identifier 2
	Octet 11

	
	Spare
	
	

	
	…
	

	
	0
	0
	0
	0
	Packet filter identifier N
	Octet N+3

	
	Spare
	
	


Figure 12.4.2.1.3: Packet filter list when the rule operation is "modify existing QoS rule and delete packet filters" (z=N+3)
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Figure 12.4.2.1.4: Packet filter list when the rule operation is "create new QoS rule", or "modify existing QoS rule and add packet filters" or "modify existing QoS rule and replace packet filters"
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Figure 12.4.2.1.5: Parameters list
Table 12.4.2.1.1: QoS rules information element

	QoS rule identifier (octet 4)

The QoS rule identifier field is used to identify the QoS rule. 

QoS rule precedence (octet 7)

The QoS rule precedence field is used to specify the precedence of the QoS rule among all QoS rules and derived QoS rules associated with the PDU session of the QoS flow. Higher the value of the QoS rule precedence field, lower the precedence of that QoS rule is.

QoS flow identifier (octet 8)

The QoS flow identifier field is used to identify the QoS flow. 


Rule operation code (bits 8 to 6 of octet 9)
Bits
8 7 6

0 0 0 Reserved
0 0 1 Create new QoS rule
0 1 0 Delete existing QoS rule
0 1 1 Modify existing QoS rule and add packet filters
1 0 0 Modify existing QoS rule and replace packet filters
1 0 1 Modify existing QoS rule and delete packet filters
1 1 0 Modify existing QoS rule without modifying packet filters
1 1 1 Reserved


E bit (bit 5 of octet 9)

The E bit indicates if a parameters list is included in the QoS rule IE and it is encoded as follows:

0
parameters list is not included

1
parameters list is included
Number of packet filters (bits 4 to 1 of octet 9)

The number of packet filters contains the binary coding for the number of packet filters in the packet filter list. The number of packet filters field is encoded in bits 4 through 1 of octet 9 where bit 4 is the most significant and bit 1 is the least significant bit. For the "delete existing QoS rule" operation and for the "modify existing QoS rule without modifying packet filters" operation, the number of packet filters shall be coded as 0. For the "create new QoS rule" operation and the "modify existing QoS rule and replace packet filters" operation, the number of packet filters shall be greater than or equal to 0 and less than or equal to 15. For all other operations, the number of packet filters shall be greater than 0 and less than or equal to 15. 

Packet filter list (octets 10 to z)

The packet filter list contains a variable number of uplink packet filters. 
For the "delete existing QoS rule" operation and for the "modify existing QoS rule without modifying packet filters" operation, the packet filter list shall be empty.

For the "modify existing QoS rule and delete packet filters" operation, the packet filter list shall contain a variable number of packet filter identifiers. This number shall be derived from the coding of the number of packet filters field in octet 9.

For the "create new QoS rule" operation and for the "modify existing QoS rule and replace packet filters" operation, the packet filter list shall contain 0 or a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 9.

For the "modify existing QoS rule and add packet filters" operation, the packet filter list shall contain a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 9.

Each packet filter is of variable length and consists of 

-
a packet filter direction (2 bits); 
-
a packet filter identifier (4 bits); 

- 
the length of the packet filter contents (1 octet); and
-
the packet filter contents itself (variable amount of octets).

The packet filter direction field is used to indicate for what traffic direction the filter applies.

Bits
6 5

0 0 - reserved

0 1 - downlink only
1 0 - uplink only
1 1 - bidirectional (see NOTE)
The packet filter identifier field is used to identify each packet filter in a QoS rule. The least significant 4 bits are used. 


The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit.

The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 remote address type" and "IPv6 remote address/prefix length type" packet filter components, only one shall be present in one packet filter. Among the "IPv4 local address type" and "IPv6 local address/prefix length type" packet filter components, only one shall be present in one packet filter. Among the "single local port type" and "local port range type" packet filter components, only one shall be present in one packet filter. Among the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter.

The term local refers to the UE and the term remote refers to an external network entity.

Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1 

0 0 0 1 0 0 0 0
IPv4 remote address type
0 0 0 1 0 0 0 1
IPv4 local address type 
0 0 1 0 0 0 0 1
IPv6 remote address/prefix length type
0 0 1 0 0 0 1 1
IPv6 local address/prefix length type
0 0 1 1 0 0 0 0
Protocol identifier/Next header type
0 1 0 0 0 0 0 0
Single local port type
0 1 0 0 0 0 0 1
Local port range type
0 1 0 1 0 0 0 0
Single remote port type 
0 1 0 1 0 0 0 1
Remote port range type
0 1 1 0 0 0 0 0
Security parameter index type
0 1 1 1 0 0 0 0
Type of service/Traffic class type
1 0 0 0 0 0 0 0
Flow label type

1 0 0 0 0 0 0 1
Destination MAC address type
1 0 0 0 0 0 1 0
Source MAC address type
1 0 0 0 0 0 1 1
802.1Q C-TAG VID type
1 0 0 0 0 1 0 0
802.1Q S-TAG VID type
1 0 0 0 0 1 0 1
802.1Q C-TAG PCP/DEI type
1 0 0 0 0 1 1 0
802.1Q S-TAG PCP/DEI type
1 0 0 0 0 1 1 1
Ethertype type

 All other values are reserved.


The description and valid combinations of packet filter component type identifiers in a packet filter are defined in 3GPP TS 23.501 [8].

For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv4 local address type", the packet filter component value field shall be encoded as defined for "IPv4 remote address type".

For "IPv6 remote address/prefix length type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.
For "IPv6 local address/prefix length type", the packet filter component value field shall be encoded as defined for "IPv6 remote address /prefix length".


For "protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header.

For "single local port type" and "single remote port type", the packet filter component value field shall be encoded as two octet which specifies a port number.

For "local port range type" and "remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "security parameter index", the packet filter component value field shall be encoded as four octets which specifies the IPSec security parameter index.

For "type of service/traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet type-of-service/traffic class field and a one octet type-of-service/traffic class mask field. The type-of-service/traffic class field shall be transmitted first.

For "flow label type", the packet filter component value field shall be encoded as three octets which specifies the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.
For "destination MAC address type" and "source MAC address type", the packet filter component value field shall be encoded as 6 octets which specify a MAC address.

For "802.1Q C-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the customer-VLAN tag (C-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.

For "802.1Q S-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the service-VLAN tag (S-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.

For "802.1Q C-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q C-TAG PCP and DEI. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI.

For "802.1Q S-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q S-TAG PCP. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI.

For "ethertype type", the packet filter component value field shall be encoded as two octets which specify an ethertype.

Parameters list (octets z+1 to v)

The parameters list contains a variable number of parameters that may be transferred. If the parameters list is included, the E bit is set to 1; otherwise, the E bit is set to 0.

Each parameter included in the parameters list is of variable length and consists of:

-
a parameter identifier (1 octet); 
-
the length of the parameter contents (1 octet); and
-
the parameter contents itself (variable amount of octets). 

The parameter identifier field is used to identify each parameter included in the parameters list and it contains the hexadecimal coding of the parameter identifier. Bit 8 of the parameter identifier field contains the most significant bit and bit 1 contains the least significant bit. In this version of the protocol, the following parameter identifiers are specified:
-
01H (5QI);
-
02H (GFBR uplink);
-
03H (GFBR downlink);
-
04H (MFBR uplink); and
-
05H (MFBR downlink).

If the parameters list contains a parameter identifier that is not supported by the receiving entity the corresponding parameter shall be discarded.

The length of parameter contents field contains the binary coded representation of the length of the parameter contents field. The first bit in transmission order is the most significant bit.


When the parameter identifier indicates 5QI, the parameter contents field contains the binary representation of 5G QoS identifier (5QI) that is one octet in length.
5QI:
Bits

8 7 6 5 4 3 2 1

In network to UE direction:

0 0 0 0 0 0 0 0

Reserved

0 0 0 0 0 0 0 1

5QI 1

0 0 0 0 0 0 1 0

5QI 2

0 0 0 0 0 0 1 1

5QI 3

0 0 0 0 0 1 0 0

5QI 4

0 0 0 0 0 1 0 1

5QI 5

0 0 0 0 0 1 1 0

5QI 6

0 0 0 0 0 1 1 1

5QI 7

0 0 0 0 1 0 0 0

5QI 8

0 0 0 0 1 0 0 1

5QI 9
0 0 0 0 1 0 1 0



to



Spare

0 1 0 0 0 0 0 0
0 1 0 0 0 0 0 1

5QI 65
0 1 0 0 0 0 1 0

5QI 66
0 1 0 0 0 0 1 1



to



Spare

0 1 0 0 0 1 0 0
0 1 0 0 0 1 0 1

5QI 69
0 1 0 0 0 1 1 0

5QI 70
0 1 0 0 0 1 1 1



to



Spare

0 1 0 0 1 0 1 0

0 1 0 0 1 0 1 1

5QI 75
0 1 0 0 1 1 0 0



to



Spare

0 1 0 0 1 1 1 0

0 1 0 0 1 1 1 1

5QI 79
0 1 0 1 0 0 0 0



to



Spare

0 1 1 1 1 1 1 1

1 0 0 0 0 0 0 0



to



Operator-specific 5QIs

1 1 1 1 1 1 1 0 
1 1 1 1 1 1 1 1

Reserved
The network shall consider all other values not explicitly defined in this version of the protocol as unsupported.

If the UE receives a 5QI value (excluding the reserved 5QI values) that it does not understand, the UE shall choose a 5QI value from the set of 5QI values defined in this version of the protocol (see 3GPP TS 23.501 [8]) and associated with:


-
GBR QoS flows, if the QoS flow includes a GFBR uplink parameter and a GFBR dowlinkink parameter; and


-
non-GBR  QoS flows, if the QoS flow does not include a GFBR uplink parameter or does not include a GFBR dowlinkink parameter.

The UE shall use this chosen 5QI value for internal operations only. The UE shall use the received 5QI value in subsequent NAS signalling procedures.
When the parameter identifier indicates "GFBR uplink", the parameter contents field contains one octet indicating the unit of the guaranteed flow bit rate for uplink followed by two octets containing the value of the guaranteed flow bit rate for uplink.
Unit of the guaranteed flow bit rate for uplink (octet 1):
Bits

8 7 6 5 4 3 2 1 

0 0 0 0 0 0 0 0 0
value is not used
0 0 0 0 0 0 0 0 1
value is incremented in multiples of 1 Kbps

0 0 0 0 0 0 0 1 0
value is incremented in multiples of 4 Kbps

0 0 0 0 0 0 0 1 1
value is incremented in multiples of 16 Kbps

0 0 0 0 0 0 1 0 0
value is incremented in multiples of 64 Kbps

0 0 0 0 0 0 1 0 1
value is incremented in multiples of 256 Kbps

0 0 0 0 0 0 1 1 0
value is incremented in multiples of 1 Mbps

0 0 0 0 0 0 1 1 1
value is incremented in multiples of 4 Mbps

0 0 0 0 0 1 0 0 0
value is incremented in multiples of 16 Mbps

0 0 0 0 0 1 0 0 1
value is incremented in multiples of 64 Mbps

0 0 0 0 0 1 0 1 0
value is incremented in multiples of 256 Mbps

0 0 0 0 0 1 0 1 1
value is incremented in multiples of 1 Gbps

0 0 0 0 0 1 1 0 0
value is incremented in multiples of 4 Gbps

0 0 0 0 0 1 1 0 1
value is incremented in multiples of 16 Gbps

0 0 0 0 0 1 1 1 0
value is incremented in multiples of 64 Gbps

0 0 0 0 0 1 1 1 1
value is incremented in multiples of 256 Gbps

0 0 0 0 1 0 0 0 0
value is incremented in multiples of 1 Tbps

0 0 0 0 1 0 0 0 1
value is incremented in multiples of 4 Tbps

0 0 0 0 1 0 0 1 0
value is incremented in multiples of 16 Tbps

0 0 0 0 1 0 0 1 1
value is incremented in multiples of 64 Tbps

0 0 0 0 1 0 1 0 0
value is incremented in multiples of 256 Tbps

0 0 0 0 1 0 1 0 1
value is incremented in multiples of 1 Pbps

0 0 0 0 1 0 1 1 0
value is incremented in multiples of 4 Pbps

0 0 0 0 1 0 1 1 1
value is incremented in multiples of 16 Pbps

0 0 0 0 1 1 0 0 0
value is incremented in multiples of 64 Pbps

0 0 0 0 1 1 0 0 1
value is incremented in multiples of 256 Pbps

Other values shall be interpreted as multiples of 256 Pbps in this version of the protocol.
Value of the guaranteed flow bit rate for uplink (octets 2 and 3)

Octets 2 and 3 represent the binary coded value of the guaranteed flow bit rate for uplink in units defined by the unit of the guaranteed flow bit rate for uplink.

When the parameter identifier indicates "GFBR downlink", the parameter contents field contains one octet indicating the unit of the guaranteed flow bit rate for downlink followed by two octets containing the value of the guaranteed flow bit rate for downlink.
Unit of the guaranteed flow bit rate for downlink (octet 1):
The coding is identical to that of the unit of the guaranteed flow bit rate for uplink.

Value of the guaranteed flow bit rate for downlink (octets 2 and 3)

Octets 2 and 3 represent the binary coded value of the guaranteed flow bit rate for downlink in units defined by the unit of the guaranteed flow bit rate for downlink.

When the parameter identifier indicates "MFBR uplink", the parameter contents field contains one octet indicating the unit of the maximum flow bit rate for uplink followed by two octets containing the value of the maximum flow bit rate for uplink.
Unit of the maximum flow bit rate for uplink (octet 1):
The coding is identical to that of the unit of the guaranteed flow bit rate for uplink.

Value of the maximum flow bit rate for uplink (octets 2 and 3)

Octets 2 and 3 represent the binary coded value of the maximum flow bit rate for uplink in units defined by the unit of the maximum flow bit rate for uplink.

When the parameter identifier indicates "MFBR downlink", the parameter contents field contains one octet indicating the unit of the maximum flow bit rate for downlink followed by two octets containing the value of the maximum flow bit rate for downlink.
Unit of the maximum flow bit rate for downlink (octet 1):
The coding is identical to that of the unit of the guaranteed flow bit rate for uplink.

Value of the maximum flow bit rate for downlink (octets 2 and 3)

Octets 2 and 3 represent the binary coded value of the maximum flow bit rate for downlink in units defined by the unit of the maximum flow bit rate for downlink.




	NOTE:
A packet filter with the "bidirectional" packet filter direction is used both as a packet filter with the "downlink only" packet filter direction and a packet filter with the "uplink only" packet filter direction.
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