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1. Introduction
In SA2 #122BIS, several agreements were made related to network slicing which have been incorporated in TS 23.501. The stage-3 text needs to be updated to reflect this. The main changes are as follows:
5.15.1
General

<snip>

The selection of the set of Network Slice instances, where each of the Network Slice instances can correspond to one or more Allowed S-NSSAIs, for a UE is triggered by the first contacted AMF in a registration procedure normally by interacting with the NSSF, and it may lead to change of AMF. This is further described in clause 5.15.5.

.

5.15.4
UE NSSAI configuration and NSSAI storage aspects

A UE can be configured by the HPLMN with a Configured NSSAI per PLMN. A Configured NSSAI can be PLMN-specific and the HPLMN indicates to what PLMN(s) each Configured NSSAI applies, including whether the Configured NSSAI applies to all PLMNs, i. e. the Configured NSSAI conveys the same information regardless of the PLMN the UE is accessing (e.g. this could be possible for NSSAIs containing only standardized S-NSSAIs). When providing a Requested NSSAI to the network upon registration, the UE in a given PLMN shall only use S-NSSAIs belonging to the Configured NSSAI, if any, of that PLMN. Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU sessions). The UE may also obtain from the AMF one or more temporarily or permanently rejected S-NSSAIs.
The Allowed NSSAI shall take precedence over the Configured NSSAI for this PLMN. The UE shall use only the S-NSSAI(s) in the Allowed NSSAI corresponding to a Network Slice for the subsequent procedures in the serving PLMN, as described in clause 5.15.5.

The UE stores (S)NSSAIs as follows:

-
When the UE is provisioned with a Configured NSSAI for a PLMN in the UE, the Configured NSSAI shall be stored in the UE until a new Configured NSSAI for this PLMN is provisioned in the UE by the HPLMN.
-
When provisioned with a new Configured NSSAI for a PLMN, the UE shall both replace any stored Configured NSSAI for this PLMN with the new Configured NSSAI, and delete any stored Allowed NSSAI and rejected S-NSSAI for this PLMN.

-
If received, the Allowed NSSAI for a PLMN shall be stored in the UE, including when the UE is turned off, until a new Allowed NSSAI for this PLMN is received.

-
When a new Allowed NSSAI for a PLMN is received, the UE shall replace any stored Allowed NSSAI for this PLMN with this new Allowed NSSAI. 

-
If received, a temporarily rejected S-NSSAI for a PLMN shall be stored in the UE while RM-REGISTERED. 

-
If received, a permanently rejected S-NSSAI for a PLMN shall be stored in the UE while RM-REGISTERED.
Editor's note:
Additional conditions when rejected S-NSSAIs can be removed is FFS.
One or multiple of the S-NSSAIs in the Allowed NSSAI provided to the UE can have non-standardized values, which may not be a part of the UE's NSSAI configuration. In such cases, the Allowed NSSAI includes mapping information how the S-NSSAIs in the Allowed S-NSSAI correspond to S-NSSAI(s) in the Configured NSSAI in the UE. The UE uses this mapping information for its internal operation (e.g., finding an appropriate network slice for UE's services). Specifically, a UE application, which is associated with an S-NSSAI as per NSSP, is further associated with the corresponding S-NSSAI from the Allowed NSSAI.
As per the text in cyan color SA2 has already agreed that the S-NSSAI(s) in the configured NSSAI correspond to S-NSSAI(s) in the allowed NSSAI and that this mapping information is provided to UE as part of allowed NSSAI. The UE then uses this information subsequently to select the appropriate slice instance when establishing the PDU sessions. Clearly the UE needs to store this mapping information for subsequent use. 

5.15.5.3
Establishing connectivity PDU session to the required Network Slice Instance(s)
<snip>
The network operator (HPLMN) may provision the UE with Network Slice selection policy (NSSP). The NSSP includes one or more NSSP rules each one associating an application with a certain S-NSSAI. A default rule which matches all applications to a S-NSSAI may also be included. When a UE application associated with a specific S-NSSAI requests data transmission, then:

-
If the UE has one or more PDU sessions established corresponding to the specific S-NSSAI, the UE routes the user data of this application in one of these PDU sessions, unless other conditions in the UE prohibit the use of these PDU sessions. If the application provides a DNN, then the UE considers also this DNN to determine which PDU session to use.

The UE shall store the NSSP until a new NSSP is provided to the UE by the HPLMN.

<snip>
As per the text in green color SA2 has agreed that the HPLMN provisions the NSSP which is stored by the UE. 

SA2 is still discussing whether the S-NSSAI(s) in the NSSP are actually subscribed S-NSSAI(s). And whether configured NSSAI includes information as to how the S-NSSAI(s) in configured NSSAI relate to S-NSSAI(s) in NSSP. This would then further clarify as to how the S-NSSAI(s) in requested NSSAI correspond to subscribed S-NSSAI(s).
2. Reason for Change
The description of network slicing aspects in TR 24.890 need to be updated based on progress in stage-2 specifications in TS 23.501.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V1.0.3.
* * * First Change * * * *

13
Network slicing
13.1
General

The 5GS supports network slicing as described in 3GPP TS 23.501 [5]. Within a PLMN, a network slice is identified by an S-NSSAI, which is comprised of a slice/service type (SST) and a slice differentiator (SD). Inclusion of an SD in an S-NSSAI is optional. A set of one or more S-NSSAIs is called the NSSAI. There are multiple types of NSSAI (see 3GPP TS 23.501 [8]):

-
default NSSAI;

-
configured NSSAI;

-
requested NSSAI; and

-
allowed NSSAI.

The HPLMN may configure a UE with the configured NSSAI per PLMN.
Editor's note:
Terms on network slicing can be revisited.

13.2
Mobility management aspects

13.2.1
General

Upon registration to a PLMN, the UE shall send to the AMF the requested NSSAI including one or more S-NSSAIs corresponding to the slice(s) to which the UE wishes to register if the UE has a configured NSSAI and/or an allowed NSSAI for the PLMN according to the rules defined in 3GPP TS 23.501 [8]. The UE NAS shall also provide the lower layers with the requested NSSAI, if available. If the UE has neither a configured NSSAI nor an allowed NSSAI for a PLMN, the UE does not send a requested NSSAI when requesting registration towards the PLMN. In roaming scenarios the requested NSSAI, included in the REGISTRATION REQUEST message shall include only the S-NSSAI values that are valid in the VPLMN. The AMF verifies if the requested NSSAI is permitted based on the UE subscription, and if so then the AMF may provide the UE with the allowed NSSAI for the PLMN. See subclause 8.5.2.2for further details.

The set of network slice(s) for a UE can be changed at any time while the UE is registered to a PLMN, and may be initiated by the network, or the UE. In this case, the allowed NSSAI and associated registration area may be changed during the registration procedure. The network may notify the UE of the change of the supported network slice(s) in order to trigger the registration procedure. Change in the allowed NSSAI may lead to AMF relocation subject to operator policy.

A single UE can be served by at most eight slices at a time. Multiple instances of S-NSSAI may be deployed in a given registration area; each of the network slice instance can correspond to one or more allowed NSSAI(s). The AMF is common across multiple such slice instances.
Editor's note:
The subclause for the notification procedure will be included in the TR and the subclause will be referred.

13.2.2
NSSAI storage

Configured NSSAI as well as allowed NSSAI is a set composed of one or more S-NSSAIs associated with a PLMN identity. There shall be no duplicate PLMN identities in each of the list of configured NSSAI(s) and the list of allowed NSSAI(s).

If available, the configured NSSAI(s) and/or allowed NSSAI(s) shall be stored in the non-volatile memory in the ME together with the SUPI from the USIM per PLMN. The UE shall replace the stored configured NSSAI with the new configured NSSAI when available and delete any stored allowed NSSAI and rejected NSSAI for any PLMN. In addition, the allowed NSSAI(s) shall be marked as valid for current registration area, assigned to the UE during registration procedure. The allowed NSSAI(s) shall be stored until new allowed NSSAI(s) are received for a given PLMN, the UE is switched off, or the USIM is removed. The UE may obtain temporarily or permanently rejected NSSAI(s) per PLMN and shall store these while registered. The configured NSSAI(s) and/or allowed NSSAI(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete them. 
The network may provide to the UE mapping information as to how a particular allowed S-NSSAI maps to a configured S-NSSAI in the UE. The UE shall store this mapping information in the ME and use this information for creating appropriate PDU requests.
Editor’s note: The content of the mapping information as to how a particular allowed S-NSSAI maps to a configured S-NSSAI in the UE, and how it is conveyed to the UE, are FFS.
13.3
Session management aspects

In order for data transmission in a network slice, the UE may request establishment of a PDU session in a network slice towards a data network (DN) which is associated with an S-NSSAI and a data network name (DNN). The S-NSSAI included is part of allowed NSSAI and in roaming scenarios the S-NSSAI value is valid in VPLMN. See subclause 9.4.2 for further details.

The home network operator may provision the UE with NSSP which is a collection of rules associating an application with S-NSSAI. The UE shall store the NSSP in the non-volatile memory in the UE. The UE selects a PDU session or establishes new PDU session(s) taking into account NSSP (if provisioned by the network) and other conditions in the UE (if any).

Editor's note:
Whether the UE configuration update procedure can be used to provision NSSP is FFS.

* * * Next Change * * * *

