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1. Introduction
The approved S1-173548 has put in place a default set access categories. CT1 has to now set out the processing rules using that (SA1) set of access categories for catgorization and access control.
2. Reason for Change
When the request for resources is made, that request has to be cateegorized for the purpose of access control. With the approved S1-173548, SA1 has put in place a default set of access categories. The processing and determination of the matching access categories for the request for resources has now to be put in place by CT1.
3. Conclusions

The process of determining the access categories against the default set of access categories, for request for resources is proposed.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 v1.0.3.
* * * First Change * * * *

12.2
Access control

This sub-clause will describe the CT1 relevant access control aspects to support 5GS.

12.2.X
Access categories and access categorization
When the UE wants to access the 5GS for services, the UE must first perform access control checks to determine if UE is allowed such access. Such access control checks shall be perfomed for the following cases:-

-
UE is in 5GMM_IDLE mode and a N1 NAS signalling connection does not exist between UE and the 5GCN;
-
UE is in 5GMM_CONNECTED mode and one of the following events occur:-

a)
UE is requested by upper layers to establish a new PDU session;
b)
UE need to perform service request procedure to establish bearers for an existing PDU session;
c)
UE need to request additional resources for existing PDU session; or
d)
resource requests for MMTEL Voice, MMTEL video, SMS or SMSoIP.
When the above cases or events occurs, the NAS needs to perform the mapping of the kind of request to an access category and perform access barring checks for that request and category.
To determine the access categories for a request, the NAS checks through a number of sets of access categories, namely:-
-
a default set of access categories specified in 3GPP technical specifications; 

-
an Operator configured set of access categories.
Each of these sets of categories will identify the access category to be used when certain criteria are met. These criteria can be, for example, the characteristic of the UE, the reason for access or types of requested services, or profile of desired resources, etc.
The default set of access categories is defined in 3GPP TS 22.261 [3]. The Operator configured set of access categories is where Operators can set the access categories to be used for matching profiles of services or criteria.
Editor's Note:
It is FFS how this Operator configured set of access categories will be provided to the UE and managed. For instance, is OMA DM protocol to be the chosen way to manage this configurable set of access categories or by some other means is FFS.

For the purpose of determining the applicable access categories for the default set of access categories, the NAS shall follow the requirements set out in subclause 12.2.Y and the rules and actions defined in Table 12.2.Y.1. 
Editor's Note:
The contents and use of the Operator configured set of access categories are FFS. This FFS includes e.g. basis and reasons to which the Operator configured set of access categories is or is not considered when it is available; the actual rules and actions associated with the Operator configured set of access categories; order of checking or interaction between the different sets of access categories.
12.2.Y
Categorizing a request for network resources through processing the default set of access categories
When the 5G NAS needs to request resources from the network, the 5G NAS shall determine from the default set of access categories, the access categories to be used for that request. This the NAS shall do by following the processing rules and the indicated order of processing given in table 12.2.Y.1.
Table 12.2.Y.1/3GPP TS 24.890: Mapping table of default access categories
	processing rule #, order of processing
	UE characteristic or type of access attempt
	Requirements to be met
	If requirement is met,
Access Category found
	Further action

	1
	Response to paging
	Requested RRC connection is for MT access
	0 (= MT_acc)

	Note 1

This rule is to allow NAS to classify that the attempt is for response to paging. This does not suggest that the response to paging is subject to access control and that the 5G RAN will broadcast barring parameters for "access category 0".

	
	
	
	
	

	2
	UE of access class 
0 to 9

(Emergency session)

	UE is attempting access for an emergency session
	3 (= emergency)
	Note 1

	3
	UE of access class 
11 – 15

(Emergency session)
	UE is attempting access for an emergency session and
is a UE configured to use AC11 – 15 in selected PLMN
	3 ( = emergency)
	regardless of category match, goto rule 4

	
	
	
	
	

	4
	UE of access class 11
	access class 11 applicable in selected PLMN and ac-BarringForSpecialAC field in SysteminfromationBlockType2 indicates that AC 11 is not barred
	1 (= AC11)
	If match goto rule 9.

If no match goto rule 5.

	5
	UE of access class 12
	access class 12 applicable in selected PLMN and ac-BarringForSpecialAC field in SysteminfromationBlockType2 indicates that AC 12 is not barred
	1 (= AC12)
	If match goto rule 9.

If no match goto rule 6.

	6
	UE of access class 13
	access class 13 applicable in selected PLMN and ac-BarringForSpecialAC field in SysteminfromationBlockType2 indicates that AC 13 is not barred
	1 (= AC13)
	If match goto rule 9.

If no match goto rule 7.

	7
	UE of access class 14
	access class 14 applicable in selected PLMN and ac-BarringForSpecialAC field in SysteminfromationBlockType2 indicates that AC 14 is not barred
	1 (= AC14)
	If match goto rule 9.

If no match goto rule 8.

	8
	UE of access class 15
	access class 15 applicable in selected PLMN and ac-BarringForSpecialAC field in SysteminfromationBlockType2 indicates that AC 15 is not barred
	1 (= AC15)
	If match goto rule 9.

If no match goto rule 10.

	9
	
	UE is a UE configured to use AC11 – 15 in selected PLMN
	
	Note 1

Rule 9 is created to allow exit from table. If no access categories found so far, continue to rule 10.

	
	
	
	
	

	10
	UE of access class 0 to 9 (requested access is for delay tolerant service)
	UE belongs to an access class between 0 and 9 and is configured for delay tolerant service and the UE's EAB category when matched against eab-Category-r11 field of SystemInformationBlockType14, is allowed to proceed with access
	2
Note 2
	If matching, stop.

Else, goto next rule,



	
	
	
	
	

	11
	UE of access class 0 to 9 (access for MO MMTel voice call)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MO MMTel voice call 

or NAS signalling connection recovery during ongoing MO MMTel voice call
	5 (= MO MMTel voice)

	If matching, stop.

Note 3.

Else, goto next rule,



	12
	UE of access class 0 to 9 (access for MO MMTel video call)
	Requested RRC connection is for MO MMTel video call 

or NAS signalling connection recovery during ongoing MO MMTel video call
	6 (= MO MMTel video)

	If matching, stop.

Note 3.

Else, goto next rule



	13
	UE of access class 0 to 9 (access for SMS or SMSoIP)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MO SMS or SMSoIP transfer

or NAS signalling connection recovery during ongoing MO SMS or SMSoIP transfer
	7 (= MO SMS and SMSoIP)

	If matching, stop.

Note 3.

Else, goto next rule



	
	
	
	
	

	14
	UE of access class 0 to 9
(MO signalling)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MO signalling
	4 (= MO_sig)
	If matching, stop.

Note 3.

Else, goto next rule



	15
	UE of access class 0 to 9
(MO data)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MO data
	8 (= MO_data)
	If matching, stop.

Note 3.

Else, goto next rule



	16
	
	
	
	Rule 16 is created to allow exit from table. NAS stops checking for more matching categories upon reaching this rule.


Note 1:
NAS stops further rule checking. With the determined access category, access control checks is made.
Access control is passed if it is determined that access is allowed for the "matched" access categories.

Note 2:
To correspond to Stage 1 (i.e requirement in S1-173548), the three different EAB categories are not mapped to individual access category. There is just the indication of whether the UE is configured for delay tolerant service.
Editor's note:
Whether 'configured for delay tolerant service' is the same as 'configured for EAB' or whether it is a different configuration is FFS.
Editor's note:
By whom and how EAB categories are to be mapped to access categories and then checked is FFS.

Note 3:
NAS stops further rule checking to determine other access categories.
Access control is passed if it is determined that access is allowed for the "matched" access categories
Editor's note:
High priority MMTEL voice and high priority MMTEL video, i.e. SSAC for AC 11 to 15, and its processing in table 12.2.Y.1 is FFS.
Editor's note:
The actual access category numeral representation in Table 12.2.Y.1 is FFS. This numeral has to be decided in cooperation with SA1 and RAN2.
* * * End of Change * * * *

