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1. Reason for change
In LS C1-171293, RAN2 indicated that they aimed "to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE", and "that is applicable for all RRC states in NR". The LS further stated that RAN2 considered "a framework where each access attempt is mapped onto an access category" based on criteria such as the application triggering the access, the type of service (MMTEL voice, MMTEL video, SMS), etc. The access barring parameters broadcast by the RAN would be "access category" specific (but agnostic to applications, services, call types, etc).
SA1 then agreed related requirements in S1-173548.
In order to specify a solution for unified access control in 5GS based on these requirements, CT1 needs to decide on the following points:

1) Which layer does what?

2) Shall one access attempt be mapped to a single AC (Access Category), or can it be mapped to multiple ACs?

3) How is the UE configured with operator-specific ACs?

4) Call all ACs apply in connected mode?

5) Is unified access control applied in 5GMM-CONNECTED mode with RRC inactive indication the same way as it is applied in 5GMM-CONNECTED mode?

6) Does the NAS still need to pass "call type" and "RRC establishment cause" to RRC in 5GS, as was done in EPS?

The present P-CR proposes text to address these open points, based on the proposals described in C1-174042.

2. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 v1.0.3.
* * * First Change * * * *

12.2
Access control


12.2.1
General

5GS supports a unified access control by which each access attempt is categorized into one ore more access categories. The network can restrict the access on a per-access category basis according to the requirement specified in 3GPP TS 22.261 [3].
Access categories include:
-
a set of standardized access categories as specified in subclause 12.2.2; and

-
optionally, operator-specific categories defined using the format specified in subclause 12.2.3.
The UE shall apply unified access control for all access categories in 5GMM-IDLE mode.

The UE shall apply unified access control in 5GMM-CONNECTED mode and 5GMM-CONNECTED mode with RRC inactive indication for the following access categories:

-
standardized access categories 2, 3, 5, 6 and 7 as specified in subclause 12.2.2; and

-
operator-specific access categories defined using acces category criteria which can be met based on one or more of the following events:

1)
new MMTEL voice or MMTEL video session;

2)
sending of SMS;

3)
new PDU session establishment; and

4)
existing PDU sessions modification.
Editor's note:
Additional access categories that may be applicable in 5GMM-CONNECTED mode with RRC inactive indication are FFS.

12.2.2
Standardized access categories

The standardized access categories for unified access control in 5GS are listed in table 12.2.2.1.
Table 12.2.2.1: Standardized access categories
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set.
	All

	2
	UE is configured for delay tolerant service.
	All

	3
	
	Emergency

	4
	
	MO signalling

	5
	
	MMTEL voice

	6
	
	MMTEL video

	7
	
	SMS

	8
	
	MO data

	9-31
	
	Reserved standardized access categories

	NOTE 1:
Access category 0 is not barred.

NOTE 2:
Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.



12.2.3
Operator-specific access categories

Operator-specific access categories can be signalled to the UE using the NAS transport procedure specified in subclause 8.5.1.1, with:

-
the payload container IE of the DL NAS transport message containing one or more access category definitions, each consisting of the following parameters:
Editor's note:
The encoding of the operator-specific access categories in the payload container IE is FFS.

1)
an access category number in the 32-63 range that uniquely identifies the access category in the PLMN in which the access categories are being sent to the UE;

2)
one or more access category criteria type and associated access category criteria type values. The access category criteria type can be set to one of the following:

i)
DNN name;
ii)
QFI;

iii)
5QI;
iv)
OS Id + OS App Id of application triggering the access attempt; or
v)
S-NSSAI;

Editor's note:
Other access category criteria types are FFS.

NOTE:
An access category criteria type can be associated with more than one access category criteria values. In this case, the access attempt matches the access category if the access criteria for the access attempt matches any of the associated access criteria type values.
-
the payload information IE of the DL NAS transport message set to include a payload information type field indicating that the payload container contains operator-specific access category definitions:

Editor's note:
The encoding of the payload information type field for operator-specific access category definitions is FFS.

Upon receiving a DL NAS transport message with a payload information IE containing a payload information type field indicating that the payload container contains operator-specific access category definitions, the UE shall store the operator-specific access category definitions for the registered PLMN.

12.2.4
Mapping of access attempts to access categories

Upon receiving a request from the upper layers for an access attempt, the NAS shall categorize the access attempt into one ore more access categories as follows:

-
if the UE is in 5GMM-IDLE mode, the NAS shall:

1)
evaluate whether the access attempt matches any of the standardized access categories specified in subclause 12.2.2;

2)
evaluate whether the access attempt matches any of the operator-specific access categories stored in the UE for the registered PLMN; and
3)
pass all access categories for which there was a match to the lower layers.
-
if the UE is in 5GMM-CONNECTED mode, the NAS shall:

1)
evaluate whether the access attempt matches standardized access categories 2, 3, 5, 6 or 7 specified in subclause 12.2.2;

2)
evaluate whether the access attempt matches any operator-specific access categories stored in the UE for the registered PLMN defined using one or more of the following access category criteria types:

i)
DNN name;

ii)
QFI;

iii)
5QI; and

v)
S-NSSAI; and

Editor's note:
Other access category criteria types are FFS.

3)
pass all access categories for which there was a match to the lower layers. and
-
if the UE is in 5GMM-CONNECTED mode with RRC inactive indication, the NAS shall:

1)
evaluate whether the access attempt matches standardized access categories 2, 3, 5, 6 or 7 specified in subclause 12.2.2;

Editor's note:
Other standardized access categories applicable in 5GMM-CONNECTED mode with RRC inactive indication are FFS.

2)
evaluate whether the access attempt matches any operator-specific access categories stored in the UE for the registered PLMN defined using one or more of the following access category criteria types:

i)
DNN name;

ii)
QFI;

iii)
5QI; and

v)
S-NSSAI; and

Editor's note:
Other access category criteria types are FFS.

3)
pass all access categories for which there was a match to the lower layers.

NOTE:
The access barring check is performed by the lower layers. If the barring check passes for at least one of the applicable access categories, the access attempt is allowed.
* * * End of Changes * * * *

