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2. Discussion

23.501 v1.4.0 contains the following requirements. The parts important for this CR are highlighted.

-----------------------------------------------------------

5.6
Session Management
...

5.6.3
Roaming

In case of roaming the 5GC supports following possible deployments scenarios for a PDU session:

-
"Local Break Out" (LBO) where the SMF and all UPF(s) involved by the PDU session are under control of the VPLMN.

-
"Home Routed" (HR) where the PDU session is supported by a SMF function under control of the HPLMN, by a SMF function under control of the VPLMN, by at least one UPF under control of the HPLMN and by at least one UPF under control of the VPLMN. In this case the SMF in HPLMN selects the UPF(s) in the HPLMN and the SMF in VPLMN selects the UPF(s) in the VPLMN. This is further described in clause 6.3.
NOTE 1:
The use of an UPF in the VPLMN e.g. enables VPLMN charging, VPLMN LI and minimizes the impact on the HPLMN of the UE mobility within the VPLMN (e.g. for scenarios where SSC mode 1 applies).
Different simultaneous PDU sessions of an UE may use different modes: Home Routed and LBO. The HPLMN shall be able to control (via subscription data) per DNN whether a PDU session is to be set-up in HR or in LBO mode.
In case of PDU sessions per Home Routed deployment:

-
NAS SM terminates in the SMF in VPLMN.

-
The SMF in VPLMN forwards to the SMF in the HPLMN SM related information.
-
The SMF in the HPLMN receives the SUPI of the UE from the SMF in the VPLMN during the PDU session establishment procedure.

-
The SMF in HPLMN is responsible to check the UE request with regard to the user subscription and to possibly reject the UE request in case of mismatch. The SMF in HPLMN obtains subscription data directly from the UDM.

-
The SMF in HPLMN may send QoS requirements associated with a PDU session to the SMF in VPLMN. This may happen at PDU session establishment and after the PDU session is established. The interface between SMF in HPLMN and SMF in VPLMN is also able to carry (N9) User Plane forwarding information exchanged between SMF in HPLMN and SMF in VPLMN. The SMF in the VPLMN may check QoS requests from the SMF in HPLMN with respect to roaming agreements.

Information within NAS SM messages is split up between information that any SMF needs to understand and information that an SMF in VPLMN serving a PDU session in HR mode is not meant to understand but to relay transparently to the SMF in HPLMN.

NOTE 2:
The UE does not know whether the SMF in VPLMN can understand some information or not, and whether a PDU session will be in HR or LBO.
In home routed roaming case, the AMF selects an SMF in the VPLMN and a SMF in the HPLMN, and provides the identifier of the selected SMF in the HPLMN to the selected SMF in the VPLMN.

In roaming with LBO, the AMF selects a SMF in the VPLMN. Even if LBO is allowed for a PDU session, the SMF in the VPLMN may detect it is not able to understand information in the UE request. In this case, when handling a PDU session establishment request, the SMF in the VPLMN may reject the N11 message (related with a PDU session establishment request) with a proper N11 cause. This triggers the AMF to select both a new SMF in the VPLMN and a SMF in the HPLMN in order to handle the PDU Session using home routed roaming.
-----------------------------------------------------------

3. Conclusions

Observation-1: SMF in VPLMN of a home-routed PDU session of a roaming UE terminates the NAS SM signalling. I.e. SMF in VPLMN creates and fills-in e.g. PDU SESSION ESTABLISHMENT ACCEPT message for a received PDU SESSION ESTABLISHMENT REQUEST message.

Observation-2: SMF in VPLMN of the home-routed PDU session of the roaming UE is supposed to relay to SMF in HPLMN any IEs of an uplink SM message which are not meant to be understood by SMF in VPLMN (and which are meant to be transparently relayed to hSMF).

Observation-3: IEs of an uplink SM message which are not meant to be understood by SMF in VPLMN of the home-routed PDU session of the roaming UE (and which are meant to be transparently relayed to hSMF) are determined by place in the SM message.

Observation-4: Stage-2 does not identify which Rel-15 IEs are expected to the be transparently relayed by the SMF in VPLMN of the home-routed PDU session of the roaming UE. Possible candidates are e.g. EAP-message IE, SM PDU DN request container IE, Extended protocol configuration options IE but further study is needed to be sure of this.
Observation-5: A transparently relayed IE can be an IE defined in Rel-16 (or later) as Rel-16 UE and Rel-16 SMF in HPLMN would understand such IE while Rel-15 SMF in VPLMN of the home-routed PDU session of the roaming UE would relay such IE without need to understand it.

Observation-6:
Stage-2 only describes transparent relying from the UE to the SMF in HPLMN. However, in order to provide future proof solution, the transparent relying also needs to work from the SMF in HPLMN to the UE.

Proposal-1: All IEs to be transparently relayed by SMF in VPLMN of the home-routed PDU session of the roaming UE are included in a transparent container IE which the SMF in VPLMN of the home-routed PDU session of the roaming UE relays from the UE to the SMF in HPLMN and from the SMF in HPLMN to the UE.

Observation-7: roaming UE is not aware whether a PDU session is provided as a home routed PDU session or as a LBO PDU session.

Conclusion-1:
given that the roaming UE is not aware whether a PDU session is provided as a home routed PDU session or a LBO PDU session, SMF handling a LBO PDU session of the roaming UE needs to handle both information passed directly in the 5GSM messages and information passed in transparent container IE.

Assumption-1: The UE acts the same way when at home network and when roaming.

Conclusion-2:
assuming that the UE is supposed to act the same way regardless whether at home or roaming, SMF in HPLMN of at-home UE needs to handle both information passed directly in the 5GSM messages and information passed in transparent container IE.

Proposal-2:
The UE includes the IEs which are not expected to be understood by SMF in VPLMN into vSMF-transparent container IE. The vSMF-transparent container IE is consumed:


-
by SMF in HPLMN in case of home-routed PDU session of a roaming UE;


-
by SMF in VPLMN in case of LBO PDU session of a roaming UE; and

-
by SMF in HPLMN in case of an at-home UE.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.890.

* * * Change * * *

9.5
5GS session management coding

9.5.1
PDU session establishment request

9.5.1.1
Message definition

The PDU SESSION ESTABLISHMENT REQUEST message is sent by the UE to the network to initiate establishment of a PDU session.
Message type:
PDU SESSION ESTABLISHMENT REQUEST

Significance:

dual

Direction:


UE to network

Table 9.5.1.1.1: PDU SESSION ESTABLISHMENT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT REQUEST message identity
	Message type

6.6.6.6
	M
	V
	1

	a-
	PDU session type
	PDU session type

9.x.1
	O
	TV
	1

	b-
	SSC mode
	SSC mode

9.x.2
	O
	TV
	1

	d
	SM PDU DN request container
	SM PDU DN request container

9.x.4
	O
	TBD
	TBD

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.1.2
PDU session type
This IE is included in the message when the UE requests to establish a new PDU session with a DN and requests a PDU session type.
9.5.1.3
SSC mode
This IE is included in the message when the UE requests to establish a new PDU session with a DN and requests an SSC mode.
9.5.1.4
SM PDU DN request container
This IE is included in the message when the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN.
9.5.1.5
Extended protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
9.5.2
PDU session establishment accept

9.5.2.1
Message definition

The PDU SESSION ESTABLISHMENT ACCEPT message is sent by the network to the UE in response to PDU SESSION ESTABLISHMENT REQUEST message and indicates successful establishment of a PDU session.
Message type:
PDU SESSION ESTABLISHMENT ACCEPT

Significance:

dual

Direction:


network to UE

Table 9.5.2.1.1: PDU SESSION ESTABLISHMENT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT ACCEPT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	Selected PDU session type
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	Selected SSC mode
	SSC mode

9.x.2
	M
	V
	1/2

	
	Selected S-NSSAI
	S-NSSAI

8.x.4
	M
	LV
	2 or 5

	
	Selected DNN
	DNN

8.x.5
	M
	LV
	2-TBD

	
	Authorized QoS rules
	QoS rules

12.4.2.1
	M
	LV-E
	2-65537

	
	Session AMBR
	Session AMBR

12.4.2.2
	M
	LV
	TBD

	a
	5GSM cause
	5GSM cause

9.x.6
	O
	TV
	2

	b
	PDU address
	PDU address

9.x.5
	O
	TLV
	7

	c
	EAP message
	EAP message

8.x.9
	O
	TLV-E
	7-1503

	d
	RQ timer value
	GPRS timer

9.x.7
	O
	TV
	2

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.2.2
5GSM cause
This IE is included when the selected PDU session type which is different from the PDU session type requested by the UE.
9.5.2.3
PDU address
This IE is included when the selected PDU session type is "IPv4".
9.5.2.4
EAP message
This IE is included when the external DN successfully performed authentication and authorization of the UE.
9.5.2.5
RQ timer value
This IE is included when the network wants to provide the RQ timer value.
9.5.2.6
Extended protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
9.5.3
 PDU session establishment reject

9.5.3.1
Message definition

The PDU SESSION ESTABLISHMENT REJECT message is sent by the network to the UE in response to PDU SESSION ESTABLISHMENT REQUEST message and indicates unsuccessful establishment of a PDU session.
Message type:
PDU SESSION ESTABLISHMENT REJECT

Significance:

dual

Direction:


network to UE

Table 9.5.3.1.1: PDU SESSION ESTABLISHMENT REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT REJECT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.x.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.3.2
Extended protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
9.5.4
PDU session authentication request

9.5.4.1
Message definition

The PDU SESSION AUTHENTICATION REQUEST message is sent by the network to the UE for authentication of the UE establishing the PDU session.
Message type:
PDU SESSION AUTHENTICATION REQUEST

Significance:

dual

Direction:


network to UE

Editor's note:
The content of the PDU SESSION AUTHENTICATION REQUEST message is FFS. At least the following is needed: the authentication information (mandatory), extended protocol configuration options (optional).

9.5.5
PDU session authentication accept

9.5.5.1
Message definition

The PDU SESSION AUTHENTICATION ACCEPT message is sent by the UE to the network in response to the PDU SESSION AUTHENTICATION REQUEST message and indicates acceptance of the PDU SESSION AUTHENTICATION REQUEST message.
Message type:
PDU SESSION AUTHENTICATION ACCEPT

Significance:

dual

Direction:


UE to network

Editor's note:
The content of the PDU SESSION AUTHENTICATION ACCEPT message is FFS. At least the following is needed: the authentication information (mandatory), extended protocol configuration options (optional).

9.5.6
PDU session authentication reject

9.5.6.1
Message definition

The PDU SESSION AUTHENTICATION REJECT message is sent by the UE to the network in response to the PDU SESSION AUTHENTICATION REQUEST message and indicates rejection of the PDU SESSION AUTHENTICATION REQUEST message.
Message type:
PDU SESSION AUTHENTICATION REJECT

Significance:

dual

Direction:


UE to network

Editor's note:
The content of the PDU SESSION AUTHENTICATION REJECT message is FFS. At least the following is needed: SM cause (mandatory), extended protocol configuration options (optional).

9.5.7
PDU session modification request

9.5.7.1
Message definition

The PDU SESSION MODIFICATION REQUEST message is sent by the UE to the network to request a modification of a PDU session.
Message type:
PDU SESSION MODIFICATION REQUEST

Significance:

dual

Direction:


UE to network

Table 9.5.7.1.1: PDU SESSION MODIFICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION MODIFICATION REQUEST message identity
	Message type

6.6.6.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.7.2
Extended protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
9.5.8
PDU session modification reject

9.5.8.1
Message definition

The PDU SESSION MODIFICATION REJECT message is sent by the network to the UE to indicate rejection of the PDU SESSION MODIFICATION REQUEST.
Message type:
PDU SESSION MODIFICATION REJECT

Significance:

dual

Direction:


network to UE

Table 9.5.8.1.1: PDU SESSION MODIFICATION REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION MODIFICATION REJECT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.x.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.8.2
Extended protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
9.5.9
PDU session modification command

9.5.9.1
Message definition

The PDU SESSION MODIFICATION COMMAND message is sent by the network to the UE to indicate a modification of a PDU session.
Message type:
PDU SESSION MODIFICATION COMMAND

Significance:

dual

Direction:


network to UE

Table 9.5.9.1.1: PDU SESSION MODIFICATION COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION MODIFICATION COMMAND message identity
	Message type

6.6.6.6
	M
	V
	1

	a
	5GSM cause
	5GSM cause

9.x.6
	O
	TV
	2

	b
	Authorized QoS rules
	QoS rules

12.4.2.1
	O
	TLV-E
	3-65538

	c
	Session AMBR
	Session AMBR

12.4.2.2
	O
	TLV
	TBD

	d
	PDU session release time
	GPRS timer

9.x.7
	O
	TV
	2

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.9.2
5GSM cause
This IE is included when the network performs the PDU session anchor relocation for SSC mode 3.
9.5.9.3
Authorized QoS rules
This IE is included when the authorized QoS rules of the PDU session are modified.
9.5.9.4
Session AMBR
This IE is included when the Session AMBR of the PDU session is modified.
9.5.9.5
PDU session release time
This IE is included when the network performs the PDU session anchor relocation for SSC mode 3.
9.5.9.6
Extended protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
9.5.10
PDU session modification accept

9.5.10.1
Message definition

The PDU SESSION MODIFICATION ACCEPT message is sent by the UE to the network in response to the PDU SESSION MODIFICATION COMMAND message and indicates an acceptance of the PDU SESSION MODIFICATION COMMAND message.
Message type:
PDU SESSION MODIFICATION ACCEPT

Significance:

dual

Direction:


UE to network

Table 9.5.10.1.1: PDU SESSION MODIFICATION ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION MODIFICATION ACCEPT message identity
	Message type

6.6.6.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.10.2
Extended protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
9.5.11
PDU session modification command reject

9.5.11.1
Message definition

The PDU SESSION MODIFICATION COMMAND REJECT message is sent by the UE to the network to indicate rejection of the PDU SESSION MODIFICATION COMMAND message.
Message type:
PDU SESSION MODIFICATION COMMAND REJECT

Significance:

dual

Direction:


UE to network

Table 9.5.11.1.1: PDU SESSION MODIFICATION COMMAND REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION MODIFICATION COMMAND REJECT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.x.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.11.2
Extended protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
9.5.12
PDU session release request

9.5.12.1
Message definition

The PDU SESSION RELEASE REQUEST message is sent by the UE to the network to request a release of a PDU session.
Message type:
PDU SESSION RELEASE REQUEST

Significance:

dual

Direction:


UE to network

Table 9.5.12.1.1: PDU SESSION RELEASE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION RELEASE REQUEST message identity
	Message type

6.6.6.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.12.2
Extended protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
9.5.13
PDU session release reject

9.5.13.1
Message definition

The PDU SESSION RELEASE REJECT message is sent by the network to the UE to indicate rejection of request a release of a PDU session.
Message type:
PDU SESSION RELEASE REJECT

Significance:

dual

Direction:


network to UE

Table 9.5.13.1.1: PDU SESSION RELEASE REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU RELEASE RELEASE REJECT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.x.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.13.2
Extended protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
9.5.14
PDU session release command

9.5.14.1
Message definition

The PDU SESSION RELEASE COMMAND message is sent by the network to the UE to indicate a release of a PDU session.
Message type:
PDU SESSION RELEASE COMMAND

Significance:

dual

Direction:


network to UE

Table 9.5.14.1.1: PDU SESSION RELEASE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION RELEASE COMMAND message identity
	Message type

6.6.6.6
	M
	V
	1

	
	5GSM cause
	5GSM cause

9.x.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.1.2
Extended protocol configuration options
This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the UE.
9.5.15
PDU session release accept

9.5.15.1
Message definition

The PDU SESSION RELEASE ACCEPT message is sent by the UE to the network in response to the PDU SESSION RELEASE COMMAND message and indicates an acceptance of a release of the PDU session.
Message type:
PDU SESSION RELEASE ACCEPT

Significance:

dual

Direction:


UE to network

Table 9.5.15.1.1: PDU SESSION RELEASE ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.5
	M
	V
	1

	
	PDU SESSION RELEASE ACCEPT message identity
	Message type

6.6.6.6
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.x.3
	O
	TLV-E
	4-65538

	x
	vSMF transparent container
	vSMF transparent container
9.8.x
	O
	TLV-E
	4-65538


9.5.15.2
Extended protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
* * * Change * * *

9.8.x
vSMF transparent container
The vSMF transparent container information element carries information elements transparent to vSMF.

The vSMF transparent container information element is coded as shown in figure 9.8.x.1 and table 9.8.x.1.

The vSMF transparent container is a type 6 information element.

	8
	7
	6
	5
	4
	3
	2
	1
	

	vSMF transparent container IEI
	octet 1

	Length of vSMF transparent container
	octet 2
octet 3

	vSMF transparent information element list

	octet 4

octet x


Figure 9.8.x.1: vSMF transparent container
Table 9.8.x.1: vSMF transparent container
	vSMF transparent IE list (octet 4 to 7)

	

	vSMF transparent IE list contains a list of:
- type 1 IE in TV format;

- type 2 IE in T format;

- type 4 IE in TLV format;

- type 6 IE in TLV-E format;

and any combination of theses, ordered as shown in figure 9.8.x.2.

	


Table 9.8.x.2: Order of IEs in vSMF transparent IE list field of vSMF transparent container IE.

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


Editor's note: it is FFS whether any IEs specified in Rel-15 are not meant to be understood by the SMF in VPLMN of the home-routed PDU session of the roaming UE and are meant to be relayed by the SMF in VPLMN of the home-routed PDU session of the roaming UE.
