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2. Reason for Change

Issue-1) TS 23.501 v1.4.0 (introduced by CR S2-176412) states that session-AMBR is measured over an averaging window with a standardized value (see excerpt-1 below). 
The UL rate limitation on PDU Session basis for non-GBR traffic using Session-AMBR is performed by the UE (see excerpt-2 below). Therefore, the UE needs to know what the standardized value of the averaging window for this functionality is.
23.501 does not state what the standardized value of the averaging window for this functionality is, but S2-176412 refers to 26.114 (see excerpt 3 below).

26.114 states "The default window length T is 2 seconds if nothing else is specified below" and specifies non-default averaging windows only for video and speech (see excerpt 4 below). However, video and speech are expected to be transferred as GRB traffic while the Session-AMBR applies to non-GBR traffic only.
Therefore, it is proposed to specify that the standardized value of the averaging window for the Session-AMBR is two seconds.
Issue-2) TS 23.501 v1.4.0 (introduced by CR S2-176412) also states that GBR and MBR of GBR based QoS flows are calculated over averaging window and the averaging window is optionally signalled along 5QI (see excerpt-5 below). If not signalled, either the default value for the 5QI applies (if the 5QI is a standardized 5QI) or the standardized value of the averaging window applies (if the 5QI is a non-standardized 5QI).

While the NAS layer of the UE does not perform any enforcement for GBR traffic, the IMS layer of the UE:

-
might adapt the media sending based on the averaging window for UL; and

-
might signal the averaging window for DL to the remote UE so that the remote UE adapts its media sending based on the averaging window for DL.
Therefore, it is proposed to provide the averaging window for UL and DL of a GBR based QoS flow to the UE. If the averaging window is not provided for a GBR based QoS flow of a standardized 5QI (i.e. those in Table 5.7.4-1 of 23.501), the averaging window associated with the 5QI will be used. If the averaging window is not provided for a GBR based QoS flow of a non-standardized 5QI (i.e. those NOT in Table 5.7.4-1 of 23.501), the averaging window of the default value of two seconds will be used (as indicated in excerpt 4 below).
============================================================================

Excerpt-1 of 23.501:

------------------------------------------------

The subscribed Session-AMBR is a subscription parameter which is retrieved by the SMF from UDM. SMF may use the subscribed Session-AMBR or modify it based on local policy or use the authorized Session-AMBR received from PCF to get the Session-AMBR, which is signalled to the appropriate UPF entity/ies (and to the (R)AN to enable the calculation of the UE-AMBR). The Session-AMBR limits the aggregate bit rate that can be expected to be provided across all Non-GBR QoS flows for a specific PDU session. The Session-AMBR is measured over an averaging window with a standardized value.
------------------------------------------------
Excerpt-2 of 23.501:
------------------------------------------------

The (R)AN shall enforce Max BitRate (UE-AMBR) limit in UL and DL per UE for non-GBR QoS flows. The UE shall perform UL rate limitation on PDU Session basis for non-GBR traffic using Session-AMBR, if the UE receives a session-AMBR.
------------------------------------------------

Excerpt-3 of cover page of S2-176412:
------------------------------------------------

In EPC QoS this "calculation window" was neither signalled nor standardised. In TS 26.114 and for specific services associated with certain QCIs, "averaging window" values were recommended. The recommended values were based on the assumption that only these specific services used the corresponding QCIs.  

------------------------------------------------

Excerpt-4 of 26.114:

------------------------------------------------

7.5.5
Handling of bit-rate variations

7.5.5.1
General

An MTSI client in terminal using variable bitrate encoding shall ensure that the transmitted bandwidth does not exceed the negotiated bandwidth (b=AS) nor the QoS bandwidth parameters (MBR, GBR) for the bearer, if defined and known. This can, in general, be done in two ways: either by controlling the bit-rate used for encoding each media frame or by controlling when the generated packets are transmitted. 

NOTE 1:
This bit-rate control is not to be confused with rate adaptation, which is described in clause 10. The main purpose of the bitrate control is to reduce the risk that policing functions in the network drop media packets since the bandwidth of packets is temporarily exceeding the allowed bandwidth, which is typically configured in a static fashion. Rate adaptation is instead used to ensure that the used bandwidth is sufficiently low to avoid packet losses and extended delays when operating conditions change.

NOTE 2:
Controlling when packets are transmitted is called “packet pacing”. The drawback with packet pacing is the increase of end-to-end delay. Excessive use of packet pacing can lead to not fulfilling the service requirements defined in 3GPP TS 22.105 [34]. Packet pacing therefore needs to be used with care.

The method to control the encoding bitrate and/or the transmission of packets is left for the discretion of the implementation. However, the average bandwidth of transmitted packets shall be calculated over a sliding window that is no longer than T seconds. Different media types may use different window lengths. The default window length T is 2 seconds if nothing else is specified below.
The bitrate control ensures that the average bandwidth of transmitted media packets does not exceed the maximum allowed bandwidth in the sending direction.

The maximum allowed bandwidth for the sending direction is the smaller of:

-
The b=AS bandwidth,

-
The MBR for the bearer, after compensating for the RTCP bandwidth, if known.

7.5.5.2
Video

Video encoders use variable bitrate encoding to ensure a sufficiently low average bit-rate, which allow temporarily encoding a few frames at high bit-rate to match the video content with high motion activity or complex scenes, or to send an Intra frame, e.g. , when a Full Intra Request (FIR) is received.

The bit-rate control requires managing the following properties:

-
The size of large frame to transmit;

-
The proportion of neighboring frames that can be reduced in size;

-
The length of averaging window.

When any two of the properties are known, it is possible to determine the third.

3GPP TR 26.924 [144] Annex A describes a method for determining the length of the averaging window from the other two properties. The same method can also be used to determine the portion of the bit-rate for frames neighboring the large frame, which needs to be reduced depending on the size of the frame and the length of the averaging window.

The recommended procedure consists of reducing the encoding bit-rate of the frames neighboring the large frame in a balanced fashion, taking into account the spatio-temporal tradeoff of video quality when the encoding parameters such as quantization step or frame rate are adjusted. This may even require dropping some frames before they are encoded.

When a FIR is received, the MTSI client in terminal may delay the generation and transmission of an Intra frame by up to a half of the averaging window. 
7.5.5.3
Speech

When speech is operated in a Source-Controlled Variable Bit Rate mode (e.g., EVS 5.9VBR), both the GBR and MBR need to be set at least as high as the highest rate used by the codec in this mode (e.g., 8.0kbps for EVS 5.9VBR).  These rates may be set higher for a session if, in addition to the VBR mode, a higher rate codec mode is also negotiated for the session.  Therefore, packet policing on the MBR or GBR will not prevent the transport of VBR media packets regardless of the averaging window used.

------------------------------------------------

Excerpt-5 of 23.501:
------------------------------------------------

5.7.3.5
Averaging Window

The Averaging window is defined only for GBR QoS flows. The Averaging window represents the duration over which the GFBR and MFBR shall be calculated (e.g. (R)AN, UPF, UE). The averaging window is signalled with 5QIs , and if it is not received a standardized default value will apply (for standardized 5QIs the value in the QoS characteristics Table 5.7.4-1 applies).
------------------------------------------------

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890.
* * * Change * * *
12.4.1.1.2
Signalled QoS rules

The NAS protocol enables the network to provide the UE with signalled QoS rules associated with a PDU session.
The network can provide the UE with one or more signalled QoS rules associated with a PDU session at the PDU session establishment or at QoS flow establishment.
Each signalled QoS rule contains:

a)
a QoS rule identifier (QRI);
b)
a QoS flow identity (QFI);
c)
optionally a set of packet filters;

d)
precedence values;
e)
if the flow is a GBR QoS flow:

1)
Guaranteed flow bit rate (GFBR) for UL;
2)
Guaranteed flow bit rate (GFBR) for DL;
3) Maximum flow bit rate (MFBR) for UL;
4)
Maximum flow bit rate (MFBR) for DL;
5)
optionally averaging window for UL; and

6)
optionally averaging window for DL; and

f)
5QI, if the QFI is not the same as the 5QI of the QoS flow identified by the QFI.

Editor's note:
The length of the 5QI, QFI and QRI is FFS.

If the averaging window for UL is not included in a QoS rule for GBR QoS flow with a 5QI indicated in 3GPP TS 23.501 [5] table 5.7.4-1, the averaging window associated with the 5QI in 3GPP TS 23.501 [5] table 5.7.4-1 applies for the averaging window for UL. If the averaging window for DL is not included in a QoS rule for GBR QoS flow with a 5QI indicated in 3GPP TS 23.501 [5] table 5.7.4-1, the averaging window associated with the 5QI in 3GPP TS 23.501 [5] table 5.7.4-1 applies for the averaging window for DL.

If the averaging window for UL is not included in a QoS rule for GBR QoS flow with a 5QI not indicated in 3GPP TS 23.501 [5] table 5.7.4-1, the standardized value of two seconds is used as the averaging window for UL. If the averaging window for DL is not included in a QoS rule for GBR QoS flow with a 5QI not indicated in 3GPP TS 23.501 [5] table 5.7.4-1, the standardized value of two seconds is used as the averaging window for DL.

Editor's note: the standardized value of two seconds used as averaging window is to be confirmed by SA4.

Within a PDU session:

a)
each signalled QoS rule has a unique QRI;

b)
there is at least one signalled QoS rule;

c)
there can be zero, one or more signalled QoS rules associated with a given QFI; and

d)
there can be up to one signalled QoS rule without a set of packet filters.
* * * Change * * *
12.4.1.2
Session-AMBR

The NAS protocol enables the network to provide the UE with the session-AMBR associated with a PDU session.
The standardized value of two seconds is used as the averaging window for the UE's enforcement of the UL rate limitation indicated by the session-AMBR.
Editor's note: the standardized value of two seconds used as averaging window is to be confirmed by SA4.
* * * Change * * *
12.4.2.1
QoS rules coding

The purpose of the QoS rules information element is to specify the set of parameters that are used by the UE for classification and marking of uplink user traffic. The QoS rules may contain packet filters for the uplink direction. The packet filters determine the traffic mapping to QoS flows. 

The QoS rules information element is a type 6 information element with a minimum length of 4 octets. The maximum length for the information element is 65 538 octets.
The Qos rules information element is coded as shown in figure 12.4.2.1.1 and table 12.4.2.1.1.
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Figure 12.4.2.1.1: QoS rules information element
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Figure 12.4.2.1-2: QoS rule 
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Figure 12.4.2.1-3: Packet filter list when the rule operation is "delete packet filters from existing QoS rule" (z=N+3)
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Figure 12.4.2.1-4: Packet filter list when the rule operation is "create new QoS rule", or "add packet filters to existing QoS rule" or "replace packet filters in existing QoS rule"
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Figure 12.4.2.1-5: Parameters list
Table 12.4.2.1.1: QoS rule flow template information element

	QoS rule identifier (octet 4)

The QoS rule identifier field is used to identify the QoS rule. 

QoS rule precedence (octet 5)

The QoS rule identifier field is used to specify the precedence of the QoS rule among all QoS rules associated with this QoS flow. Higher the value of the Qos rule precedence field, lower the precedence of that QoS rule is.

QoS flow identifier (octet 6)

The QoS flow identifier field is used to identify the QoS flow. 


Rule operation code (octet 7)
Bits
8 7 6

0 0 0 Ignore this IE
0 0 1 Create new QoS rule
0 1 0 Delete existing QoS rule
0 1 1 Add packet filters to existing QoS rule
1 0 0 Replace packet filters in existing QoS rule
1 0 1 Delete packet filters from existing QoS rule
1 1 0 No packet filter operation

1 1 1 Reserved 

The Rule operation code "No packet filter operation" shall be used if a parameters list is included but no packet filter list is included in the traffic flow template information element.

The Rule operation code "Ignore this IE" shall be used by the UE if the QoS rule information element has presence requirement "M" in a message, but the information element does not serve any useful purpose in the specific procedure for which the message is sent. If the Rule operation code indicates "Ignore this IE", the UE shall also set the E bit and the number of packet filters to zero.

If the Rule operation code is set to "Ignore this IE" and the the E bit and the number of packet filters to zero, then the network shall ignore the contents of the QoS rule flow template information element.

E bit (bit 5 of octet 7)

The E bit indicates if a parameters list is included in the QoS rule IE and it is encoded as follows:

0
parameters list is not included

1
parameters list is included
Number of packet filters (octet 7)

The number of packet filters contains the binary coding for the number of packet filters in the packet filter list. The number of packet filters field is encoded in bits 4 through 1 of octet 3 where bit 4 is the most significant and bit 1 is the least significant bit. For the "delete existing QoS rule" operation and for the "no packet filter operation", the number of packet filters shall be coded as 0. For all other operations, the number of packet filters shall be greater than 0 and less than or equal to 15. 

Packet filter list (octets 8 to z)

The packet filter list contains a variable number of uplink packet filters. For the "delete existing QoS rule" operation and the "no packet filter operation", the packet filter list shall be empty.

For the "delete packet filters from existing QoS rule" operation, the packet filter list shall contain a variable number of packet filter identifiers. This number shall be derived from the coding of the number of packet filters field in octet 7.

For the "create new QoS rule" operation, the packet filter list shall contain 0 or a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 7.

For the "add packet filters to existing QoS rule" and "replace packet filters in existing QoS rule" operations, the packet filter list shall contain a variable number of packet filters. This number shall be derived from the coding of the number of packet filters field in octet 7.

Each packet filter is of variable length and consists of 

-
a packet filter identifier (4 bits); 
-
a packet filter evaluation precedence (1 octet);

- 
the length of the packet filter contents (1 octet); and
-
the packet filter contents itself (v octets).

The packet filter identifier field is used to identify each packet filter in a QoS rule. The least significant 4 bits are used. 

The packet filter evaluation precedence field is used to specify the precedence for the packet filter among all packet filters in the Qos rule. Higher the value of the packet filter evaluation precedence field, lower the precedence of that packet filter is. The first bit in transmission order is the most significant bit.

The length of the packet filter contents field contains the binary coded representation of the length of the packet filter contents field of a packet filter. The first bit in transmission order is the most significant bit.

The packet filter contents field is of variable size and contains a variable number (at least one) of packet filter components. Each packet filter component shall be encoded as a sequence of a one octet packet filter component type identifier and a fixed length packet filter component value field. The packet filter component type identifier shall be transmitted first.

In each packet filter, there shall not be more than one occurrence of each packet filter component type. Among the "IPv4 remote address type" and "IPv6 remote address type" packet filter components, only one shall be present in one packet filter. Among the "single local port type" and "local port range type" packet filter components, only one shall be present in one packet filter. Among the "single remote port type" and "remote port range type" packet filter components, only one shall be present in one packet filter.

The term local refers to the UE and the term remote refers to an external network entity.

Packet filter component type identifier
Bits
8 7 6 5 4 3 2 1 

0 0 0 1 0 0 0 0
IPv4 remote address type
0 0 0 1 0 0 0 1
IPv4 local address type 
0 0 1 0 0 0 0 0
IPv6 remote address type
0 0 1 0 0 0 0 1
IPv6 remote address/prefix length type
0 0 1 0 0 0 1 1
IPv6 local address/prefix length type
0 0 1 1 0 0 0 0
Protocol identifier/Next header type
0 1 0 0 0 0 0 0
Single local port type
0 1 0 0 0 0 0 1
Local port range type
0 1 0 1 0 0 0 0
Single remote port type 
0 1 0 1 0 0 0 1
Remote port range type
0 1 1 0 0 0 0 0
Security parameter index type
0 1 1 1 0 0 0 0
Type of service/Traffic class type
1 0 0 0 0 0 0 0
Flow label type

1 0 0 0 0 0 0 1
Destination MAC address type
1 0 0 0 0 0 1 0
Source MAC address type
1 0 0 0 0 0 1 1
802.1Q C-TAG VID type
1 0 0 0 0 1 0 0
802.1Q S-TAG VID type
1 0 0 0 0 1 0 1
802.1Q C-TAG PCP/DEI type
1 0 0 0 0 1 1 0
802.1Q S-TAG PCP/DEI type
1 0 0 0 0 1 1 1
Ethertype type

 All other values are reserved.

Editor's note:
Ethernet related packet filters are to be confirmed by SA2.

The description and valid combinations of packet filter component type identifiers in a packet filter are defined in 3GPP TS 23.060 [74] subclause 15.3.2.

For "IPv4 remote address type", the packet filter component value field shall be encoded as a sequence of a four octet IPv4 address field and a four octet IPv4 address mask field. The IPv4 address field shall be transmitted first.

For "IPv4 local address type", the packet filter component value field shall be encoded as defined for "IPv4 remote address type".
Both the UE and network indication for support of the Local address in QoS rule are required to use this packet filter component.

For "IPv6 remote address type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and a sixteen octet IPv6 address mask field. The IPv6 address field shall be transmitted first.

For "IPv6 remote address/prefix length type", the packet filter component value field shall be encoded as a sequence of a sixteen octet IPv6 address field and one octet prefix length field. The IPv6 address field shall be transmitted first.
This parameter shall be used, instead of IPv6 remote address type, when both the UE and network indication for support of the Local address in QoS rule are present.

For "IPv6 local address/prefix length type", the packet filter component value field shall be encoded as defined for "IPv6 remote address /prefix length".

Both the UE and network indication for support of the Local address in QoS rule are required to use this packet filter component.

NOTE:
Local IP address and mask can be used when IPv6 prefix delegation is used (see 3GPP TS 23.060 [74] subclause 9.2.1.2).

For "Protocol identifier/Next header type", the packet filter component value field shall be encoded as one octet which specifies the IPv4 protocol identifier or IPv6 next header.

For "Single local port type" and "Single remote port type", the packet filter component value field shall be encoded as two octet which specifies a port number.

For "Local port range type" and "Remote port range type", the packet filter component value field shall be encoded as a sequence of a two octet port range low limit field and a two octet port range high limit field. The port range low limit field shall be transmitted first.

For "Security parameter index", the packet filter component value field shall be encoded as four octets which specifies the IPSec security parameter index.

For "Type of service/Traffic class type", the packet filter component value field shall be encoded as a sequence of a one octet Type-of-Service/Traffic Class field and a one octet Type-of-Service/Traffic Class mask field. The Type-of-Service/Traffic Class field shall be transmitted first.

For "Flow label type", the packet filter component value field shall be encoded as three octets which specifies the IPv6 flow label. The bits 8 through 5 of the first octet shall be spare whereas the remaining 20 bits shall contain the IPv6 flow label.
For "Destination MAC address type" and "Source MAC address type", the packet filter component value field shall be encoded as 6 octets which specify a MAC address.

For "802.1Q C-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the Customer-VLAN tag (C-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.

For "802.1Q S-TAG VID type", the packet filter component value field shall be encoded as two octets which specify the VID of the Service-VLAN tag (S-TAG). The bits 8 through 5 of the first octet shall be spare whereas the remaining 12 bits shall contain the VID.

For "802.1Q C-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q C-TAG PCP and DEI. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI.

For "802.1Q S-TAG PCP/DEI type", the packet filter component value field shall be encoded as one octet which specifies the 802.1Q S-TAG PCP. The bits 8 through 5 of the octet shall be spare, the bits 4 through 2 contain the PCP and bit 1 contains the DEI.

For "Ethertype type", the packet filter component value field shall be encoded as two octets which specify an Ethertype.

Parameters list (octets z+1 to v)

The parameters list contains a variable number of parameters that may be transferred. If the parameters list is included, the E bit is set to 1; otherwise, the E bit is set to 0.

Each parameter included in the parameters list is of variable length and consists of:

-
a parameter identifier (1 octet); 
-
the length of the parameter contents (1 octet); and
-
the parameter contents itself (v octets). 

The parameter identifier field is used to identify each parameter included in the parameters list and it contains the hexadecimal coding of the parameter identifier. Bit 8 of the parameter identifier field contains the most significant bit and bit 1 contains the least significant bit. In this version of the protocol, the following parameter identifiers are specified:
-
01H (5QI);
-
02H (GFBR Uplink);
-
03H (GFBR Downlink);
-
04H (MFBR Uplink);
-
05H (MFBR Downlink);
-
06H (Averaging window for uplink); and

-
07H (Averaging window for downlink).

If the parameters list contains a parameter identifier that is not supported by the receiving entity the corresponding parameter shall be discarded.

The length of parameter contents field contains the binary coded representation of the length of the parameter contents field. The first bit in transmission order is the most significant bit.

When the parameter identifier indicates ARP, the parameter contents field contains the binary representation of ARP value that is one octet in length,

When the parameter identifier indicates 5QI, the parameter contents field contains the binary representation of 5G QoS identifier that is one octet in length,

When the parameter identifier indicates GFBR Uplink, the parameter contents field contains the binary representation of Guaranteed flow bit rate for uplink that is four octet in length,

When the parameter identifier indicates GFBR Downlink, the parameter contents field contains the binary representation of Guaranteed flow bit rate for downlink that is four octet in length,

When the parameter identifier indicates MFBR Uplink, the parameter contents field contains the binary representation of Maximum flow bit rate for uplink that is four octet in length,

When the parameter identifier indicates MFBR Downlink, the parameter contents field contains the binary representation of Maximum flow bit rate for downlink that is three octet in length,

When the parameter identifier indicates Packet Filter Identifier, the parameter contents field contains the binary representation of one or more packet filter identifiers. Each packet filter identifier is encoded in one octet, in the 4 least significant bits. This parameter is used by the MS and the network to identify one or more packet filters in a TFT when modifying the QoS rule without modifying the packet filter itself.

When the parameter identifier indicates "averaging window for uplink", the parameter contents field contains the binary representation of the averaging window for uplink in milliseconds and the parameter contents field is two octets in length.

When the parameter identifier indicates "averaging window for downlink", the parameter contents field contains the binary representation of the averaging window for downlink in milliseconds and the parameter contents field is two octets in length.
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