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1. Introduction
At SA2#122bis, for overall consistency, it was agreed to use “PDU session type“ between “PDU session type“ and “PDU type“ in TS 23.501 (S2-176425). Also, the definition of PDU session type has been added in TS 23.501 as following:
“PDU Session Type: The type of PDU Session which can be IPv4, IPv6, Ethernet or Unstructured“.
2. Reason for Change
This contribution proposes to capture and align with the stage 2 agreement on PDU session type to the stage 3 TR 23.890. Also, “ethernet” and “unstructured” are corrected to “Ethernet” and “Unstructured”.

3. Proposal

It is proposed to agree the following changes to to 3GPP TR 24.890 v1.0.3.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

5GMM-IDLE mode: A UE is in 5GMM-IDLE mode when no N1 NAS signalling connection between UE and network over 3GPP access exists. The term 5GMM-IDLE mode used in the present document corresponds to the term CM-IDLE state used in 3GPP TS 23.501 [8].
5GMM-CONNECTED mode: A UE is in 5GMM-CONNECTED mode when a N1 NAS signalling connection between UE and network over 3GPP access exists. The term 5GMM-CONNECTED mode used in the present document corresponds to the term CM-CONNECTED state used in 3GPP TS 23.501 [8].
N1 mode: A mode of a UE allowing access to the 5G core network via the 5G access network.
N1 NAS signalling connection: A peer to peer N1 mode connection between UE and AMF. An N1 NAS signalling connection is either the concatenation of an RRC connection via the Uu reference point and an NG connection via the N2 reference point for 3GPP access, or the concatenation of an IPsec tunnel via the NWu reference point and an NG connection via the N2 reference point for non-3GPP access.

PDU session for LADN: PDU session with a DNN associated with a LADN.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [8] apply:

5G access network
5G core network
5G QoS flow

5G QoS indicator

5G-GUTI

5G System
5G-S-TMSI
Allowed area
NG-RAN
Allowed NSSAI

Configured NSSAI

Local area data network

Network slice

Non-allowed area
PDU session
PDU session type
PEI
Requested NSSAI
SUPI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 38.413 [19] apply:

NG connection

Editor's note:
The term (NG connection) can be modified according to 3GPP TS 38.413 [19].

* * * Next Change * * * *

8.4.1
General
This clause specifies IP address allocation for the PDU session.
In this release of specification, PDU sessions initiated with the PDU session type IP shall support only one IP version, i.e. IPv4 PDU session type or IPv6 PDU session type.
IP address allocation to the UE shall be performed by SMF based on the selected IP version and operator policies. If IPv4 PDU session type is selected, an IPv4 address is allocated to the UE. If IPv6 PDU session type is selected, an IPv6 prefix is allocated to the UE.
For IPv4 PDU session type, the UE can obtain an IPv4 address and IPv4 configuration parameter (e.g. DNS server address)
-
via NAS signalling as specified in subclause 8.4.2; or
-
using DHCPv4.
For IPv6 PDU session type, the UE can obtain /64 IPv6 prefix via IPv6 stateless address autoconfiguration as specified in IETF RFC 4862 [23] and IPv6 configuration parameters via stateless DHCPv6 as specified in IETF RFC 3736 [20].
If the UE supports requesting an IP PDU session type, an IPv6 PDU session type or both, the UE shall support acting as a type C host as specified in IETF RFC 4191 [22].
* * * Next Change * * * *

9.2.1
PDU session types

The following PDU Session types are supported:

-
IPv4;

-
IPv6;

-
Ethernet (EtherType as defined in IEEE 802.3); and

-
Unstructured. 
IP Address Allocation for IPv4 and IPv6 PDU session types is described in subclause 8.3.

Neither a MAC nor an IP address is allocated by the 5GC to the UE for Ethernet PDU session type.
* * * Next Change * * * *

9.4.2.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
The UE shall allocate a PTI value currently not used and shall set the PTI IE of the PDU SESSION ESTABLISHMENT REQUEST message to the allocated PTI value.
If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 8.4.2, "Ethernet" or "Unstructured".
If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN, the UE shall include the PDU DN request container with the information for the PDU session authentication and authorization by the external DN.
Editor's note:
FFS whether CT1 need to give more details about coding of the information for the PDU session authentication and authorization by the external DN.
If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure is to establish another emergency PDU session.

The UE shall transport:

a)
the PDU SESSION ESTABLISHMENT REQUEST message;
b)
the PDU session ID:
1)
of the existing PDU session, if the UE initiates the UE-requested PDU session establishment procedure upon receiving the PDU SESSION MODIFICATION COMMAND messages with the 5GSM cause IE set to #39 "reactivation requested"; and
2)
of the PDU session being established, otherwise;
c)
the S-NSSAI, if the UE requests a S-NSSAI other than default S-NSSAI;

d)
and the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN; and 
e)
the request type set:

1)
to "initial request", if the UE requests to establish a new non-emergency PDU session;

2)
to "existing PDU session", if the UE requests:

i)
handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access; or

ii)
transfer of an existing PDN connection in the EPS to the 5GS. and

3)
to "initial emergency request", if the UE requests to establish a new emergency PDU session;

using the UE-initiated SM message transport procedure as specified in subclause 8.4.2.2.1.1 or the UE-initiated NAS transport procedure as specified in subclause 8.5.1.1.3.2, and the UE shall start timer Tx (see example in figure 9.4.2.2.1).
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Figure 9.4.2.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
If the PDU session authentication and authorization by the external DN is required due to local policy, the SMF shall check whether the PDU SESSION ESTABLISHMENT REQUEST message includes the PDU DN request container. 

If the PDU DN request container is included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall:

-
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is compliant with the local policy and user's subscription data, proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [15] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes; and

-
if the information for the PDU session authentication and authorization by the external DN in PDU DN request container is not compliant with the local policy, reject the PDU session establishment request including the 5GSM cause #xx "DN authentication failed", in the PDU SESSION ESTABLISHMENT REJECT message.
If the PDU DN request container is not included in the PDU SESSION ESTABLISHMENT REQUEST message and the PDU session authentication and authorization by the external DN is required due to local policy and user's subscription data, the SMF shall proceed with the EAP Authentication procedure specified in 3GPP TS 33.501 [15] and refrain from accepting or rejecting the PDU SESSION ESTABLISHMENT REQUEST message until the EAP Authentication procedure finalizes.

If the PDU session ID in the PDU session ID IE of the PDU SESSION ESTABLISHMENT REQUEST message is different from the PDU session ID received from the AMF and a PDU session exists for the PDU session ID received from the AMF, the SMF shall consider that the request for the PDU session anchor relocation with multiple PDU sessions for SSC mode 3 as specified in 3GPP TS 23.502 [9] is accepted by the UE.
* * * Next Change * * * *

12.4.1.1.1
General

In a PDU session of IPv4, IPv6, and Ethernet PDU session type, the NAS protocol enables different forwarding treatments of UL user data packets in one or more QoS flows based on signalled QoS rules, derived QoS rules or any combination of them.

In a PDU session of Unstructured PDU session type, all UL user data packets are associated with the same QoS flow.

* * * Next Change * * * *

12.4.1.4.1
General

The UE may support reflective QoS.

If the UE supports the reflective QoS, the UE shall support the procedures in the following subclauses.
The reflective QoS is applicable in a PDU session of IPv4, IPv6 and Ethernet PDU session type. The reflective QoS is not applicable in a PDU session of Unstructured PDU session type.
* * * Next Change * * * *

12.4.1.4.2
Derivation of UL packet filter from DL user data packet

The UE shall derive an UL packet filter from a DL user data packet as follows:
a)
if the received DL user data packet belongs to a PDU session of IPv4 PDU session type, the UL packet filter contains the following packet filter components:

1)
an IPv4 remote address component set to the source IP address of the received DL user data packet;

2)
an IPv4 local address component set to the destination IP address of the received DL user data packet;

3)
a Protocol identifier/Next header type component set to the value of the received protocol type field; and

4)
if the received protocol type field indicates a protocol specifying usage of ports:

A)
a Single local port type component set to value of the destination port in the received DL user data packet; and

B)
a Single remote port type component set to the value of the source port in the received DL user data packet;

b)
if the received DL user data packet belongs to a PDU session of IPv6 PDU session type, the UL packet filter contains the following packet filter components:

1)
an IPv6 remote address set to the source IP address of the received DL user data packet;

2)
an IPv6 local address/prefix length component set to the destination IP address of the received DL user data packet;

3)
a Protocol identifier/Next header type component set to the value of the last received next header field; and

4)
if the last received next header field indicates a protocol specifying usage of ports:

A)
a Single local port type component set to value of the destination port in the received DL user data packet; and

B)
a Single remote port type component set to the value of the source port in the received DL user data packet; and

c)
if the received DL user data packet belongs to a PDU session of Ethernet PDU session type, the UL packet filter contains the following packet filter components: 

1)
a destination MAC address component set to the source MAC address of the received DL packet;

2)
a source MAC address component set to the destination MAC address of the received DL packet;

3)
if an 802.1Q C-TAG is included in the received DL packet, an 802.1Q C-TAG VID component set to the 802.1Q C-TAG VID of the received DL packet and an 802.1Q C-TAG PCP/DEI component set to the 802.1Q C-TAG PCP/DEI of the received DL packet;

4)
if an 802.1Q S-TAG is included in the received DL packet, an 802.1Q S-TAG VID component set to the 802.1Q S-TAG VID of the received DL packet and an 802.1Q S-TAG PCP/DEI component set to the 802.1Q S-TAG PCP/DEI of the received DL packet;

5)
If the Ethertype field of the received DL packet is set to a value of 1536 or above, an Ethertype component set to the Ethertype of the received DL packet;

6)
if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv4 data, the UE shall also add to the UL packet filter IP-specific components based on the contents of the DL user data IP header as described in bullet a) above; and

7)
if the Ethertype field of the Ethernet frame header indicates that the data carried in the Ethernet frame is IPv6 data, the UE shall also add to the UL packet filter IP-specific components based on the contents of the DL user data IP header as described in bullet b) above.

Editor's note: use of filters for PDU session type "Ethernet" is to be confirmed by SA2.

* * * Next Change * * * *

12.4.1.4.3
Creating a derived QoS rule by reflective QoS in the UE

If the UE receives a DL user data packet marked with a QFI and an RQI, the DL user data packet belongs to a PDU session of IPv4, IPv6, or Ethernet PDU session type, and the UE does not have a derived QoS rule with the same UL packet filter as the UL packet filter derived from the DL user data packet as specified in subclause 12.4.1.5.0A, then the UE shall create a new derived QoS rule as follows:

a)
the QFI of the derived QoS rule is set to the received QFI;

b)
the precedence value of the derived QoS rule is set to a default standardized precedence value; and

Editor's note:
FFS what is the default standardized precedence value.
c)
the UL packet filter of the derived QoS rule is set to the derived UL packet filter;

and the UE shall start the timer X associated with the derived QoS rule with the RQ timer value received during the UE-requested PDU session establishment procedure as specified in subclause 9.4.2. If the RQ timer value was not received in the UE-requested PDU session establishment procedure, the default standardized RQ timer value is used.
· Editor's note: FFS what is the default standardized RQ timer value.
* * * Next Change * * * *

12.4.1.4.4
Prolonging lifetime of a derived QoS rule by reflective QoS in the UE

If the UE receives a DL user data packet associated with a QFI and an RQI, the DL user data packet belongs to a PDU session of IPv4, IPv6, or Ethernet PDU session type, and the UE has a derived QoS rule with the same UL packet filter as the UL packet filter derived from the DL user data packet as specified in subclause 12.4.1.5.0A, then the UE shall re-start the timer X associated with the derived QoS rule with the RQ timer value received during the UE-requested PDU session establishment procedure as specified in subclause 9.4.2. If the RQ timer value was not received in the UE-requested PDU session establishment procedure, the default standardized RQ timer value is used.
* * * End of Change * * * *
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