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1
Overall description
CT1 thanks RAN5 of their LS on integrity protected SERVICE REJECT in UTRAN. 

Question from RAN5: Considering that security mode control procedure completion means the successful completion of the service request procedure, in what use case scenarios will the network send integrity protected SERVICE REJECT message?
CT1 answer: The network can send the SERVICE REJECT message integrity protected if the service request procedure has been initiated by the MS in PMM-CONNECTED mode. CT1 can also confirm that RAN5 finding is correct; the case b in 24.008 sub clause 4.7.13 is the only non-MBMS case where the SERVICE REJECT message can be sent integrity protected.
As an example, the MS can stay in PMM-CONNECTED mode e.g. after routing area updating procedure if the MS has indicated a follow-on request pending in ROUTING AREA UPDATE REQUEST and initiates then a service request procedure using the current PS signalling connection. 

For testing the UE behaviour in PMM-IDLE mode, there are still certain GMM cause values that can be used for SERVICE REJECT and that do not trigger specific requirements defined in 24.008 sub clause 4.1.1.6A when receiving non-integrity protected reject messages.

CT1 assumes that scenarios above could be testable.

2
Actions
To RAN5
ACTION: CT1 kindly asks RAN5 to take the answer above into consideration.
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Dates of next TSG CT WG1 meetings
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