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2. Reason for Change
Issue-2) The initial line of 5.2.4 can be misread to state that the current location is received via NAS signalling, rather than the network steering information is updated via NAS signalling. This paper proposes to split this to two sentences.

Issue-3) The initial line of 5.2.4 states that the network steering information is expected to be updated based on UE location. This can be understood to include move within a PLMN. We do not see a use case for such updates - in our view, the network steering information are likely to be updated when the UE registers in a country where the UE has not been registered, or when operator of HPLMN makes a business decision.
Issue-4) TS 23.122 uses PLMN/access technology combinations rather than PLMN/RATs.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.890.
* * * Change * * *
5.2.4
Procedures for steering UE in VPLMN

The HPLMN can update the list of preferred PLMN/access technology combinations at the UE via NAS signalling. The HPLMN updates the list of preferred PLMN/access technology combinations e.g. depending on the PLMN where the UE is registered or when required by HPLMN operator policies.
Editor's note:
It is FFS if this list of preferred PLMN/access technology combinations is a new list to 5GS or an existing list.

Editor's note:
It is FFS how the list preferred PLMN/access technology combinations is managed and used by the UE.

The VPLMN shall not be able to modify the list of preferred PLMN/access technology combinations sent by the HPLMN.
The UE shall be able to verify the integrity of the received list of preferred PLMN/access technology combinations.
Editor's note:
SA3 needs to confirm whether it is feasible to ensure the VPLMN cannot alter the contents of the list of preferred PLMN/access technology combinations sent to the UE by the VPLMN.

Editor's note:
End-to-end security between HPLMN and roaming UEs will be defined following SA3 recommendations.

