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1. Introduction
This p-CR is to resolve an open issue remained for 5GMM message format definition, typically to determine whether the procedure transaction identity (PTI) needs to be included in the header of 5GMM message.

2. Reason for Change

The 5GMM message format was added in CT1#104 May meeting but below Editor's notes is remained for FFS:

"Editor's note:
Whether the procedure transaction identity is included in the header of 5GMM message is FFS."

As defined in TS 24.007, the PTI is used to distinguish parallel message flows for a given PD and SAP, and to associate the exchanged messages belong to the same message flow.
"11.2.3.1a

Procedure transaction identity

A L3 protocol may define that the second octet of a standard L3 message of the protocol contains the procedure transaction identity (PTI). The PTI allows distinguishing up to 254 different bi-directional messages flows for a given PD and a given SAP. Such a message flow is called a transaction. The procedure transaction identity is released when the procedure is completed."
In EPS, the PTI is only included in the ESM message header as addressing parameter but not in the EMM message header. One of the main reason is that there is no case in EPS in which there are parallel messge flows for the same NAS procedure running, e.g. the UE cannot initiate two attach/TAU/Service Request procedure in parallel.
However, in 5GS, the thing is changed. 5GS architecture is defined with a converged core network with a common AN - CN interface (i.e. N1 interface) which integrates different 3GPP and non-3GPP access types. The same NAS protocol will be used between the UE and the 5GC over 3GPP access and non-3GPP access. In case of 3GPP access and non-3GPP access are located in the same PLMN, the single AMF will serve the UE for 5G NAS procedures. As specified in stage 2, both the UE and the AMF will manage the 5G MM contexts and 5G MM state mechine per access types separately for a UE, i.e. the 5G MM contexts and 5G MM state mechine for 3GPP access and non-3GPP access are independent. Futhermore, The CM state for 3GPP access and non-3GPP access are independent of each other.

Based on the new MM model in 5GS, the UE can initiate the same 5GMM procedures over 3GPP access and non-3GPP access in parallel, e.g.:

(1) The UE can initiate two Service Request procedures in parallel, one is over 3GPP access and one is over non-3GPP access;

(2) The UE can initiate two Deregistration procedures in parallel, one is over 3GPP access and one is over non-3GPP access;
(3) The UE can initiate two NAS transport procedures in parallel (e.g. to carry UE initiated 5GSM request messages), one is over 3GPP access and one is over non-3GPP access.
Similarly, the network can initiate the same 5GMM procedures over 3GPP access and non-3GPP access in parallel, e.g.:

(1) The AMF can initiate two Deregistration procedures in parallel, one is over 3GPP access and one is over non-3GPP access;

(2) The AMF can initiate two NAS transport procedures in parallel (e.g. to carry SMF initiated 5GSM request messages), one is over 3GPP access and one is over non-3GPP access.

(3) The AMF can initiate two 5G security procedures (e.g. AKA or SMC) in parallel during two ongoing 5GMM procedure (e.g. UE initiated Service Request procedures), one is over 3GPP access and one is over non-3GPP access;

The problem is: how to distinguish the ongoing parallel message flows for the same 5GMM procedure and how to link the different messages belong to the same 5GMM procedure per acccess type into the same message flow?
Provide an example as below:

(i) A UE initiates a Service Request procedrue (P1) over 3GPP access to the AMF;

(ii) At the same time, the UE initiates a Service Request procedrue (P2) over non-3GPP access to the AMF;

(iii) During P1, the AMF initiates an AKA procedure (AKA1) to the UE;

(iv) During P2, the AMF initiates an AKA procedure (AKA2) to the UE;

Then at the UE side, how to link the received AKA request from the AMF to which ongoing Service Request procedure? Hereafter, in case of the UE repsonds the AKA request to the AMF, at the AMF side, how to link the received AKA response to which ongoing Service Request procedure?
Even over the same RAT, e.g. 3GPP access, there can be multiple same 5GMM procedures running in parallel (e.g. Service request procedure, NAS transport procedure and UE configuration update procedure). Three typical cases:

Case#1 for Service request procedure, is described as below:

(i) At time T1, the UE in the connected mode initiates a Service Request (SR1) procedure over 3GPP access in order to establish User Plane resources for the PDU session 1;

(ii)  Before the completion of SR1, at time T2, the UE in the connected mode initiates a Service Request (SR2) procedure over 3GPP access in order to establish User Plane resources for the PDU session 2;
(iii) The AMF accepts the SR1 but reject the SR2;

(iv) At  time T3, the UE receives a Service Reject message from the AMF over 3GPP access;
(v) At time T4, the UE receives a Service Accept message from the AMF over 3GPP access.

The problem in Case#1: how does the UE link the Service Reject to SR2 and the Service Accept to SR1?
Note that for the case#1 above, there is no PDU session ID included in the Service Accept message. Instead, the AMF will send the Service Accept message to the UE for PDU session status synchronization (i.e. PDU session status IE was included). However, in this case, due to both PDU session 1 and PDU session 2 are active in the 5GC, so the AMF will provide the same value in the PDU session status IE to the UE and hence the UE cannot distinguish it. Note that even the AMF rejects the SR2 but the corresponding PDU session 2 is still active in the 5GC due to the AMF just rejects to reestablish the radio resources for PDU session 2.
Case#2 for NAS transport procedure, is described as below:

(i) The UE initiates an NAS transport procedure (P1) to the AMF over 3GPP access, in order to carry a PDU Session Modification Request message (M1) to the SMF for PDU session 1;

(ii) At the same time, the UE initiate an NAS transport procedure (P2) to the AMF over 3GPP access, in order to carry a PDU Session Modification Request message (M2) to the SMF for PDU session 2;

(iii) If the SMF rejects M1, it will send a PDU Session Modification Reject message (M3) to the UE, for which the AMF will send an NAS transport procedure (P3) to carry M3 to the UE over 3GPP access;

(iv) If the SMF accepts M2, it will send a PDU Session Modification Command message (M4) to the UE, for which the AMF will send an NAS transport procedure (P4) to carry M4 to the UE over 3GPP access.

The problem in Case#2: how does the UE link the 5GMM message P3 to P1 in order to make the 5GSM Reject message M3 is linked to M1? How to link the 5GMM message P4 to P2 in order to make the 5GSM Command messag M4 is linked to M2?

Case#3 for UE configuration update procedure, is described as below:

(i) At time T1, the AMF initiates UE configuration update procedure by sending a CONFIGURATION UPDATE COMMAND message (CUC1) to the UE over 3GPP access, in order to update 5G-GUTI and TAI list, with acknowledgement requested;

(ii) Before the completion of CUC1, at time T2, the AMF initiates UE configuration update procedure by sending a CONFIGURATION UPDATE COMMAND message (CUC2) to the UE over 3GPP access, in order to update Mobility restrictions, with acknowledgement requested;
(iii) Before the completion of CUC1 and CUC2, at time T3, the AMF initiates UE configuration update procedure by sending a CONFIGURATION UPDATE COMMAND message (CUC3) to the UE over 3GPP access, in order to update NITZ, without acknowledgement requested;

(iv) The UE accepts CUC1 and responds with CONFIGURATION UPDATE COMPLETE to the AMF.
(v) The UE cannot accept CUC2 and no response to the AMF as per current TR 24.890 specified.

(vi) The UE accepts CUC3 and no response to the AMF.
The problem in Case#3: how does the AMF know which parameter is sccuccefully updated at the UE side and which one is not?

Based on above discussion, we could have:

Observation #1: the same 5GMM procedure can be initiated by either the UE or the network over 3GPP access and non-3GPP access in parallel for which a mechnism to distinguish the ongoing parallel message flows for the same 5GMM procedure is requried.
Observation #2: the same 5GMM procedure can be initiated by either the UE or the network over the same 3GPP access in parallel for which a mechnism to distinguish the ongoing parallel message flows for the same 5GMM procedure is requried.
One simpler solutions is, similar as in 5GSM message, to include a PTI in per 5GMM message header to distinguish the ongoing parallel message flows for the same 5GMM procedure and to link the different messages belong to the same 5GMM procedure per acccess type into the same message flow (i.e. the transaction). We have:
Proposal #1: the PTI is also included in the 5GMM message header.
3. Conclusions

Different from EPS, in 5GS, it could be a very common case that there are multiple same 5GMM procedure running in parallel and in order to distinguish the ongoing parallel message flows for the same 5GMM procedure and to link the different messages belong to the same 5GMM procedure per acccess type into the same message flow (i.e. the transaction), we propose:

Proposal #1: the PTI is also included in the 5GMM message header.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V1.0.3.
* * * First Change * * * *

6.6.6.6
Procedure transaction identity

Bits 1 to 8 of the third octet of every 5GS NAS message contain the procedure transaction identity. The procedure transaction identity and its use are defined in 3GPP TS 24.007 [10].


* * * Next Change * * * *
8.6.1.1
Message definition

This message is sent by the UE to the network to indicate that authentication of the network has failed. See table 8.6.1.1.

Message type:
AUTHENTICATION FAILURE

Significance:

dual

Direction:


UE to network
Table 8.6.1.1: AUTHENTICATION FAILURE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	½

	
	PTI
	Procedure transaction identity
6.6.6.6
	M
	V
	1

	
	Authentication failure message type
	Message type

6.6.6.6
	M
	V
	1

	
	5GMM cause
	5GMM cause

8.7.1
	M
	V
	1


Editor's note:
The further contents of the Authentication failure message is FFS. At least the following is needed: authentication failure parameter (optional).

* * * Next Change * * * *
8.6.2.1
Message definition

This message is sent by the network to the UE to indicate that the authentication procedure has failed and that the UE shall abort all activities. See table 8.6.2.1.

Message type:
AUTHENTICATION REJECT

Significance:

dual

Direction:


network to UE
Table 8.6.2.1: AUTHENTICATION REJECT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	½

	
	PTI
	Procedure transaction identity
6.6.6.6
	M
	V
	1

	
	Authentication reject message type
	Message type

6.6.6.6
	M
	V
	1


Editor's note:
The content of the Authentication reject message is FFS.

* * * Next Change * * * *
8.6.3.1
Message definition

This message is sent by the network to the UE to initiate authentication of the UE identity. See table 8.6.3.1.

Message type:
AUTHENTICATION REQUEST

Significance:

dual

Direction:


network to UE
Table 8.6.3.1: AUTHENTICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	½

	
	PTI
	Procedure transaction identity
6.6.6.6
	M
	V
	1

	
	Authentication request message type
	Message type

6.6.6.6
	M
	V
	1

	
	ngKSI 
	NAS key set identifier

8.7.2
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	Authentication parameter RAND (5G challenge)
	Authentication parameter RAND

8.7.3
	M
	V
	16

	
	Authentication parameter AUTN (5G challenge)
	Authentication parameter AUTN

8.7.4
	M
	LV
	17


Editor's note:
The content of the Authentication request message is FFS. At least the following is needed: ngKSI (mandatory), authentication parameter RAND (mandatory), authentication parameter AUTN (mandatory).

* * * Next Change * * * *
8.6.4.1
Message definition

This message is sent by the UE to the network to deliver a calculated authentication response to the network. See table 8.6.4.1.

Message type:
AUTHENTICATION RESPONSE

Significance:

dual

Direction:


UE to network
Table 8.6.4.1: AUTHENTICATION RESPONSE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	½

	
	PTI
	Procedure transaction identity
6.6.6.6
	M
	V
	1

	
	Authentication response message type
	Message type

6.6.6.6
	M
	V
	1


Editor's note:
The content of the Authentication response message is FFS. At least the following is needed: authentication response parameter (mandatory).
* * * Next Change * * * *
8.6.9.1
Message definition
The UL SM MESSAGE TRANSPORT message conveys an SM message and associated information from the UE to the network.
Message type:
UL SM MESSAGE TRANSPORT
Significance:

dual

Direction:


UE to network

Table 8.6.9.1.1: UL SM MESSAGE TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.6
	M
	V
	1

	
	UL SM MESSAGE TRANSPORT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	SM message container
	SM message container
8.7.5
	M
	LV-E
	3-65537

	a
	Request type
	Request type

8.7.6
	O
	TV
	1

	b
	S-NSSAI
	S-NSSAI
8.7.7
	O
	TLV
	3 or 6

	c
	DNN
	DNN

8.7.8
	O
	TLV
	3-TBD



* * * Next Change * * * *
8.6.10.1
Message definition
DL SM MESSAGE TRANSPORT message conveys an SM message and associated information from the network to the UE.
Message type:
DL SM MESSAGE TRANSPORT

Significance:

dual

Direction:


network to UE

Table 8.6.10.1.1: DL SM MESSAGE TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.6
	M
	V
	1

	
	DL SM MESSAGE TRANSPORT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	PDU session ID
	PDU session ID

TBD
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	SM message container
	SM message container
8.7.5
	M
	LV-E
	3-65537



* * * Next Change * * * *
8.6.11.1
Message definition
The UL GENERIC TRANSPORT message transports a non-SM message and associated information from the UE to the network.

Message type:
UL GENERIC TRANSPORT

Significance:

dual

Direction:


UE to network
Table 8.6.11.1.1: UL GENERIC TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.6
	M
	V
	1

	
	UL GENERIC TRANSPORT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	Message container type
	Message container type
8.7.9
	M
	V
	1

	
	Message container
	Message container
8.7.10
	M
	LV-E
	2-65537



* * * Next Change * * * *
8.6.13.1
Message definition
The DL GENERIC TRANSPORT message transports a non-SM message and associated information from the network to the UE.

Message type:
DL GENERIC TRANSPORT

Significance:

dual

Direction:


Network to UE
Table 8.6.13.1.1: DL GENERIC TRANSPORT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	PTI
	Procedure transaction identity
6.6.6.6
	M
	V
	1

	
	DL GENERIC TRANSPORT message identity
	Message type

6.6.6.6
	M
	V
	1

	
	Message container type
	Message container type
8.7.9
	M
	V
	1

	
	Message container
	Message container
8.7.10
	M
	LV-E
	2-65537



* * * Next Change * * * *
8.6.19.1
Message definition
The CONFIGURATION UPDATE COMMAND message is sent by the network to the UE.

Message type:
CONFIGURATION UPDATE COMMAND
Significance:

dual

Direction:


network to UE

Table 8.6.19.1.1: CONFIGURATION UPDATE COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	½

	
	PTI
	Procedure transaction identity
6.6.6.6
	M
	V
	1

	
	Configuration update command message type
	Message type

6.6.6.6
	M
	V
	1

	
	Acknowledgement requested flag
	Acknowledgement requested flag

8.x1.y1
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	1/2

	
	5G-GUTI
	5GS mobile identity

8.x1.y2
	O
	TLV
	TBD

	
	TAI list
	Tracking area identity list

8.x1.y3
	O
	TLV
	8-98

	
	Mobility restrictions
	Mobility restrictions

8.x1.y4
	O
	TLV
	TBD

	
	Full name for network
	Network name

8.x1.y5
	O
	TLV
	3-n

	
	Short name for network
	Network name

8.x1.y5
	O
	TLV
	3-n

	
	Local time zone
	Time zone

8.x1.y6
	O
	TV
	2

	
	Universal time and local time zone
	Time zone and time

8.x1.y7
	O
	TV
	8

	
	Network daylight saving time
	Daylight saving time

8.x1.y8
	O
	TLV
	3


Editor's note:
 The further contents of the CONFIGURATION UPDATE COMMAND message is FFS.
* * * Next Change * * * *
8.6.20.1
Message definition
The CONFIGURATION UPDATE COMPLETE message is sent by the UE to the network.

Message type:
CONFIGURATION UPDATE COMPLETE
Significance:

dual

Direction:


UE to network
Table 8.6.20.1.1: CONFIGURATION UPDATE COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
6.6.6.2
	M
	V
	1

	
	Security header type
	Security header type

6.6.6.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

6.6.6.4
	M
	V
	½

	
	PTI
	Procedure transaction identity
6.6.6.6
	M
	V
	1

	
	Configuration update complete message type
	Message type

6.6.6.6
	M
	V
	1


Editor's note:
 The further contents of the CONFIGURATION UPDATE COMPLETE message is FFS.
* * * End of Change * * * *
