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1
Introduction
Service requirements on unified access control has become available [1]. As SA1 noted in [2], there are open issues meaning that the service requirements are subject to revision. For the revision, CT1’s input could be useful. Furthermore, since there are unclear points on the service requirements from the CT1 perspective, CT1 needs clarifications on them. In light of these, it is expected that CT1 sends an LS to SA1. This paper describes findings on the service requirements and proposes comments and questions that should be included in the LS.
2
Discussion

2.1
Multiple access categories for a single access attempt
In the editor's note in [1], it is stated that:

Editor's note:
It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.

First, we believe that the editor's note is considering a case where an access attempt (not a UE) is mapped to multiple access categories because it is obvious that a UE making multiple access attempts would have multiple access categories.
In that sense, we find that the editor's note is conflicting with another sentence in the TS, which is copied below:
In unified access control, each access attempt is categorized into one of the access categories.
Furthermore, the criteria for access categories in range 0–8 are mutually exclusive, i.e. an access attempt of any UE can be mapped to and only to a single standardized access category.
One possible way to assign multiple access categories to a single access attempt is to define operator-specific access categories whose criteria are not mutually exclusive with each other or with access categories in range 0–8. In order to resolve this issue, service requirements on precedence order among the whole set of standardized access categories and each of operator-specific access categories are needed.
Comment and/or question to SA1: None as SA1 indicated that it is working on the topic.

2.2
Input for access category decision
Criteria for access categories 1 and 2 indicates that the access category can be decided considering barring control information broadcast from the NG-RAN node:

If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1.

UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN.

The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs.
The first excerpt indicates that the barring control information may contain a flag indicating "barred" and "unbarred" for each of the access classes in range 11–15 and, in order to assign an access category for an access attempt of a UE with access class(es) in range 11–15, the flags, if any, needs to be checked.
The second and third excerpts indicate that the barring control information for access category 2 includes additional information on the applicability of access control according to the types of the PLMN and, in order to assign an access category for an access attempt of a UE configured for delay tolerant service, the additional information needs to be checked.

In light of these, we do not support the definitions of access categories 1 and 2 because some unnecessary factors are considered for characterizing an access attempt, i.e. deciding an access category of an access attempt: barring control information and access classes.

Our understanding is that the barring control information is used for the barring decision (or authorization), but not for the access category decision. In other words, the barring control information does not characterize an access attempt, but it is only used for the decision whether it should be barred or not and for how long the access attempt is barred, if barred.
Furthermore, we believe that the access category of an access attempt should be decided based on the dynamic characteristics of the access attempt rather than static/semi-static characteristics of a UE, considering that the access category is determined dynamically on every access attempt. In this sense, the access class, which is semi-static characteristic of a UE, should not be an input factor for the access category determination.

We view that the sentence in [1] is very well-aligned with our understanding on access classes:

Additionally, the use of legacy access classes 11-15 is supported to potentially allow an access attempt to succeed that otherwise might have been barred.
The access classes in range 11–15 can be used as an independent factor for the barring decision (in addition to the access category).
Comment and/or question to SA1: CT1 notices that barring control information and access classes are included as criteria for some access categories. However, CT1’s understanding is that the access category is determined based on the characteristics of an access attempt that might differ from each access attempt and the barring control information and access classes are not relevant to such dynamic characteristics.
2.3
UE configured for delay tolerant service
What is meant by the UE configured for delay tolerant service is not completely clear to us. We believe that it should mean a 5G equivalent of the UE configured for EAB.
Comment and/or question to SA1: CT1 requests clarification on the UE configured for delay tolerant service, e.g. whether it is an equivalent of the UE configured for EAB.
2.4
Emergency call for UEs configured for delay tolerant service
We believe that the UEs configured for delay tolerant service can make an emergency call and in this case, the access attempt should be mapped to access category 3.
Comment and/or question to SA1: UEs configured for delay tolerant service can make an emergency call and CT1 considers that, in this case, the access attempt should be mapped to access category 3.
2.5
Access control for UEs in the connected mode
There is a requirement on various modes of a UE:

The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).

However, there is no standardized access category for a service other than MMTel service, emergency call, SMS. Thus, access control for the connected UEs on services other than MMTel service, emergency call, SMS, should be achieved via operator-specific access classes unless SA1 defines standardized access categories for other services. CT1 should work on the other services if SA1 makes further clarification on the services subject to access control for the connected UEs.
Comment and/or question to SA1: None.
3
Conclusion
The following comments and questions should be included in the LS to be sent to SA1:
CT1 notices that barring control information and access classes are included as criteria for some access categories. However, CT1’s understanding is that the access category is determined based on the characteristics of an access attempt that might differ from each access attempt and the barring control information and access classes are not relevant to such dynamic characteristics.
CT1 requests clarification on the UE configured for delay tolerant service, e.g. whether it is an equivalent of the UE configured for EAB.
UEs configured for delay tolerant service can make an emergency call and CT1 considers that, in this case, the access attempt should be mapped to access category 3.
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