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***** First change *****
5.1.6.12.3
Providing current location information

If the UE has its location information available, the UE shall provide the location information.

If the UE does not have its location information available, the UE may attempt to obtain the location information. If the location information becomes available at a subsequent time, the UE shall provide the location information. If the UE does not attempt to obtain its location information or when the UE stops attempting to obtain the location information, the UE shall inform the network about the location information not being available.

In order to provide the location information or to inform the network about the location information not being available, the UE shall apply the procedures as specified in subclauses 5.1.2A with the following additions.

The UE shall send a PUBLISH request as described in RFC 3903 [70] and RFC 3856 [74], as an in-dialog request of the dialog of the emergency call. In the PUBLISH request, the UE shall include an application/pidf+xml MIME body. If the UE has its location information available, the UE shall include the location information in a PIDF location object, in accordance with RFC 4119 [90] in the application/pidf+xml MIME body. 

NOTE:
If the UE does not have its location information available, a PUBLISH request with an application/pidf+xml MIME body not containing a PIDF location object is sent.
***** Next change *****
7.2A.7.4.1
"mediasec" header field parameter

Editor’s note: [MEDIASEC_CORE, CR 4156] This subclause forms the basis for IANA registration of the mediasec header field parameter. Registration is intended to be created by an RFC that describes the mediasec header field parameter and creates an IANA registry for its values.
NOTE:
This subclause contains information to be provided to IANA for the registration of the media plane security indicator header field parameter.
Contact name, email address, and telephone number:

3GPP Specifications Manager

3gppContact@etsi.org

+33 (0)492944200

Header field in which the parameter can appear:

Security-Client, Security-Server and Security-Verify header fields.

Name of the header field parameter being registered:

mediasec

Whether the parameter only accepts a set of predefined values:

No value is defined for the parameter.

A reference to the RFC where the parameter is defined and to any RFC that defines new values for the parameter:

This parameter is defined in 3GPP TS 24.229.

***** Next change *****
7.2A.7.4.2
"sdes-srtp" security mechanism

Editor’s note: [MEDIASEC_CORE, CR 4156] This subclause forms the basis for IANA registration of the value for the mediasec header field parameter. The registration should be performed by MCC when the registry for mediasec parameter values has been created by IANA.

NOTE:
This subclause contains information to be provided to IANA for the registration of the media plane security indicator header field parameter.

Contact name, email address, and telephone number:

3GPP Specifications Manager

3gppContact@etsi.org

+33 (0)492944200

The mechanism-name token:

sdes-srtp

The published RFC describing the details of the corresponding security mechanism:

This mechanism is defined in 3GPP TS 24.229.

***** Next change *****
7.5.2
End-to-access-edge media plane security
***** Next change *****
7.5.2.2
Syntax
3GPP end-to-access-edge media security indicator is a value attribute which is encoded as a media-level SDP attribute with the ABNF syntax defined in table 7.5.1. ABNF is defined in RFC 2234 [20G].

Table 7.5.1: ABNF syntax of 3ge2ae attribute


3ge2ae-attribute = "a=3ge2ae:" indicator


indicator = "requested" / "applied" / token
"requested": the sender indicates its wish that end-to-access-edge media security is applied.

"applied": the sender indicates that it has applied end-to-access-edge media security.

This version of the specification only defines usage of the "requested" and "applied" attribute values. Other values shall be ignored.

The "3ge2ae" attribute is charset-independent.

***** Next change *****
7.11.1.4
Void
***** Next change *****
7.12.1.2
Overlap digit message body
***** Next change *****
E.4
3GPP specific encoding for SIP header field extensions


E.4.1
Void

***** Next change *****
H.4
3GPP specific encoding for SIP header field extensions


H.4.1
Void

***** Next change *****
Q.4
3GPP specific encoding for SIP header field extensions


Q.4.1
Void

***** Next change *****
R.4
3GPP specific encoding for SIP header field extensions


R.4.1
Void

***** Next change *****
S.4
3GPP specific encoding for SIP header field extensions


S.4.1
Void

***** Next change *****
U.2.2.1B
Re-establishment of the PDU session of the 5GS QoS flow used for SIP signalling
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: the requirement is FFS.
***** Next change *****
U.2.2.1C
P-CSCF restoration procedure
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: the requirement regarding P-CSCF restoration procedure is FFS.
***** Next change *****
U.2.2.2
Session management procedures
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: the requirement on session management procedures is FFS.
***** Next change *****
U.2.2.3
Mobility management procedures
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: the requirement on mobility management procedures is FFS.
***** Next change *****
U.2.2.4
Cell selection and lack of coverage
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: the requirement when cell selection and lack of coverage happen is FFS.
***** Next change *****
U.2.2.5
5GS QoS flow for media
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: the requirement regarding 5GS QoS flow for media is FFS.
***** Next change *****
U.2.2.6
Emergency service

Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: the requirement regarding emergency service is FFS.
***** Next change *****
U.2A.0
General


No additional procedures defined.

***** Next change *****
U.2A.1
Impact on SDP offer / answer of activation or modification of IP-CAN for media by the network

If, due to the activation of 5GS QoS flow from the network the related SDP media description needs to be changed, the UE shall update the related SDP information by sending a new SDP offer within a SIP request, which is sent over the existing SIP dialog.
If the UE receives a modification request from the network for a 5GS QoS flow that is used for one or more media streams in an ongoing SIP session, the UE shall:

1)
if, due to the modification of the 5GS QoS flow, the related SDP media description need to be changed, update the related SDP information by sending a new SDP offer within a SIP request, that is sent over the existing SIP dialog, and respond to the 5GS QoS flow modification request.

NOTE:
The UE can decide to indicate additional media streams as well as additional or different codecs in the SDP offer than those used in the already ongoing session.
***** Next change *****
U.2A.3
Emergency service
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: the requirement regarding emergency service is FFS.
***** Next change *****
U.3.1
Procedures at the UE
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: procedures at the UE is FFS.
***** Next change *****
U.3.2
Procedures at the P-CSCF
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: procedures at theP-CSCF is FFS.
***** Next change *****
U.3.3
Procedures at the S-CSCF
Editor's note [WI: 5GS_Ph1-IMSo5G, CR: 5962]: procedures at the S-CSCF is FFS.
***** Next change *****
U.4
3GPP specific encoding for SIP header field extensions


U.4.1
Void

