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2. Reason for Change
Issue-1) In the Aug 2017 CT1 meeting, it was decided to enable HPLMN to provide a list of preferred PLMN/RATs (in this CR, called "network steering information") to the UE. However, it was left open which HPLMN entity is responsible to initiate the procedure and it was left open what are the steps of the procedure. Since the network steering information is expected to be semi-static, this paper:

-
proposes that UDM is responsible to initiate the procedure; and

-
proposes the overall procedure.
Issue-2) The initial line of 5.2.4 can be misread to state that the current location is received via NAS signalling, rather than the network steering information is updated via NAS signalling. This paper proposes to split this to two sentences.

Issue-3) The initial line of 5.2.4 states that the network steering information is expected to be updated based on UE location. This can be understood to include move within a PLMN. We do not see a use case for such updates - in our view, the network steering information are likely to be updated when the UE registers in a country where the UE has not been registered, or when operator of HPLMN makes a business decision.
Issue-4) TS 23.122 uses PLMN/access technology combinations rather than PLMN/RATs.
Issue-5) Furthermore, it would be advantageous to enable HPLMN to detect whether the network steering information was delivered to the UE. If HPLMN can prove that the network steering information are consistently not delivered to the HPLMN's UEs roaming in a given VPLMN, the HPLMN can raise and resolve this issue with VPLMN in business discussions.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.890.
* * * Change * * *
5.2.4
Procedures for steering UE in VPLMN

The HPLMN can update the network steering information (i.e. the list of preferred PLMN/access technology combinations where each PLMN/access technology combination identifies a PLMN and an associated access technology) at the UE via NAS signalling. The HPLMN updates the network steering information according to HPLMN operator policies.
Editor's note:
It is FFS if this list of preferred PLMN/access technology combinations is a new list to 5GS or an existing list.

Editor's note:
It is FFS how the list preferred PLMN/access technology combinations is managed and used by the UE.

The VPLMN shall not be able to modify the network steering information sent by the HPLMN. 
The UE shall be able to verify the integrity of the received network steering information.
Editor's note:
SA3 needs to confirm whether it is feasible to ensure the VPLMN cannot alter the contents of the list of preferred PLMN/access technology combinations sent to the UE by the VPLMN.

Editor's note:
End-to-end security between HPLMN and roaming UEs will be defined following SA3 recommendations.

The HPLMN shall be able to verify that the UE received the network steering information.
The network steering information provisioning procedure is indicated in figure 5.2.4.1.
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Figure 5.2.4.1: Network steering information provisioning procedure
The procedure assumes that the UE has already registered on the AMF thus the AMF has already retrieved the user subscription data from the UDM.

1.
The HPLMN decides to send new network steering information (NSI) to the UE. The HPLMN also decides whether the UE is to acknowledge reception of the NSI.
2.
The UDM protects the NSI. If the UE is to acknowledge reception of the NSI, the protected NSI also contains an NSI-ack-needed indication.
3.
The UDM to the AMF: The UDM notifies the changes of the user profile to the affected AMF by the means of invoking Nudm_SubscriberDataManagement_UpdateNotification service operation (protected NSI).
4.
The AMF to the UDM: The AMF confirms reception of the Nudm_SubscriberDataManagement_UpdateNotification service operation.
5.
The AMF to the UE: the AMF sends a UE configuration update command (protected NSI) to the served UE. The AMF includes in the UE configuration update command also a UE configuration update cause indicating that the UE is to acknowledge the UE configuration update command.
6.
The UE verifies that the protected NSI is provided by HPLMN, and stores the NSI.
7.
The UE to the AMF: the UE sends a UE configuration update command ack to the serving AMF. If the protected NSI contains the NSI-ack-needed indication, the UE generates an NSI ack, protects the NSI ack and includes the protected NSI ack in the UE configuration update command ack.
8.
The AMF to the UDM: if the UE configuration update command ack contains the protected NSI ack, the AMF invokes the Nudm_SubscriberDataManagement_Update service operation (protected NSI ack).
9.
If the protected NSI in step 2 contained the NSI-ack-needed indication, the UDM verifies that the protected NSI ack is provided by the UE.
Editor's note: SA3 needs to specify how to protect the NSI so that when the UE receives the protected NSI, the UE is able to determine whether HPLMN created the protected NSI and the protected NSI was not altered.
Editor's note: SA3 needs to specify how to protect the NSI ack so that when the UDM receives the protected NSI ack, the UDM is able to determine whether the UE created the protected NSI ack upon reception of the NSI provided by the UDM as part of the ongoing network steering information provisioning procedure and the protected NSI ack was not altered.
Editor's note: Nudm_SubscriberDataManagement_Update service operation needs to be defined by SA2.
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9. UDM verifies that the protected NSI ack is provided by the UE.
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8. Nudm_SubscriberDataManagement_Update (protected NSI ack)







6. UE verifies that the protected NSI was provided by HPLMN, handles the protected NSI and, if required so, generates a protected NSI ack.







1. Decision to provide network steering information (NSI) to the UE, with or without UE's acknowledgement.







7. UE configuration update ack (protected NSI ack)







5. UE configuration update command (protected NSI)







4. Nudm_SubscriberDataManagement_UpdateNotification response







3. Nudm_SubscriberDataManagement_UpdateNotification (protected NSI)







2. UDM protects the NSI.












