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1) Background

Remotely initiated call is an MCPTT functionality defined by stage 2 in TS 24.379. It was originally defined for R14 but was re-targeted for R15 as a result of scoping decisions made at CT#76. The functionality includes the ability for an authorised user to:
-remotely request an MCPTT user to originate a group call on a specified MCPTT group

-remotely request an MCPTT user to originate a private call to a specified MCPTT user

-indicate whether or not the remote user receives notification of the remote call request

From 10.16.3.1, TS 23.379:

...

"Pre-conditions:

1. If the MCPTT user on MCPTT client 1 wants the resulting remotely initiated MCPTT call to be:

a. an MCPTT group call, then MCPTT user 2 on MCPTT client 2 is an affiliated MCPTT group member of the MCPTT group that is the target of the remotely initiated MCPTT call.  Otherwise prior to these procedures the MCPTT user 1 on MCPTT client 1 can use existing procedures (e.g., remotely change MCPTT group affiliation (10.3.5.1.1), if authorized, to satisfy the necessary preconditions for the MCPTT user 2 on MCPTT client 2 to initiated a MCPTT group call from that MCPTT group.

b. an MPCTT private call, then the MCPTT user 2 on MCPTT client 2 is permitted to initiate an MCPTT private call to the identified MCPTT user"

...

As highlighted above there are several pre-conditions that need to be fulfilled:

For group calls:

-the remote user must be an affiliated user of the specified MCPTT group

For private calls:

-the remote user must be authorised to originate a private call to the specified MCPTT user

Stage 2 procedure 
From 10.16.3.1, TS 24.379:
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Figure 10.16.3.1-1: Remotely initiated MCPTT call request

1.
MCPTT user on MCPTT client 1 initiates a remotely initiated MCPTT call request to the MCPTT user of MCPTT client 2.

2.
MCPTT client 1 sends a remotely initiated MCPTT call request towards the MCPTT server.
3.
MCPTT server checks whether the MCPTT user at MCPTT client 1 is authorized to initiate a remotely initiated MCPTT call request.
4.
If authorized, MCPTT server sends the corresponding remotely initiated MCPTT call request towards the MCPTT client 2.
5.
Based on the received information the receiving MCPTT client 2 may notify the user of the remotely initiated MCPTT call request.

6.
Optionally the receiving MCPTT client 2 sends a remotely initiated MCPTT call response to the MCPTT server.

7.
After receiving the remotely initiated MCPTT call response from MCPTT client 2, the MCPTT server informs the MCPTT client 1 about successful remotely initiated MCPTT call request.

NOTE 1:
Step 6 and step 7 might not be sent, since it could be determined that the remotely initiated MCPTT call was successful by receiving the MCPTT call initiated by MCPTT client 2.

8.
Based on the received information the MCPTT client 2 initiates an MCPTT call (either an MCPTT group call or an MCPTT private call) using the normal MCPTT call establishment procedures (10.6.2.3.1.1.2 or 10.7.2.2) with implicit floor request.

NOTE 2:
Step 6 and step 7 are received in this order. However, step 6 or step 7 or both might occur before or after step 8.

The result of these procedures is an on-going MCPTT (group or private) call which includes MCPTT client 1.
Observations and stage 3 implications:
0) the pre-conditions state that:

 a) for group call, existing procedures are used to affiliate the targeted user to the specified group if need be

 b) for private call -the remote user must be authorised to originate a private call to the specified MCPTT user
For stage 3, existing 24.379 procedures are referenced to perform these functions.

1) step 3 states the MCPTT server checks if the user is authorised to originate a remotely initiated MCPTT call. There is currently no stage 2 parameter defined for this purpose. One is needed.
For stage 3, a placeholder statement and Editor's note is put in place for the missing authorisation.
2) step 6 states that the sending of a remotely initiated MCPTT call response is optional, with NOTE 1 further elaborating essentially that the response isn't necessary if the sender of the remotely initiated call request is a participant in the ensuing call. This is certainly the case for a remotely initiated private call in which the MCPTT ID of the indicated terminating user is identical to that of the sender of the remotely initiated call request. For group call, it is not clear how the MCPTT client could consistently make this determination.
For stage 3 the remotely initiated MCPTT call response is sent in all cases except that of a successful remotely initiated private call in which the MCPTT ID of the terminating user is identical to that of the sender of the remotely initiated call request.

3) step 8 states that the actual remotely initiated call is originated "...using the normal MCPTT call establishment procedures (TS 23.379 10.6.2.3.1.1.2 or 10.7.2.2) with implicit floor request..." with no additional caveats.
For stage 3, the existing TS 24.379 subclauses for group and private call origination will be used.
Proposed stage 3 procedure for remotely initiated group call
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Figure 1: Stage 3, Remotely initiated group call with information flows
Steps:

1) MCPTT client 1 determines if MCPTT client 2 is affiliated to the specified group
2) MCPTT client 1 affiliates MCPTT client 2 to the specified group if needed
3)if MCPTT client 2 is affiliated to the specified group, MCPTT 1 client sends a SIP MESSAGE remotely initiated group call request message
4) the OPF determines that MCPTT client 1 is authorised to initiate a remotely initiated call
5) the OPF determines the MCPTT ID of MCPTT client 1 by the public user identity mapping and populates the mcptt-calling-user-id element with it.
6) the CF moves the group identity from the mcptt-request-uri to the mcptt-calling-group-id element, populates mcptt-rqst-uri with MCPTT client 2's MCPTT ID
7) the TPF transparently sends the message to MCPTT client 2
8) MCPTT client 2 receives the message. Depending on the value of the notify-remote element, the client may or may not notify MCPTT user 2 of the request.
9) – 12) MCPTT client 2 sends a 200 OK response to the SIP MESSAGE containing the remotely initiated group call request message
13) MCPTT initiates the private call
14) As the private call was initiated successfully and the terminating user in this case was not MCPTT 1, MCPTT client 2 sends a SIP MESSAGE remotely initiated group call response message with the outcome element set equal to "success"
15) the PF determines the MCPTT ID of MCPTT client 2 by the public user identity mapping and populates the mcptt-calling-user-id element with it

16) the CF moves the group identity from the mcptt-request-uri to the mcptt-calling-group-id element, populates mcptt-rqst-uri with MCPTT client 1's MCPTT ID

17) the PF forward the SIP MESSAGE remotely initiated group call response message to MCPTT client 1
18) – 21) MCPTT client 1 sends a 200 OK response to the SIP MESSAGE containing the remotely initiated group call response message
Proposed stage 3 procedure for remotely initiated private call
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Figure 2:Remotely initiated private call with information flows
Steps:

1) MCPTT 1 client sends a SIP MESSAGE remotely initiated private call request message

NOTE: the existing TS 24.379 private call origination subclauses will check to determine if the MCPTT user 2 is authorised to remotely initiate calls.
2) the OPF determines that MCPTT client 1 is authorised to initiate a remotely initiated call

3) the OPF determines the MCPTT ID of MCPTT client 1 by the public user identity mapping and and populates the mcptt-calling-user-id element with it.

4) the CF populates mcptt-rqst-uri with MCPTT client 2's MCPTT ID

5) the TPF transparently sends the message to MCPTT client 2

6) MCPTT client 2 receives the message. Depending on the value of the notify-remote element, the client may or may not notify MCPTT user 2 of the request.

7) -10)) MCPTT client 2 sends a 200 OK response to the SIP MESSAGE containing the remotely initiated private call request message

11) MCPTT initiates the private call to the MCPTT ID contained in the mcptt-called-party-id using existing TS 24.379 subclauses 11.1.1.2.1.1 or 11.1.1.2.2.1.
12) As the private call was initiated successfully and the terminating user in this case was not MCPTT 1, MCPTT client 2 sends a SIP MESSAGE remotely initiated private call response message with the outcome element set equal to "success"

13) the PF determines the MCPTT ID of MCPTT client 2 by the public user identity mapping and populates the mcptt-calling-user-id element with it

14) the the CF populates mcptt-rqst-uri with MCPTT client 1's MCPTT ID

15) the PF forward the SIP MESSAGE remotely initiated private call response message to MCPTT client 1

18) – 21) MCPTT client 1 sends a 200 OK response to the SIP MESSAGE containing the remotely initiated private call response message

Recommendation:

It is proposed that the remotely initiated call functionality for group and private call be specified for stage 3 as outlined above.
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