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2. Reason for Change
23.501 v1.1.0 states the following. The text relevant to for the CR is highlighted.

-----------------------

5.16.4
Emergency services

5.16.4.1
Introduction

...
To provide emergency services, the AMF is configured with Emergency Configuration Data that are applied to emergency services that are established by an AMF based on request from the UE. The AMF Emergency Configuration Data contain the Emergency DNN which is used to derive an SMF, or the AMF Emergency Configuration Data may also contain the statically configured SMF for the Emergency DNN. The SMF may also store Emergency Configuration Data that contains statically configured UPF information for the Emergency DNN.

...

UEs that camp normally on a cell and in RM-DEREGISTERED state, (i.e. without any conditions that result in limited service state), initiate the normal initial registration procedure. Upon successful normal registration (i.e. not emergency registration), such UEs initiate the UE Requested PDU session establishment procedure to receive emergency services. The UEs that camp normally on a cell are informed that the PLMN supports emergency services over 5G-AN from the Emergency Service Support indicator in the Attach and TAU procedures.

Editor's note:
how emergency services will be supported for non-3GPP access is FFS.

NOTE 3:
The Emergency Service Support indicator in the Registration procedures does not indicate support for eCall Over IMS.

...

5.16.4.5
QoS for Emergency Services

Local regulation may require supporting emergency calls from an unauthorised UE. In such a case, the SMF may not have subscription data. Additionally, the local network may want to provide emergency services support differently than what is allowed by a UE subscription. Therefore, the initial QoS parameters used for establishing emergency services are configured in the V-SMF (local network) in the SMF Emergency Configuration Data.
This functionality is used by the UE Requested PDU Session establishment procedure when establishing emergency services.
...

5.16.4.7
Handling of PDU Sessions for Emergency Services

The QoS flows of a PDU session associated with the emergency DNN shall be dedicated for IMS emergency sessions and shall not allow any other type of traffic. The emergency contexts shall not be changed to non-emergency contexts and vice versa. The UPF shall block any traffic that is not from or to addresses of network functions (e.g. P-CSCF) providing emergency services. If there is already an emergency PDU Session, the UE shall not request another emergency PDU Session. The network shall reject any additional emergency PDU Session requests. The UE shall not request any PDU session modification for the emergency PDU session. The network shall reject any UE requested PDU session modification that is for the emergency PDU session. The ARP reserved for emergency service shall only be assigned to QoS flows associated with an emergency PDU Session.

Editor's note:
how the 5GC reacts to existing services via normal registration, and how new services via normal registration operate when an Emergency Registration has occurred is FFS.
-----------------------
Observation-1:
The UE accesses the emergency services using an emergency PDU session.

Observation-2:
Support of emergency services in 3GPP access is specified. Support of emergency services in non-3GPP access (and thus also handover from non-3GPP access to 3GPP access and vice versa) is not specified yet in stage-2.
Observation-3:
When emergency PDU session is established, the AMF selects SMF using the Emergency DNN or uses a statically configured SMF from the AMF Emergency Configuration Data.
Observation-4:
SMF is configured with initial QoS parameters used for establishing emergency services which SMF uses when accepting emergency PDU session.
Observation-5:
The emergency PDU session cannot be changed to non-emergency PDU session (and vice versa).
Proposal-1:
Request for establishment of an emergency PDU session is indicated in the request type IE.
Proposal-2:
PDU session routing context in AMF will contain an indication whether a particular PDU session ID is associated with an emergency PDU session or a non-emergency PDU session. This is indication is checked e.g. when moving a PDU session from non-3GPP access to 3GPP access to prevent a change of a non-emergency PDU session to emergency PDU session.
Observation-6:
If a UE has an emergency PDU session, the UE needs to prevent establishment of an additional emergency PDU session.
Observation-7:
If a UE has an emergency PDU session, the network needs to reject any request for establishment of an additional emergency PDU session. As only SMF is able to reject an PDU SESSION ESTABLISHMENT REQUEST, SMF handling a new emergency PDU session establishment needs to be aware of any existing emergency PDU sessions of the UE. 
Proposal-3:
If the UE already has an emergency PDU session, the AMF selects the SMF of the existing emergency PDU session also for any additional emergency PDU sessions of the same UE.
Observation-8:
The UE is prevented from modifying an emergency PDU session.
Observation-9:
The network rejects any request for UE-requested modification of an emergency PDU session. 
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890.
* * * Change * * *
8.4.1.1.1.1.1.3
UE-initiated SM message transport accepted by the network

Upon reception of an NAS SM MESSAGE TRANSPORT message, the AMF looks up a PDU session routing context for the PDU session ID of the NAS SM MESSAGE TRANSPORT message and the UE and::

a)
if the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is not included in the NAS SM MESSAGE TRANSPORT message, the AMF shall forward the SM message, and the PDU session ID of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;

b)
if the AMF has a PDU session routing context for the PDU session ID and the UE, the PDU session routing context indicates that the PDU session is not an emergency PDU session, and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "existing PDU session", the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;
c)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE,  and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "initial request":

1)
the AMF shall select an SMF. If the DNN is not included in the NAS SM MESSAGE TRANSPORT message, the AMF shall use the default DNN as the DNN. If the S-NSSAI is not included in the NAS SM MESSAGE TRANSPORT message, the AMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and

NOTE:
SMF selection is out of scope of CT1.

2)
if the SMF selection is successful:

A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF; and

B)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context; and

d)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the request type IE of the NAS SM MESSAGE TRANSPORT message is included and is set to "existing PDU session", and the subscription context from UDM contains an SMF ID corresponding to:

1)
the DNN of the NAS SM MESSAGE TRANSPORT message, if the DNN is included in the NAS SM MESSAGE TRANSPORT message; or

2)
the default DNN, if the DNN is not included in the NAS SM MESSAGE TRANSPORT message;

Editor's note: FFS how to obtain the correct SMF ID when the UE has several PDU sessions with a given DNN, each PDU session is provided by a different SMF, and the UE attempts to handover one of those PDU sessions.


then:

1)
the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the subscription context from UDM; and

2)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of with the PDU session routing context;
Editor's note:
FFS what to do when the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "initial request". This can be a UE retransmission of an earlier PDU SESSION ESTABLISHMENT REQUEST message establishing a new PDU session, or it can be an error case.
f)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the request type IE is included in the UL SM MESSAGE TRANSPORT message and is set to "initial emergency request", and the AMF does not have a PDU session routing context for another PDU session ID of the UE indicating that the PDU session is an emergency PDU session:
1)
the AMF shall select an SMF. The AMF shall use the emergency DNN from the AMF emergency configuration data as the DNN, if configured. The AMF shall use the statically configured SMF from the AMF emergency configuration data, if configured; and
NOTE:
SMF selection is out of scope of CT1.

2)
if the SMF selection is successful:

A)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF and shall store an indication that the PDU session is an emergency PDU session in the stored PDU session routing context; and

B)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the UL SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context; and
g)
if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the request type IE is included in the UL SM MESSAGE TRANSPORT message and is set to "initial emergency request", and the AMF has a PDU session routing context indicating that the PDU session is an emergency PDU session for another PDU session ID of the UE:
1)
the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the PDU session routing context for the other PDU session ID of the UE; and
2)
the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the UL SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context.
Editor's note: handover between 3GPP access and non-3GPP access of emergency PDU session is FFS.
* * * Change * * *
8.4.1.1.1.1.1.4
Abnormal cases on the network side
The following abnormal cases in AMF are identified:

a)
the AMF does not have a PDU session routing context for the PDU session ID of the NAS SM MESSAGE TRANSPORT message, the request type IE of the NAS SM MESSAGE TRANSPORT message is set to "initial request", and the SMF selection fails.

Editor's note:
Handling of this abnormal case is FFS
b)
the AMF does not have a PDU session routing context for the PDU session ID of the NAS SM MESSAGE TRANSPORT message, the request type IE of the NAS SM MESSAGE TRANSPORT message is set to "existing PDU session", and the subscription context from UDM does not contain an SMF ID corresponding to.

1)
the DNN of the NAS SM MESSAGE TRANSPORT message, if the DNN is included in the NAS SM MESSAGE TRANSPORT message; or

2)
the default DNN, if the DNN is not included in the NAS SM MESSAGE TRANSPORT message.

Editor's note:
Handling of this abnormal case is FFS

d)
if the AMF has a PDU session routing context for the PDU session ID of the UL SM MESSAGE TRANSPORT message and the UE, the PDU session routing context indicates that the PDU session is an emergency PDU session, the request type IE of the UL SM MESSAGE TRANSPORT message is set to "initial emergency request", the AMF should forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the UL SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context.
* * * Change * * *
9.4.1.2
UE-requested PDU session establishment procedure initiation

In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 9.3.2, "ethernet" or "unstructured".
If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN, the UE shall include the PDU DN request container with the information for the PDU session authentication and authorization by the external DN.
Editor's note:
FFS whether CT1 need to give more details about coding of the information for the PDU session authentication and authorization by the external DN.
Editor's note:
Further he contents of the PDU SESSION ESTABLISHMENT REQUEST are FFS.

If the UE has an emergency PDU session, the UE shall not perform the UE-requested PDU session establishment procedure is to establish another emergency PDU session.

The UE shall transport:

a)
the PDU SESSION ESTABLISHMENT REQUEST message;
b)
the PDU session ID;
c)
the S-NSSAI, if the UE requests a S-NSSAI other than default S-NSSAI;

d)
and the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN; and 
e)
the request type set:

1)
to "initial request", if the UE requests to establish a new non-emergency PDU session;
2)
to "existing PDU session", if the UE requests handover of an existing non-emergency PDU session between 3GPP access and non-3GPP access; and
3)
to "initial emergency request", if the UE requests to establish a new emergency PDU session;

using the UE-initiated SM message transport procedure as specified in subclause 8.4.2.2.1.1 or the UE-initiated NAS transport procedure as specified in subclause 8.4.1.1.3.2, and the UE shall start timer Tx (see example in figure 9.4.1.2.1).

[image: image1.emf]UE SMF

PDU SESSION ESTABLISHMENT ACCEPT

Stop Tx

OR

PDU SESSION ESTABLISHMENT REQUEST

Start Tx

PDU SESSION ESTABLISHMENT REJECT

Stop Tx


Figure 9.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. . If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.

* * * Change * * *
9.4.1.3
UE-requested PDU session establishment procedure accepted

If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session. If the received request type is "initial emergency request", the SMF shall set the authorized QoS rules IE according to the initial QoS parameters used for establishing emergency services configured in the SMF Emergency Configuration Data.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected SSC mode of the PDU session.

The SMF shall set the selected S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.

If the PDU SESSION ESTABLISHMENT REQUEST message does not include a PDU session type IE, the SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.

If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.

The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.

Editor's note:
Further contents of the PDU SESSION ESTABLISHMENT ACCEPT are FFS.
The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tx and shall consider that the PDU session was established.
* * * Change * * *
9.4.1.4
UE requested PDU session establishment procedure rejected by SMF

If the connectivity with the requested DN is rejected by the network, the SMF shall create a SM PDU SESSION ESTABLISHMENT REJECT message.

The SMF shall set the SM cause IE of the PDU SESSION ESTABLISHMENT REJECT message to indicate the reason for rejecting the PDU session establishment.

The SM cause IE typically indicates one of the following SM cause values:
#31:
request rejected, unspecified;

Editor's note: further SM causes are FFS.
Editor's note:
Further contents of the SM PDU SESSION ESTABLISHMENT REJECT are FFS.
The SMF shall send the SM PDU SESSION ESTABLISHMENT REJECT message.

Upon receipt of a PDU SESSION ESTABLISHMENT REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tx and shall consider that the PDU session was not established.

* * * Change * * *
9.4.1.6
Abnormal cases on the network side

Editor's note:
Abnormal cases in the network side are FFS.
The following abnormal cases can be identified:

a)
If the received request type is "initial emergency request" and there is already another emergency PDU session for the UE, the SMF shall reject the PDU SESSION ESTABLISHMENT REQUEST message with ESM cause #31 "request rejected, unspecified".
* * * Change * * *
9.4.3.2
UE-requested PDU session modification procedure initiation
In order to initiate the UE-requested PDU session modification procedure, the UE shall create a PDU SESSION MODIFICATION REQUEST message.
The UE shall set the PTI IE of the PDU SESSION MODIFICATION REQUEST message to an allocated PTI.
Editor's note:
Further contents of the PDU SESSION MODIFICATION REQUEST message are FFS.

The UE shall not perform the UE-requested PDU session modification procedure for an emergency PDU session.
The UE shall transport the PDU SESSION MODIFICATION REQUEST message and the PDU session ID, using the UE-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1, and the UE shall start timer Tk (see example in figure 9.4.3.2.1).
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Figure 9.4.3.2.1: UE-requested PDU session modification procedure
* * * Change * * *
9.4.3.4
UE-requested PDU session modification procedure rejecting
Upon receipt of a PDU SESSION MODIFICATION REQUEST message, if the SMF does not accepts the request to modify the PDU session, the SMF shall create a PDU SESSION MODIFICATION REJECT message.
The SMF shall set the SM cause IE of the PDU SESSION MODIFICATION REJECT message to indicate the reason for rejecting the PDU session modification.

The SM cause IE typically indicates one of the following SM cause values:

#31:
request rejected, unspecified;

Editor's note:
further SM causes are FFS.
Editor's note:
Further contents of the PDU SESSION MODIFICATION REJECT message are FFS.

The SMF shall send the PDU SESSION MODIFICATION REJECT message.
Upon receipt of a PDU SESSION MODIFICATION REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tk and shall consider that the PDU session is not modified.
* * * Change * * *
9.4.3.6
Abnormal cases on the network side

Editor's note:
Abnormal cases are FFS.

The following abnormal cases can be identified:

a)
If the PDU session is an emergency PDU session, the SMF shall reject the PDU SESSION MODIFICATION REQUEST message with ESM cause #31 "request rejected, unspecified".
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