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1. Introduction
This is the proposed text for the eCNAM invocation and operation.
2. Reason for Change

New specification.
3. Conclusions

N/A
4. Proposal

It is proposed to agree to the following changes to 3GPP TS 24.196 v0.0.0.
* * * First Change * * * *

4.5.3
Invocation and Operation

4.5.3.1
Actions at the Originating UE 
The standard procedures described for the originating UE in 3GPP TS 24.229 [ts24229] are expected to apply.
4.5.3.2
Actions at the AS serving the Originating UE

The standard procedures for populating the Privacy header field, described in TS 24.607 [ts24607] are expected to apply.
A method for verifying the originating user's identity, such as the number verification capability described in TS 24.229 [ts24229] is expected to apply.
* * * Next Change * * * *

4.5.3.3
Actions at the AS serving the Terminating UE
4.5.3.3.1
Identity not available
eCNAM is a terminating service, however, the eCNAM operations rely on information received from the originating network. 

If the incoming INVITE does not include an originating user's identity, such as the user's E.164 telephone number, the terminating AS will not be able to retrieve eCNAM data from the relevant data sources. As a result, the terminating AS shall populate the text string "unavailable" in the "display-name" parameter of the From header field in the SIP INVITE request that the AS sends to the terminating UE. The full SIP URI for Unavailable User Identity is described in TS 23.003 [ts23003].
If some elements of the eCNAM metadata are unavailable (e.g., requested data elements could not be found in the data source), the terminating AS shall deliver the available data to the terminating UE in Call-Info header fields, and shall not deliver the string "unavailable" for the missing elements. 

4.5.3.3.2
Identity available, originating user identity verified, presentation not allowed

If the terminating AS receives a Privacy header field set to any of the priv-values "id", "user" or "header" (i.e., presentation is not allowed), then the terminating AS shall populate the text string "anonymous" in the "display-name" parameter of the From header field in the SIP INVITE request that the AS sends to the terminating UE. The full SIP URI for Anonymous User Identity is described in TS 23.003 [ts23003].
The metadata may be sent to the terminating UE, based on service provider policy.
NOTE:
The service provider may allow delivery of only the metadata (such as analytics), if allowed by local and national policies to caution users against fraudsters disguised with anonymous identities.
4.5.3.3.3
Identity available, originating user identity verified and passed, presentation allowed

For terminating eCNAM subscribers, if the terminating AS receives a Privacy header field set to priv-value "none", the AS shall treat the session as one where presentation is allowed.

If the result of the number verification performed (such as the verification resulting in the "verstat" tel URI parameter described in TS 24.229 [ts24229]) shows the verification passed, the AS shall proceed to retrieve eCNAM data from the trusted sources.
The AS shall extract the originating identity from the incoming INVITE in order to formulate the query to the trusted data sources. 

If the chosen identity is the E.164 telephone number. the following procedures shall apply:

1 The terminating AS shall extract the TN from the username portion of the incoming SIP URI request, if user=phone parameter is present.

2 If user=phone is not present in the SIP URI, the terminating AS shall extract the TN from the tel URI of the incoming From or P-Asserted-Identity header field.
3 If both a SIP URI with user=phone present, and a tel URI are available, the terminating AS shall extract the TN from the tel URI.
2
The terminating AS will query the appropriate data source(s) using the extracted TN.
NOTE 1:
The labels/titles of the data elements are known to the terminating service provider based on their arrangements with the data sources.

NOTE 2:
Semantic translation is outside the scope of the present document.
NOTE 3:
In addition to plain text, the Call-Info header field supports the delivery of icons, which may be needed if analytics results include symbols to be displayed on the UE.
The AS shall populate the received name in the "display‑name" parameter of the From header field in the SIP INVITE request being sent to the UE.

The AS shall populate the received metadata elements in one or more Call-Info header fields.

NOTE:
The eCNAM metadata elements can include information about the caller's language, address, email, or type of business and more. The metadata can also include the results of analytics that the service provider makes available to the user directly or through third party affiliations. The analytics can contain text and icons about the originating user.

4.5.3.3.4
Identity available, verification failed

If number verification fails, the terminating AS may deliver partial or no eCNAM information to the subscriber's UE.

The terminating service provider policy may allow for the delivery of analytics data on failed verification to provide the subscriber with informative messages (e.g., an alert if the TN is that of a suspected scammer).

* * * Next Change * * * *

4.5.3.4
Actions at the Terminating UE

The terminating UE shall support the receipt of one or more P-Asserted Identity header fields.

NOTE 1:
The data sources queried for metadata are typically local to the service provider, and therefore are populated with data represented in the same language as the subscriber's. Therefore, semantic translation is not likely to be needed. UEs can offer semantic translation of the display as an individual, manufacturer-based capability. Semantic translation is outside the scope of the present document.
The UE shall support receipt of one or more Call-Info headers.

NOTE 2:
UEs can support capabilities such as text-to-speech for the blind, as well as ensuring that messages delivered in colours intended for warnings be relayed in a different method to accommodate colour-blind users.
* * * End of Changes * * * *

