Page 1



3GPP TSG-CT WG1 Meeting #105
C1-173312
Krakow (Poland), 21-25 August 2017
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	24.229
	CR
	5985
	rev
	-
	Current version:
	14.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	x


	

	Title:

	Conditions for sending 488 response

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	C1

	
	

	Work item code:
	IMSProtoc9
	
	Date:
	2017-06-19

	
	
	
	
	

	Category:
	C
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	The procedures for when to send a 488 (Not Acceptable Here) response are overly restrictive. If a codec that is not allowed by the local policy is available in an SDP offer, the current procedures state that the offer shall be rejected with a 488 response.
This is overly restrictive when there is a list of codecs present in an SDP offer as the session should be accepted using another of the available and allowed codecs. This can be achieved by simply removing the forbidden codec from the SDP offer.

Removal of a codec is allowed by the normative transcoding policy in clause T.2, where bullet B states: "An intermediate entity should only remove a codec from the codec list to meet policy requirements of the local access of the user."

	
	

	Summary of change:
	Change the procedures so that 488 is only mandated no media parameters are available

	
	

	Consequences if not approved:
	Increased signaling load and call set-up time.

	
	

	Clauses affected:
	5.2.8.1.2, 6.2, 6.3

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** First change *****
5.2.8.1.2
Release of an existing session

Upon:

1)
receipt of an indication that the radio/bearer resources are no longer available for a media negotiated in a session (e.g. an Rx interface message from PCRF) and if no SIP message removing the media for which resources are no longer available is received within an operator defined time after the reception of the indication;

2)
receipt of an indication that the signalling bearer is no longer available (e.g. an Rx interface message from PCRF); or
3)
detecting that the SDP offer conveyed in a SIP response contained parameters that cannot be fulfilled according to the local policy (as specified in subclause 6.2);

the P-CSCF shall release the respective dialog by applying the following steps:

1)
if the P-CSCF serves the calling user of the session, then the P-CSCF shall generate a BYE request destined for the called user based on the information saved for the related dialog, including:

-
a Request-URI, set to the stored Contact header field provided by the called user;

-
a To header field, set to the To header field value as received in the 200 (OK) response for the initial INVITE request;

-
a From header field, set to the From header field value as received in the initial INVITE request;

-
a Call-ID header field, set to the Call-Id header field value as received in the initial INVITE request;

-
a CSeq header field, set to the current CSeq value stored for the direction from the calling to the called user, incremented by one;

-
a Route header field, set to the routeing information towards the called user as stored for the dialog;

-
a Reason header field or Reason header fields that contains:

a)
if a cause or error code was received from the entity controlling radio/bearer resources, an appropriate protocol value in the protocol field, and the "cause" header field parameter set to the received cause or error code;
b)
if no cause or error code was received from the entity controlling radio/bearer resources, and if radio/bearer interface resources are no longer available, a 503 (Service Unavailable) response code;
c)
if no cause or error code was received from the entity controlling radio/bearer resources, and if the signalling bearer is no longer available, a 503 (Service Unavailable) response code;
d)
if no cause or error code was received from the entity controlling radio/bearer resources, and if a SDP offer conveyed in a SIP response contained parameters which cannot be fulfilled according to the local policy, a 488 (Not Acceptable Here) response code; and
e)
if the abort cause PS_TO_CS_HANDOVER was received over Rx from the entity controlling radio/bearer resources, a 503 (Service Unavailable) response code;
-
further header fields, based on local policy; and
-
send the generated BYE requests towards the called user;
2)
if the P-CSCF serves the calling user of the session and upon detecting that the SDP offer conveyed in a SIP response contained parameters which cannot be fulfilled according to the local policy (as specified in the subclause 6.2), then the P-CSCF shall generate an additional BYE request destined for the calling user based on the information saved for the related dialog, including:

-
a Request-URI, set to a contact address obtained from the stored Contact header field if provided by the calling user. If the stored Contact header field contains either a public or a temporary GRUU, the P-CSCF shall set the Request-URI either to:

a)
the stored UE IP address and the UE port associated with the respective GRUU, if the stored Contact header field contains either a public or a temporary GRUU and the bidirectional flow as defined in RFC 5626 [92] is not used for this session; or

b)
the UE IP address and UE port associated with the bidirectional flow that the P-CSCF uses to send the in-dialog requests toward the UE as defined in RFC 5626 [92];

-
a To header field, set to the From header field value as received in the initial INVITE request;

-
a From header field, set to the To header field value as received in the 200 (OK) response for the initial INVITE request;

-
a Call-ID header field, set to the Call-Id header field value as received in the initial INVITE request;

-
a CSeq header field, set to the current CSeq value stored for the direction from the called to the calling user, incremented by one;

-
a Route header field, set to the routeing information towards the calling user as stored for the dialog;

-
a Reason header field that contains a 488 (Not Acceptable Here) response code;

-
further header fields, based on local policy; and

-
send the BYE request either:

a)
to the contact address indicated in the Request-URI, if the dialog being released did not use the bidirectional flow to send the requests to the UE as defined in RFC 5626 [92]; or

b)
over the same flow that the P-CSCF uses to send the in-dialog requests toward the UE as defined in RFC 5626 [92];
3)
If the P-CSCF serves the called user of the session, then the P-CSCF shall generate a BYE request destined for the calling user based on the information saved for the related dialog, including:

-
a Request-URI, set to the stored Contact header field provided by the calling user;

-
a To header field, set to the From header field value as received in the initial INVITE request;

-
a From header field, set to the To header field value as received in the 200 (OK) response for the initial INVITE request;

-
a Call-ID header field, set to the Call-Id header field value as received in the initial INVITE request;

-
a CSeq header field, set to the current CSeq value stored for the direction from the called to the calling user, incremented by one;

-
a Route header field, set to the routeing information towards the calling user as stored for the dialog;

-
a Reason header field or Reason header fields that contains:

a)
if a cause or error code was received from the entity controlling radio/bearer resources, an appropriate protocol value in the protocol field, and the "cause" header field parameter set to the received cause or error code;
b)
if no cause or error code was received from the entity controlling radio/bearer resources, and if radio/bearer interface resources are no longer available, a 503 (Service Unavailable) response code;
c)
if no cause or error code was received from the entity controlling radio/bearer resources, and if a SDP offer conveyed in a SIP response contained parameters that cannot be fulfilled according to the local policy, a 488 (Not Acceptable Here) response code; and
d)
if the abort cause PS_TO_CS_HANDOVER was received over Rx from the entity controlling radio/bearer resources, a 503 (Service Unavailable) response code;
-
further header fields, based on local policy; and

-
send the generated BYE requests towards the calling user;
4)
if the P-CSCF serves the called user of the session and upon detecting that the SDP offer conveyed in a SIP response contained parameters that cannot be fulfilled according to the local policy (as specified in the subclause 6.2), then the P-CSCF shall generate an additional BYE request destined for the called user based on the information saved for the related dialog, including:

-
a Request-URI, set to a contact address obtained from the stored Contact header field if provided by the called user. If the stored Contact header field contains either a public or a temporary GRUU, the P-CSCF shall set the Request-URI either to:

a)
the stored UE IP address and the UE port associated with the respective GRUU, if the stored Contact header field contains either a public or a temporary GRUU and the bidirectional flow as defined in RFC 5626 [92] is not used for this session; or

b)
the UE IP address and the UE port associated with the bidirectional flow that the P-CSCF uses to send the in-dialog requests toward the UE as defined in RFC 5626 [92];

-
a To header field, set to the To header field value as received in the 200 (OK) response for the initial INVITE request;

-
a From header field, set to the From header field value as received in the initial INVITE request;

-
a Call-ID header field, set to the Call-Id header field value as received in the initial INVITE request;

-
a CSeq header field, set to the current CSeq value stored for the direction from the calling to the called user, incremented by one;

-
a Route header field, set to the routeing information towards the called user as stored for the dialog;

-
a Reason header field that contains a 488 (Not Acceptable Here) response code;

-
further header fields, based on local policy; and

-
send the BYE request either:

a)
to the contact address indicated in the Request-URI, if the dialog being released did not use t the bidirectional flow to send the requests to the UE as defined in RFC 5626 [92]; or

b)
over the same flow that the P-CSCF uses to send the in-dialog requests toward the UE as defined in RFC 5626 [92].
Upon receipt of the 2xx responses for the BYE requests, the P-CSCF shall delete all information related to the dialog and the related multimedia session.

***** Next change *****
6.2
Procedures at the P-CSCF

The P-CSCF shall perform IMS-ALG functionality:

-
when the P-CSCF needs to perform procedures for hosted NAT traversal according to Annex F; or

-
when the P-CSCF needs to perform procedures for media plane security (see subclause 6.7.2.2);
-
when required by the user-related policies provisioned to the P-CSCF (see subclause 5.2.1);
-
when the P-CSCF needs to perform ECN procedures (see subclause 6.7.2.3);
-
when the P-CSCF needs to perform procedures for OMR (see subclause 6.7.2.4);
-
when the P-CSCF needs to perform P-CSCF controlled NA(P)T and NA(P)T-PT (see subclause 6.7.2.5);
-
when the P-CSCF needs to perform hosted NAT procedures (see subclause 6.7.2.6);
-
when the P-CSCF needs to perform ICE procedures (see subclause 6.7.2.7); or
-
when the P-CSCF needs to perform transcoding procedures (see subclause 6.7.2.8).
Upon receiving an initial INVITE request that includes the SDP offer containing only an IPv6 address (in the "c=" parameter) and if the P-CSCF knows that the terminating UE supports only IPv4 addressing and does not perform the IP version interworking as described in subclause 6.7.2.5.1, the P-CSCF may, based on local policy, respond with a 488 (Not Acceptable Here) response including a 301 Warning header field indicating "incompatible network address format".

NOTE 1:
How the P-CSCF determines whether the UE supports only IPv4 addressing is implementation specific.
NOTE 2:
Upon receiving an initial INVITE request that does not include an SDP offer, the P-CSCF can accept the request and receive an SDP offer in the first reliable response. The SDP offer will reflect the called user's terminal capabilities and user preferences for the session.
When the P-CSCF receives any SIP request containing an SDP offer, the P-CSCF shall examine the media parameters in the received SDP offer.
If the P-CSCF finds no media parameters which are allowed on the network by local policy or, if available, by bandwidth authorisation limitation information coming from the IP-CAN (e.g. via PCRF), the P-CSCF shall return a 488 (Not Acceptable Here) response containing an SDP message body. This SDP message body contains either all the media types, codecs and other SDP parameters which are allowed according to the local policy, or, based on configuration by the operator of the P-CSCF, a subset of these allowed parameters. This subset may depend on the content of the received SIP request. For each media line, the P-CSCF shall build the SDP message body in the 488 (Not Acceptable Here) response in the same manner as a UAS builds the SDP message body in a 488 (Not Acceptable Here) response as specifed in RFC 3261 [26]. The P-CSCF shall order the codecs with the most preferred codec listed first. If the SDP offer is encrypted, the P-CSCF may reject the request.

Subject to local policy, if it is not possible to generate an SDP message body (e.g. the available bandwidth is less than the bandwidth of any codec allowed by the local policy), the P-CSCF shall return a 486 (Busy here) response with a 370 Warning header field indicating "insufficient bandwidth".
When the P-CSCF receives a SIP response different from a 200 (OK) response containing an SDP offer, the P-CSCF shall not examine the media parameters in the received SDP offer, but the P-CSCF shall rather check the succeeding request containing the SDP answer for this offer, and if necessary (i.e. the SDP answer reduced by the UE still breaches the local policy or, if available, the bandwidth authorisation limitation information coming from the IP-CAN, e.g. via PCRF), the P-CSCF shall return a 488 (Not Acceptable Here) response containing the local policy allowed SDP message body. If the SDP answer is encrypted, the P-CSCF may reject the succeeding request.

When the P-CSCF receives a 200 (OK) response containing an SDP offer, the P-CSCF shall examine the media parameters in the received SDP offer. If the P-CSCF finds no media parameters which are allowed on the network by local policy or, if available, by bandwidth authorisation limitation information coming from the IP-CAN (e.g. via PCRF), the P-CSCF shall forward the SDP offer and on the receipt of the ACK request containing the SDP answer, the P-CSCF shall immediately terminate the session as described in subclause 5.2.8.1.2. If the SDP offer is encrypted, the P-CSCF shall forward the SDP offer and on the receipt of the ACK request containing the SDP answer, it may immediately terminate the session as described in subclause 5.2.8.1.2.

In case a device performing address and/or port number conversions is provided by a NA(P)T or NA(P)T-PT controlled by the P-CSCF, or by a hosted NAT, the P-CSCF may need to modify the media connection data in SDP message bodies according to the procedures described in annex F or subclause 6.7.2.5.

The P-CSCF shall apply the same SDP policy to the initial request or response containing an SDP message body, and throughout the complete SIP session.
The P-CSCF may inspect, if present, the "b=RS" and "b=RR" lines in order to find out the bandwidth allocation requirements for RTCP.

Subject to local policy, the P-CSCF shall prohibit the negotiation of ECN during SDP offer/answer exchanges associated with multimedia priority service by removing any ECN attribute "a=ecn-capable-rtp" from the SDP offer and shall not invoke ECN for SIP transactions associated with multimedia priority service.
Additional procedures where the P-CSCF acts as an IMS-ALG are given in subclause 6.7.2. The IMS-ALG only applies where there are specific gateway capabilities to be provided.

***** Next change *****
6.3
Procedures at the S-CSCF

When the S-CSCF receives any SIP request containing an SDP offer, the S-CSCF shall examine the media parameters in the received SDP offer. If the S-CSCF finds no media parameters which are allowed based on local policy or subscription (i.e. the information in the instances of the Core Network Service Authorization class in the service profile, described in 3GPP TS 29.228 [14]), the S-CSCF shall return a 488 (Not Acceptable Here) response containing an SDP message body. This SDP message body contains either all the media types, codecs and other SDP parameters which are allowed according to the local policy and users subscription or, based on configuration by the operator of the S-CSCF, a subset of these allowed parameters. This subset may depend on the content of the received SIP request. The S-CSCF shall build the SDP message body in the 488 (Not Acceptable Here) response in the same manner as a UAS builds the SDP message body in a 488 (Not Acceptable Here) response as specified in RFC 3261 [26]. If the SDP offer is encrypted, the S-CSCF may reject the request.

When the S-CSCF receives a SIP response different from a 200 (OK) response containing an SDP offer, the S-CSCF shall not examine the media parameters in the received SDP offer, but the S-CSCF shall rather check the succeeding request containing the SDP answer for this offer, and if necessary (i.e. the SDP answer reduced by the UE still breaches the local policy), the S-CSCF shall return a 488 (Not Acceptable Here) response containing the local policy allowed SDP message body. If the SDP answer is encrypted, the S-CSCF may reject the succeeding request.

When the S-CSCF receives a 200 (OK) response containing an SDP offer, the S-CSCF shall examine the media parameters in the received SDP offer. If the S-CSCF finds no media parameters which are allowed based on local policy or subscription (i.e. the information in the instances of the Core Network Service Authorization class in the service profile described in 3GPP TS 29.228 [14]), the S-CSCF shall forward the SDP offer and on the receipt of the ACK request containing the SDP answer, the S-CSCF shall immediately terminate the session as described in subclause 5.4.5.1.2. If the SDP offer is encrypted, the S-CSCF shall forward the SDP offer and on the receipt of the ACK request containing the SDP answer, it may immediately terminate the session as described in subclause 5.4.5.1.2.

***** No more changes *****
