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2. Reason for Change
PTI is needed only in 
-	PDU SESSION MODIFICATION REQUEST;
-	PDU SESSION MODIFICATION COMMAND (if triggered by received PDU SESSION MODIFICATION REQUEST);
-	PDU SESSION RELEASE REQUEST; and
-	PDU SESSION RELEASE COMMAND (if triggered by received PDU SESSION RELEASE REQUEST).
so mandatory inclusion of PTI IE in all 5GSM messages is not justified.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 24.890.


[bookmark: _Toc485217874][bookmark: _Toc485220047][bookmark: _Toc485220402][bookmark: _Toc485278402]* * * Change * * *
[bookmark: _Toc485278244][bookmark: _Toc484956860][bookmark: _Toc485044301][bookmark: _Toc485217947][bookmark: _Toc485220120][bookmark: _Toc485220475][bookmark: _Toc485217875][bookmark: _Toc485220048][bookmark: _Toc485220403][bookmark: _Toc485278403]6.6	General message format and information elements coding
[bookmark: _Toc485278245][bookmark: _Hlk490473510]6.6.1	Overview
Within the protocols defined in the present document, every 5GS NAS message is a standard L3 message as defined in 3GPP TS 24.007 [7]. This means that the message consists of the following parts:
Editor's note:	The required updates on a standard L3 message definition in 3GPP TS 24.007 [7] are FFS.
1)	if the message is a plain 5GS NAS message:
a)	extended protocol discriminator;
b)	security header type;
c)	procedure transaction identity;
dc)	message type; and
ed)	other information elements, as required.
2)	if the message is a security protected 5GS NAS message:
Editor's note:	The message parts of a security protected 5GS NAS message are FFS.
The organization of a plain 5GS NAS message is illustrated in the example shown in figure 6.6.1.
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Figure 6.6.1: General message organization example for a plain 5GS NAS message
Editor's note:	The organization of a security protected 5GS NAS message is FFS.
Unless specified otherwise in the message descriptions of subclause 8 and subclause 9, a particular information element shall not be present more than once in a given message.
When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.
[bookmark: _Toc485278246][bookmark: _Toc477529386][bookmark: _Toc484956861][bookmark: _Toc485044302][bookmark: _Toc485217948][bookmark: _Toc485220121][bookmark: _Toc485220476]6.6.6.2	Extended protocol discriminator
[bookmark: OLE_LINK23]Bits 1 to 8 of the first octet of every 5GMM message contain the Extended protocol discriminator (EPD) IE. The EPD and its use are defined in 3GPP TS 24.007 [7]. Bits 1 to 4 of the EPD in the header of a plain 5GMM message is encoded as "1110".
Editor's note:	The definition of the extended protocol discriminator in 3GPP TS 24.007 [7] is FFS.
Editor's note:	Whether the Extended protocol discriminator IE is included in the header of 5GSM message is FFS.
[bookmark: _Toc485278247][bookmark: _Toc477529388][bookmark: _Toc484956862][bookmark: _Toc485044303][bookmark: _Toc485217949][bookmark: _Toc485220122][bookmark: _Toc485220477]6.6.6.3	Security header type
Bits 1 to 4 of the second octet of every 5GMM message contain the Security header type IE. This IE includes control information related to the security protection of a 5GMM message. The total size of the Security header type IE is 4 bits.
Editor's note:	The values of the Security header type are FFS.
Editor's note:	Whether the PDU session identity IE is included in the header of every 5GSM message is FFS.
[bookmark: _Toc485278248][bookmark: _Toc484956863][bookmark: _Toc485044304][bookmark: _Toc485217950][bookmark: _Toc485220123][bookmark: _Toc485220478]6.6.6.4	Spare half octet
Bits 5 to 8 of the second octet of every 5GS NAS message contains the spare half octet which is filled with spare bits set to zero.
[bookmark: _Toc485278249]6.6.6.5	Procedure transaction identity
Bits 1 to 8 of the third octet of every 5GSM message contain the procedure transaction identity. The procedure transaction identity and its use are defined in 3GPP TS 24.007 [7].
Editor's note:	Whether the procedure transaction identity is included in the header of 5GMM message is FFS.
[bookmark: _Toc485278250]6.6.6.6	Message type
The message type IE and its use are defined in 3GPP TS 24.007 [7].
Editor's note:	The values of message type for 5GS NAS messages are FFS.
* * * Change * * *
9.4.0	General on 5GSM procedures
[bookmark: _Toc485311648]9.4.0.1	Principles of PTI handling for 5GSM procedures
When a UE initiates a UE-requested PDU session related procedure which can trigger a network-requested PDU session related procedure, the UE shall include a PTI IE in the request message and shall set the PTI IE to a valid PTI value.
If the network-requested PDU session related procedure is triggered by a UE-requested PDU session related procedure, the SMF shall include a PTI IE in the command message and shall set the PTI IE of the command message to the PTI value received in the PTI IE of the request message of the UE-requested PDU session related procedure (see examples in figure 9.4.0.1.1).
If the network-requested PDU session related procedure is triggered by network-internally, the SMF shall not include a PTI IE in the command message (see examples in figure 9.4.0.1.2).


Figure 9.4.0.1.1: UE-requested PDU session related procedure triggering a network-requested PDU session related procedure


Figure 9.4.0.1.2: network-requested PDU session related procedure triggered network-internally

[bookmark: _Toc485217896][bookmark: _Toc485220069][bookmark: _Toc485220424][bookmark: _Toc485278424]* * * Change * * *
[bookmark: _Toc484956802][bookmark: _Toc485044243][bookmark: _Toc485217889][bookmark: _Toc485220062][bookmark: _Toc485220417][bookmark: _Toc485278417]9.4.3	UE-requested PDU session modification procedure
[bookmark: _Toc479765929][bookmark: _Toc484956803][bookmark: _Toc485044244][bookmark: _Toc485217890][bookmark: _Toc485220063][bookmark: _Toc485220418][bookmark: _Toc485278418]9.4.3.1	General
The purpose of the UE-requested PDU session modification procedure is to enable the UE to request modification of a PDU session.
Editor’s note:	It is FFS whether the PDU Session ID is also included in the PDU SESSION MODIFICATION REQUEST message and the PDU SESSION MODIFICATION REJECT message.
[bookmark: _Toc484956804][bookmark: _Toc485044245][bookmark: _Toc485217891][bookmark: _Toc485220064][bookmark: _Toc485220419][bookmark: _Toc485278419]9.4.3.2	UE-requested PDU session modification procedure initiation
In order to initiate the UE-requested PDU session modification procedure, the UE shall create a PDU SESSION MODIFICATION REQUEST message.
The UE shall set the PTI IE of the PDU SESSION MODIFICATION REQUEST message to an allocated PTI value.
Editor's note:	Further contents of the PDU SESSION MODIFICATION REQUEST message are FFS.
The UE shall transport the PDU SESSION MODIFICATION REQUEST message and the PDU session ID, using the UE-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1, and the UE shall start timer Tk (see example in figure 9.4.3.2.1).


Figure 9.4.3.2.1: UE-requested PDU session modification procedure
[bookmark: _Toc484956805][bookmark: _Toc485044246][bookmark: _Toc485217892][bookmark: _Toc485220065][bookmark: _Toc485220420][bookmark: _Toc485278420]9.4.3.3	UE-requested PDU session modification procedure accepting
Upon receipt of a PDU SESSION MODIFICATION REQUEST message, if the SMF accepts the request to modify the PDU session, the SMF shall perform the network-requested PDU session modification procedure as specified in subclause 9.4.4.
[bookmark: _Toc484956806][bookmark: _Toc485044247][bookmark: _Toc485217893][bookmark: _Toc485220066][bookmark: _Toc485220421][bookmark: _Toc485278421]9.4.3.4	UE-requested PDU session modification procedure rejecting
Upon receipt of a PDU SESSION MODIFICATION REQUEST message, if the SMF does not accepts the request to modify the PDU session, the SMF shall create a PDU SESSION MODIFICATION REJECT message.
The SMF shall set the SM cause IE of the PDU SESSION MODIFICATION REJECT message to indicate the reason for rejecting the PDU session modification.
The SM cause IE typically indicates one of the following SM cause values:
Editor's note:	SM causes are FFS.
Editor's note:	Further contents of the PDU SESSION MODIFICATION REJECT message are FFS.
The SMF shall send the PDU SESSION MODIFICATION REJECT message.
Upon receipt of a PDU SESSION MODIFICATION REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tk, shall release the allocated PTI value and shall consider that the PDU session is not modified.
[bookmark: _Toc484956807][bookmark: _Toc485044248][bookmark: _Toc485217894][bookmark: _Toc485220067][bookmark: _Toc485220422][bookmark: _Toc485278422]9.4.3.5	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Tk expired
Editor's note:	Further abnormal cases are FFS.
[bookmark: _Toc484956808][bookmark: _Toc485044249][bookmark: _Toc485217895][bookmark: _Toc485220068][bookmark: _Toc485220423][bookmark: _Toc485278423]9.4.3.6	Abnormal cases on the network side
Editor's note:	Abnormal cases are FFS.
9.4.4	Network-requested PDU session modification procedure
[bookmark: _Toc485217897][bookmark: _Toc485220070][bookmark: _Toc485220425][bookmark: _Toc485278425]9.4.4.1	General
The purpose of the network-requested PDU session modification procedure is to enable the network to modify a PDU session.
Editor's note:	The solution for situation when the UE is in CM-IDLE state and the AMF decides to invoke asynchronous type communication is FFS.
Editor's note:	It is FFS whether there are cases where the UE can validly reject the PDU SESSION MODIFICATION COMMAND message.
Editor's note:	It is FFS whether PDU session ID is included in the PDU SESSION MODIFICATION REQUEST message and PDU SESSION MODIFICATION REJECT message or not.
[bookmark: _Toc485217898][bookmark: _Toc485220071][bookmark: _Toc485220426][bookmark: _Toc485278426]9.4.4.2	Network-requested PDU session modification procedure initiation
In order to initiate the network-requested PDU session modification procedure, the SMF shall create a PDU SESSION MODIFICATION COMMAND message.
If the authorized QoS rules of the PDU session is modified, the SMF shall set the authorized QoS rules IE of the PDU SESSION MODIFICATION COMMAND message to the authorized QoS rules of the PDU session.
If the session-AMBR of the PDU session is modified, the SMF shall set the selected Session-AMBR IE of the PDU SESSION MODIFICATION COMMAND message to the session-AMBR of the PDU session.
If the network-requested PDU session modification procedure is triggered by a UE-requested PDU session modification procedure, the SMF shall set the PTI IE of the PDU SESSION MODIFICATION COMMAND message to the PTI of the PDU SESSION MODIFICATION REQUEST message received as part of the UE-requested PDU session modification procedure.
If the network-requested PDU session modification procedure is triggered network-internally, the SMF shall not include the PTI IE in the PDU SESSION MODIFICATION COMMAND message.
Editor's note:	Further contents of the PDU SESSION MODIFICATION COMMAND message are FFS.
The SMF shall send the PDU SESSION MODIFICATION COMMAND message, and the SMF shall start timer Tm (see example in figure 9.4.4.2.1).


Figure 9.4.4.2.1: Network-requested PDU session modification procedure
[bookmark: _Toc485217899][bookmark: _Toc485220072][bookmark: _Toc485220427][bookmark: _Toc485278427]9.4.4.3	Network-requested PDU session modification procedure accepting
Upon receipt of a PDU SESSION MODIFICATION COMMAND message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, if the UE accepts the PDU SESSION MODIFICATION COMMAND message, the UE considers the PDU session as modified and the UE shall create a PDU SESSION MODIFICATION ACCEPT message.
Editor's note:	Further contents of the PDU SESSION MODIFICATION ACCEPT message are FFS.
If the PDU SESSION MODIFICATION COMMAND message contains a PTI IE, the UE shall release the PTI value indicated by the PTI IE and shall stop the timer Tk.
The UE shall transport the PDU SESSION MODIFICATION ACCEPT message and the PDU session ID, using the UE-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.
Upon receipt of a PDU SESSION MODIFICATION ACCEPT message, the SMF shall stop timer Tm and shall consider the PDU session as modified.
[bookmark: _Toc485217900][bookmark: _Toc485220073][bookmark: _Toc485220428][bookmark: _Toc485278428]9.4.4.4	Abnormal cases on the network side
The following abnormal cases can be identified:
a)	Tm expired
Editor's note:	Further abnormal cases are FFS.
[bookmark: _Toc485217901][bookmark: _Toc485220074][bookmark: _Toc485220429][bookmark: _Toc485278429]9.4.4.5	Abnormal cases in the UE
Editor's note:	Abnormal cases are FFS.
[bookmark: _Toc485217909][bookmark: _Toc485220082][bookmark: _Toc485220437][bookmark: _Toc485278437]* * * Change * * *
[bookmark: _Toc484956815][bookmark: _Toc485044256][bookmark: _Toc485217902][bookmark: _Toc485220075][bookmark: _Toc485220430][bookmark: _Toc485278430]9.4.5	UE-requested PDU session release procedure
[bookmark: _Toc479765931][bookmark: _Toc484956816][bookmark: _Toc485044257][bookmark: _Toc485217903][bookmark: _Toc485220076][bookmark: _Toc485220431][bookmark: _Toc485278431]9.4.5.1	General
The purpose of the UE-requested PDU session release procedure is to enable by the UE to request a release of a PDU session.
Editor’s note:	It is FFS whether the PDU Session ID is also included in the PDU SESSION RELEASE REQUEST message and PDU SESSION MODIFICATION REJECT message.
[bookmark: _Toc484956817][bookmark: _Toc485044258][bookmark: _Toc485217904][bookmark: _Toc485220077][bookmark: _Toc485220432][bookmark: _Toc485278432]9.4.5.2	UE-requested PDU session release procedure initiation
In order to initiate the UE-requested PDU session release procedure, the UE shall create an PDU SESSION RELEASE REQUEST message.
The UE shall set the PTI IE of the PDU SESSION RELEASE REQUEST message to an allocated PTI value.
Editor's note:	Further contents of the PDU SESSION RELEASE REQUEST message are FFS.
The UE shall transport the PDU SESSION RELEASE REQUEST message and the PDU session ID, using the UE-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1, and the UE shall start timer Tz (see example in figure 9.4.5.2.1).


Figure 9.4.5.2.1: UE-requested PDU session release procedure
[bookmark: _Toc484956818][bookmark: _Toc485044259][bookmark: _Toc485217905][bookmark: _Toc485220078][bookmark: _Toc485220433][bookmark: _Toc485278433]9.4.5.3	UE-requested PDU session release procedure accepting
Upon receipt of an PDU SESSION RELEASE REQUEST message and an PDU session ID, if the SMF accepts the request to release the PDU session, the SMF shall perform the network-requested PDU session release procedure as specified in subclause 9.4.6.
[bookmark: _Toc484956819][bookmark: _Toc485044260][bookmark: _Toc485217906][bookmark: _Toc485220079][bookmark: _Toc485220434][bookmark: _Toc485278434]9.4.5.4	UE-requested PDU session release procedure rejecting
Upon receipt of an PDU SESSION RELEASE REQUEST message, if the SMF does not accept the request to release the PDU session, the SMF shall create an PDU SESSION RELEASE REJECT message.
The SMF shall set the SM cause IE of the PDU SESSION RELEASE REJECT message to indicate the reason for rejecting the PDU session release.
The SM cause IE typically indicates one of the following SM cause values:
Editor's note:	SM causes are FFS.
Editor's note:	Further contents of the PDU SESSION RELEASE REJECT message are FFS.
The SMF shall send the PDU SESSION RELEASE REJECT message.
Upon receipt of an PDU SESSION RELEASE REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE shall stop timer Tz, shall release the allocated PTI value and shall consider that the PDU session is not released.
[bookmark: _Toc484956820][bookmark: _Toc485044261][bookmark: _Toc485217907][bookmark: _Toc485220080][bookmark: _Toc485220435][bookmark: _Toc485278435]9.4.5.5	Abnormal cases in the UE
The following abnormal cases can be identified:
a)	Tz expired
Editors' note:	Further abnormal cases are FFS.
[bookmark: _Toc484956821][bookmark: _Toc485044262][bookmark: _Toc485217908][bookmark: _Toc485220081][bookmark: _Toc485220436][bookmark: _Toc485278436]9.4.5.6	Abnormal cases on the network side
Editors' note:	Abnormal cases are FFS.
9.4.6	Network-requested PDU session release procedure
[bookmark: _Toc485217910][bookmark: _Toc485220083][bookmark: _Toc485220438][bookmark: _Toc485278438]9.4.6.1	General
The purpose of the network-requested PDU session release procedure is to enable the network to release a PDU session.
Editor’s note:	It is FFS whether the PDU Session ID is also included in the PDU SESSION RELEASE COMMAND message and PDU SESSION MODIFICATION ACCEPT message.
[bookmark: _Toc485217911][bookmark: _Toc485220084][bookmark: _Toc485220439][bookmark: _Toc485278439]9.4.6.2	Network-requested PDU session release procedure initiation
In order to initiate the network-requested PDU session release procedure, the SMF shall create an PDU SESSION RELEASE COMMAND message.
The SMF shall set the SM cause IE of the PDU SESSION RELEASE COMMAND message to indicate the reason for releasing the PDU session.
The SM cause IE typically indicates one of the following SM cause values:
Editor's note:SM causes are FFS.
Editor's note:	Further contents of the PDU SESSION RELEASE COMMAND message are FFS.
If the network-requested PDU session release procedure is triggered by a UE-requested PDU session release procedure, the SMF shall set the PTI IE of the PDU SESSION RELEASE COMMAND message to the PTI of the PDU SESSION RELEASE REQUEST message received as part of the UE-requested PDU session release procedure.
If the network-requested PDU session release procedure is triggered network-internally, the SMF shall not include the PTI IE in the PDU SESSION RELEASE COMMAND message.
The SMF shall send:
a)	the PDU SESSION RELEASE COMMAND message; and
[bookmark: _GoBack]b)	if the SMF allows the AMF to skip sending of the N1 SM container to the UE, the N1 SM delivery skip allowed indication;
towards the AMF, and the SMF shall start timer Ty (see example in figure 9.4.6.2.1).


Figure 9.4.6.2.1: Network-requested PDU session release procedure
[bookmark: _Toc485217912][bookmark: _Toc485220085][bookmark: _Toc485220440][bookmark: _Toc485278440]9.4.6.3	Network-requested PDU session release procedure accepting
Upon receipt of an PDU SESSION RELEASE COMMAND message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, the UE considers the PDU session as released and the UE shall create an PDU SESSION RELEASE ACCEPT message.
If the PDU SESSION RELEASE COMMAND message contains a PTI IE, the UE shall release the PTI value indicated by the PTI IE and shall stop the timer Tz.
Editor's note:	Further contents of the PDU SESSION RELEASE ACCEPT message are FFS.
The UE shall transport the PDU SESSION RELEASE ACCEPT message and the PDU session ID, using the UE-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.
Upon receipt of an PDU SESSION RELEASE ACCEPT message, the SMF shall stop timer Ty and shall consider the PDU session as released.
[bookmark: _Toc485217913][bookmark: _Toc485220086][bookmark: _Toc485220441][bookmark: _Toc485278441]9.4.6.4	N1 SM delivery skipped
If the PDU SESSION RELEASE COMMAND message was sent along the N1 SM delivery skip allowed indication towards AMF, then upon receipt of an indication that N1 SM delivery was skipped, the SMF shall stop timer Ty and shall consider the PDU session as released.
[bookmark: _Toc485217914][bookmark: _Toc485220087][bookmark: _Toc485220442][bookmark: _Toc485278442]9.4.6.5	Abnormal cases on the network side
The following abnormal cases can be identified:
a)	Ty expired
Editors' note:	Further abnormal cases are FFS.
[bookmark: _Toc485217915][bookmark: _Toc485220088][bookmark: _Toc485220443][bookmark: _Toc485278443]9.4.6.6	Abnormal cases in the UE
Editors' note:	Abnormal cases are FFS.
3GPP
Microsoft_Visio_Drawing.vsdx
UE
SMF
PDU session related request (PTI = a)
PDU session related command (PTI = a)
PDU session related response



image2.emf
UE

SMF

PDU session related command (PTI not included)

PDU session related response (PTI not included)


Microsoft_Visio_Drawing1.vsdx
UE
SMF
PDU session related command (PTI not included)
PDU session related response (PTI not included)



image3.emf
UE SMF

Network-requested PDU session modification procedure

PDU SESSION MODIFICATION REQUEST

Stop Tk

Start Tk

PDU SESSION MODIFICATION REQUEST REJECT

Stop Tk

OR


Microsoft_Visio_2003-2010_Drawing.vsd
UE


SMF


Network-requested PDU session modification procedure


PDU SESSION MODIFICATION REQUEST


Stop Tk


Start Tk


PDU SESSION MODIFICATION REQUEST REJECT


Stop Tk


OR



image4.emf
UE SMF

PDU SESSION MODIFICATION ACCEPT

PDU SESSION MODIFICATION COMMAND

Stop Tm

Start Tm


Microsoft_Visio_2003-2010_Drawing1.vsd
UE


SMF


PDU SESSION MODIFICATION ACCEPT


PDU SESSION MODIFICATION COMMAND


Stop Tm


Start Tm



image5.emf
UE SMF

Network-requested PDU session release procedure

PDU SESSION RELEASE REQUEST

Stop Tz

Start Tz

PDU SESSION RELEASE REJECT

Stop Tz

OR


Microsoft_Visio_2003-2010_Drawing2.vsd
UE


SMF


Network-requested PDU session release procedure


PDU SESSION RELEASE REQUEST


Stop Tz


Start Tz


PDU SESSION RELEASE REJECT


Stop Tz


OR



image6.emf
UE SMF

PDU SESSION RELEASE ACCEPT

PDU SESSION RELEASE COMMAND

Stop Ty

Start Ty


Microsoft_Visio_2003-2010_Drawing3.vsd
UE


SMF


PDU SESSION RELEASE ACCEPT


PDU SESSION RELEASE COMMAND


Stop Ty


Start Ty



image1.emf
UE

SMF

PDU session related request (PTI = a)

PDU session related command (PTI = a)

PDU session related response


