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1. Introduction
In SA2 #122, several agreements were made related to network slicing which have been incorporated in TS 23.501. The stage-3 text needs to be updated to reflect this. The main changes are as follows:
Specification of a new NF NSSF (Network Slice Selection Function) which interfaces with AMF using the N22 interface. The NSSF determines the slice instance and target AMF to serve the UE and also determines allowed NSSAI in roaming and non-roaming scenarios.

In roaming scenarios there is a need to map allowed NSSAI information returned from the VPLMN. The allowed NSSAI may include S-NSSAIs which may have non-standardized values specific to a VPLMN that may not be part of requested NSSAI and subscribed NSSAI from UE. AS such the UE may not comprehend these values and hence the network may provide mapping information between S-NSSAI in allowed NSSAI and those in configured NSSAI in the UE.
A UE can be served by at most eight slices at a time. Multiple instances of S-NSSAI may be deployed in a given area and the AMF may be common across multiple such intances.
2. Reason for Change
The description of network slicing aspects in TR 24.890 need to be updated based on progress in stage-2 specifications in TS 23.501.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.890 V0.2.1.
* * * First Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

N1 mode: A mode of a UE allowing access to the 5G core network via the 5G access network.
N1 NAS signalling connection: A peer to peer N1 mode connection between UE and AMF. An N1 NAS signalling connection is either the concatenation of an NR RRC connection via the Uu reference point and an NG connection via the N2 reference point for 3GPP access, or the concatenation of an IPsec tunnel via the NWu reference point and an NG connection via the N2 reference point for non-3GPP access.

5GMM-IDLE mode: A UE is in 5GMM-IDLE mode when no N1 NAS signalling connection between UE and network exists. The term 5GMM-IDLE mode used in the present document corresponds to the term CM-IDLE state used in 3GPP TS 23.501 [5].
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [5] apply:

5G access network
5G core network
5G QoS flow

5G QoS indicator

5G System
5G-RAN
Allowed NSSAI

Configured NSSAI

Network slice

PDU session
Requested NSSAI
Subscribed S-NSSAI
For the purposes of the present document, the following terms and definitions given in 3GPP TS 38.413 [10] apply:

NG connection

Editor's note:
The term (NG connection) can be modified according to 3GPP TS 38.413 [10].

Editor's note:
Definition on the term NR RRC connection (or the equivalent) will be updated if defined by RAN2.
* * * Next Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5GCN
5G Core Network

5GS
5G System
5GMM
5GS Mobility Management

5GSM
5GS Session Management
5GQI
5G QoS Indicator
DL
Downlink

MICO
Mobile Initiated Connection Only
N3IWF
Non-3GPP InterWorking Function
NSSAI
Network Slice Selection Assistance Information
NSSF
Network Slice Selection Function
NSSP
Network Slice Selection Policy

QFI
QoS Flow Identity

QoS
Quality of Service

E-UTRA
Evolved Universal Terrestrial Radio Access

E-UTRAN
Evolved Universal Terrestrial Radio Access Network
EPD
Extended Protocol Discriminator
EMM
EPS Mobility Management

EPC
Evolved Packet Core Network

EPS
Evolved Packet System

GFBR
Guaranteed Flow Bit Rate
HRPD
High Rate Packet Data
MFBR
Maximum Flow Bit Rate
RQI
Reflective QoS Indication

S-NSSAI
Single NSSAI

SA
Security Association
UL
Uplink
TA
Tracking Area
TAC
Tracking Area Code

TAI
Tracking Area Identity
* * * Next Change * * * *

4.2
Architecture reference model

The 5GS architecture reference model can be represented in two ways; a service-based representation and a reference point representation (see figures 4.2.1, 4.2.2). The service-based representation also includes point-to-point reference points where necessary. The 5GS architecture reference model covers both roaming and non-roaming scenarios in all aspects, including interworking between 5GS and EPS, mobility within 5GS, policy control and charging, and authentication.
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Figure 4.2.1: Non-roaming 5GS architecture in reference point representation
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Figure 4.2.2: Non-roaming architecture for 5GCN with untrusted non-3GPP access
A UE, which supports 5GS connectivity, can access the 5GCN via a 5G-RAN or a standalone non-3GPP access or both. The NAS signalling with the 5GCN control-plane functions is over the N1 reference point. The N11 reference point is used to connect the core access and mobility management function (AMF) and the session management function (SMF). The SMF handles the session management part of the NAS signalling exchanged with the UE. The NWu reference point is used for establishing secure tunnel(s) between the UE and the N3IWF so that control-plane and user-plane exchanges between the UE and the 5GCN is transferred securely over untrusted non-3GPP access. CT1 will specify the N1 and NWu interfaces.
* * * Next Change * * * *

13
Network slicing
13.1
General

The 5GS supports network slicing as described in 3GPP TS 23.501 [4]. Within a PLMN, a network slice is identified by an S-NSSAI, which is comprised of a slice/service type (SST) and a slice differentiator (SD). Inclusion of an SD in an S-NSSAI is optional. A set of one or more S-NSSAIs is called the NSSAI. There are multiple types of S-NSSAI (see 3GPP TS 23.501 [4]):

-
default S-NSSAI;

-
subscribed S-NSSAI;

-
configured S-NSSAI;

-
requested S-NSSAI; and

-
allowed S-NSSAI.

The HPLMN may configure a UE with the configured NSSAI per PLMN.
Editor's note:
Terms on network slicing can be revisited.

13.2
Mobility management aspects

13.2.1
General







Upon registration to a PLMN, the UE shall send to the AMF the requested NSSAI including one or more S-NSSAIs corresponding to the slice(s) which the UE wishes to register if the UE has a configured NSSAI and/or an allowed NSSAI for the PLMN. If the UE has neither a configured NSSAI nor an allowed NSSAI for a PLMN, the UE does not send a requested NSSAI when requesting registration towards the PLMN. In roaming scenarios the requested NSSAI, included in the Registration Request message shall include only the S-NSSAI values that are valid in the VPLMN. The AMF verifies if the requested NSSAI is permitted based on the UE subscription, and if so then the AMF may provide the UE with the allowed NSSAI for the PLMN. If the current AMF cannot satisfy the UE request, then a new AMF may be selected as part of the NAS message redirection procedure The current AMF then reroutes the Registration Request to the target AMF which then becomes the serving AMF. See subclause 7.3.X for further details.
The set of network slice(s) for a UE can be changed at any time while the UE is registered to a PLMN, and may be initiated by the network, or the UE. In this case, the allowed NSSAI and associated registration area may be changed during the registration procedure. The network may notify the UE of the change of the supported network slice(s) in order to trigger the registration procedure. Change in the allowed NSSAI may lead to AMF relocation subject to operator policy.
A single UE can be served by at most eight slices at a time. Multiple instances of S-NSSAI may be deployed in a given registration area. The AMF is common across multiple such slice instances.
Editor's note:
The subclause for the notification procedure will be included in the TR and the subclause will be referred.

13.2.2
NSSAI storage

Configured NSSAI as well as allowed NSSAI is a set composed of one or more S-NSSAIs associated with a PLMN identity. There shall be no duplicate PLMN identities in each of the list of configured NSSAI(s) and the list of allowed NSSAI(s).

If available, the configured NSSAI(s) and/or allowed NSSAI(s) shall be stored in a non-volatile memory in the ME together with the SUPI from the USIM per PLMN. The configured NSSAI(s) and/or allowed NSSAI(s) can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME; else the UE shall delete them. The network may provide to the UE mapping information as to how a particular allowed S-NSSAI maps to a configured S-NSSAI in the UE. The UE shall store this mapping information in the ME and use this information for creating appropriate PDU requests.
13.3
Session management aspects
In order for data transmission in a network slice, the UE may request establishment of a PDU session in a network slice towards a data network (DN) which is associated with an S-NSSAI and a data network name (DNN). The S-NSSAI included is part of allowed NSSAI and in roaming scenarios the S-NSSAI value is valid in VPLMN. See subclause 8.4.1 for further details.
The network may provision the UE with NSSP. The UE selects a PDU session taking into account NSSP (if provisioned by the network) and other conditions in the UE (if any).
Editor's note:
Whether the UE configuration update procedure can be used to provision NSSP is FFS.

* * * Next Change * * * *
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