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1. Introduction
The latest version of the TR 24.890 is v0.2.1.
2. Reason for Change
It has been identified a number of editorials in the latest version of the TR which need to be fixed.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 24.890 v0.2.1.


* * * First Change * * * *
[bookmark: _Toc217388294][bookmark: _Toc484956633][bookmark: _Toc485044074][bookmark: _Toc485217720][bookmark: _Toc485219889][bookmark: _Toc485220243][bookmark: _Toc485278236][bookmark: _Toc476900360][bookmark: _Toc479765883][bookmark: _Toc484956624][bookmark: _Toc485044065][bookmark: _Toc485217711][bookmark: _Toc485219880][bookmark: _Toc485220234][bookmark: _Toc485278227]5.2.2	Procedures for 3GPP radio access networks
The same procedures for PLMN selection applicable for the GSM, UTRAN and E-UTRAN access technologies as described in 3GPP TS 22.011 [2] and 3GPP TS 23.122 [4] also apply for 5G-RAN, with the following additions and exceptions:
-	when the UE is informed that an area is forbidden, the tracking area identity for this area is added to a list of "forbidden areas" which is stored in the UE. The UE shall not send any signalling or user data in this area and shall search for a suitable cell in the same PLMN but belonging to a tracking area which is not in the list of "forbidden areas". The list of "forbidden areas" is deleted when the UE is switched off or the USIM is removed; and
Editor's note:	Whether the existing list of "forbidden tracking areas for roaming" can be re-used for the list "forbidden areas" is FFS.
-	one single list of forbidden PLMNs ("forbidden PLMNs" list) is sufficient for 5GS. The existing "forbidden PLMNs for GPRS service" and "forbidden PLMNs for attach in S101 mode" lists are not used for 5GS.
Editor's note:	It is FFS how RAT restriction is achieved.
* * * Next Change * * * *
[bookmark: _Toc484956636][bookmark: _Toc485044077][bookmark: _Toc485217723][bookmark: _Toc485219892][bookmark: _Toc485220246][bookmark: _Toc485278239][bookmark: _Toc485044366][bookmark: _Toc485218012][bookmark: _Toc485220185][bookmark: _Toc485220540][bookmark: _Toc485278535]6.1	General
This subclause defines the principal architecture of the 5GS NAS layer 3 protocol and its sublayers, including the message format applied by layer 3.Editor's note:	5GS layer protocol and sublayer definition is FFS.
* * * Next Change * * * *
[bookmark: _Toc479765894][bookmark: _Toc484956645][bookmark: _Toc485044086][bookmark: _Toc485217732][bookmark: _Toc485219901][bookmark: _Toc485220255][bookmark: _Toc485278255]8.1.2	Types of 5GMM procedures
Depending on how they can be initiated, three types of 5GMM procedures can be distinguished:
1)	5GMM common procedures
Editor's note:	More procedures (e.g. related to security, identification) will be updated according to the results of the work in SA2 and SA3.
	Initiated by the network or the UE and used to carry a 5GMM message and/or any other encapsulated message(s) e.g. SMS or when the AMF wants to change UE configuration. The procedures belonging to this type are:
	Initiated by the network:
-	(alternative 1) network-initiated SM message transport.
-	(alternative 1) network-initiated non-SM message transport.
-	(alternative 2) network-initiated NAS transport.
- 	generic UE Configuration update
	Initiated by the UE:
-	(alternative 1) UE-initiated SM message transport.
-	(alternative 1) UE-initiated non-SM message transport.
-	(alternative 2) UE-initiated NAS transport.
Editor's note:	Alternative 1 is to define network/UE-initiated SM/non-SM message transport procedures (see subclause 8.4.2.2.1.1) and alternative 2 is to define network/UE-initiated NAS transport procedures (see subclause 8.4.2.2.3.2). CT1 will choose a single alternative.
2)	5GMM s pecific procedures:
	At any time only one UE initiated 5GMM specific procedure can be running for each of the access network(s) that the UE is camping in. The procedures belonging to this type are:
	Initiated by the UE and used e.g. to register to the network for 5GS services and establish a 5GMM context, to update the location/parameter(s) of the UE:
-	registration.
	Initiated by the UE or the network and used to deregister from the network for 5GS services and to release a 5GMM context:
-	de-registration.
3)	5GMM c onnection management procedures:
	Initiated by the UE and used to establish a secure connection to the network or to request the resource reservation for sending data, or both:
-	service request.
	The service request procedure can only be initiated if no UE initiated 5GMM specific procedure is ongoing for each of the access network(s) that the UE is camping in.
	Initiated by the network and used to request the establishment of an N1 NAS signalling connection or to prompt the UE to perform re-registration if necessary as a result of a network failure; not applicable for the non-3GPP access network:
-	paging.
Editor's note:	Alternative 1 is to define network/UE-initiated SM/non-SM message transport procedures (see subclause 8.4.2.2.1.1) and Alternative 2 is to define network/UE-initiated NAS transport procedures (see subclause 8.4.2.2.3.2). CT1 will choose a single alternative.
[bookmark: _Toc479765896][bookmark: _Toc484956647][bookmark: _Toc485044088][bookmark: _Toc485217734][bookmark: _Toc485219903][bookmark: _Toc485220257][bookmark: _Toc485278257]* * * Next Change * * * *
8.1.3.1	General
In the following subclauses, the 5GS mobility management (5GMM) sublayer of the UE and the network is described by means of different state machines. . The 5GMM sublayer states is managed per access type independently, i.e. 3GPP access or non-3GPP access. In subclause 8.1.3.2, the states of the 5GMM sublayer over 3GPP access are introduced. The states of the 5GMM sublayer over non-3GPP access are described in subclause 11.21.23.3.
* * * Next Change * * * *
[bookmark: _Toc484956655][bookmark: _Toc485044096][bookmark: _Toc485217742][bookmark: _Toc485219911][bookmark: _Toc485220265][bookmark: _Toc485278265]8.1.3.2.2.2.3	5GMM-REGISTERED-INITIATED
A UE enters the state 5GMM-REGISTERED-INITIATED after it has started the initial registration procedure, the non-initial registration procedure (including the normal registriation update and periodic registriation update) or the service request procedure and is waiting for a response from the network.
[bookmark: _Toc484956656][bookmark: _Toc485044097][bookmark: _Toc485217743][bookmark: _Toc485219912][bookmark: _Toc485220266][bookmark: _Toc485278266]* * * Next Change * * * *
8.1.3.2.2.2.4	5GMM-REGISTERED
In the state 5GMM-REGISTERED, a 5GMM context has been established. Additionally, one or more PDU session context(s) may be activated at the UE. The UE may initiate the non-initial registration procedure (including the normal registriation update and periodic registriation update) and the service request procedure.
* * * Next Change * * * *
[bookmark: _Toc217388301][bookmark: _Toc484956667][bookmark: _Toc485044108][bookmark: _Toc485217754][bookmark: _Toc485219923][bookmark: _Toc485220277][bookmark: _Toc485278277]8.2.1.1	General
Within the 5GS, the registration area is managed independently per access type, i.e., 3GPP access or non-3GPP access. The AMF assigns a registration area to the UE during the registration procedure. A registration area is defined as a set of tracking areas and each of these tracking areas consists of one or more cells that cover a geographical area. Tracking areas cannot overlap each other. Within the 5GS, the concept of "registration to multiple tracking areas" applies:
-	A tracking area is identified by a TAI which is broadcast in the cells of the tracking area. The TAI is constructed from a TAC and a PLMN identifier. In case of a shared network, a single TAC and multiple PLMN identifiers are broadcast.
-	In order to reduce the tracking area update signalling within the 5GS, the AMF can assign several tracking areas to the UE. These tracking areas construct a list of tracking areas which is identified by a TAI list. When generating the TAI list, the AMF shall include only TAIs that are applicable on the access where the TAI list is sent. The AMF shall be able to allocate a TAI List over different 5G-RAN access technologies.
-	The UE considers itself registered to a list of tracking areas and does not need to trigger mobility registration update procedure (i.e. registration procedure with registration type set to "mobility registration update") as long as the UE stays in one of the tracking areas of the list of tracking areas received from the AMF.
Editor's note: 	The maximum number of tracking areas which can be allocated per UE needs to be defined which can be as in EPS or different.
-	The UE will consider the TAI list as valid, until it receives a new TAI list in the next mobility registration update or periodic registration update procedure, or the UE  is commanded by the network to delete the TAI list by a reject message or it is detached from the 5GS. If the registration request is accepted or the TAI list is reallocated by the AMF, the AMF shall provide at least one entry in the TAI list. If the new and the old TAI list are identical, the AMF does not need to provide the new TAI list to the UE during mobility registration update or periodic registration update.
-	The TAI list can be reallocated by the AMF.
-	When the UE is detached from the 5GS, the TAI list in the UE is invalid.
-	The AMF allocates one globally unique temporary identity, which is common between 3GPP and non3GPP, to the UE.
[bookmark: _Toc217388302]Editor's note: 	The details about the handling of the temporary identity are FFS.
[bookmark: _Toc485044151][bookmark: _Toc485217770][bookmark: _Toc485219939][bookmark: _Toc485220293][bookmark: _Toc485278293][bookmark: _Toc479765907][bookmark: _Toc484956710]* * * Next Change * * * *
[bookmark: _Toc484956706][bookmark: _Toc485044147][bookmark: _Toc485217766][bookmark: _Toc485219935][bookmark: _Toc485220289][bookmark: _Toc485278289]8.4.1.1.21.1	SM transport procedures
Editor's note:	It is FFS whether to extend the UE-initiated SM message transport procedure and the network-initiated SM message transport procedure so that those procedures can transport any type of payload.
Editor's note:	It is FFS whether to extend the NAS SM MESSAGE TRANSPORT can be an initial 5GMM message.
Editor's note:	Transport between SMF and AMF depends on CT4 decisions.
[bookmark: _Toc479765904][bookmark: _Toc484956707][bookmark: _Toc485044148][bookmark: _Toc485217767][bookmark: _Toc485219936][bookmark: _Toc485220290][bookmark: _Toc485278290]* * * Next Change * * * *
8.4.1.1.21.1.1	UE-initiated SM message transport procedure
[bookmark: _Toc469660842][bookmark: _Toc479765905][bookmark: _Toc484956708][bookmark: _Toc485044149][bookmark: _Toc485217768][bookmark: _Toc485219937][bookmark: _Toc485220291][bookmark: _Toc485278291]* * * Next Change * * * *
8.4.1.1.21.1.1.1	General
The purpose of the UE-initiated SM transport message procedure is to provide transport of:
-	an SM message; and
-	associated routing information (the PDU session ID, the S-NSSAI, the DNN, the request type);
from the UE to the AMF in the 5GMM message.
5GSM procedures specified in clause 9 describe conditions for inclusion of the S-NSSAI, and the DNN.
[bookmark: _Toc479765906]The request type is not provided along SM messages other than the PDU SESSION ESTABLISHMENT REQUEST message.
[bookmark: _Toc485044150][bookmark: _Toc485217769][bookmark: _Toc485219938][bookmark: _Toc485220292][bookmark: _Toc485278292][bookmark: _Toc484956709]* * * Next Change * * * *
8.4.1.1.21.1.1.2	UE-initiated SM message transport initiation
The UE shall set the N1 SM information IE of the NAS SM MESSAGE TRANSPORT message to the SM message.
The UE shall set the PDU session ID IE of the NAS SM MESSAGE TRANSPORT message to the PDU session ID.
If an S-NSSAI is to be included, the UE shall set the S-NSSAI IE of the NAS SM MESSAGE TRANSPORT message to the S-NSSAI.
If a DNN is to be included, the UE shall set the DNN IE of the NAS SM MESSAGE TRANSPORT message to the DNN.
If a request type is to be included, the UE shall set the request type IE of the NAS SM MESSAGE TRANSPORT message to the request type.
The UE shall send the NAS SM MESSAGE TRANSPORT message to the AMF (see example in figure 8.3.1.1.21.1.1.2.1).


Figure 8.4.1.1.21.1.1.2.1: UE-initiated SM transport procedure
[bookmark: _Toc484956711][bookmark: _Toc485044152][bookmark: _Toc485217771][bookmark: _Toc485219940][bookmark: _Toc485220294][bookmark: _Toc485278294][bookmark: _Toc479765909]* * * Next Change * * * *
8.4.1.1.21.1.1.3	UE-initiated SM message transport accepted by the network
Upon reception of an NAS SM MESSAGE TRANSPORT message, the AMF looks up a PDU session routing context for the PDU session ID of the NAS SM MESSAGE TRANSPORT message and the UE and::
a)	if the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is not included in the NAS SM MESSAGE TRANSPORT message, the AMF shall forward the SM message, and the PDU session ID of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;
b)	if the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "existing PDU session", the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;
c)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE,  and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "initial request":
1)	the AMF shall select an SMF. If the DNN is not included in the NAS SM MESSAGE TRANSPORT message, the AMF shall use the default DNN as the DNN. If the S-NSSAI is not included in the NAS SM MESSAGE TRANSPORT message, the AMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and
NOTE:	SMF selection is out of scope of CT1.
2)	if the SMF selection is successful:
A)	the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF; and
B)	the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context; and
d)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the request type IE of the NAS SM MESSAGE TRANSPORT message is included and is set to "existing PDU session", and the subscription context from UDM contains an SMF ID corresponding to:
1)	the DNN of the NAS SM MESSAGE TRANSPORT message, if the DNN is included in the NAS SM MESSAGE TRANSPORT message; or
2)	the default DNN, if the DNN is not included in the NAS SM MESSAGE TRANSPORT message;
Editor's note: FFS how to obtain the correct SMF ID when the UE has several PDU sessions with a given DNN, each PDU session is provided by a different SMF, and the UE attempts to handover one of those PDU sessions.
	then:
1)	the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the subscription context from UDM; and
2)	the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of with the PDU session routing context.
Editor's note:	FFS what to do when the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "initial request". This can be a UE retransmission of an earlier PDU SESSION ESTABLISHMENT REQUEST message establishing a new PDU session, or it can be an error case.
* * * Next Change * * * *
8.4.1.1.21.1.1.4	Abnormal cases on the network side
The following abnormal cases in AMF are identified:
a)	the AMF does not have a PDU session routing context for the PDU session ID of the NAS SM MESSAGE TRANSPORT message, the request type IE of the NAS SM MESSAGE TRANSPORT message is set to "initial request", and the SMF selection fails.
Editor's note:	Handling of this abnormal case is FFS
b)	the AMF does not have a PDU session routing context for the PDU session ID of the NAS SM MESSAGE TRANSPORT message, the request type IE of the NAS SM MESSAGE TRANSPORT message is set to "existing PDU session", and the subscription context from UDM does not contain an SMF ID corresponding to.
1)	the DNN of the NAS SM MESSAGE TRANSPORT message, if the DNN is included in the NAS SM MESSAGE TRANSPORT message; or
2)	the default DNN, if the DNN is not included in the NAS SM MESSAGE TRANSPORT message.
Editor's note:	Handling of this abnormal case is FFS
[bookmark: _Toc484956712][bookmark: _Toc485044153][bookmark: _Toc485217772][bookmark: _Toc485219941][bookmark: _Toc485220295][bookmark: _Toc485278295]* * * Next Change * * * *
8.4.1.1.21.1.3	Network-initiated SM message transport procedure
[bookmark: _Toc479765910][bookmark: _Toc484956713][bookmark: _Toc485044154][bookmark: _Toc485217773][bookmark: _Toc485219942][bookmark: _Toc485220296][bookmark: _Toc485278296]* * * Next Change * * * *
8.4.1.1.21.1.3.1	General
The purpose of the network-initiated SM message transport procedure is to provide transport of an SM message and a PDU session ID from the AMF to the UE in a 5GMM message.
[bookmark: _Toc485044155][bookmark: _Toc485217774][bookmark: _Toc485219943][bookmark: _Toc485220297][bookmark: _Toc485278297][bookmark: _Toc479765911][bookmark: _Toc484956714]* * * Next Change * * * *
8.4.1.1.21.1.3.2	Network-initiated SM message transport initiation
Upon:
a)	reception of an SM message without an N1 SM delivery skip allowed indication for a UE served from an SMF; or
b)	reception of an SM message, and an N1 SM delivery skip allowed indication for a served UE from an SMF and if the UE is in the CM-CONNECTED state;
the AMF shall create a NAS SM MESSAGE TRANSPORT message.
The AMF shall set the N1 SM information IE of the NAS SM MESSAGE TRANSPORT message to the SM message from the SMF.
The AMF shall set the PDU session ID IE of the NAS SM MESSAGE TRANSPORT message to the PDU session ID.
Editor's note:	FFS how AMF determines the PDU session ID - (a) the AMF can receive the PDU session ID along the SM message in the N11 message from the SMF, or (b) if there is one N11 connection for each PDU session then the AMF can locally derive the PDU session ID from identifier of the N11 connection via which the N11 message is received.
The AMF shall send the NAS SM MESSAGE TRANSPORT message to the UE (see example in figure 8.4.1.1.21.1.3.2.1).


Figure 8.4.1.1.21.1.3.2.1: UE-initiated SM transport procedure
[bookmark: _Toc479765912][bookmark: _Toc484956715][bookmark: _Toc485044156][bookmark: _Toc485217775][bookmark: _Toc485219944][bookmark: _Toc485220298][bookmark: _Toc485278298]* * * Next Change * * * *
8.4.1.1.21.1.3.3	Network-initiated SM message transport accepted by the UE
The SM message and the PDU session ID of a received NAS SM MESSAGE TRANSPORT message is handled in the 5GSM procedures specified in clause 9.
[bookmark: _Toc484956716][bookmark: _Toc485044157][bookmark: _Toc485217776][bookmark: _Toc485219945][bookmark: _Toc485220299][bookmark: _Toc485278299]* * * Next Change * * * *
8.4.1.1.21.2	Non-SM message transport procedures
[bookmark: _Toc484956717][bookmark: _Toc485044158][bookmark: _Toc485217777][bookmark: _Toc485219946][bookmark: _Toc485220300][bookmark: _Toc485278300]* * * Next Change * * * *
8.4.1.1.21.2.1	General
The purpose of the procedures is to provide a transport of non-SM messages between the UE and the AMF. The type of the non-SM message is identified by the message container type IE and corresponds to one of the followings:
-	SMS.
Editor's note:	Other types, such as location-services, are FFS.
Editor's note:	It is FFS whether a message belonging to the procedures could be an initial 5GMM message.
[bookmark: _Toc484956718][bookmark: _Toc485044159][bookmark: _Toc485217778][bookmark: _Toc485219947][bookmark: _Toc485220301][bookmark: _Toc485278301]* * * Next Change * * * *
8.4.1.1.21.2.2	UE-initiated non-SM message transport procedure
[bookmark: _Toc484956719][bookmark: _Toc485044160][bookmark: _Toc485217779][bookmark: _Toc485219948][bookmark: _Toc485220302][bookmark: _Toc485278302]* * * Next Change * * * *
8.4.1.1.21.2.2.1	General
The purpose of the UE-initiated non-SM message transport procedure is to provide a transport of:
-	SMS
from the UE to the AMF in a 5GMM message.
[bookmark: _Toc484956720][bookmark: _Toc485044161][bookmark: _Toc485217780][bookmark: _Toc485219949][bookmark: _Toc485220303][bookmark: _Toc485278303]* * * Next Change * * * *
8.4.1.1.21.2.2.2	UL GENERIC TRANSPORT message sending
The UE shall set the message container IE of the UL GENERIC TRANSPORT message to the non-SM message.
The UE shall set the message container type IE of the UL GENERIC TRANSPORT message to the type of the non-SM message.
The UE shall send the UL GENERIC TRANSPORT message to the AMF (see example in figure 8.4.1.1.21.2.2.2.1).


Figure 8.4.1.1.21.2.2.2.1: UE-initiated non-SM message transport procedure
[bookmark: _Toc484956721][bookmark: _Toc485044162][bookmark: _Toc485217781][bookmark: _Toc485219950][bookmark: _Toc485220304][bookmark: _Toc485278304]* * * Next Change * * * *
8.4.1.1.21.2.2.3	UL GENERIC TRANSPORT message receiving
Upon reception of an UL GENERIC TRANSPORT message with the message container type IE set to "SMS":
a)	if the AMF needs to select an SMSF, i.e. the AMF does not have SMSF information associated with the UE:
1)	the AMF shall select an SMSF; and
2)	if the SMSF selection is successful, the AMF shall associate the selected SMSF with the UE; and
Editor's note: FFS what to do if the SMSF selection fails.
b)	the AMF shall forward the SMS message of the UL GENERIC TRANSPORT message towards the SMSF associated with the UE.
[bookmark: _Toc484956722][bookmark: _Toc485044163][bookmark: _Toc485217782][bookmark: _Toc485219951][bookmark: _Toc485220305][bookmark: _Toc485278305]* * * Next Change * * * *
8.4.1.1.21.2.3	Network-initiated non-SM message transport procedure
[bookmark: _Toc484956723][bookmark: _Toc485044164][bookmark: _Toc485217783][bookmark: _Toc485219952][bookmark: _Toc485220306][bookmark: _Toc485278306]* * * Next Change * * * *
8.4.1.1.21.2.3.1	General
The purpose of the network-initiated non-SM message transport procedure is to provide a transport of:
-	SMS
from the AMF to the UE in a 5GMM message.
* * * Next Change * * * *
8.4.1.1.21.2.3.2	DL GENERIC TRANSPORT message sending
Upon reception of a non-SM message for a UE from the other network function (e.g. SMSF), the AMF shall create a DL GENERIC TRANSPORT message.
The AMF shall set the message container IE of the DL GENERIC TRANSPORT message to the non-SM message from the other network function.
The AMF shall set the message container type IE of the DL GENERIC TRANSPORT message to the type of the non-SM message.
The AMF shall select the access network (either 3GPP or non-3GPP) through which the DL GENERIC TRANSPORT message is sent according to information received from the other network function that provided the non-SM message.
The AMF shall send the DL GENERIC TRANSPORT message to the UE (see example in figure 8.4.1.1.21.2.3.2.1).


Figure 8.4.1.1.21.2.3.2.1: Network-initiated non-SM message transport procedure
[bookmark: _Toc484956725][bookmark: _Toc485044166][bookmark: _Toc485217785][bookmark: _Toc485219954][bookmark: _Toc485220308][bookmark: _Toc485278308]* * * Next Change * * * *
8.4.1.1.21.2.3.3	DL GENERIC TRANSPORT message receiving
Upon reception of a DL GENERIC TRANSPORT message, if the message container type IE is set to:
a) "SMS", the UE shall forward the content of the message container IE to the SMS entity.
* * * Next Change * * * *
8.4.1.1.21.2	Non-SM message transport procedures
* * * Next Change * * * *
8.4.1.1.21.2.1	General
The purpose of the procedures is to provide a transport of non-SM messages between the UE and the AMF. The type of the non-SM message is identified by the message container type IE and corresponds to one of the followings:
-	SMS.
Editor's note:	Other types, such as location-services, are FFS.
Editor's note:	It is FFS whether a message belonging to the procedures could be an initial 5GMM message.
* * * Next Change * * * *
8.4.1.1.21.2.2	UE-initiated non-SM message transport procedure
* * * Next Change * * * *
8.4.1.1.21.2.2.1	General
The purpose of the UE-initiated non-SM message transport procedure is to provide a transport of:
-	SMS
from the UE to the AMF in a 5GMM message.
* * * Next Change * * * *
8.4.1.1.21.2.2.2	UL GENERIC TRANSPORT message sending
The UE shall set the message container IE of the UL GENERIC TRANSPORT message to the non-SM message.
The UE shall set the message container type IE of the UL GENERIC TRANSPORT message to the type of the non-SM message.
The UE shall send the UL GENERIC TRANSPORT message to the AMF (see example in figure 8.4.1.1.21.2.2.2.1).


Figure 8.4.1.1.21.2.2.2.1: UE-initiated non-SM message transport procedure
* * * Next Change * * * *
8.4.1.1.21.2.2.3	UL GENERIC TRANSPORT message receiving
Upon reception of an UL GENERIC TRANSPORT message with the message container type IE set to "SMS":
a)	if the AMF needs to select an SMSF, i.e. the AMF does not have SMSF information associated with the UE:
1)	the AMF shall select an SMSF; and
2)	if the SMSF selection is successful, the AMF shall associate the selected SMSF with the UE; and
Editor's note: FFS what to do if the SMSF selection fails.
b)	the AMF shall forward the SMS message of the UL GENERIC TRANSPORT message towards the SMSF associated with the UE.
* * * Next Change * * * *
8.4.1.1.21.2.3	Network-initiated non-SM message transport procedure
* * * Next Change * * * *
8.4.1.1.21.2.3.1	General
The purpose of the network-initiated non-SM message transport procedure is to provide a transport of:
-	SMS
from the AMF to the UE in a 5GMM message.
[bookmark: _Toc484956724][bookmark: _Toc485044165][bookmark: _Toc485217784][bookmark: _Toc485219953][bookmark: _Toc485220307][bookmark: _Toc485278307]* * * Next Change * * * *
8.4.1.1.21.2.3.2	DL GENERIC TRANSPORT message sending
Upon reception of a non-SM message for a UE from the other network function (e.g. SMSF), the AMF shall create a DL GENERIC TRANSPORT message.
The AMF shall set the message container IE of the DL GENERIC TRANSPORT message to the non-SM message from the other ne twork function.
The AMF shall set the message container type IE of the DL GENERIC TRANSPORT message to the type of the non-SM message.
The AMF shall select the access network (either 3GPP or non-3GPP) through which the DL GENERIC TRANSPORT message is sent according to information received from the other network function that provided the non-SM message.
The AMF shall send the DL GENERIC TRANSPORT message to the UE (see example in figure 8.4.1.1.21.2.3.2.1).


Figure 8.4.1.1.21.2.3.2.1: Network-initiated non-SM message transport procedure
* * * Next Change * * * *
8.4.1.1.21.2.3.3	DL GENERIC TRANSPORT message receiving
Upon reception of a DL GENERIC TRANSPORT message, if the message container type IE is set to:
a) "SMS", the UE shall forward the content of the message container IE to the SMS entity.
* * * Next Change * * * *
8.4.1.1.21.1.1.3	UE-initiated SM message transport accepted by the network
Upon reception of an NAS SM MESSAGE TRANSPORT message, the AMF looks up a PDU session routing context for the PDU session ID of the NAS SM MESSAGE TRANSPORT message and the UE and::
a)	if the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is not included in the NAS SM MESSAGE TRANSPORT message, the AMF shall forward the SM message, and the PDU session ID of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;
b)	if the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "existing PDU session", the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context;
c)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE,  and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "initial request":
1)	the AMF shall select an SMF. If the DNN is not included in the NAS SM MESSAGE TRANSPORT message, the AMF shall use the default DNN as the DNN. If the S-NSSAI is not included in the NAS SM MESSAGE TRANSPORT message, the AMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the AMF may use the default S-NSSAI as the S-NSSAI; and
NOTE:	SMF selection is out of scope of CT1.
2)	if the SMF selection is successful:
A)	the AMF shall store a PDU session routing context for the PDU session ID and the UE and shall set the SMF ID in the stored PDU session routing context to the SMF ID of the selected SMF; and
B)	the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of the PDU session routing context; and
d)	if the AMF does not have a PDU session routing context for the PDU session ID and the UE, the request type IE of the NAS SM MESSAGE TRANSPORT message is included and is set to "existing PDU session", and the subscription context from UDM contains an SMF ID corresponding to:
1)	the DNN of the NAS SM MESSAGE TRANSPORT message, if the DNN is included in the NAS SM MESSAGE TRANSPORT message; or
2)	the default DNN, if the DNN is not included in the NAS SM MESSAGE TRANSPORT message;
Editor's note: FFS how to obtain the correct SMF ID when the UE has several PDU sessions with a given DNN, each PDU session is provided by a different SMF, and the UE attempts to handover one of those PDU sessions.
	then:
1)	the AMF shall store a PDU session routing context for the PDU session ID and the UE, shall set the SMF ID in the stored PDU session routing context to the SMF ID corresponding to the DNN in the subscription context from UDM; and
2)	the AMF shall forward the SM message, the PDU session ID, the S-NSSAI (if received), the DNN (if received) and the request type of the NAS SM MESSAGE TRANSPORT message towards the SMF ID of with the PDU session routing context.
[bookmark: _Toc479765908]Editor's note:	FFS what to do when the AMF has a PDU session routing context for the PDU session ID and the UE, and the request type IE is included in the NAS SM MESSAGE TRANSPORT message and is set to "initial request". This can be a UE retransmission of an earlier PDU SESSION ESTABLISHMENT REQUEST message establishing a new PDU session, or it can be an error case.
* * * Next Change * * * *
[bookmark: _Toc484956729][bookmark: _Toc485044170][bookmark: _Toc485217789][bookmark: _Toc485219958][bookmark: _Toc485220312][bookmark: _Toc485278312][bookmark: _Toc484956730][bookmark: _Toc485044171][bookmark: _Toc485217790][bookmark: _Toc485219959][bookmark: _Toc485220313][bookmark: _Toc485278313]8.4.1.1.3.2.1	General
The purpose of the UE-initiated NAS transport procedure is to provide a transport of:
a)	a single 5GSM message; or
b)	SMS
and optional associated payload routing information from the UE to the AMF in a 5GMM message.
NOTE:	For case a) the procedures specified below may be supplemented by the related aspects of the procedures in subclause 8.4.1.1.21.1.3.2.1 during the normative phase.  
* * * Next Change * * * *
8.4.1.1.3.2.2	NAS transport procedure initiation
In the connected mode, the UE initiaties the NAS transport procedure by sending the UL NAS TRANSPORT message, as shown in figure 8.4.1.1.3.2.2.1. 
In case a) in subclause 8.4.1.1.3.2.1, the UE shall:
-	include the PDU session information (PDU session ID, S-NSSAI, DNN, Request type) in the Payload information IE.
-	set the Payload type IE to "N1 SM information"; and
-	set the Payload container IE to the 5GSM message.
5GSM procedures specified in clause 8 describe conditions for inclusion of the S-NSSAI, and the DNN. 
In case b) in subclause 8.4.1.1.3.2.1, the UE shall:
-	set the Payload type IE to "SMS"; and
-	set the Payload container IE to the SMS payload.
Editor’s note: Whether Payload information IE is needed for SMS payload or not is FFS.


Figure 8.4.1.1.3.2.2.1: UE-initiated NAS transport procedure
[bookmark: _Toc479765924][bookmark: _Toc484956791][bookmark: _Toc485044232][bookmark: _Toc485217878][bookmark: _Toc485220051][bookmark: _Toc485220406][bookmark: _Toc485278406][bookmark: _Toc479765915][bookmark: _Toc484956759][bookmark: _Toc485044200][bookmark: _Toc485217846][bookmark: _Toc485220015][bookmark: _Toc485220370][bookmark: _Toc485278370][bookmark: _Toc484956681][bookmark: _Toc485044122][bookmark: _Toc485217801][bookmark: _Toc485219970][bookmark: _Toc485220324][bookmark: _Toc485278324]* * * Next Change * * * *
8.4.1.2.5	Abnormal cases in the UE
The following abnormal cases may can be identifiedoccur:
a) 	Transmission failure of the CONFIGURATION UPDATE COMPLETE message. 
Editor's note:	Further abnormal cases in the UE are FFS.
[bookmark: _Toc484956682][bookmark: _Toc485044123][bookmark: _Toc485217802][bookmark: _Toc485219971][bookmark: _Toc485220325][bookmark: _Toc485278325]* * * Next Change * * * *
8.4.1.2.6	Abnormal cases on the network side
The following abnormal cases can be identified:
a) 	Expiry of timer Tx.
Editor's note:	Further abnormal cases in the network are FFS.
* * * Next Change * * * *
8.5.5.1	Message definition
The NAS SM MESSAGE TRANSPORT message conveys an SM message and associated information.
Message type:	NAS SM MESSAGE TRANSPORT
Significance:		dual
Direction:			both
Editor's note:	Content of the NAS SM MESSAGE TRANSPORT message is FFS.
[bookmark: _Toc485220017][bookmark: _Toc485220372][bookmark: _Toc485278372]* * * Next Change * * * *
8.5.6.1	Message definition
The UL GENERIC TRANSPORT message transports a non-SM message and associated information from the UE to the network.
Message type:	UL GENERIC TRANSPORT
Significance:		dual
Direction:			UE to network
[bookmark: _Toc484956761][bookmark: _Toc485044202][bookmark: _Toc485217848][bookmark: _Toc485220019][bookmark: _Toc485220374][bookmark: _Toc485278374]Editor's note: 	Content of UL GENERICTRANSPORT message is FFS.
* * * Next Change * * * *
8.5.7.1	Message definition
The UL NAS TRANSPORT message transports message payload and associated information to the network. 
Message type:	UL NAS TRANSPORT
Significance:		dual
Direction:			UE to AMF
Editor's note: 	 Ccontent of UL NAS TRANSPORT message is FFS.
[bookmark: _Toc485220021][bookmark: _Toc485220376][bookmark: _Toc485278376]* * * Next Change * * * *
8.5.8.1	Message definition
The DL GENERIC TRANSPORT message transports a non-SM message and associated information from the network to the UE.
Message type:	DL GENERIC TRANSPORT
Significance:		dual
Direction:			Network to UE
[bookmark: _Toc484956763][bookmark: _Toc485044204][bookmark: _Toc485217850][bookmark: _Toc485220023][bookmark: _Toc485220378][bookmark: _Toc485278378]Editor's note: 	Content of DL GENERICTRANSPORT message is FFS.
* * * Next Change * * * *
8.5.9.1	Message definition
The DL NAS TRANSPORT message transports message payload and associated information to the UE. 
Message type:	DL NAS TRANSPORT
Significance:		dual
Direction:			AMF to UE
Editor's note: 	 Ccontent of DL NAS TRANSPORT message is FFS.
* * * Next Change * * * *
[bookmark: _Toc479765923][bookmark: _Toc484956790][bookmark: _Toc485044231][bookmark: _Toc485217877][bookmark: _Toc485220050][bookmark: _Toc485220405][bookmark: _Toc485278405]9.4.1.2	UE-requested PDU session establishment procedure initiation
In order to initiate the UE-requested PDU session establishment procedure, the UE shall create a PDU SESSION ESTABLISHMENT REQUEST message.
If the UE requests to establish a new PDU session with a DN and requests a PDU session type, the UE shall set the PDU session type IE of the PDU SESSION ESTABLISHMENT REQUEST message to the IP version capability as specified in subclause 9.3.2, "ethernet" or "unstructured".
If the UE requests to establish a new PDU session with a DN and the UE requests an SSC mode, the UE shall set the SSC mode IE of the PDU SESSION ESTABLISHMENT REQUEST message to the SSC mode.
If the UE requests to establish a new PDU session with a DN and needs to provide information for the PDU session authentication and authorization by the external DN, the UE shall include the PDU DN request container with the information for the PDU session authentication and authorization by the external DN.
Editor's note:	FFS whether CT1 need to give more details about coding of the information for the PDU session authentication and authorization by the external DN.
Editor's note:	Further the contents of the PDU SESSION ESTABLISHMENT REQUEST are FFS.
The UE shall transport:
a)	the PDU SESSION ESTABLISHMENT REQUEST message;
b)	the PDU session ID;
c)	the S-NSSAI, if the UE requests a S-NSSAI other than default S-NSSAI;
d)	and the requested DNN, if the UE requests a connectivity to a DNN other than the default DNN; and 
e)	the request type set:
1)	to "initial request", if the UE requests to establish a new PDU session; or
2)	to "existing PDU session", if the UE requests handover of an existing PDU session between 3GPP access and non-3GPP access;
	
using the UE-initiated SM message transport procedure as specified in subclause 8.4.2.2.1.1 or the UE-initiated NAS transport procedure as specified in subclause 8.4.1.1.3.2, and the UE shall start timer Tx (see example in figure 9.4.1.2.1).


Figure 9.4.1.2.1: UE-requested PDU session establishment procedure
Upon receipt of a PDU SESSION ESTABLISHMENT REQUEST message, a PDU session ID, optionally a S-NSSAI, and optionally a DNN, and the request type, the SMF checks whether connectivity with the requested DN can be established. If the requested DNN is not included, the SMF shall use the default DNN. . If the S-NSSAI is not included, the SMF may determine a default S-NSSAI according to the subscription context from UDM and, if determined, the SMF may use the default S-NSSAI as the S-NSSAI.
* * * Next Change * * * *
9.4.1.3	UE-requested PDU session establishment procedure accepted
If the connectivity with the requested DN is accepted by the network, the SMF shall create a PDU SESSION ESTABLISHMENT ACCEPT message.
The SMF shall set the authorized QoS rules IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the authorized QoS rules of the PDU session.
The SMF shall set the selected SSC mode IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected SSC mode of the PDU session.
The SMF shall set the selected S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected S-NSSAI of the PDU session.
If the PDU SESSION ESTABLISHMENT REQUEST message does not include a PDU session type IE, the SMF shall set the selected PDU session type IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected PDU session type of the PDU session.
If the selected PDU session type is "IPv4", the SMF shall include the PDU address IE in the PDU SESSION ESTABLISHMENT ACCEPT message and shall set the PDU address IE to an IPv4 address is allocated to the UE in the PDU session.
The SMF shall set the selected DNN IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the selected DNN of the PDU session.
The SMF shall set the selected Session-AMBR IE of the PDU SESSION ESTABLISHMENT ACCEPT message to the Session-AMBR of the PDU session.
Editor's note:	Further contents of the PDU SESSION ESTABLISHMENT ACCEPT are FFS.
The SMF shall send the PDU SESSION ESTABLISHMENT ACCEPT message.
Upon receipt of a PDU SESSION ESTABLISHMENT ACCEPT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.21.1.3, the UE shall stop timer Tx and shall consider that the PDU session was established.
* * * Next Change * * * *
[bookmark: _Toc484956792][bookmark: _Toc485044233][bookmark: _Toc485217879][bookmark: _Toc485220052][bookmark: _Toc485220407][bookmark: _Toc485278407][bookmark: _Toc479765949][bookmark: _Toc484956895][bookmark: _Toc485044336][bookmark: _Toc485217982][bookmark: _Toc485220155][bookmark: _Toc485220510][bookmark: _Toc485278505]9.4.1.4	UE requested PDU session establishment procedure rejected by SMF
If the connectivity with the requested DN is rejected by the network, the SMF shall create a SM PDU SESSION ESTABLISHMENT REJECT message.
The SMF shall set the SM cause IE of the PDU SESSION ESTABLISHMENT REJECT message to indicate the reason for rejecting the PDU session establishment.
The SM cause IE typically indicates one of the following SM cause values:
Editor's note: SM causes are FFS.
Editor's note:	Further contents of the SM PDU SESSION ESTABLISHMENT REJECT are FFS.
The SMF shall send the SM PDU SESSION ESTABLISHMENT REJECT message.
Upon receipt of a PDU SESSION ESTABLISHMENT REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.21.1.3, the UE shall stop timer Tx and shall consider that the PDU session was not established.
[bookmark: _Toc484956797][bookmark: _Toc485044238][bookmark: _Toc485217884][bookmark: _Toc485220057][bookmark: _Toc485220412][bookmark: _Toc485278412]* * * Next Change * * * *
9.4.2.2	PDU session establishment authentication and authorization procedure initiation
In order to initiate the PDU session establishment authentication and authorization procedure, the SMF shall create a PDU SESSION AUTHENTICATION REQUEST message.
The SMF shall set the authentication information IE of the PDU SESSION AUTHENTICATION REQUEST message to the authentication information provided by the DN.
Editor's note:	Further contents of the PDU SESSION AUTHENTICATION REQUEST message are FFS.
The SMF shall send the PDU SESSION AUTHENTICATION REQUEST message, and the SMF shall start timer Tm (see example in figure 9.4.2.2.1).


Figure 9.4.2.2.1: PDU session establishment authentication and authorization procedure
Upon receipt of a PDU SESSION AUTHENTICATION REQUEST message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.21.1.3, the UE passes the authentication information IE of the PDU SESSION AUTHENTICATION REQUEST message to the upper layers.
[bookmark: _Toc484956798][bookmark: _Toc485044239][bookmark: _Toc485217885][bookmark: _Toc485220058][bookmark: _Toc485220413][bookmark: _Toc485278413]* * * Next Change * * * *
9.4.2.3	PDU session establishment authentication and authorization procedure accepting
If the upper layers provide a responding authentication information, and the UE shall create a PDU SESSION AUTHENTICATION ACCEPT message.
The UE shall set the authentication information IE of the PDU SESSION AUTHENTICATION ACCEPT message to the responding authentication information.
Editor's note:	Further contents of the PDU SESSION AUTHENTICATION ACCEPT message are FFS.
The UE shall transport the PDU SESSION AUTHENTICATION ACCEPT message and the PDU session ID, using the UE-initiated SM message transport procedure as specified in subclause 8.4.1.1.21.1.
Upon receipt of a PDU SESSION AUTHENTICATION ACCEPT message, the SMF shall stop timer Tm and provides the authentication information to the DN.
[bookmark: _Toc484956804][bookmark: _Toc485044245][bookmark: _Toc485217891][bookmark: _Toc485220064][bookmark: _Toc485220419][bookmark: _Toc485278419]* * * Next Change * * * *
9.4.3.2	UE-requested PDU session modification procedure initiation
In order to initiate the UE-requested PDU session modification procedure, the UE shall create a PDU SESSION MODIFICATION REQUEST message.
The UE shall set the PTI IE of the PDU SESSION MODIFICATION REQUEST message to an allocated PTI.
Editor's note:	Further contents of the PDU SESSION MODIFICATION REQUEST message are FFS.
The UE shall transport the PDU SESSION MODIFICATION REQUEST message and the PDU session ID, using the UE-initiated SM message transport procedure as specified in subclause 8.4.1.1.21.1, and the UE shall start timer Tk (see example in figure 9.4.3.2.1).


Figure 9.4.3.2.1: UE-requested PDU session modification procedure
[bookmark: _Toc484956806][bookmark: _Toc485044247][bookmark: _Toc485217893][bookmark: _Toc485220066][bookmark: _Toc485220421][bookmark: _Toc485278421]* * * Next Change * * * *
9.4.3.4	UE-requested PDU session modification procedure rejecting
Upon receipt of a PDU SESSION MODIFICATION REQUEST message, if the SMF does not accepts the request to modify the PDU session, the SMF shall create a PDU SESSION MODIFICATION REJECT message.
The SMF shall set the SM cause IE of the PDU SESSION MODIFICATION REJECT message to indicate the reason for rejecting the PDU session modification.
The SM cause IE typically indicates one of the following SM cause values:
Editor's note:	SM causes are FFS.
Editor's note:	Further contents of the PDU SESSION MODIFICATION REJECT message are FFS.
The SMF shall send the PDU SESSION MODIFICATION REJECT message.
Upon receipt of a PDU SESSION MODIFICATION REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.21.1.3, the UE shall stop timer Tk and shall consider that the PDU session is not modified.
[bookmark: _Toc484956812][bookmark: _Toc485044253][bookmark: _Toc485217899][bookmark: _Toc485220072][bookmark: _Toc485220427][bookmark: _Toc485278427]* * * Next Change * * * *
9.4.4.3	Network-requested PDU session modification procedure accepting
Upon receipt of a PDU SESSION MODIFICATION COMMAND message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.1.1.3, if the UE accepts the PDU SESSION MODIFICATION COMMAND message, the UE considers the PDU session as modified and the UE shall create a PDU SESSION MODIFICATION ACCEPT message.
Editor's note:	Further contents of the PDU SESSION MODIFICATION ACCEPT message are FFS.
If the PDU SESSION MODIFICATION COMMAND message contains a PTI IE, the UE shall release the PTI indicated by the PTI IE and shall stop the timer Tk.
The UE shall transport the PDU SESSION MODIFICATION ACCEPT message and the PDU session ID, using the UE-initiated SM message transport procedure as specified in subclause 8.4.1.1.21.1.
Upon receipt of a PDU SESSION MODIFICATION ACCEPT message, the SMF shall stop timer Tm and shall consider the PDU session as modified.
[bookmark: _Toc484956817][bookmark: _Toc485044258][bookmark: _Toc485217904][bookmark: _Toc485220077][bookmark: _Toc485220432][bookmark: _Toc485278432]* * * Next Change * * * *
9.4.5.2	UE-requested PDU session release procedure initiation
In order to initiate the UE-requested PDU session release procedure, the UE shall create an PDU SESSION RELEASE REQUEST message.
The UE shall set the PTI IE of the PDU SESSION RELEASE REQUEST message to an allocated PTI.
Editor's note:	Further contents of the PDU SESSION RELEASE REQUEST message are FFS.
The UE shall transport the PDU SESSION RELEASE REQUEST message and the PDU session ID, using the UE-initiated SM message transport procedure as specified in subclause 8.4.1.1.21.1, and the UE shall start timer Tz (see example in figure 9.4.5.2.1).


Figure 9.4.5.2.1: UE-requested PDU session release procedure
[bookmark: _Toc484956819][bookmark: _Toc485044260][bookmark: _Toc485217906][bookmark: _Toc485220079][bookmark: _Toc485220434][bookmark: _Toc485278434]* * * Next Change * * * *
9.4.5.4	UE-requested PDU session release procedure rejecting
Upon receipt of an PDU SESSION RELEASE REQUEST message, if the SMF does not accept the request to release the PDU session, the SMF shall create an PDU SESSION RELEASE REJECT message.
The SMF shall set the SM cause IE of the PDU SESSION RELEASE REJECT message to indicate the reason for rejecting the PDU session release.
The SM cause IE typically indicates one of the following SM cause values:
Editor's note:	SM causes are FFS.
Editor's note:	Further contents of the PDU SESSION RELEASE REJECT message are FFS.
The SMF shall send the PDU SESSION RELEASE REJECT message.
Upon receipt of an PDU SESSION RELEASE REJECT message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.21.1.3, the UE shall stop timer Tz and shall consider that the PDU session is not released.
[bookmark: _Toc484956825][bookmark: _Toc485044266][bookmark: _Toc485217912][bookmark: _Toc485220085][bookmark: _Toc485220440][bookmark: _Toc485278440]* * * Next Change * * * *
9.4.6.3	Network-requested PDU session release procedure accepting
Upon receipt of an PDU SESSION RELEASE COMMAND message and a PDU session ID, using the network-initiated SM message transport procedure as specified in subclause 8.4.1.1.21.1.3, the UE considers the PDU session as released and the UE shall create an PDU SESSION RELEASE ACCEPT message.
If the PDU SESSION RELEASE COMMAND message contains a PTI IE, the UE shall release the PTI indicated by the PTI IE and shall stop the timer Tz.
Editor's note:	Further contents of the PDU SESSION RELEASE ACCEPT message are FFS.
* * * Next Change * * * *
12.1.3.1	Indication of support of emergency seervices
During the registration procedure the AMF includes the emergency PDU session service support indicator in the REGISTRATION ACCEPT message (see subclause 8.5.2).
Editor’s note:	The emergency PDU session service support indicator needs to be aligned with the stage 2 as soon as procedural requirements are in place.
Editor’s note:	The emergency service support indicator needs to be added in the subclause 8.5.2.
Editor’s note:	It is FFS in which information element of the REGISTRATION ACCEPT message the emergency service support indicator is included.
The received emergency PDU session service support indicator shall be provided to the upper layers in the UE.
Editor’s note:	The use of the emergency PDU session service support indicator by upper layers is FFS.
* * * Next Change * * * *
[bookmark: _Toc484956913][bookmark: _Toc485044354][bookmark: _Toc485218000][bookmark: _Toc485220173][bookmark: _Toc485220528][bookmark: _Toc485278523]12.4.1.5.3	QoS flow templated derived by the UE for reflective QoS
When:
-	the UE receives a DL user-data packet marked with a QFI associated with a QoS rule for which reflective QoS is activated; or
-	the UE is notified by the lower layers that reflective QoS is activated for a DL user-data packet;
the UE derives the QoS flow template to be applied to UL user-data packets based on DL user-data packets as follows:
-	the QoS flow template contains one or more UL packet filters, each associated with:
1)	the evaluation precedence index signalled to the UE by the network if reflective QoS was activated via the control plane; or
2)	the standardized evaluation precedence index value mapping to the QFI of the associated QoS flow if reflective QoS was activated via the user plane; and
Editor's note:	The mapping of standardized evaluation precedence index to QFI is FFS.
-	the UL packet filters are constructed as follows:
1)	if the QoS flow belongs to a PDU session of type IP:
i)	when the UE receives a DL user-data packet, the UE shall check whether this packet maps to an existing UL packet filter in the QoS flow template; and
ii)	if no matching UL packet filter in the QoS flow template is found, the UE shall create a new UL packet filter with the following components:
a)	for IPv4:
I)	an IPv4 remote address component set to the source IP address of the received DL packet;
II)	an IPv4 local address component set to the destination IP address of the received DL packet; and
III)	a Protocol identifier/Next header type component set to the value of the last received protocol type field;
b)	for IPv6:
I)	an IPv6 remote address set to the source IP address of the received DL packet;
II)	an IPv6 local address/prefix length component set to the destination IP address of the received DL packet; and
III)	a Protocol identifier/Next header type component set to the value of the last received next header field;
c)	a Single local port type component set to value of the destination port in the received DL packet; and
d)	a Single remote port type component set to the value of the source port in the received DL packet;
Editor's note:	The need to associate a time stamp with each UL packet filter is FFS.
2) if the QoS flow belongs to a PDU session of type Ethernet:
Editor's note:	How the UE constructs UL packet filters for a PDU session of type Ethernet when reflective QoS is activated is FFS.
3)	if the QoS flow belongs to a PDU session of type unstructured:
Editor's note:	How the UE constructs UL packet filters for a PDU session of type unstructured when reflective QoS is activated is FFS.
[bookmark: _Toc484956914][bookmark: _Toc485044355][bookmark: _Toc485218001][bookmark: _Toc485220174][bookmark: _Toc485220529][bookmark: _Toc485278524]* * * Next Change * * * *
12.4.1.5.4	Reflective QoS deactivation
Editor's note:	The procedure to deactivate reflective QoS is FFS.
* * * Next Change * * * *
[bookmark: _Toc484956920][bookmark: _Toc485044361][bookmark: _Toc485218007][bookmark: _Toc485220180][bookmark: _Toc485220535][bookmark: _Toc485278530]12.5.2	P-CSCF address delivery
When the UE requests to establish a PDU sesssion, which can be used for IMS services, the UE includes in the ePCO IE contained in the PDU SESSION ESTABLISHMENT REQUEST message (see subclause 9.5.3) the request for P-CSCF IPv4 address or P-CSCF IPv6 address or both. The AMF forwards the ePCO IE transparently via N11 interface towards the SMF.
When receiving an 5GSM request message containing a P-CSCF address request on the N11 interface, the SMF includes the locally configured P-CSCF address(es) in the ePCO IE of the corresponding 5GSM response message.

oleObject2.bin
UE


AMF


NAS SM MESSAGE TRANSPORT



image3.emf
UE

AMF

UL GENERIC TRANSPORT


oleObject3.bin
UE


AMF


UL GENERIC TRANSPORT



image4.emf
UE

AMF

DL GENERIC TRANSPORT


oleObject4.bin
UE


AMF


DL GENERIC TRANSPORT



oleObject5.bin
UE


AMF


UL GENERIC TRANSPORT



oleObject6.bin
UE


AMF


DL GENERIC TRANSPORT



image5.emf
UE

AMF

UL NAS TRANSPORT


oleObject7.bin
UE


AMF


UL NAS TRANSPORT



image6.emf
UE SMF

PDU SESSION ESTABLISHMENT ACCEPT

Stop Tx

OR

PDU SESSION ESTABLISHMENT REQUEST

Start Tx

PDU SESSION ESTABLISHMENT REJECT

Stop Tx


oleObject8.bin
UE


SMF


PDU SESSION ESTABLISHMENT ACCEPT


Stop Tx


PDU SESSION ESTABLISHMENT REJECT


Stop Tx


OR


PDU SESSION ESTABLISHMENT REQUEST


Start Tx



image7.emf
UE SMF

PDU SESSION AUTHENTICATION ACCEPT

PDU SESSION AUTHENTICATION REQUEST

Stop Tm

Start Tm

PDU SESSION AUTHENTICATION REJECT

Stop Tm

OR


oleObject9.bin
UE


SMF


PDU SESSION AUTHENTICATION ACCEPT


PDU SESSION AUTHENTICATION REQUEST


Stop Tm


Start Tm


PDU SESSION AUTHENTICATION REJECT


Stop Tm


OR



image8.emf
UE SMF

Network-requested PDU session modification procedure

PDU SESSION MODIFICATION REQUEST

Stop Tk

Start Tk

PDU SESSION MODIFICATION REQUEST REJECT

Stop Tk

OR


oleObject10.bin
UE


SMF


Network-requested PDU session modification procedure


PDU SESSION MODIFICATION REQUEST


Stop Tk


Start Tk


PDU SESSION MODIFICATION REQUEST REJECT


Stop Tk


OR



image9.emf
UE SMF

Network-requested PDU session release procedure

PDU SESSION RELEASE REQUEST

Stop Tz

Start Tz

PDU SESSION RELEASE REJECT

Stop Tz

OR


oleObject11.bin
UE


SMF


Network-requested PDU session release procedure


PDU SESSION RELEASE REQUEST


Stop Tz


Start Tz


PDU SESSION RELEASE REJECT


Stop Tz


OR



image1.emf
UE

AMF

NAS SM MESSAGE TRANSPORT


oleObject1.bin
UE


AMF


NAS SM MESSAGE TRANSPORT



image2.emf
UE

AMF

NAS SM MESSAGE TRANSPORT



 

 

3GPP TSG

-

CT WG1 Meeting #

10

5

 

C1

-

1

7

3180

 

Krakow (Poland), 21

-

25 August

 

2

017

 

 

Source:

 

Huawei, HiSilicon

 

Title:

 

Pseudo

-

CR 

on 

editorials to TR 24.890

 

Spec:

 

3GPP TR 24.890 

v0.2.1

 

Agenda item:

 

15.2.1.

1

 

Document for:

 

Agreement

 

 

1

. Introduction

 

The latest version of the TR 24.890 is v0.2.1

.

 

2. 

Reason for Change

 

It has been identified a number of editorials in the latest version of the TR which need to be fixed.

 

3

. 

Proposal

 

It is proposed to 

agree

 

th

e following changes to 3GPP T

R 24.890 v0.2.1.

 

 

 

* * * First Change * * * *

 

5.2.2

 

Procedures for 3GPP radio access networks

 

The same procedures for PLMN selection applicable for the GSM, UTRAN and E

-

UTRAN access technologies as 

described in 

3GPP

 

TS

 

22.011

 

[2] and 3GPP

 

TS

 

23.122

 

[4] also apply for 5G

-

RAN, with the following additions and 

exceptions:

 

-

 

when the UE is informed that an area is forbidden, the tracking area identity for this area is added to a list of 

"forbidden areas" which is sto

red in the UE. The UE shall not send any signalling or user data in this area and 

shall search for a suitable cell in the same PLMN but belonging to a tracking area which is not in the list of 

"forbidden areas". The list of "forbidden areas" is deleted whe

n the UE is switched off or the USIM is removed; 

and

 

Editor's note:

 

Whether the existing list of "forbidden tracking areas for roaming" can be re

-

used for the list 

"forbidden areas" is FFS.

 

-

 

one single list of forbidden PLMNs ("forbidden PLMNs" list) is s

ufficient for 5GS. The existing "forbidden 

PLMNs for GPRS service" and "forbidden PLMNs for attach in S101 mode" lists are not used for 5GS.

 

Editor's note:

 

It is FFS how RAT restriction is achieved.

 

* * * Next

 

Change * * * *

 

6

.1

 

General

 

This subclause defi

nes the principal architecture of the 5GS NAS layer 3 protocol and its sublayers, including the 

message format applied by layer

 

3.

Editor's note:

 

5GS layer protocol and sublayer definition is FFS

.

 

* * * Next

 

Change * * * *

 

